Chapter 2 - What's New in Windows 2000 Advanced Server
Microsoft® Windows 2000® Advanced Server offers you increased reliability, scalability, and manageability to lower your costs and deliver business advantage. Windows 2000 Advanced Server redefines the platform for business computing of the future. Windows 2000 Advanced Server:

Increases overall system reliability and scalability. Windows 2000 Advanced Server delivers an even more reliable, scalable platform for your critical business needs. This new release provides clustering, improved memory management, a more robust system architecture, and a variety of diagnostic and troubleshooting utilities. As you add users and functionality to your system, you can be confident of reliable service.

Provides powerful, flexible management. Windows 2000 Advanced Server delivers flexible, policy-based management services to help you manage and secure your networks, servers, and client systems. With the new and enhanced services—including the Active Directory directory service, remote management, and enterprise-class distributed security services—management of your network is made simpler and easier.

Provides the best foundation for compelling applications. Your existing applications will run better on Windows 2000 Advanced Server because they can take advantage of a more reliable, faster, and easier-to-manage server operating system. In addition, the industry is developing the next generation of applications, including directory-enabled applications. These new applications will reduce your costs and share information more efficiently from application to application. For corporate developers, this release introduces Component Services, providing integrated support that no other server operating system provides, and allowing you to write and deploy powerful, scalable, component-based applications.
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Increased System Reliability and Scalability
Windows 2000 Advanced Server delivers increased levels of overall system reliability and scalability for your critical business solutions. Increased fault tolerance allows you to make information available to users regardless of unexpected events or problems.
Windows Clustering
Windows Clustering includes multiple clustering technologies: Network Load Balancing clusters and server clusters. You can set up these clustering technologies to work together to provide scalability and high availability for network applications.
Network Load Balancing clusters
Network Load Balancing clusters provide high scalability and availability for TCP/IP-based services and applications by combining up to 32 servers running Windows 2000 Advanced Server into a single cluster. The Network Load Balancing service provides a foundation for Network Load Balancing clusters. 
Network Load Balancing clusters can also provide load balancing for servers running COM+ applications.
Server clusters
Server clusters provide high availability for resources and applications by clustering multiple servers running Windows 2000 Advanced Server. If one of the nodes in the cluster is unavailable due to failure or maintenance, another node immediately begins providing service (a process known as failover). Users accessing the cluster have constant access to server-based resources. The Cluster service enables server clusters. For more information, see Chapter 5, “Installation and Upgrading of Cluster Nodes,” and Windows 2000 Help. To display Help, click Start, and then click Help.
Increased Reliability
This is the most critical design goal of the Windows 2000 Advanced Server release. The system offers you the following capabilities, helping provide dramatically higher levels of reliability:
Improved memory management
Improved memory management means greater speed, reliability, and flexibility on your servers.
More robust system architecture
A robust system provides you with greater reliability even if one application or service encounters problems.
Better diagnostic tools
You can monitor systems states and prevent problems more easily with better diagnostic tools.
Safe mode start
With safe mode, you can start Windows 2000 with a minimal set of drivers and services, and then view a log showing the sequence of events at startup. Using safe mode, you can diagnose problems with drivers and other components that might be preventing normal startup.
Recovery Console
With the Recovery Console, you can start a command-line console on a system on which a software problem (such as a problem with drivers or files) is preventing the system from starting. From the Recovery Console, you can use basic commands to try to recover the system.
Windows File Protection
In Windows 2000, Windows File Protection prevents the replacement of protected system files, such as .sys, .dll, .ocx, .ttf, .fon and .exe files used by the operating system. Windows File Protection runs in the background and prevents other programs from changing the files needed by the operating system.
Enhanced Backup utility
With Windows 2000 Advanced Server, you can back up data to a wide variety of storage media, such as tape drives, external hard disk drives, Zip disks, and recordable CD-ROMs.
Disk defragmentation utility
You can use the Disk defragmentation utility to defragment disk volumes formatted as FAT, FAT32, and NTFS, increasing server reliability and performance.
Increased Availability
Windows 2000 Advanced Server provides new features that dramatically increase system uptime for your critical business solutions. With Plug and Play, planned system restarts are reduced by more than 90 percent. The system also gives you clustering, advanced fault tolerance, and file system recoverability features.
Clustering 
Server clusters provide high availability for resources and applications by clustering multiple servers running Windows 2000 Advanced Server. For more information, see “Windows Clustering” earlier in this chapter.
Fewer Server Restarts
Windows 2000 Advanced Server makes configuring hardware and software easier and dramatically reduces the number of times you must restart the system. Examples of activities you can accomplish without restarting the server include (but are not limited to):

Extending a storage volume

Configuring network protocols

Managing storage dynamically (Dynamic Volume Management)

Reconfiguring settings on PCI and other Plug and Play hardware
Plug and Play
With Plug and Play, a combination of hardware and software support, the server can recognize and adapt to hardware configuration changes automatically, without your intervention and without restarting.
Start from mirrors or striped volumes
With appropriate preparation, you can start your server from a backup on a mirror or striped volume, decreasing downtime during server recovery or planned maintenance.
Increased Scalability
The Windows 2000 Server family scales from small workgroups to enterprise data center deployments. The Windows 2000 Server family includes products that support up to 32 processors and advanced I/O. It also integrates network load balancing and new multiprocessor optimizations for your business applications. The new features give your system more flexibility and better performance:
Enterprise Memory Architecture
With Enterprise Memory Architecture, you can run applications that take advantage of large amounts of physical memory on Windows 2000 Advanced Server. Using applications written with the Address Windowing Extensions API, you can map more physical memory into the applications’ virtual address memory space for improved performance. You can also use application memory tuning, also known as 4-gigabyte tuning (4GT), to provide more virtual address memory space to applications, up to 3 GB, by providing less virtual address memory space to the operating system.
Hardware scalability
By choosing from products in the Windows 2000 Server family, you can take advantage of the growing number of competitively priced 2-, 4-, 16-, and 32-way multiprocessor computers, using ever-faster hardware technology.
I2O support
New I2O architecture allows for higher input/output performance on your servers by offloading certain I/O operations to a secondary processor. I2O improves I/O performance in high-bandwidth applications such as networked video, groupware, and client/server processing.
Network Load Balancing (available on Windows 2000 Advanced Server)
Previously known as WLBS, Network Load Balancing distributes incoming TCP/IP traffic between multiple servers. Your clustered applications, especially Web server applications, can handle more traffic and provide faster response times.
Powerful, Flexible Management
To help reduce the total cost of ownership, Windows 2000 Advanced Server delivers powerful, comprehensive management services for managing your servers, networks, and client systems. Windows 2000 Advanced Server introduces Active Directory, an Internet standards-based directory service that uniquely enables flexible policy-based management of systems, powerful authorization and authentication services, directory consolidation, and directory-enabled applications and infrastructure.
Active Directory
Active Directory is an enterprise-class directory service that is scalable, built from the ground up using Internet-standard technologies, and fully integrated at the operating-system level. Active Directory simplifies administration and makes it easier for users to find resources. Active Directory provides a wide range of features and capabilities:
Simplified user and network-resource management
Using Active Directory, you can build hierarchical information structures that make it easier for you to control such things as administrative privileges, and also make it easier for your users to locate network resources such as files and printers. 
Group Policy
You can use policies to define the permitted actions and settings for users and computers. In contrast with local policy, you can use Group Policy to set policies that apply across a given site, domain, or organizational unit in Active Directory. Policy-based management simplifies tasks such as operating system updates, application installation, user profiles, and desktop-system lock down.
Flexible, secure authentication and authorization
Flexible and secure authentication and authorization services provide protection for data while minimizing barriers to doing business over the Internet. Active Directory supports multiple authentication protocols—such as the Kerberos V5 protocol, Secure Sockets Layer v3, and Transport Layer Security using X.509 v3 certificates—and security groups that span domains efficiently.
Directory consolidation
You can organize and simplify the management of users, computers, applications, and devices, and make it easier for users to find the information they need. You can take advantage of synchronization support through LDAP-based interfaces, and you can work with directory consolidation requirements specific to your applications.
Directory-enabled applications and infrastructure
Active Directory features make it easier for you to configure and manage applications and other directory-enabled network components.
Scalability without complexity
Active Directory scales to millions of objects per domain and uses indexing technology and advanced replication techniques to speed performance.
Use of Internet standards
Active Directory provides access through LDAP and uses a Domain Name System (DNS)-based namespace.
A powerful development environment
Active Directory Service Interfaces is a directory service model and a set of COM interfaces. It enables Windows 95, Windows 98, Windows NT, and Windows 2000 applications to access several network directory services, including Active Directory. It is supplied as a Software Development Kit (SDK).
IntelliMirror
To help reduce costs, administrators have asked for the highest levels of control over portable and desktop systems. IntelliMirror provides this control on client systems running Windows 2000 Professional. You can use IntelliMirror to define policies based on the respective users’ business roles, group memberships, and locations. Using these policies, Windows 2000 Professional desktops are automatically reconfigured to meet a specific user’s requirements each time that user logs onto the network, no matter where they log on.
At the core of IntelliMirror are three features: 

User data management 

Software installation and maintenance

User settings management
You can use these IntelliMirror features either separately or together, depending on the requirements of the environment. This gives you the ability to provide users with consistency and reliability no matter what computer they work on.
Windows Management Instrumentation (WMI)
Web-Based Enterprise Management (WBEM) provides uniform access to management information. WBEM is a Distributed Management Task Force (DMTF) initiative to get widespread adoption of the industry-standard Common Information Model (CIM) designed by DMTF. CIM is an extensible object-oriented schema for managing systems, networks, applications, databases and devices.
Windows Management Instrumentation (WMI), sometimes called CIM for Windows, is the Microsoft implementation of this technology and is WBEM compliant. Using WMI, you can monitor, track, and control system events related to software applications, hardware components, and networks. WMI substantially extends the CIM schema for the Win32 System environment and Microsoft applications. You can use the CIM schema to map data from diverse sources in a common, normalized, and logically organized way, and to establish correlations and associations between management data regardless of type, content, or source of origin.
With WMI, system administrators and management application developers can use a single interface for local and remote access to Win32, System Monitor, WMI for Windows Driver Model (WDM), registry, event logs, Desktop Management Interface (DMI), Simple Network Management Protocol (SNMP), and any other data WMI generates. This means that administrators and developers do not have to learn multiple APIs (for example, the Win32, RPC, registry, and WinSNMP APIs) to write powerful management tools.
WMI provides the infrastructure for system monitoring: event consolidation, CIM query-based event thresholds, and filtering. You can use this infrastructure for any management data WMI produces. This provides a single framework for monitoring previously disparate events such as:

Free disk space dropping below a preset threshold

The TCP/IP service stopping

An SNMP Link down trap being received from the default router for this computer

The server load increasing past a specified threshold (based on aggregated WMI data)
WMI includes the CIM Object Manager (CIMOM) and supports extensible provider architecture that generates a vast range of information in a unified schema. WMI includes the set of standard providers (Win32, registry, System Monitor, SNMP, ADSI, DMI, event logs, and WMI for WDM). Using WMI, other software vendors can extend the schema and build added value on the already established CIM Win32 classes. 
The WMI interfaces work with Component Services (formerly known as COM+) and scripting languages (Visual Basic, Visual Basic Scripting Edition, JScript, and Perl), enabling rapid development of scripts and sophisticated applications written in C++. The Windows Script Host object model for Windows 2000 is extended by the CIM object model, allowing you to build simple but powerful command line or Web page scripts. 
Computer Associates' Real World Interface
System and application management instrumentation is available from WMI for numerous management solutions. Computer Associates’ (CA) Real World Interface™ for Windows 2000 is a powerful management application based on CA’s Unicenter TNG Framework. It provides easy access to management data by automatically discovering WMI resources, storing information about them in its repository, and displaying them through its intuitive 2-D and 3-D Windows or Java browser interfaces. You can find this application in the Valueadd folder on the Windows 2000 CD-ROM.
Remote Management
Windows 2000 includes a number of enhancements for remote system management, including new delegation of administration support, terminal services, Microsoft Management Console, and more:
Managing remotely through Terminal Services
Using Terminal Services, you can remotely log in to and manage Windows 2000 systems from virtually anywhere on your network (instead of being limited to working locally on a server). The network connection needed for this is a 28.8 Kbps (or faster) connection.
Organizing and delegating tasks through Microsoft Management Console
You can use Microsoft Management Console (MMC) to arrange the administrative tools and processes you need within a single interface. You can also delegate tasks to specific users by creating pre-configured MMC consoles for them. The console will provide the user with the tools you select.
Managing remotely with Administration Tools
Using Windows 2000 Administration Tools, you can manage a server remotely from any computer running Windows 2000 (including computers running Windows 2000 Professional). The set of Administration Tools is included on the Windows 2000 Advanced Server CD-ROM. The set contains Microsoft Management Console snap-ins and other administrative tools not provided on Windows 2000 Professional.
Scripting with Windows Script Host
Using the Windows Script Host (WSH), you can automate actions such as creating a shortcut and connecting to and disconnecting from a network server. WSH is language-independent. You can write scripts in common scripting languages such as Visual Basic® Scripting Edition and Jscript.
Remote Installation Services
With Remote Installation Services, you can install Windows 2000 Professional remotely, without the need to visit each client. The target clients must either support remote starting with the Pre-Boot eXecution Environment (PXE) ROM, or else must be started with a remote-start floppy disk. Installation of multiple clients becomes much simpler.
Enhanced File, Print, and Web Services
Windows 2000 Advanced Server delivers new support for disk quotas, dynamic volume management, Internet printing, and award-winning Web services with Internet Information Services (IIS) 5.0. Enhancements to file, print services, and volume management make Windows 2000 an ideal file server, and they make it easier to locate and access information on Windows 2000 Advanced Server.
File Services
Windows 2000 Advanced Server provides a variety of new file services:
Disk quota support
You can use disk quotas on volumes formatted with the NTFS file system to monitor and limit the amount of disk space available to individual users. You can define the responses that result when users exceed your specified thresholds.
Distributed File System
With Distributed File System (Dfs), you can create a single directory tree that includes multiple file servers and file shares in a group, division, or enterprise. This allows users to easily find files or folders distributed across the network. Dfs shares can also be published as Volume Objects in Active Directory.
Distributed Link Tracking
Using Distributed Link Tracking and NTFS, you can enable client applications to track linked sources that have been moved. For example, a client application will always be able to access a linked database, even if the database location changes.
High performance content indexing
You can use Indexing Service to provide a fast, easy, and secure way for users to search for information locally or on the network. Users can use powerful queries to search in files in different formats and languages, either through the Start menu Search command or through HTML pages that they view in a browser.
Removable Storage and Remote Storage
Removable Storage makes it easy to track your removable storage media (tapes and optical discs) and to manage the hardware libraries, such as changers and jukeboxes, that contain them. 
Remote Storage uses criteria you specify to automatically copy little-used files to removable media. If hard-disk space drops below specified levels, Remote Storage removes the (cached) file content from the disk. If the file is needed later, the content is automatically recalled from storage.
Since removable optical discs and tapes are less expensive per megabyte (MB) than hard disks, Removable Storage and Remote Storage can decrease your costs.
Graphical Disk Management
Disk Management is a graphical tool for managing disk storage that includes many new features, such as:

Support for new dynamic volumes, which work outside the restriction of four partitions per disk.

Online disk management (fewer restarts).

Local and remote drive management.

Volume Mount Points, which you can use to connect, or mount, a local drive at any empty folder on a local NTFS-formatted volume.
Print Services
Windows 2000 Advanced Server provides a variety of new print services:
Printers published in Active Directory
Users can quickly search for and locate the most convenient printing resources through an improved user interface.
Broad device and protocol support
With Windows 2000 Advanced Server, you can choose from among more than 2,500 different printers.
Internet Printing Protocol
Using Internet Printing Protocol (IPP), users can print directly to a URL over an intranet or the Internet. In addition, Windows 2000 Advanced Server automatically generates print-job information in HTML format, so users can view it in their browsers.
Printer management improvements
You can now monitor the operation of local and remote printers using System Monitor. You can set counters for a variety of criteria such as Bytes Printed/Second, Job Errors, and Total Pages Printed.
Network printing improvements
You can remotely administer a Windows 2000 print server using MMC consoles from anywhere on the network. In addition, you no longer have to install a printer driver on a Windows 2000 client computer to enable it to use a printer. The driver is downloaded automatically when the client connects to a Windows 2000 print server. This makes printing across a network easier.
Internet Services
Windows 2000 Advanced Server includes a variety of powerful Internet capabilities:
Integration with Internet Information Services 5.0
The powerful features in Internet Information Services (IIS), a part of Microsoft Windows 2000 Advanced Server, make it easy to share documents and information across a company intranet or the Internet. Using IIS, you can deploy scalable and reliable Web-based applications, and you can bring existing data and applications to the Web. IIS includes Active Server Pages and the other features in this list.
Active Server Pages
Active Server Pages (ASP) is a server-side scripting environment for creating dynamic, interactive Web server applications. With ASP, developers can combine HTML pages, script commands, and COM components as needed to create flexible and powerful Web-based applications.
Windows Media Services
Using Windows Media Services, you can deliver high-quality streaming multimedia to users on the Internet and intranets.
Distributed Authoring and Versioning
Distributed Authoring and Versioning enables remote authors to edit, move, or delete files, file properties, directories, and directory properties on your server over an HTTP connection.
CPU throttling
Using the job object in Windows 2000 Advanced Server, you can limit the amount of CPU processing time used by a Web application or site. This frees up processor time for other applications.
Process Accounting
With Process Accounting, you can obtain information about how Web sites use CPU resources. This information can be crucial for making decisions about changing or improving hardware or applications. It can also be important when monitoring or diagnosing problems with scripts or applications.
HTTP compression
HTTP compression conserves bandwidth, and provides faster transmission of pages between the Web server and compression-enabled clients. Internet Explorer 4 and Internet Explorer 5 both support the compression methods used in Windows 2000 Advanced Server.
Networking and Communications Platform
Windows 2000 Advanced Server integrates support for Virtual Private Networks, high performance networking, preferred network bandwidth, and more.
Enhanced Connectivity and Security
Windows 2000 Advanced Server provides a variety of features that help provide outstanding connectivity for users:
Virtual Private Networking
You can allow users ready access to the network even when they’re out of the office, and reduce the cost of this access, by implementing a Virtual Private Network (VPN). Using VPNs, users can easily and securely connect to the corporate network. The connection is through a local ISP, which reduces connect-time charges.
With Windows 2000 Advanced Server, you can use several new, more secure protocols for creating Virtual Private Networks, including:

Layer 2 Tunneling Protocol (L2TP), a more secure version of Point-to-Point Tunneling Protocol (PPTP). L2TP is used for tunneling, address assignment, and authentication.

Internet Protocol Security (IPSec), a standard-based protocol that provides the highest levels of VPN security. Using IPSec, virtually everything above the networking layer can be encrypted.
Routing and Remote Access service
Routing and Remote Access service is a single integrated service that terminates connections from either dial-in or VPN clients, or provides routing (IP, IPX, and AppleTalk), or both. With Routing and Remote Access service, your Windows 2000 Advanced Server can function as a remote access server, a VPN server, a gateway, or a branch-office router.
When providing remote access, Routing and Remote Access service supports PPP (the standard dial-up protocol). It also supports the new Extensible Authentication Protocol to enable vendor-provided authentication methods for remote clients (such as retina scan).
When working as a router, Routing and Remote Access service supports both local (LAN-to-LAN) routing and remote (demand-dial) routing. In addition to physical dial-up, frame relay, ISDN, or X.25 connections, the connection can be in the form of a direct connection to the corporate network or a point-to-point, branch office VPN connection through the Internet. Routing and Remote Access service supports the OSPF and RIP2 routing control protocols for IP networks and both RIP and SAP for IPX networks. The range of routing and gateway services included in Windows 2000 Advanced Server allow you to create flexible connections between branch offices (or perimeter networks) and the corporate network.
Internet Authentication Service
Internet Authentication Service (IAS) provides you with a central point for managing authentication, authorization, accounting, and auditing of dial-up or VPN users. IAS uses the Internet Engineering Task Force (IETF) protocol called Remote Authentication Dial-In User Service (RADIUS).
Enhanced Communications Support for Applications
The communications features in Windows 2000 provide powerful support for your networked applications, including telephony applications:
TAPI 3.0
TAPI 3.0 unifies IP and traditional telephony to enable developers to create a new generation of powerful computer telephony applications that work as effectively over the Internet or an intranet as over the traditional telephone network.
Predictable, end-to-end Quality of Service
Using Windows Quality of Service (QoS), you can control how applications are allotted network bandwidth. You can give important applications more bandwidth, less important applications less bandwidth. QoS-based services and protocols provide a guaranteed, end-to-end, express delivery system for information across the network.
Resource Reservation Protocol
You can use Resource Reservation Protocol (RSVP) with multimedia applications and other applications that require consistent bandwidth or response levels on the network. RSVP enables these applications to obtain the necessary service quality from the network, and allows you to manage the impact that such applications have on network resources. RSVP is a request/grant type of service where client-requested reservations are granted or denied based upon policy and network resource availability.
Enhanced Support for IP Addressing
Windows 2000 Advanced Server provides methods and services for simplifying IP addressing, a basic element in TCP/IP. The following features are offered:
DHCP with DNS and Active Directory
Dynamic Host Configuration Protocol (DHCP) works with DNS and Active Directory on IP networks, helping to free you from assigning and tracking static IP addresses. DHCP dynamically assigns IP addresses to computers or other resources connected to an IP network.
Internet Connection Sharing
With the Internet connection sharing feature of Network and Dial-up Connections, you can use Windows 2000 to connect your home network or small office network to the Internet. For example, you might have a home network that connects to the Internet by using a dial-up connection. By enabling Internet connection sharing on the computer that uses the dial-up connection, you are providing network address translation, addressing, and name resolution services for all computers on your home network.
Network Address Translation
Network Address Translation (NAT) hides internally managed IP addresses from external networks by translating private internal addresses to public external addresses. This reduces IP address registration costs by letting you use unregistered IP addresses internally, with translation to a small number of registered IP addresses externally. It also hides the internal network structure, reducing the risk of attacks against internal systems.
Enhanced Support for Networking Technologies
Windows 2000 Advanced Server provides support for high-speed networking technologies:
Asynchronous Transfer Mode
Asynchronous Transfer Mode (ATM) is a high-speed connection-oriented protocol designed to transport multiple types of traffic across a network. It is applicable to both LANs and WANs. Using ATM, your network can simultaneously transport a wide variety of network traffic: voice, data, image, and video.
Fibre Channel
Fibre Channel is a technology for 1-gigabit-per-second data transfer that maps common transport protocols such as SCSI and IP, merging networking and high-speed I/O in a single connectivity technology. Fibre Channel technology gives you a way to address the distance and the address-space limitations of conventional channel technologies.
Flexible Security
Windows 2000 introduces support for Kerberos V5, Public Key Infrastructure (PKI), and Smart Card logon support, providing flexible, enterprise-strength security for your entire organization:
Full support for Kerberos Version 5 Protocol
Kerberos V5 is a mature, industry-standard network authentication protocol. With Kerberos V5 support, a fast, single logon process gives users the access they need to Windows 2000 Advanced Server-based enterprise resources, as well as to other environments that support this protocol. Support for Kerberos V5 includes additional benefits such as mutual authentication (client and server must both provide authentication) and delegated authentication (the user’s credential is tracked end-to-end).
Public key infrastructure, Certificate Services, and Smart Card support
Using Certificate Services and the certificate management tools in Windows 2000, you can deploy your own public key infrastructure. With a public key infrastructure, you can implement standards-based technologies such as Smart Card logon capabilities, client authentication (through Secure Sockets Layer and Transport Layer Security), secure e-mail, digital signatures, and secure connectivity (using Internet Protocol Security). Using Certificate Services, you can set up and manage certification authorities that issue and revoke X.509 V3 certificates. This means that you don’t have to depend on commercial client authentication services, although you can integrate commercial client authentication into your public key infrastructure if you choose.
Encrypting File System
The Encrypting File System (EFS) in Windows 2000 complements existing access controls and adds a new level of protection for your data. The Encrypting File System runs as an integrated system service, making it easy to manage, difficult to attack, and transparent to the user.
Internet Protocol Security
You can use Internet Protocol Security (IPSec) to secure communications within an intranet and to create secure Virtual Private Network solutions across the Internet. IPSec was designed by the Internet Engineering Task Force (IETF) and is an industry standard for encrypting TCP/IP traffic.
Advanced Internationalization
Windows 2000 Advanced Server now provides multilanguage support on a single system and will be translated and modified into local versions for more than 30 languages. Because of the system architecture in Windows 2000, the operating system, utilities, and properly written applications can be translated and modified into local versions for hundreds of languages. Local administrators therefore do not need to be fluent in technical English.
Interoperability with Existing Systems
Windows 2000 Advanced Server delivers powerful UNIX, Novell NetWare, Windows NT Server 4.0, and Macintosh interoperability, allowing you to integrate Windows 2000 Advanced Server into an existing environment. You can introduce Windows 2000 Advanced Server incrementally into a network environment because it provides migration paths from any number of existing systems, devices, and applications.
Note   For the latest Year 2000 information regarding Microsoft products, visit the Microsoft Year 2000 Readiness Disclosure and Resource Center Web site located at http://microsoft.com/year2000. Windows 2000 Advanced Server also supports the Euro currency symbols.
Windows 2000 includes the following design features to ensure that it works with as many systems and applications as possible:
Industry standards
Windows 2000 Advanced Server supports the latest in industry standards, including:

Lightweight Directory Access Protocol (LDAP)

Domain Name System (DNS)

Active Directory Service Interfaces (ADSI)

Kerberos Version 5
Support for existing applications
Windows 2000 Advanced Server supports existing BackOffice applications such as Microsoft Exchange and Microsoft SQL Server. The Microsoft Active Directory Connector is included to easily synchronize Exchange accounts with Windows 2000 Advanced Server accounts until the next version of Exchange, which uses Active Directory, is released. In addition, applications featuring the BackOffice logo are tested for interoperability.
Co-existence with existing operating systems
Windows 2000 integrates seamlessly with existing systems and contains support for earlier Windows operating systems as well as new features for supporting other popular operating systems. Windows 2000 offers:

Interoperability with Windows NT Server 3.51 and 4.0.

Support for clients running a variety of operating systems including Windows 3.x, Windows 95, Windows 98, and Windows NT Workstation 4.0.

UNIX interoperability provided through an add-on pack called Windows Services for UNIX. The add-on pack provides support for Network File System (NFS), password synchronization, a UNIX command shell, and a collection of UNIX utilities. The add-on pack also supports Network Information Services (NIS). Telnet services (for remote access and administration) are included in Windows 2000 as well as in the Add-On Pack.

Mainframe and midrange connectivity, using S/390 and AS/400 transaction and queuing gateways through SNA Server.

File Server for Macintosh, allowing Macintosh clients to use the TCP/IP protocol (AFP over IP) to share files and to access shares on a Windows 2000 Advanced Server.
Enhanced Foundation for Compelling Applications
Windows 2000 Advanced Server provides customers with a wide range of turnkey ISV solutions and a comprehensive set of Internet application services for rapid development of custom applications. Application support includes the following:
Wide range of turnkey applications
There are more than 3,800 applications written for Windows NT Server today, and hundreds of new server applications are scheduled to be available within months of the Windows 2000 Advanced Server release.
For the most recent information on compatible and certified applications for Microsoft Windows 2000, see the “Directory of Windows 2000 Applications” Web site:
http://www.microsoft.com/windows/server/deploy/compatible/default.asp
You can search this site for information on current applications and on applications specifically designed for Windows 2000.
Comprehensive Internet application services
Using the integrated Web, component management, transaction processing, and message queuing services in Windows 2000, programmers can rapidly develop and deploy scalable, component-based applications.
Active Accessibility
Active Accessibility is an application programming interface built into Windows 2000 that extends the core operating system services. It allows an accessibility aid (or other Active Accessibility client) to obtain meaningful information about an application and convey that information to the user. Because Active Accessibility reduces the need for application-specific code, it reduces overall maintenance costs and allows software developers to innovate in their user interface without sacrificing compatibility with accessibility aids. For more information, see technology listings on the Microsoft Accessibility and Disabilities Web site at:
http://microsoft.com/enable
Transaction services
The integrated transaction services in Windows 2000 Advanced Server provide simple building blocks that can reliably and efficiently execute complex transactions across widespread distributed networks.
Message queuing
The integrated message queuing functionality helps developers build and deploy applications that run more reliably over networks, including the Internet. These applications can interoperate with applications running on different platforms such as mainframes and UNIX-based systems.
Component Services
Component Services is a set of services based on extensions of the Component Object Model (COM) and on Microsoft Transaction Server (an earlier release of a component-based transaction processing system). Component Services provides improved threading and security, transaction management, object pooling, queued components, and application administration and packaging.
Job objects
Windows 2000 Advanced Server contains an extension to the process model called a job. Job objects are nameable, securable, sharable objects that control attributes of the processes associated with them. A job object’s basic function is to allow groups of processes to be managed and manipulated as a unit. For example, a Web application can use a job object to account for CPU usage.
Host data integration
Windows 2000 Advanced Server provides an excellent platform for running database applications by including native support for ODBC, Oracle, and Microsoft SQL Server.
Integrated Terminal Services
Windows 2000 Advanced Server is the only server operating system that integrates terminal emulation services. Using Terminal Services, a user can access programs running on the server from a variety of older devices. For example, a user could access a virtual Windows 2000 Professional desktop and 32-bit Windows-based applications from hardware that couldn’t run the software locally. Terminal Services provides this capability for both Windows and non-Windows-based client devices. (Non-Windows devices require add-on software by Citrix Systems.) Terminal Services provide the following advantages:
Centralized application access
With Terminal Services, all applications reside and run on the server. For applications that require frequent upgrades, Terminal Services is an efficient, highly manageable way to provide the most current version to the user.
Remote access to applications
Terminal Services efficiently sends the application display, rather than the underlying application data, from server to client. This means that you can give users access to data-heavy applications over lower bandwidth connections (for example, 28.8 Kbps dial-up) and provide higher performance than would be possible without Terminal Services.
Single application access
Terminal Services can provide users with access to a single published application when access to a full Windows 2000 Professional desktop is not required.
Terminal Services can also be used for remote management. For more information, see “Remote Management” earlier in this chapter.
Enhanced Server Development Tools
Developers writing server-based applications enjoy the best tools available with Microsoft Visual Studio as well as development tools from other software companies. Visual Studio 6.0 is designed to address the major requirements of organizations creating modern enterprise solutions. The design themes for Visual Studio 6.0 include:

A complete suite of tools for component-based development

Enhanced life cycle productivity

Enterprise database tools

Enhanced support for teams

Integration with application services
Conclusion
Windows 2000 Advanced Server integrates the best network, application, and Web services for generating business advantage. It provides increased reliability and scalability, lowers your cost of computing with powerful, flexible management services, and provides the best foundation for running business applications. Windows 2000 Advanced Server redefines the platform for business computing of the future.
