Control Panel
Accessibility Options
Common tasks
The following accessibility tools are frequently used when configuring accessibility options. 

StickyKeys: Enables simultaneous keystrokes while pressing one key at a time. 

FilterKeys: Adjusts the response of your keyboard. 

ToggleKeys: Emits sounds when certain locking keys are pressed. 

SoundSentry: Provides visual warnings for system sounds. 

ShowSounds: Instructs programs to display captions for program speech and sounds. 

High Contrast: Improves screen contrast with alternative colors and font sizes. 

MouseKeys: Enables the keyboard to perform mouse functions. 

SerialKeys: Allows the use of alternative input devices instead of a keyboard and mouse. 
Accessibility Options in Control Panel can be used with other accessiblity programs included with Windows 2000. 
The accessibility tools that ship with Windows 2000 are intended to provide a minimum level of functionality for users with special needs. Most users with disabilities will need utility programs with higher functionality for daily use. For a list of Windows-based accessibility utilities, see Microsoft Accessibility at the Microsoft Web site (http://www.microsoft.com/).
Additional resources:
Utilities to enhance accessibility
A wide variety of hardware and software products are available to make personal computers easier to use for people with disabilities.
Microsoft documentation in alternative formats
Many of the Windows 2000 documents are also available as online Help, online guides for users, or on a CD that comes with the package.
Microsoft products and services
Information on Microsoft products and services for people with disabilities.
Configuring Windows 2000 for people who are deaf or hard-of-hearing
People who are deaf or hard-of-hearing can configure Windows 2000 to use visual cues in place of sounds, or increase the volume level of program and system sounds.
Use SoundSentry
SoundSentry displays a visual warning, such as a blinking program window, when your computer's built-in speaker makes a sound.
Use ShowSounds
ShowSounds instructs programs to provide visual cues, such as informative icons or text, for events that are normally only indicated by a sound.
Use Sound Schemes
Use Sound Schemes to assign custom sounds to events. People who have difficulty hearing sounds within a certain frequency range can use sound schemes to adjust system and program sounds to make them more audible.
The Accessibility tools that ship with Windows 2000 are intended to provide a minimum level of functionality for users with special needs. Most users with disabilities will need utility programs with higher functionality for daily use. For a list of Windows-based accessibility utilities, see Microsoft Accessibility at the Microsoft Web site (http://www.microsoft.com/).
Configuring Windows 2000 for people who have a mobility impairment
People who have motion-related disabilities can use Windows 2000 to configure their system to provide a more comfortable computing environment and help minimize the impact of mobility impairments on their work.
Keyboard in Control Panel provides keyboard layouts for users of alternative keyboards. This is especially useful for those who type with one hand.
Mouse in Control Panel configures the mouse for right- or left-handed users, adjusts double-click speed, pointer speed, and acceleration, and causes the mouse pointer to go directly to default buttons in dialog boxes.
Use FilterKeys
Using FilterKeys, located in Accessibility Options in Control Panel, you can tell Windows 2000 to ignore brief or repeated keystrokes.
Use MouseKeys
Using MouseKeys, located in Accessibility Options in Control Panel, you can control the pointer with the numeric keypad on your keyboard.
Use On-Screen Keyboard
On-Screen Keyboard users can type using the pointing device.
Use SerialKeys
SerialKeys, located in Accessibility Options in Control Panel, provides alternative access to keyboard and mouse features.
Use StickyKeys
StickyKeys, located in Accessibility Options in Control Panel, provides access to the SHIFT, CTRL, ALT, or [image: image1.png]


 keys by pressing one key at a time.
The accessibility tools that ship with Windows 2000 are intended to provide a minimum level of functionality for users with special needs. Most users with disabilities will need utility programs with higher functionality for daily use. For a list of Windows-based accessibility utilities, see Microsoft Accessibility at the Microsoft Web site (http://www.microsoft.com/).
Configuring Windows 2000 for people who are blind or have low vision
Using Display in Control Panel, people who have low vision or are blind can select larger fonts and icons, increase the size of screen elements by using a lower screen resolution, or change the size of windows and window borders. Using Mouse in Control Panel, you can adjust mouse properties to display larger or more visible mouse pointers and control the speed and animation of the mouse pointer.
When using Windows-based programs, you can change font sizes and colors, background color, and window size. In some programs, you can magnify the elements that are displayed in the program's window.
Using the Properties or Default dialog boxes in MS-DOS programs, you can change font types, sizes, and colors, background color, and the size of the cursor and program window.
The following tools are available with Windows 2000. 
Using High Contrast
Using High Contrast, you can specify that Windows 2000 uses colors and fonts that are designed for easy reading.
Using Magnifier
Using Magnifier, you can magnify a portion of your screen to make it more easily readable.
Using Narrator
Narrator is a text-to-speech program that reads aloud the text that is displayed on your screen.
Using ToggleKeys
ToggleKeys causes tones to sound when you press CAPS LOCK, NUM LOCK, and SCROLL LOCK.
The Accessibility tools that ship with Windows 2000 are intended to provide a minimum level of functionality for users with special needs. Most users with disabilities will need utility programs with higher functionality for daily use. For a list of Windows-based accessibility utilities, see Microsoft Accessibility at the Microsoft Web site (http://www.microsoft.com/).
Add/Remove Hardware
Hardware overview
Hardware includes any physical device that is connected to your computer and is controlled by your computer's microprocessor. This includes equipment that was connected to your computer when it was manufactured, as well as peripheral equipment that you added later. Modems, disk drives, CD-ROM drives, printers, network adapters, keyboards, and display adapter cards are all examples of devices. 
Devices (Plug and Play and non-Plug and Play) can be connected to your computer in several ways. Some devices, like network adapters and sound cards, are connected to expansion slots inside your computer. Other devices, like printers and scanners, are connected to ports on the outside of your computer. Some devices, known as PC Cards, connect only to PC Card slots on a portable computer. 
For a device to work properly with Windows 2000, software known as a device driver must be loaded onto the computer. Each device has its own unique device driver, which is typically supplied by the device manufacturer. However, some device drivers are included with Windows 2000. 
You can configure devices using the Add/Remove Hardware wizard in Control Panel or the Device Manager. 
Important

You must be logged on as an administrator or a member of the Administrators group to configure a device using the Add/Remove Hardware wizard in Control Panel or Device Manager. If your computer is connected to a network, network policy settings may also prevent you from installing hardware. 
Note

To update all drivers at once, use Windows Update. 
Common tasks
The following tasks are frequently used to manage hardware. 
Install or uninstall hardware devices 
Add or remove new devices, including Plug and Play, non-Plug and Play, SCSI, and USB devices. 
Update device drivers 
Update device drivers and view driver details. 
Troubleshoot hardware problems
Use troubleshooters and other tools that can help you evaluate and repair the installation for your hardware. 
Unplug or eject hardware 
Stop a device so you can safely unplug it or eject it from your computer without shutting down the computer. 
Install or Uninstall a Device
To install a device 

Connect the device to the appropriate port or slot on your computer, according to the device manufacturer's instructions. You may need to start or restart your computer. 
Notes

You may require administrative privileges to add and set up a Plug-and-Play device. You need administrative privileges if installing the device requires a user interface or if you experience errors during the installation process. To add and set up a non Plug-and-Play device connected directly to your computer, you must be logged on as an administrator or a member of the Administrators group. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

If an administrator has already loaded the drivers for the device, you can install the device without administrator privileges. 

If you need to start or restart your computer, Windows 2000 should detect the device and start the Found New Hardware wizard. 

If you need to install a device, such as a sound card, into a slot inside your computer, shut down Windows and turn off the computer. Remove the computer cover and install the device in the appropriate slot. Replace the computer cover, and then turn on the computer. 

If your device did not install properly, you may have an older, non-Plug and Play device. 

If prompted, follow the instructions on the screen to choose a destination path to install drivers for the device. 

If the device is a small computer system interface (SCSI) device, connect it to the SCSI port on your computer according to the device manufacturer's instructions. Restart or turn on your computer. 

You need to be sure that the device number for the SCSI device is not used by another SCSI device. To change the device number, see the device manufacturer's instructions.

If the device is a universal serial bus (USB) or IEEE 1394 device, plug it into any USB or IEEE port on your computer. Follow the instructions that appear on your screen. 

You do not need to shut down or turn off your computer when you install or plug in a USB or IEEE 1394 device. Although USB and IEEE 1394 are similar technologies, you cannot interchange USB connections with IEEE 1394 connections.

If you are not an administrator or a member of the Administrators group, you can use Run as to perform certain administrator functions. 
Installing devices
Installing a new device typically involves three steps: 

Connecting the device to your computer. 

Loading the appropriate device drivers for the device. 

Configuring device properties and settings. 
To ensure that the device functions properly, you should follow the device manufacturer's installation instructions. This may require you to shut down and unplug your computer, and then connect the device to the appropriate port or insert it into the appropriate slot. 
If the device is Plug and Play, or it is a necessary startup device like the hard disk, this detection happens automatically. However, for some older devices, after you connect it to your computer, you may have to restart your computer. Windows 2000 then attempts to detect your new device. 
If the device is not Plug and Play, you may have to use the Add/Remove Hardware wizard in Control Panel to tell Windows 2000 what type of device you are installing. After the device is detected, or you identify the device using the Add/Remove Hardware wizard, Windows 2000 may ask you to insert the Windows 2000 CD-ROM or the manufacturer's floppy disk so it can load the proper device drivers. 
After the device drivers are loaded onto your system, Windows 2000 configures the properties and settings for the device. Although you can manually configure device properties and settings, you should let Windows 2000 do it. When you manually configure properties and settings, the settings become fixed, which means Windows 2000 cannot modify them in the future if a problem arises or there is a conflict with another device. 
Important

You must be logged on as an administrator or as a member of the Administrators group in order to install a device using the Add/Remove Hardware wizard in Control Panel. If your computer is connected to a network, network policy settings may also prevent you from installing hardware. If an administrator has already loaded the drivers for a device, you can install the device without administrator privileges. 
To uninstall a device 
 1.
Open Add/Remove Hardware in Control Panel. 
 2.
Click Next, click Uninstall/Unplug a device, and then click Next. 
 3.
Click Uninstall a device, and then click Next. 
 4.
Click the device you want to uninstall, and then click Next. 
 5.
Follow the instructions that appear on your screen. 
 6.
When you are done uninstalling, remove the device from the computer.
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You do not normally have to use the Device Manager or the Add/Remove Hardware wizard to uninstall a Plug and Play device. Simply disconnect the Plug and Play device from your computer. You may have to restart your computer. Check the device manufacturer's instructions for more information. 

You can also remove a device using the Device Manager. 

Uninstalling a device does not remove the device drivers from your computer's hard disk. 

If you are not an administrator or a member of the Administrators group, you can use Run as to perform certain administrator functions. 
Uninstalling devices
You can usually uninstall a Plug and Play device by disconnecting or removing the device. Some devices may require you to turn off the computer first. To ensure that you do this properly, you should consult the device manufacturer's installation/removal instructions. 
Uninstalling a non-Plug and Play device typically involves two steps: 

Using Control Panel to uninstall the device. 

Removing the device from your computer. 
You can use either the Add/Remove Hardware wizard or Device Manager to notify Windows 2000 that you want to uninstall a non-Plug and Play device. After you notify Windows 2000 that you are uninstalling a device, you must physically disconnect or remove the device from your computer. For example, if the device is connected to a port on the outside of your computer, you would shut down your computer, disconnect the device from the port, and then unplug the power cord for the device. 
Instead of uninstalling a device that you may attach again, like a modem, you can disable a Plug and Play device. When you disable a device, the physical device stays connected to your computer, but Windows 2000 updates the system registry so that the device drivers are no longer loaded when you start your computer. The drivers are available again when you enable the device. Disabling devices is useful if you want to have more than one hardware configuration for your computer or if you have a portable computer and you use it at a docking station. 
Note

The Add/Remove Hardware wizard or Device Manager does not remove device drivers from your hard disk. If you want to do this, you should consult the device manufacturer's documentation to determine which drivers to remove from your hard disk. 
Configuring devices
When you install a Plug and Play device, Windows 2000 automatically configures the device so it will work properly with the other devices that are installed on your computer. As part of that configuration process, Windows 2000 assigns a unique set of system resources to the device you are installing. These resources can include one or more of the following:

Interrupt request (IRQ) line numbers. 

Direct memory access (DMA) channels. 

Input/output (I/O) port addresses. 

Memory address ranges. 
Each resource that is assigned to your device must be unique or the device does not function properly. For Plug and Play devices, Windows 2000 automatically ensures that these resources are configured properly.
Occasionally, two devices require the same resources, resulting in a device conflict. If this occurs, you can manually change the resource settings to be sure that each setting is unique. However, sometimes two devices can be shared, such as interrupts on PCI devices, depending on the drivers and computer. 
When you install a non-Plug and Play device, the resource settings for the device are not automatically configured. Depending on the type of device you are installing, you may have to manually configure these settings, which should be supplied in the instruction manual that came with your device.
Generally, you should not change resource settings manually, because when you do so, the settings become fixed, and Windows 2000 will then have less flexibility when allocating resources to other devices. If too many resources become fixed, Windows 2000 may not be able to install new Plug and Play devices. 
You can configure devices using the Add/Remove Hardware wizard in Control Panel or the Device Manager. 
Important

Changing resource settings improperly can disable your hardware and cause your computer to malfunction or be inoperable. Resource settings should only be changed if you are certain the new settings do not conflict with other hardware, or if a hardware manufacturer has provided you with specific resource settings for a device. 
To diagnose device problems 
 1.
Open Add/Remove Hardware in Control Panel. 
 2.
Click Next, click Add/Troubleshoot a device, and then click Next. Windows 2000 tries to detect new Plug and Play devices. 
 3.
Choose the device you want to diagnose and fix, and then click Next. 
 4.
Follow the instructions on the screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you cannot find the device in the list, click Add a new device, and then follow the instructions on the screen. 

You can also perform some diagnostic tasks, including repairing devices that are not working properly, using the Device Manager. This is recommended only for users who have an expert understanding of devices and device configurations. 

If you are not an administrator or a member of the Administrators group, you can use Run as to perform certain administrator functions. 
To unplug or eject devices 
 1.
Open Add/Remove Hardware in Control Panel. 
 2.
Click Next, click Uninstall/Unplug a device, and then click Next. 
 3.
Click Unplug/Eject a device, and then click Next. 
 4.
Select the device you want to unplug or eject, and then click Next. 
 5.
Click Next to confirm that you want the device unplugged or ejected. 
 6.
Click Finish. 
Important

It is important to use the Add/Remove Hardware wizard before physically unplugging a device to avoid data loss or other serious malfunctions of the computer or device. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you frequently need to unplug the device, be sure the Show Unplug/Eject icon on the taskbar check box is selected in the Completing the Add/Remove Hardware Wizard page. The next time you want to unplug or eject the device, you can use the icon on the taskbar instead of the Add/Remove Hardware wizard. 

To reinstall the device, connect the device to the appropriate slot or port. 
To undock a portable computer 
 1.
Click Start. 
 2.
Click Eject PC. A message appears, saying it is safe to undock your computer. 
 3.
Undock your portable computer, or, if you have a motorized docking station, your portable computer will automatically undock. 
Notes

If Eject PC does not appear on the Start menu, use the Add/Remove Hardware wizard in Control Panel to remove the portable computer for the first time. 

If Eject PC still does not appear on the Start menu, then your computer may not support undocking or you may not have security privileges to undock your portable computer. See your administrator for these privileges. 

Some computers have an eject button on the docking station. Pressing that button instead of following this procedure also undocks the laptop. Read the manufacturer's instructions for more information. 

To work on files or folders that are located on the network, ensure that you make the item available on your undocked laptop. 

For optimal laptop performance, you should change your power scheme using Power Options in Control Panel. 

Programs located on a network will not be available on your laptop when you undock. 
Plug and Play
Plug and Play overview
With Windows 2000, it is simple to install a Plug and Play device. Just plug it in and Windows 2000 does the rest by installing any necessary drivers, updating the system, and allocating resources.
For example, you can dock a portable computer and connect to a network without changing the configuration. Later, you can undock that same computer and use a modem to connect to the network, again without making any changes to the configuration. Windows 2000 does it for you.
With Plug and Play, you can be confident that any new devices will work together properly and that your computer will restart correctly after you install or uninstall hardware.
Plug and Play also recognizes any new hardware when you start your computer and loads any drivers that the hardware device needs.
When you install or uninstall a hardware device, Plug and Play works with Windows 2000 Power Options to manage the power requirements of your hardware and peripherals, shutting them down or conserving power when you are not using them. And, if you are working in another program when you install or uninstall a device, Plug and Play lets you know that it is about to change your computer configuration and warns you to save your work.
If something does go wrong, Plug and Play records the information in an Event Log.
Plug and Play device driver support
Windows 2000 installs a Plug and Play device and its driver automatically. If you choose to install an older driver or hardware device, however, you may have limited Plug and Play support or none at all.
Using a Plug and Play driver to install a non-Plug and Play device may provide some Plug and Play support. Although the system cannot recognize the hardware and load the appropriate drivers on its own, Plug and Play can oversee the installation by allocating resources, interacting with Power Options in Control Panel, and recording any issues in the Event Log.
Generally, you cannot install non-Plug and Play hardware without performing some manual setup. Use the Add/Remove Hardware wizard in Control Panel or Device Manager to change the settings for these older devices.
Before uninstalling a Plug and Play device, you must use either the Add/Remove Hardware wizard or Device Manager to notify Windows 2000 that you want to remove the device. Once you notify Windows 2000, the drivers for the device are no longer loaded when you start your computer.
Important

You must be logged on as an administrator or a member of the Administrators group in order to install a device using Add/Remove Hardware wizard in Control Panel or Device Manager. If your computer is connected to a network, network policy settings may also prevent you from installing hardware. If an administrator has already loaded the drivers for a device, you can install the device without administrator privileges. 
Using Plug and Play with ACPI hardware
To take full advantage of Plug and Play, you must use an Advanced Configuration and Power Interface (ACPI) computer, running in ACPI mode, and the hardware devices must be Plug and Play. In an ACPI computer, the operating system, not the hardware, configures and monitors the computer.
The Windows 2000 operating system determines which programs are active and manages all of the power requirements for your computer subsystems and peripherals. ACPI lets the operating system direct power to devices as they need it, preventing unnecessary power demands on your system.
Because Windows 2000 controls your computer's resources and configuration, you can install Plug and Play hardware devices without restarting. Windows 2000 automatically identifies the new hardware and installs the drivers it may need. If you are using any other type of computer, you may need to perform some manual setup and restart your computer when installing new hardware devices.
Managing power when installing a Plug and Play device
Plug and Play works with Power Options in Control Panel to be sure that your system runs efficiently while you are installing or removing hardware devices. Power Options controls the power supply to the devices attached to your computer, supplying power to those that you are using and conserving power for those that you are not. Windows 2000 will automatically manage the power for devices. However, some devices may have options you can set in Device Manager.
To use Power Options, you must have an Advanced Configuration and Power Interface (ACPI) computer that is set up by the manufacturer to support these features. For more information, see your computer's documentation.
Add/Remove Programs
Add/Remove Programs overview
Add/Remove Programs helps you manage programs on your computer. It prompts you through the steps necessary to add a new program, or to change or remove an existing program.
You can use Add/Remove Programs to add Windows 2000 components you chose not to include in the original installation (such as networking options or Indexing Service files), programs (such as Microsoft Excel or Word), or Windows updates and new features from the Internet.
Open Add/Remove Programs in Control Panel.
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To add a program from a CD or floppy disk 
 1.
Open Add/Remove Programs in Control Panel. 
 2.
Click Add New Programs, and then click CD or Floppy. 
 3.
Follow the instructions on your screen. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

When using Add/Remove Programs, you can install only programs that were written for Windows operating systems. 

When you open a program, or try to perform a task within a program, you may see a dialog box indicating that the program is being installed or updated by Windows Installer. This can occur if your administrator has set up the program to install this way, if program files have been deleted or corrupted, or if you are trying to use a program feature that was not installed during setup. If the program was installed from a CD-ROM, or if you are no longer connected to the network, Windows Installer may ask you for the CD-ROM. When Windows Installer finishes, the program or feature you are trying to use starts. 
To add a program from a network
 1.
Open Add/Remove Programs in Control Panel. 
 2.
Click Add New Programs. 

If your computer is connected to a network, the programs you are authorized to add are displayed at the bottom of the screen. If your network administrator has organized programs into categories, you may need to select a different option in Category to see the program you want to add.
 3.
Select the program you want to add, and then click Add. 
 4.
Follow the instructions on your screen. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

When you open a program, or try to perform a task within a program, you may see a dialog box indicating that the program is being installed or updated by Windows Installer. This can occur if your administrator has set up the program to install this way, if program files have been deleted or corrupted, or if you are trying to use a program feature that was not installed during setup. If the program was installed from a CD-ROM, or if you are no longer connected to the network, Windows Installer may ask you for the CD-ROM. When Windows Installer finishes, the program or feature you are trying to use starts. 
To change or remove a program
 1.
Open Add/Remove Programs in Control Panel. 
 2.
Click Change or Remove Programs, then click the program you want to change or remove. 
 3.
Click the appropriate button: 

To change a program, click Change/Remove or Change. 

To remove a program, click Change/Remove or Remove. 
Caution

When you click Change/Remove, some programs may be removed without prompting you further. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

When using Add/Remove Programs, you can remove only programs that were written for Windows operating systems. For other programs, check the documentation to see if other files (such as .ini files) should be removed. 

When you open a program, or try to perform a task within a program, you may see a dialog box indicating that the program is being installed or updated by Windows Installer. This can occur if your administrator has set up the program to install this way, if program files have been deleted or corrupted, or if you are trying to use a program feature that was not installed during setup. If the program was installed from a CD-ROM, or if you are no longer connected to the network, Windows Installer may ask you for the CD-ROM. When Windows Installer finishes, the program or feature you are trying to use starts. 

You can sort programs by selecting different options in Sort by. 
To add features from Microsoft Windows Update
 1.
Open Add/Remove Programs in Control Panel. 
 2.
Click Add New Programs, and then click Windows Update. 
 3.
Follow the instructions on the Web site to locate and add new Windows features, system updates, and device drivers. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To add or remove a Windows 2000 component
 1.
Open Add/Remove Programs in Control Panel. 
 2.
Click Add/Remove Windows Components. 
 3.
Follow the instructions in the Windows Components wizard. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Certain Windows Components require configuration before they can be used. If you installed one or more of these components, but did not configure them, when you click Add/Remove Windows Components, a list of components that need to be configured is displayed. To configure a component, click Configure, and then follow the instructions on the screen. To add a new component, click Components, and follow the instructions in the Windows Components wizard. 
Client Service for NetWare (CSNW)
Client Service for NetWare overview
With Client Service for NetWare, you can access file and print resources on NetWare servers that are running NDS or bindery security (NetWare versions 3.x or 4.x) from your computer. Client Service for NetWare supports some NetWare utilities and NetWare-aware applications.
Client Service for NetWare does not support the IP protocol used in NetWare 5.x and therefore cannot be used to interoperate with NetWare 5.x.
Common tasks
The following tasks are frequently used to set up Client Service for NetWare. 
Install Client Service for NetWare
Install Client Service for NetWare to enable computers running Windows 2000 Professional to make direct connections to file and printer resources on NetWare servers running NetWare 2.x, 3.x, or 4.x software.
Install NWLink
NWLink IPX/SPX/NetBIOS Compatible Transport Protocol (NWLink) supports connectivity between computers running Windows 2000 and computers running NetWare and compatible systems. You can also use NWLink as a protocol that connects multiple computers running Windows 2000, Windows NT, Windows for Workgroups, Windows 95, Windows 98, and MS Client for DOS.
Connect to a NetWare volume by using My Network Places
Access files on NetWare volumes over the network. To connect to a NetWare file resource, you must have Client Service for NetWare or Gateway Service for NetWare, and NWLink installed.
Connect to a printer attached to a NetWare server by using the Add Printer wizard
To connect to a printer attached to a NetWare server, you must have Client Service for NetWare or Gateway Service for NetWare, and NWLink installed. After you connect to a NetWare printer, the printer appears in the Printers folder.
Install and Configure Client Service for NetWare
To install Client Service for NetWare
 1.
Open Network and Dial-up Connections in Control Panel. 
 2.
Right-click the local area connection for which you want to install Client Service for NetWare, and then click Properties. 
 3.
On the General tab, click Install. 
 4.
In the Select Network Component Type dialog box, click Client, and then click Add. 
 5.
In the Select Network Client dialog box, click Client Service for NetWare, and then click OK. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, click Control Panel, and then double-click Network and Dial-up Connections. 

When you install Client Service for NetWare, it is installed for all connections. If you do not want Client Service for NetWare installed for a certain connection, view the properties for that connection and then clear Client Service for NetWare. 

You cannot use Client Service for NetWare to interoperate with NetWare 5.x. Therefore, to interoperate in NetWare 5.x, you must run the IP/IPX gateway in NetWare 5.x, or use a redirector that is compatible with NCP and that supports native IP. 

To test that Client Service for NetWare has been initialized properly, at a command prompt, type net view /network:nw. You should see a list of available NetWare servers. 

When Client Service for NetWare is installed, the NWLink IPX/SPX/NetBIOS Compatible Transport protocol is also installed. 
To set your preferred server
 1.
Open Client Service for NetWare. 
 2.
Click Preferred Server, and enter the preferred server in Select Preferred Server. 
Notes

To open Client Service for NetWare, you can also click Start, point to Settings, click Control Panel, and then double-click CSNW. To use Client Service for NetWare, you must first install it. 

You should set a default tree and context, not a preferred server, in an NDS environment. 

If you do not want to set a preferred server, you can select None. You are then logged on to the nearest available NetWare server, and your interaction with the NetWare network is through that server. If you do not set a preferred server, you are prompted to set one each time you log in. You can set a preferred server at any time or continue to select None. 
To set a default tree and context
 1.
Open Client Service NetWare. 
 2.
Click Default Tree and Context, and then type the tree and context in Tree and Context respectively. 
Notes

To open Client Service for NetWare, you can also click Start, point to Settings, click Control Panel, and then double-click CSNW. To use Client Service for NetWare, you must first install it. 

You should set a default tree and context only in an NDS environment; otherwise, you can set a preferred server. 
To set printing options
 1.
Open Client Service for NetWare. 
 2.
Under Print Options, do one or more of the following: 

To eject a page at the end of each print job, select Add Form Feed. 

To receive notification when your document has been printed, select Notify When Printed. 

To print a banner page before each print job, select Print Banner. 
Note

To open Client Service for NetWare, you can also click Start, point to Settings, click Control Panel, and then double-click CSNW. To use Client Service for NetWare, you must first install it. 
Install and Configure NWLink
To install NWLink
 1.
Open Network and Dial-up Connections. 
 2.
Right-click a local area connection, and then click Properties. 
 3.
On the General tab, click Install. 
 4.
In the Select Network Component Type dialog box, click Protocol, and then click Add. 
 5.
In the Select Network Protocol dialog box, click NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, and then click OK. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You must be a member of the Administrators group to install NWLink. 

When you install NWLink, it is installed for all your connections. If you do not want NWLink installed for a certain connection, right-click that connection, click Properties and, on either the General or Networking tab, clear the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol check box. 

To confirm that NWLink is working properly, at a command prompt, type ipxroute config. You should see a table with information about the bindings for which NWLink is configured. 
To configure NWLink 
 1.
Open Network and Dial-up Connections in Control Panel. 
 2.
Right-click the local area connection (LAN) for which you want to configure NWLink, and then click Properties. 
 3.
On the General tab, click NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, and then click Properties. 
 4.
On the General tab, enter a value for Internal Network Number, or leave this parameter at the default value of 00000000. 
 5.
Do one of the following: 

In Frame Type, click Auto Detect, and then click OK. 

In Frame Type, click the frame type you want to use, and then in Network number, enter a value for the external network number. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, click Control Panel, and then double-click Network and Dial-up Connections. 

Additional parameters for NWLink are stored in the registry. In most situations, you should not have to modify the default values. Use this procedure only if you want to bind NWLink to a different network adapter or to manually change the frame type. 

By default, NWLink automatically detects the frame type used by the network adapter to which it is bound. If NWLink detects no network traffic or if multiple frame types are detected in addition to the 802.2 frame type, NWLink sets the frame type to 802.2. 

You can determine which external network number, frame type, and internal network number your routers are using by typing ipxroute config at a command prompt.
Use NetWare Resources
To connect to a NetWare volume by using My Network Places 
 1.
On the desktop, double-click My Network Places. 
 2.
Do one of the following: 

Double-click NetWare or Compatible Network. 

Double-click Entire Network, view the entire contents, and then double-click NetWare or Compatible Network.

NDS trees (with a tree icon) and individual NetWare computers (with a computer icon) are displayed.
 3.
Double-click a tree or volume to see the contents. You can then double-click those contents to see other computers or volumes. 
 4.
Do one of the following: 

When you find the volume or folder that you want to access, double-click the volume or folder to expand it. 

To map a local drive to the volume or folder, click the volume or folder, and on the Tools menu, click Map Network Drive. 

Follow the instructions in the Map Network Drive wizard.
Note

When you map a network drive, you are connected by default under the user name and password you used to log on. To connect under a different user name, follow the instructions in the Map Network Drive wizard. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol.
To connect to a printer attached to a NetWare server by using the Add Printer wizard
 1.
Open Printers. 
 2.
Double-click Add Printer, and then click Next. 
 3.
Click Network printer, and then click Next. 
 4.
In Name, type the name of a printer in the following format: 

\\servername\sharename

Or, to find the NetWare printer, click Next.
 5.
Follow the remaining instructions in the Add Printer wizard. 

The icon for the printer appears in your Printers folder.
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

You are prompted to install a printer driver if one is not available locally for a NetWare printer. 

If you are logged on to a Directory server, you can locate printers by clicking Find a printer in the Directory in step 4. 
To connect to a printer attached to a NetWare server by using a command prompt
 1.
Open Command Prompt. 
 2.
When you run any application that writes directly to a predefined port, the net use command works like the NetWare capture utility, associating the NetWare print queue with the port. 

To redirect output from a port to a print queue

At the command prompt, use the net use command followed by the server name and print queue. 

For example, net use lpt1 \\nw4\memos redirects output from LPT1 to the NetWare print queue called Memos on the server Nw4. This is equivalent to the NetWare capture q=memos s=nw4 l=1 command line.

To send files that do not require formatting to LPT1

After you redirect output with net use, use the copy command. For example: 

copy myfile.txt lpt1

To copy a file directly to a print queue

After you redirect output with net use, use the copy command. For example: 

copy myfile.txt \\nw4\memos

To connect to a printer in an NDS tree

At the command prompt, type: 

net use drive: \\treename\printer.OrgName.OrgName [/u:UserName.OrgName.OrgName [password]]

where:

treename is the name of the tree printer. 

OrgName is the tree location to which you want to connect. 

UserName.OrgName.OrgName is the user name and context for this tree (unless it is your default tree).
Notes

To open Command Prompt, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

You can type the path to an NDS resource with or without labels (cn=, ou=, o=). 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). 
To connect to NetWare file resources by using a command prompt
 1.
Open Command Prompt. 
 2.
When you connect to NetWare file servers, the net use command is equivalent to the NetWare map command on MS-DOS-based NetWare workstations. 

To connect to an individual NetWare volume

At the command prompt, type: 

net use drive: UNCname|NetWarename

For example, to use UNC naming syntax to redirect drive G to the \Data\Mydata directory of the Thor volume on a server called Nw4, type:

net use G: \\nw4\thor\data\mydata

The message: "The password is invalid for \\server name\volume name[\directory name...]" indicates that your user name and password are not authenticated.

To connect with a valid user name and password

At the command prompt, add your user name and password to the command line by typing: 

/user: username password

For example, to use drive G to connect as Annie with the password Marshmallow to the \Data\Mydata directory within the Thor volume on a server called Nw4, type:

net use G: \\nw4\thor\data\mydata /user:annie marshmallow

To connect to an NDS tree

At the command prompt, type: 

net use drive: \\treename\volume.OrgName.OrgName [/u:UserName.OrgName.OrgName [password]]

where:

treename is the name of the tree volume. 

OrgName is the tree location to which you want to connect. 

UserName.OrgName.OrgName is the user name and context for this tree (unless it is your default tree).
Notes

To open Command Prompt, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

You can connect to individual NetWare volumes that use bindery-style security and to NDS trees. NetWare server volumes, directories, and print queues are represented by universal naming convention (UNC) names and use the same command syntax as Windows-based networks. 

You can type the path to an NDS resource with or without labels (cn=, ou=, o=). 

When you use a command prompt to connect to NetWare file resources, you can use the next available drive letter by replacing the drive letter with an asterisk (*) in the syntax. For example: 

net use *: UNCname or NetWarename

If you want to be prompted for a password, you can replace the password in the command line with an asterisk (*). When you type your password at the prompt, it does not appear on screen. 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). 
To view NetWare file resources by using a command prompt
 1.
Open Command Prompt. 
 2.
You can use the net view command to perform the same function as the NetWare slist utility. You can also use the net view command to view NetWare file resources. 

To display a list of NetWare file servers

At the command prompt, type: 

net view /network:nw

To display volumes on a specific NetWare file server

At the command prompt, type: 

net view \\nwservername /network:nw

For example, to view the volumes on the NetWare server Nw4, type:

net view \\nw4 /network:nw

To display the contents of a directory on a NetWare file server running bindery security

At the command prompt, type: 

dir \\directorypath

To display the contents of a directory on a NetWare file server running NDS

You must put the directory path in quotation marks. At the command prompt, type: 

dir "\\NDStree\volume.unit.group"
Notes

To open Command Prompt, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

You can type the path to an NDS resource with or without labels (cn=, ou=, o=). 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). 
To view current network connections by using a command prompt
 1.
Open Command Prompt. 
 2.
Type net use, and then press ENTER.
Notes

To open Command Prompt, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). 
To change your password on a NetWare bindery server
 1.
Open Command Prompt. 
 2.
Change to the drive for the NetWare server, and then type cd \public. 
 3.
Type setpass, followed by the name of the NetWare server for which you want to change your password. 
 4.
When prompted for each, type your old password, a new password, and the new password again. 

A message confirms that you have successfully changed your password.
 5.
If prompted, type y and press ENTER to change your password on other NetWare servers that also use your old password. 

Or, to leave your old password unchanged on the other NetWare servers, type n and press ENTER.
Notes

To open Command Prompt, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 

To change your password on more than one server, connect to all the servers before typing setpass. 

If your network runs Directory Service Manager for NetWare, your password on NetWare servers that participate in the Windows 2000 Server domain automatically changes whenever you press CTRL+ALT+DELETE to change your password on the Windows 2000 Server domain. 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). 
To change your password on a NetWare NDS tree 
 1.
Press CTRL+ALT+DELETE. 
 2.
Click Change Password. 
 3.
In Log on to, click NetWare or Compatible Network. 
 4.
In Old Password, type your current password. 
 5.
In New Password, type your new password and, in Confirm New Password, type your new password again. 
Note

Your password changes on all NDS trees to which you are currently connected. If the old password you specify does not match your current password on any of those trees, you are prompted to supply the old password for those trees. 

To view or connect to NetWare resources, you must first install Client Service for NetWare or Gateway Service for NetWare, and the NWLink IPX/SPX/NetBIOS Compatible Transport Protocol. 
MS-DOS 16-bit NetWare utilities
You can use Windows Explorer or the net use command to perform the same functions as the NetWare attach, capture, login, and logout utilities, which are not supported in Windows 2000 and can cause failures. Like the NetWare capture command, the net use command enables MS-DOS and Windows applications to print to a specific port. You can also use the Printers folder to connect to printer queues.
You can use the net view command to perform the same function as the NetWare slist utility. 
Notes

If you receive an error message while attempting to gain access to a server or directory path, verify that drive F is not in use and also disconnect any unnecessary drive connections. 

Gateway Service for NetWare and Client Service for NetWare do not support Novell NetWare 4.x utilities. 

If you are running Client Service for NetWare and use a command prompt, you should use the 32-bit version (Cmd.exe), which is available on the Programs menu, not the 16-bit version (Command.com). While running Client Service for NetWare, if you run a batch file, such as a logon script, that opens an instance of the command prompt, the batch file should begin with the #cmd command, not #command. 
Date/Time
To change your computer's date
 1.
Open Date/Time in Control Panel. 
 2.
On the Date & Time tab, select the item you want to change. 

To change the month, click the month list, and then click the correct month. 

To change the year, click the arrows in the year list. 

To change the day, click the correct day on the calendar. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Windows uses the date setting to identify when files are created or modified. 
To change your computer's time and time zone
 1.
Open Date/Time in Control Panel. 
 2.
On the Date & Time tab, select the item you want to change. 

To change the hour, select the hour, and then click the arrows to increase or decrease the value. 

To change the minutes, select the minutes, and then click the arrows to increase or decrease the value. 

To change the seconds, select the seconds, and then click the arrows to increase or decrease the value. 

To change the am/pm indicator, select it, and then click the arrows. 
 3.
On the Time Zone tab, in the box above the map, click your current time zone. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Windows uses the time setting to identify when files are created or modified. 

If you want your computer's clock to be adjusted automatically when daylight saving time changes, make sure the Automatically adjust clock for daylight saving changes check box is selected. 
Display
Display overview
Use Display in Control Panel to customize your desktop and display settings. These settings control how your desktop looks and how your monitor displays information.
You can completely customize the colors and fonts that are used in Windows on your screen. You can also set a picture, pattern, or HTML document as your wallpaper, or set up a screen saver with a password to protect your work. Visual effects are available to smooth fonts or enhance the appearance of menus and file commands when you open and close them.
With Display, you can also change display settings on your computer. You can specify color settings, change your screen resolution, and set the refresh rate for your monitor. If you are using multiple monitors, you can specify individual settings for each display.
The Active Desktop feature in Windows 2000 makes your desktop look and work like a Web page. Using the Web tab in the Display Properties dialog box, you can add Active Desktop items to display on your screen, or to work on offline.
You must be logged on as an administrator to the local computer to make certain changes in Display.
Common tasks
The following tasks are frequently performed when you want to change various display settings on your computer. 
Choose a desktop background 
Specify a desktop picture and pattern to display on your desktop.
Change the look of individual desktop items or choose a desktop scheme 
Choose the colors and fonts for the windows that display information and programs on your screen.
Specify how many colors are displayed on your monitor
Increase or decrease the number of colors your monitor uses to display items on your screen.
Change your screen resolution
Increase or decrease the size of your desktop by changing your screen resolution.
Use multiple monitors to display more information
If you have more than one monitor connected to your computer, you can display more information by dragging open windows to different screens, or resizing information across numerous monitors.
Change Settings for Your Display
To change the number of colors displayed on a monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, if you are using multiple monitors, click the monitor icon that represents the monitor that you want to adjust. 
 3.
In the Colors list, click a color setting. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

A High Color setting will display over 65,000 colors. A True Color setting will allow over 16 million colors. 

Settings that display a large number of colors require a significant amount of your computer's processor resources. 

Your monitor and display adapter determine the maximum number of colors that can appear on your screen. 

If you are using multiple monitors and you click the icon for a secondary monitor, the Extend my Windows desktop onto this monitor check box must be selected to change the settings for that monitor. You can specify the color settings for each installed monitor. 
To change your screen resolution
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, under Screen area, drag the slider, and then click Apply. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

A higher screen resolution reduces the size of items on your screen and increases the size of your desktop. 

Your monitor and display adapter determine whether you can change your screen resolution. 
To change the refresh frequency for your monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Advanced. 
 3.
On the Monitor tab, in the Refresh Frequency list, click a new refresh rate. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The default refresh frequency setting is 60 Hertz, although your monitor may support a high setting. Check your manufacturer's documentation for information regarding the settings your monitor supports. 

A higher refresh frequency reduces any flicker on your screen, but choosing a setting that is too high for your monitor can make your display unusable and cause damage to your hardware. 
To use larger or smaller display fonts
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Advanced. 
 3.
On the General tab, in the Font Size list, click the font setting you want used for system fonts. 
 4.
If you choose Other in the Font Size list, you can set custom options in Custom Font Size by either selecting one of the percentage options in the drop-down list or clicking on the ruler and dragging the pointer to specify a font size. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You will be prompted to install the new fonts and restart your computer to apply any changes. 

The font size you specify on the General tab affects all video adapters on your system. You can still change font settings for individual window items on the Appearance tab, but your choices will reflect the size of the display font you specified. 
To set or change a screen saver
 1.
Open Display in Control Panel. 
 2.
On the Screen Saver tab, under Screen Saver, click a screen saver in the list. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

After you select a screen saver, it will automatically start when your computer is idle for the number of minutes specified in Wait. 

To clear the screen saver after it has started, move your mouse or press any key. Or, if you have assigned a screen saver password, type your logon password. 

To view possible setting options for a particular screen saver, click Settings on the Screen Saver tab. 

Click Preview to see how the selected screen saver will appear on your monitor. Move your mouse or press any key to end the preview. 
To protect your files by using a screen saver password
 1.
Open Display in Control Panel. 
 2.
On the Screen Saver tab under Screen Saver, choose a screen saver from the list. 
 3.
Select the Password protected check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Selecting the Password protected check box will lock your workstation when the screen saver is activated. When you begin working again you will be prompted to type your password to unlock it. 

Your screen saver password is the same as your logon password. 
Customize Your Desktop
Active Desktop overview
You can make your desktop look and work like a Web page. You can display Web content directly on your desktop, and have the content updated automatically, making your desktop active. For example, you could add an investment channel or a weather map channel from the Windows Media Showcase or a page you found on the Web. 
Not only do you now have many points of access to the Web from your desktop, but by adding Web content to your desktop and folders, you can personalize almost everything you see and use on your screen.
Once the Active Desktop feature is turned on, Web content is displayed or can be added to your desktop. When you right-click a blank space on the desktop and then point to Active Desktop, additional menu options also become available which enable you to customize and update desktop items. 

Show Web Content turns on the Active Desktop feature. 

Show Desktop Icons displays icons on the desktop. 

Lock Desktop Items secures the size and location of Active Desktop items. When Lock Desktop Items is selected, Active Desktop items cannot be moved or resized. 

Synchronize updates Web page content. 
A check mark next to an item indicates that the option is enabled. 
To turn on the Active Desktop feature
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Active Desktop, click Enable Web content on my desktop. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

There are a few other ways to turn on the Active Desktop feature: 

Right-click a blank area on the desktop, point to Active Desktop, and then click Show Web Content. 

Double-click Display in Control Panel, click the Web tab, and then select the Show Web content on my Active Desktop check box. 
To set or change the background of your desktop
 1.
Open Display in Control Panel. 
 2.
On the Background tab, do one or more of the following: 

Select a background picture from the wallpaper list. In the Picture Display list, click Center, Tile, or Stretch. 

Click Pattern to open the Pattern dialog box. Under Pattern, click the desired pattern. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Background pictures may have the following file extensions: .bmp, .gif, .jpg, .dib, .htm. 

You can set an .htm document as your wallpaper by saving the document to your hard drive. On the Background tab, click Browse to find your saved document and set it as your wallpaper. 

If you choose an .htm document as your background picture, the Center, Tile, and Stretch options are unavailable. 

The Pattern button is dimmed if your background picture is tiled or stretched. 

You can also customize a pattern design. 
To set a graphic from a Web site as your wallpaper
 1.
Right-click the graphic you want to set as your wallpaper, and then click Set as Wallpaper. 
 2.
View your desktop to see the graphic displayed. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To change the display options for the graphic, in the Display Properties dialog box, click the Background tab, and in the Picture Display list, click Center, Tile, or Stretch. 

When you set a graphic from a Web site as wallpaper, it will be saved in the wallpaper list as Internet Explorer Wallpaper. Each new graphic you set as wallpaper will replace the old one. 
To add Web content to your desktop
 1.
Right-click a blank area on the desktop, and then point to Active Desktop. 
 2.
Click New Desktop Item. 
 3.
Follow the instructions on your screen. 
Notes

Before attempting to add Web content to your desktop, make sure the Enable Web content on my desktop option is selected in the Folder Options dialog box. 

If you want to browse the Windows Media Showcase for a desktop component to add, click Visit Gallery. 

If you want to select some other Web site, type the address of the Web site you want, or click Browse to locate it. 
To set or change the look of individual desktop items
 1.
Open Display in Control Panel. 
 2.
On the Appearance tab, in the Item list, click the element you want to change, such as Window, Menu, or Scrollbar, and then adjust the appropriate settings, such as color, font, or font size. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The settings on the Appearance tab allow you to change the colors and fonts in the windows that display information and programs on your screen. 

To select a predefined color and font scheme, click an option in the Scheme list. 

To create a customized scheme, select your desired settings in the Item list, click Save As, and then type a name for the scheme. The new scheme will be added to the Scheme list. 

The Font area will be unavailable for elements in the Item list that do not display text. 
To customize a desktop pattern
 1.
Open Display in Control Panel. 
 2.
On the Background tab, click Pattern to open the Pattern dialog box. 
 3.
In the Pattern list, click the desktop pattern you want to modify, and then click Edit Pattern. 
 4.
Under Name, type a new name for your pattern. Otherwise, the selected pattern will be changed. 
 5.
Under Pattern, click the blocks to reverse the color and change the pattern. 

Under Sample, you can see the pattern change with each click.
 6.
Click Add to add your new pattern to the Pattern list, and then click Done. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If the Pattern button is dimmed, then your desktop pattern is hidden due to a tiled or stretched background picture, or your background picture is an .htm document. 

To change the pattern color, on the Appearance tab, in the Item list, click Desktop, and then select the color you want. 

To remove a pattern, click it in the Pattern list, click Edit Pattern, and then click Remove. 
To set or change visual effects in Windows 2000
 1.
Open Display in Control Panel. 
 2.
On the Effects tab, select: 

Use transition effects for menus and tooltips to enable animations such as fading and scrolling. 

Smooth edges of screen fonts to made text more readable. 

Use large icons to increase the size of the icons that represent files, folders, and shortcuts. 

Show icons using all possible colors to display desktop icons using all the colors supported by your display adapter. 

Show window contents while dragging to display the entire contents of a window while you move it on your screen. 

Hide keyboard navigation indicators until I use the Alt key to suppress the drawing of keyboard shortcuts (the underlined characters in menus and controls) and input focus indicators (the dotted rectangles around active objects). These features are automatically activated when you start using the ALT, TAB, or arrow keys to navigate in Windows. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you select Smooth edges of screen fonts, you must have a video card and monitor that support a color setting of at least 256 colors. Best results are achieved with high color (16-bit color) or true color support. 
To change fonts displayed on your desktop
 1.
Open Display in Control Panel. 
 2.
On the Appearance tab, under Item, click the element that displays the font you want to adjust. 
 3.
In Font, click a new font. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The Font area will be unavailable for elements in the Item list that do not display text. 
Use Multiple Monitors
Multiple monitors overview
Windows 2000 has a new multiple monitor functionality that increases your work productivity by expanding the size of your desktop. Connecting up to ten individual monitors, you can create a desktop large enough to hold numerous programs or windows. 
You can easily work on more than one task at a time by moving items from one monitor to another or stretching them across numerous monitors. Edit images or text on one monitor while viewing Web activity on another. Or you can open multiple pages of a single, long document and drag them across several monitors to easily view the layout of text and graphics. You could also stretch a Microsoft Excel spreadsheet across two monitors so you can view numerous columns without scrolling.
One monitor serves as the primary display and will hold the logon dialog box when you start your computer. In addition, most programs will display windows on the primary monitor when you initially open them. Different resolutions and different color depths can be set for each monitor. Multiple monitors can be connected to individual graphics adapters or to a single adapter that supports multiple outputs.
You can use Display in Control Panel to configure the settings for multiple monitors.
To install additional monitors
 1.
Turn off your computer. 
 2.
Insert your additional Peripheral Component Interconnect (PCI) or Accelerated Graphics Port (AGP) video adapter into an available slot. 
 3.
Plug your additional monitor into the card. 
 4.
Turn on your computer. Windows 2000 will detect the new video adapter and install the appropriate drivers. 
 5.
Open Display in Control Panel. 
 6.
On the Settings tab, click the monitor icon that represents the monitor you want to use in addition to your primary monitor. 
 7.
Select the Extend my Windows desktop onto this monitor check box, and then click Apply or OK. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Selecting the Extend my Windows desktop onto this monitor check box allows you to drag items across your screen onto alternate monitors. 

Or, you can resize a window to stretch it across more than one monitor.

To use the multiple monitor support feature, you need a PCI or AGP video adapter for each monitor. If you have an onboard video adapter (one that is not a plug-in card but is part of the motherboard) that you want to use as part of a multiple-monitor configuration, it must be set as VGA. For more information about configuring multiple monitors, see the Windows 2000 Resource Kit. 

For a comprehensive list of the devices supported by Windows operating systems, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site (http://www.microsoft.com/).

The operating system always needs a VGA device. The computer's basic input/output system (BIOS) detects the VGA device based on slot order, unless the BIOS offers an option for choosing which device is to be treated as the VGA device. 

The VGA device cannot be stopped, which is an important consideration for docking units. 

The monitor that is designated as the primary monitor will display the logon dialog box when you start your computer. In addition, most programs will display windows on the primary monitor when you initially open them. 
To arrange multiple monitors
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Identify to display a large number on each of your monitors, showing which monitor corresponds with each icon. 
 3.
Click on the monitor icons and drag them to positions that represent how you want to move items from one monitor to another, and then click OK or Apply to view changes. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The icon positions determine how you move items from one monitor to another. For example, if you are using two monitors and you want to move items from one monitor to the other by dragging left and right, place the icons side by side. To move items between monitors by dragging up and down, place the icons one above the other. The icon positions do not have to correspond to the physical positions of the monitors. You can place the icons one above the other even though your monitors are side by side. 
To change the primary monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click the monitor icon that represents the monitor you want to designate as the primary one. 
 3.
Select the Use this device as the primary monitor check box. 

This check box is unavailable when you select the monitor icon that is currently set as your primary monitor.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The monitor that is designated as the primary monitor will display the logon dialog box when you start your computer. In addition, most programs will display windows on the primary monitor when you initially open them. 
To move items between monitors
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Identify to display a large number on each of your monitors, showing which monitor corresponds with each icon. 
 3.
Click on the monitor icons and drag them to positions that represent how you want to move items from one monitor to another, and then click OK or Apply. 
 4.
Drag an item on your desktop across your screen until it appears on the alternate monitor. 

Or, you can resize a window to stretch it across more than one monitor.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The arrangement of the icons determines how you drag items from one monitor to another. For example, if you are using two monitors and you want to move items from one monitor to the other by dragging left and right, arrange the icons side by side. To move items between monitors by dragging up and down, position the icons one above the other. The arrangement of the icons does not have to correspond to the physical positions of your monitors. You can place the icons one above the other even though your monitors are side by side. 
To view the same desktop in multiple monitors
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click the monitor icon that represents the monitor you want to use in addition to your primary monitor. 
 3.
Select the Extend my Windows desktop onto this monitor check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Selecting the Extend my Windows desktop onto this monitor check box allows you to drag items across your screen onto alternate monitors. 

Or, you can resize a window to stretch it across more than one monitor.
To change the number of colors on multiple monitors
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click the monitor icon that represents the monitor that you want to adjust. 
 3.
In the Colors list, click a color setting, and then click OK or Apply to view changes. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you click the icon for a secondary monitor, the Extend my Windows desktop onto this monitor check box must be selected to change the settings for that monitor. 

A High Color setting will allow over 65,000 colors to be displayed. A True Color setting will allow over 16 million colors. 

Settings that display a large number of colors require a significant amount of your computer's processor resources. 

Your monitor and display adapter determine the maximum number of colors that can appear on your screen. You can specify the color settings for each installed monitor. 
To change your screen resolution when using multiple monitors
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click the monitor icon that represents the monitor whose screen resolution you want to change. 
 3.
In Screen area, drag the slider to set the resolution you want to use for the selected monitor, and then click OK or Apply to view changes. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you click a secondary monitor and the Extend my Windows desktop onto this monitor check box is not selected, you can't change the settings of that monitor. 

A higher screen resolution reduces the size of items on your screen and increases the size of your desktop. 

Each monitor has its own screen resolution settings. 

Your type of monitor and video adapter determine whether you can change your screen resolution.
Use Color Management
Color Management overview
Image Color Management (ICM) 2.0 is an operating system application programming interface (API) that helps to ensure that colors will be accurately and consistently represented on all of your publishing devices. Traditionally, color reproduction across scanners, monitors, printers, and applications have varied considerably for several reasons. Without a standard color management system, color results varied widely between both programs and hardware devices. Each program had to supply color profiles not only for the software itself, but also for many kinds of devices. As a result, color consistency was achieved largely through trial and error.
A color management system helps to overcome these limitations by providing a communication framework for software and publishing devices. A color profile is installed when a new device is added to your computer, and this profile is used every time colors are scanned, displayed, or printed. For simple publishing programs, color management can be configured to work automatically. However, full control is available for users with specialized needs, such as graphic artists and desktop publishers, who can manually specify which color profile a scanner, monitor, or printer uses, or which rendering intent is used for images or pages with special color-reproduction requirements. ICM provides a simple method for choosing alternative profiles.
You can use Display in Control Panel to configure some color management settings.
To install a color profile
 1.
In My Computer, usually in the systemroot\System32\Spool\Drivers\Color folder, locate the color profile you want to install. 
 2.
Right-click the profile, and then click Install Profile. 

The file icon will change from a gray color to a white color.
Notes

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 

Installing a profile modifies the registry and makes it available to the color management system. 
To add a color profile to a monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Advanced. 
 3.
On the Color Management tab, click Add to open the Add Profile Association dialog box. 
 4.
Locate the new color profile you want to associate with the monitor. 
 5.
Click the new profile, and then click Add. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 

For more information about a profile in the Add Profile Association dialog box, right-click the profile, and then click Properties. 

Color profiles are usually installed in the systemroot\System32\Spool\Drivers\Color folder. Your systemroot is the folder that contains your Windows 2000 files. 

Windows 2000 provides a color profile named sRGB Color Space Profile.icm, which you can use with any device that supports Image Color Management 2.0. 
To add a color profile to a printer
 1.
Open Printers. 
 2.
Right-click the printer that you want to associate with a color profile, click Properties, and then click the Color Management tab. 
 3.
Click Add to open the Add Profile Association dialog box. 
 4.
Locate the new color profile you want to associate with the printer. 
 5.
Click the new profile, and then click Add. 
Notes

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 

The Color Management tab is only visible for color printers that support color management. 

For more information about a profile in the Add Profile Association dialog box, right-click the profile, and then click Properties. 

Color profiles are usually installed in the systemroot\System32\Spool\Drivers\Color folder. Your systemroot is the folder that contains your Windows 2000 files. 

Windows 2000 provides a color profile named sRGB Color Space Profile.icm, which you can use with any device that supports Image Color Management 2.0. 
To change the active color profile for a monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Advanced. 
 3.
On the Color Management tab, click the color profile you want to make active, and then click Set As Default. 
 4.
Click Apply or OK. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

If you don't have any profiles associated with the monitor, click Add to open the Add Profile Association dialog box. 

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 

If you want more information about a particular color profile, click Add to open the Add Profile Association dialog box, right-click a profile, and then click Properties. 

Windows 2000 provides a color profile named sRGB Color Space Profile.icm, which you can use with any device that supports Image Color Management 2.0. 
To change the active color profile for a printer
 1.
Open Printers. 
 2.
Right-click the color printer you are using, click Properties, and then click the Color Management tab. 
 3.
Under Profiles currently associated with this printer, click the color profile you want to use as the active profile, and then click Apply. 
Notes

If you don't have any profiles associated with the printer, click Add to open the Add Profile Association dialog box. 

For more information about a profile in the Add Profile Association dialog box, right-click the profile, and then click Properties. 

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 

Color profiles are usually installed in the systemroot\System32\Spool\Drivers\Color folder. Your systemroot is the folder that contains your Windows 2000 files 

Windows 2000 provides a color profile named sRGB Color Space Profile.icm, which you can use with any device that supports Image Color Management 2.0. 
To proof the color reproduction of another output device
 1.
In the graphics program in which you are creating your page or image, on the File menu, click Color Management. 
 2.
Click to select the Enable Color Management check box, and then click Proofing. 
 3.
In Emulated device profile, click the color profile you want to use to represent another output device. 
 4.
In Rendering Intent, click the rendering intent you want to use. 
Notes

Your graphics program must support Image Color Management 2.0 in order to implement color management options. 

Targeted devices could include printers, monitors, a printing press, or other output devices. 
To remove a color profile from a monitor
 1.
Open Display in Control Panel. 
 2.
On the Settings tab, click Advanced. 
 3.
On the Color Management tab, click the color profile you want to remove, and then click Remove. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 
To remove a color profile from a printer
 1.
Open Printers. 
 2.
Right-click the printer you want to adjust, click Properties, and then click the Color Management tab. 
 3.
Click the color profile you want to remove, and then click Remove. 
Note

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 
To synchronize color between a monitor and printer
 1.
In the graphics program in which you are creating your page or image, on the File menu, click Color Management. 
 2.
Select the Enable Color Management check box, and then click Basic color management. 
 3.
In Monitor Profile, click the color profile you want to use for your monitor. 
 4.
In Printer Profile, click the color profile you want to use for your printer. 
 5.
In Rendering Intent, click the rendering intent you want to use. 
Notes

Your graphics program must support Image Color Management 2.0 in order to implement color management options. 

Color profiles communicate the color characteristics of a device to the color management system. Associating the correct color profile with all of your publishing tools helps to ensure consistent color application throughout the publishing process. 
To change the rendering intent for viewing or printing an image or page
 1.
In the graphics program in which you are creating your image or page, on the File menu, click Color Management. 
 2.
Select the Enable Color Management check box, and then click Basic color management. 
 3.
In Rendering Intent, click the rendering intent you want to use. 
Notes

Your graphics program must support Image Color Management 2.0 in order to implement color management options. 
Using rendering intents
Windows 2000 provides four rendering intents: 

Pictures is best for photographic images. All the colors of one color gamut are scaled to fit within another gamut. The relationship between colors is maintained. 

Graphics is best for graphs and pie charts, in which vividness is more important than actual color. The relative saturation of colors is maintained from gamut to gamut. Colors outside the gamut are changed to colors of the same saturation, but different degrees of brightness, at the edge of the gamut. 

Proof is best for logo images, in which a few colors must be matched exactly. The colors that fall within the gamuts of both devices are left unchanged. Other colors may map to a single color, however, resulting in tone compression. 

Match is used for mapping to a device-independent color space. The result is an idealized print viewed on a perfect paper with a large dynamic range and color gamut. 
You can set rendering intents by clicking Color Management on the File menu of most graphics programs.
Fax
Fax overview
Using Fax, you can fax a text document or graphic image as easily as clicking Print from an open document in a Windows-based program. 
Fax supports scanned graphic images and will automatically convert graphics to a .tif file format before you fax them. Also, you can use mail programs to send e-mail and fax messages simultaneously.
To send and receive faxes all you need is Windows 2000 and a fax device, such as a fax modem. Your fax device must support fax capabilities and not just data standards. While some modems offer both capabilities, the two are not interchangeable. Fax supports classes 1, 2, and 2.0. For more information on modem compatibility with Fax, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site(http://www.microsoft.com/). Fax for Windows 2000 does not support shared fax printers. This means you cannot share your fax printer with other users on a network. 
When you attach a fax device, such as a fax modem, Windows 2000 detects it at startup and installs the fax service and a fax printer. If these components are not detected at startup, the Add/Remove Hardware wizard can search for and install these components. 
Although you may send and receive faxes using more than one fax device, all faxes are filtered through only one fax printer (printer port). Fax allows you to create multiple copies of the fax printer. With each copy you can define individual printing preferences such as the time to send, paper size, and orientation. You can also define customized printing preferences such as billing codes, which can be tracked in the fax event log. Use the Add a Fax Printer button in Fax in Control Panel to set up multiple fax printers. 
The following table provides a brief explanation of each Fax command. If you have a fax device installed, click Start, click Programs, click Accessories, click Communications, and then click Fax to see each command. 
Command
Action
Fax Queue
To view, cancel, resume, or pause a sent fax.
Fax Service Management
To set up your fax device to receive faxes; to set security permissions; to set the number of rings before the fax is answered and the number of retries attempted before the fax send is discontinued.
My Faxes
To view, print, or delete sent and received faxes. This folder also stores all cover pages.
Send Cover Page Fax
To fax a cover page only. This accesses the Send Fax wizard.
Common tasks
The following tasks are frequently used to fax documents and graphics. 
Fax a document
Fax a document just as easily as you print a document.
Receive a fax
Receive a fax by setting the fax modem to Receive mode.
View a received fax
View a received fax with a viewer that is provided with Windows 2000.
Create a fax cover page
Create one or more cover pages, and then select the one you want when you send a fax.
Pause, resume, or cancel a document in the fax queue
Display a list of all the documents in the fax queue and then pause, resume, or cancel a fax.
Send and Receive Faxes
To fax a document
 1.
In any Windows-based program that contains a Print command, click File, and then click Print to open the Print dialog box. 
 2.
Select the fax printer, and then click Print to open the Send Fax wizard. 

If this is your first time faxing a document and your user information in Fax Control Panel is not complete, a message appears asking whether you want to fill out the information now or later. Click the Open Fax Control Panel button if you want to open the Fax Properties dialog box to complete the user information. Click the Take No Action button to open the Send Fax wizard without completing the user information.

If this is your first time faxing a document and you do not have a printer installed on your computer, a message appears asking whether you want to fax this document or print it. Click the Fax button to open the Send Fax wizard.
 3.
On the Recipient and Dialing Information page do the following: 

In the To text box, type the name of the recipient, or click Address Book to select from a list of predefined names. 

In the Fax number text box, type the local number in the text box. 

Click Add, and then repeat this step for each additional recipient. 
 4.
Click Next.
 5.
On the Adding the Cover Page page, select Include a cover page. Use the following template check box, and then select a cover page template from the drop-down list. 
 6.
Under Subject line, type a cover page subject, and then under Note, type a note. Click Next. 

The text you type will be displayed in the Subject and Note fields of your cover page. 
 7.
On the Scheduling Transmission page, select a time to send the fax, and add billing code information, if necessary. Click Next. 
Notes

You must have a fax device installed in order to fax a document. 

To use dialing rules other than the default, check the Use dialing rules check box on the Recipient and Dialing Information page of the Send Fax wizard, and then choose the appropriate dialing rules from the drop-down list. To view dialing rules, click the Dialing Rules button. 

If you choose the Use dialing rules check box, then choose a country or region from the Country/region code drop-down list. 

If you check the Use dialing rules check box and if you are dialing a country or region that does not have an area or city code, then type the local number prefix in the first Fax number text box, and then type the local number suffix in the next text box. 

To view a cover page template, click Start, click Programs, click Accessories, click Communications, click Fax, click My Faxes, double-click the Common Coverpages folder, and then double-click one of the cover pages (.cov) to open it in the Fax Cover Page Editor. 

If you want to send only a fax cover page, without a document, click Start, click Programs, click Accessories, click Communications, click Fax, and then click Send Cover Page Fax to open the Send Fax wizard, and then follow steps 3, 4, 5, 6, and 7. 
To set a fax device to send or receive faxes
 1.
Open Fax Service Management. 
 2.
In the console tree, click Devices. 

Where?
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 Fax Service on Local Computer 
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 Devices 
 3.
In the details pane, right-click the device you want to configure, and then click Properties. 
 4.
Select one or more of the following options to send or receive a fax: 
Options
Description
Enable send
Select this check box to send faxes. This is checked by default.
Enable receive
Select this check box to receive faxes. 
Rings before answer
Type the number of rings allowed before Fax answers a call. Fax transmissions are answered automatically.
Notes

You can view Fax Service Management settings, but you must be an administrator or have administrator privileges to make changes. Administrators can set permissions for nonadministrators to view and change fax settings by using the Security tab on the Fax Service Management Properties dialog box. 

To open Fax Service Management, click Start, point to Programs, point to Accessories, point to Communications, click Fax, and then click Fax Service Management. You must have a fax device, such as a fax modem, installed in order for Fax to appear on the Communications menu. 

Send and receive options for each device are available by clicking Devices in the console tree of the Fax Service Management window, right-clicking the device in the details pane, and then clicking Properties. 
To view and print a fax
 1.
Click Start, click Programs, click Accessories, click Communications, click Fax, and then click My Faxes. 
 2.
In the My Faxes folder, double-click either Received Faxes or Sent Faxes. 
 3.
Double-click the fax you want to view or print. The fax is displayed in the Imaging Preview viewer. If you want to print the fax, on the File menu, click Print. 
Note

If you change the location of archived faxes, you must go to that new location for steps 1 and 2. 
To create, add, edit, or delete cover pages
 1.
Open Fax in Control Panel. 
 2.
On the Cover Pages tab, do one or more of the following: 
To
Do this
Create a new cover page 
Click New to start the Fax Cover Page Editor. 
Add a cover page to your personal cover pages list
Click Add to open the Browse for New Cover Page File dialog box. Locate the desired cover page, and then click Open to add the cover page file to your personal cover pages list. You only need to add a cover page if you have a personal cover page saved in another location other than the default directory. 
Open and edit an existing cover page
Click a fax cover page to select it, and then click Open to start the Fax Cover Page Editor. 
Delete an existing cover page
Click a fax cover page to select it, and then click Delete.
Notes

To open Fax, click Start, point to Settings, click Control Panel, and then double-click Fax. If Fax does not appear, you need to install a fax device (such as a modem). 

Cover pages must have a .cov file extension. If you cannot find the cover page you are looking for, make sure it has the correct extension. 
To fax a document using e-mail
 1.
Open a new mail message on your fax-compatible e-mail program. 
 2.
In the To box, type the name of a defined fax contact. 
 3.
On the Tools menu, click Fax attributes. Click Print a coverpage with your messages, and then click a cover page to send with the fax. Click OK. 
 4.
Type your message or attach the document you want to fax to the recipient, and then click Send. 
Notes

To send a fax using e-mail, you need a fax-compatible e-mail program, you need to create fax contacts, and you must add a fax mail transport service to a profile. 

A fax-compatible e-mail program is compliant with a MAPI client interface. This interface allows different e-mail programs, such as Microsoft Outlook or Exchange, to work with Fax. To determine if Microsoft Outlook is configured correctly to be fax compatible, open Microsoft Outlook and on the Help menu, click About Microsoft Outlook. Outlook is MAPI configured if Corporate or Workgroup appears above the version number. Microsoft Exchange and Outlook 97 is automatically set up as Corporate or Workgroup. 

A cover page is not required when you e-mail a fax, in which case you can skip step 2. 
To end a fax call in progress
 1.
On the taskbar, click [image: image4.png]


 to open the Fax Monitor dialog box. 
 2.
Click End Fax Call. 
Notes

The End Fax Call button is only accessible when fax is actively dialing the recipient number. 

If the End Fax Call button is disabled, use the fax queue to pause or cancel the fax call. 

The Fax Monitor only shows the progress of the highest-priority fax device sent. 

The Fax Monitor icon only appears when you are sending or receiving a fax and the Display icon on taskbar check box is selected on the Status Monitor tab in Fax in Control Panel. 

You can also end a fax call in Fax Queue. 
Set Fax Options
To change the sender information for fax cover pages
 1.
Open Fax in Control Panel. 
 2.
On the User Information tab, type the changes you want. 
Notes

To open Fax, click Start, point to Settings, click Control Panel, and then double-click Fax. If Fax does not appear, you need to install a fax device (such as a modem). 

The information on the User Information tab automatically fills corresponding fields on the cover page you select when using the Fax Cover Page Editor. 
To monitor fax events
 1.
Open Fax in Control Panel. 
 2.
On the Status Monitor tab, select any of the following check boxes: 
Options
Description
Display the status monitor
Displays the Fax Monitor dialog box automatically when a call is received or a fax is sent. The Fax Monitor dialog box allows you to end a fax call easily and view details of the fax being sent, like whether the fax device is sending the fax or redialing the number to send the fax again.
Status monitor always on top
Displays the Fax Monitor dialog box on top of all other windows on the desktop.
Display icon on taskbar
Displays the [image: image5.png]


 icon on the taskbar when a fax arrives or when you send a fax. You can click the icon to open the Fax Monitor dialog box or right-click to view shortcuts to Fax Monitor Properties, Fax Queue, and My Faxes. By default, this option is selected. 
Play a sound
Plays a sound when you receive a fax.
Enable manual answer for the first device
Answers the phone manually before receiving a fax or data transmission. This option is useful if you have a fax modem sharing a voice line.
Notes

To open Fax, click Start, point to Settings, click Control Panel, and then double-click Fax. If Fax does not appear, you need to install a fax device (such as a modem). 

When you select Play a sound, you can assign a sound to incoming fax events by double-clicking Sounds and Multimedia in Control Panel. 
To receive e-mail confirmation for sent faxes
 1.
Open Printers. 
 2.
Click the fax printer for which you want to set properties. 
 3.
On the File menu, click Printing Preferences. 
 4.
In the E-mail Address text box, type your e-mail address. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

You must configure the Fax Service to run under a user account. 

In the Fax Service Management Properties dialog box, you must set the server e-mail profile to a valid Exchange server mailbox alias. 
To set retry options for unsent faxes
 1.
Open Fax Service Management. 
 2.
Right-click Fax Service on Local Computer, and then click Properties. 
 3.
Under Retry Characteristics, type: 
Characteristic
Description
Number of retries
The number of times to try to transmit a fax after the first attempt is unsuccessful.
Minutes between retries
The minimum number of minutes between each attempt to dial a fax.
Days unsent fax is kept
The number of days an unsent fax stays in the fax queue.
Notes

You can view Fax Service Management settings, but you must be an administrator or have administrator privileges to make changes. Administrators can set permissions for nonadministrators to view and change fax settings by using the Security tab on the Fax Service Management Properties dialog box, Security tab. 

To open Fax Service Management, click Start, click Programs, click Accessories, click Communications, click Fax, and then click Fax Service Management. 
To set a default billing code for a fax printer
 1.
Open Printers. 
 2.
Click the fax printer for which you want to set properties. 
 3.
On the File menu, click Printing Preferences. 
 4.
In Billing code, type the billing code you want for the fax printer. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

The billing code appears in the fax event log for outbound faxes. You can use it to assign costs of faxing documents to a specific account. 

This setting applies only to the selected printer. If you want to provide different billing codes for different purposes (such as faxes sent by different departments), create a different printer for each billing code. To create a different printer, click Start, point to Settings, click Control Panel, and then double-click Fax. Click the Advanced Options tab, and then click Add a Fax Printer. Every time you do this, it creates a new fax printer icon in the Printers folder. 

You can also add or change the billing code for a fax printer through the Send Fax wizard. 
To set a time to send faxes
 1.
Open Printers. 
 2.
Click the fax printer for which you want to set properties. 
 3.
On the File menu, click Printing Preferences. 
 4.
Under Time to send, select the option you want as the default: 
Option
Description
Now
Sends faxes from this printer as soon as possible. This is the default setting.
When discount rates apply
Sends faxes from this device during the discount period defined in the Fax Service on Local Computer Properties dialog box in Fax Service Management.
Specific time in the next 24 hours
Sends faxes from this device at the time you type or select.
Note

To open Printers, click Start, point to Settings, and then click Printers. 
To set printing preferences for a fax printer
 1.
Open Printers. 
 2.
Click the fax printer for which you want to set properties. 
 3.
On the File menu, click Printing Preferences. 
 4.
Under Print setup, select your settings. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

You can also right-click the fax printer and choose Printing Preferences from the shortcut menu. 

You may specify individual printing preferences for one or more fax printers. For example, you can have one printer for sending faxes now and another for sending faxes when discount rates apply. 
To answer fax calls manually
 1.
Open Fax in Control Panel. 
 2.
On the Status Monitor tab, select the Enable manual answer for the first device check box. 
 3.
When an incoming call comes through, the Answer call? prompt appears. If it is a voice call, click No, or if you hear a fax tone, click Yes. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Fax, click Start, point to Settings, click Control Panel, and then double-click Fax. If Fax does not appear, you need to install a fax device (such as a modem). 

Manually answered calls must be monitored when the fax phone rings. This option is useful if you have a fax device sharing a voice line. 
To add a fax printer
 1.
Click Start, point to Settings, click Control Panel, and then double-click Fax. 
 2.
On the Advanced Options tab, click Add a Fax Printer. 
Notes

A fax printer is automatically added to the Printers folder when you complete this procedure. To add additional fax printers, repeat the procedure. 

By creating additional fax printers you can easily customize printing preferences. You may designate different billing codes and different times to send your faxes. For example, you can have one printer for sending faxes now and another for sending faxes when discount rates apply. 

You will not likely need to reinstall the original fax printer since Windows 2000 looks for new hardware each time you start your computer. 

You can view the printers in the Printers folder by clicking Start, pointing to Settings, and then clicking Printers. 

If you are unable to add a fax printer, you may have insufficient user rights. See your system or fax server administrator. 
Folder Options
Folder Options overview
Folder Options enables you to change the appearance of your desktop and folder content, and specify how folders open. For example, you can select whether you want a single window to open (instead of cascading windows) when you open folders that are within the selected folder. Additionally, you can designate whether folders open with a single-click or double-click. 
You can also use Folder Options to turn on the Active Desktop or display hyperlink text in folders (General tab), change the program used to open certain types of files (File Types tab), or make files available when you're not connected to the network (Offline Files tab). 
Changes you make in Folder Options apply to the appearance of the contents of Windows Explorer (including My Computer, My Network Places, My Documents, and Control Panel) windows. However, Folder Options settings do not apply to the folder toolbars.
To configure folder options settings, open Folder Options in Control Panel, or click Start, point to Settings, click Control Panel, and then double-click Folder Options. Or, in Windows Explorer, click Tools, and then click Folder Options. 
You can configure additional folder views by clicking the View menu in Windows Explorer. 
Additional desktop items such as color, wallpaper, and screen savers, are configured by using Display in Control Panel. 
Common tasks
The following tasks are frequently used to customize folders and some aspects of your desktop. 
Make your desktop look like a Web page 
Turn on the Active Desktop feature. The Active Desktop enables you to add Web content to your desktop. You can display pieces of your favorite Web sites directly on your desktop and keep them up-to-date automatically. For example, you could add a stock ticker or news summary page from the Web. 
Add active content to your desktop 
After you turn on the Active Desktop feature, you can add Web content, such as a stock ticker or weather map, to your desktop. 
Display Web content in folders 
Descriptive text about the disk capacity, or the folder and its contents is displayed in the folder window. Additionally, hyperlinks to My Documents, My Network Places, and My Computer are also shown. 
Change the number of mouse clicks required to open items 
Use one or two clicks to open folders and files, and specify when you want the items to be underlined. 
Show hidden files and file name extensions 
Certain files and folders are hidden by default or have a Hidden attribute. You can choose to display these hidden files and folders. You can also display file extensions for common file types, such as .txt, or .htm. 
Change the Appearance of the Desktop and Folders
To display the complete path to files and folders
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Select one or both of the following check boxes: 

Display the full path in the address bar 

Display the full path in title bar 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 
To display compressed files and folders in a different color
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Select the Display compressed files and folders with alternate color check box. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 
To display hidden files and folders
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Click Show hidden files and folders. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

Hidden files and folders are dimmed in order to indicate that they are not typical items. 

You can use Search to locate hidden files and folders without first displaying them if you know the name of the hidden file or folder. 

If you want to see all file name extensions, clear the Hide file extensions for known file types check box. 
To remove the My Documents folder from the desktop
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Clear the Show My Documents on the Desktop check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

To apply settings only to the open folder, on the View tab, clear the Remember each folder's view settings check box. 
To show pop-up descriptions for folder and desktop items
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Select the Show pop-up description for folder and desktop items check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

To apply folder settings only to the open folder, on the View tab, clear the Remember each folder's view settings check box. 
Make the Desktop and Folders Look Like a Web Page
To turn on the Active Desktop feature
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Active Desktop, click Enable Web content on my desktop. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

There are a few other ways to turn on the Active Desktop feature: 

Right-click a blank area on the desktop, point to Active Desktop, and then click Show Web Content. 

Double-click Display in Control Panel, click the Web tab, and then select the Show Web content on my Active Desktop check box. 
To add Web content to your desktop
 1.
Right-click a blank area on the desktop, and then point to Active Desktop. 
 2.
Click New Desktop Item. 
 3.
Follow the instructions on your screen. 
Notes

Before attempting to add Web content to your desktop, make sure the Enable Web content on my desktop option is selected in the Folder Options dialog box. 

If you want to browse the Windows Media Showcase for a desktop component to add, click Visit Gallery. 

If you want to select some other Web site, type the address of the Web site you want, or click Browse to locate it. 
To make folders look like a Web page
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Web View, click Enable Web content in folders. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

When you use Web view, descriptive and hyperlink text appears on the left side of the folder window. 

To turn off Web view in folders, click Use Windows classic folders. 
To turn off the Active Desktop feature
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Active Desktop, click Use Windows classic desktop. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

There are a few other ways to turn off the Active Desktop feature: 

Right-click a blank area on the desktop, point to Active Desktop, and then click Show Web Content to remove the check mark. A check mark next to the text indicates that the Active Desktop is enabled. 

Double-click Display in Control Panel, click the Web tab, and then clear the Show Web content on my Active Desktop check box. 
Open Folders
To open each folder in its own window
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Browse Folders, click Open each folder in its own window. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

If you follow this procedure, a new window is opened every time you open a folder. Having multiple windows open can add clutter to your desktop. 

By default, each folder you open appears in the same window and overwrites the previous window contents. To return to this setting, click Open each folder in the same window. 
To change the number of mouse clicks required to open items
 1.
Open Folder Options in Control Panel. 
 2.
On the General tab, under Click items as follows, click the option that you want. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

If you click Single-click to open an item (point to select), you can also specify how you want icon titles to be underlined. 

To check your current browser settings, in Control Panel, double-click Internet Options, and then click the Advanced tab. 
To open each folder in a separate part of memory
 1.
Open Folder Options in Control Panel. 
 2.
Click the View tab. 
 3.
Select the Launch folder windows in a separate process check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

When you open each folder window in a separate part of memory, the stability of Windows can be increased. However, your computer's performance might decrease slightly. 
Work with File Types
To associate a file extension with a file type
 1.
Open Folder Options in Control Panel. 
 2.
Click the File Types tab. 
 3.
Click New. 
 4.
Type a new or existing file name extension, and then click Advanced. 
 5.
In File type, click New to create a new file type that is associated with the file name extension. Or, click one of the existing file types. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

To change the program that opens a file, on the File Types tab, click Change. 
To modify an existing file type
 1.
Open Folder Options in Control Panel. 
 2.
Click the File Types tab. 
 3.
Click the file type that you want to change. 
 4.
Click Advanced. 
 5.
If necessary, modify the description of the file type, and click Change Icon to change the icon for the file type. 
 6.
In Actions, click the command that you want to modify, and then click Edit, Remove, or Set Default. Or click New to add a new command to the list in Actions. 
 7.
Repeat step 6 for as many actions as you want to modify for this file type. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. Or, in Windows Explorer, click Tools, and then click Folder Options. 

After you specify a new action, it appears on the shortcut menu when you right-click a file with the associated extension. 

In the Add New File Type dialog box, you can click Browse to find the program you want to specify for the action. 

All files that have the file name extension use the icon and commands that you define. 
Save Web Content for Offline Viewing
Offline Files overview
Using Offline Files, you can continue to work with network files and programs even when you are not connected to the network.
If you lose your connection to the network or undock your portable computer, your view of shared network items that have been made available offline remains just as it was when you were connected. You can continue to work with them as you normally do. You have the same access permissions to those files and folders as you would have if you were connected to the network. When the status of your connection changes, an Offline Files icon appears in the status area, and an informational balloon is displayed over the status area to notify you of the change.
When your network connection is restored or when you dock your portable computer, any changes that you made while working offline are updated to the network. When you and someone else on the network have made changes to the same file, you have the option of saving your version of the file to the network, keeping the other version, or saving both.
Notes

Synchronization can be initiated manually or Synchronization Manager can be set to control when offline files are synchronized with the network. Synchronization Manager also controls whether a full or a quick synchronization is performed. A full synchronization ensures that you have the most current version of every network file that has been made available offline. A quick synchronization is much faster than a full synchronization, but may not provide the most current version of every network file that has been made available offline. However, a quick synchronization does ensure that a complete version of every file is available so that you can continue working. 

Any shared files or folders on a Microsoft network can be made available offline. You can make files available offline from any computer that supports Server Message Block-based (SMB) File and Printer Sharing, including Windows 95, Windows 98, and Windows NT 4.0. Offline Files is not available on Novell NetWare networks. 

The system administrator can set up shared folders so that either every network file you open in that shared folder is automatically made available offline, or only those network files you choose are made available offline. 

If a shortcut to a file is made available offline, that file is made available offline, but if a shortcut to a folder is made available offline, the contents of that folder will not be made available offline. 
To set up your computer to use Offline Files
 1.
Open My Computer. 
 2.
On the Tools menu, click Folder Options. 
 3.
On the Offline Files tab, make sure that the Enable Offline Files check box is selected. 
 4.
Select Synchronize all offline files before logging off to get a full synchronization. Leave it unselected for a quick synchronization. 
Notes

To open My Computer, double-click My Computer on your desktop. 

A full synchronization ensures that you have the most current versions of every network file that has been made available offline. A quick synchronization ensures that you have complete versions of all your offline files, though they may not necessarily be the most current versions. 

By default, the Enable Offline Files check box is selected in Windows 2000 Professional but is cleared in Windows 2000 Server. 

Even if your computer is configured to use Offline Files, you must still select the network files and folders that you want to make available offline. 

To view a list of all of the network files that are available offline, on the Offline Files tab, click View Files. 
To change how Offline Files responds to network disconnection
 1.
Open My Computer. 
 2.
On the Tools menu, click Folder Options. 
 3.
On the Offline Files tab, click Advanced. 
 4.
Under When a network connection is lost, do one of the following: 

Click Notify me and begin working offline to receive notification of the lost connection and to continue working with offline files and folders. 

Click Never allow my computer to go offline to make offline files and folders unavailable to you if you lose your network connection. 
Note

To open My Computer, double-click My Computer on your desktop. 

To set up individual computers to respond differently from the default, click Add. For example, if you want to continue working offline by default but you do not want to work offline on any files from a particular computer on the network, you can add that computer's name to the exception list and select Never allow my computer to go offline as the behavior for that computer. 
Fonts
Fonts overview
Fonts are used to display text on the screen and print text. In Windows 2000, a font is the name of a typeface. Fonts have font styles such as italic, bold, and bold italic. 
Windows 2000 provides three basic font technologies:
Outline fonts
TrueType and the new OpenType fonts are outline fonts that are rendered from line and curve commands. OpenType is an extension of TrueType. Both can be scaled and rotated. Both look good in all sizes and on all output devices supported by Windows 2000.
Windows 2000 provides a selection of OpenType fonts. Windows 2000 also ships a CD-ROM collection of Asian OpenType fonts, which you can install to view or print Asian documents and Web pages. 
Type 1, by Adobe Systems, Inc., is an outline font that is designed to work with PostScript devices. The outlines can be scaled and rotated. With OpenType technology, Windows 2000 fully supports Type 1 fonts.
Vector fonts
Vector fonts are supported because a number of programs still depend on them.
Vector fonts are rendered from a mathematical model. They are used primarily with plotters. Windows 2000 supports three vector fonts. 
Raster fonts
Raster fonts are supported because a number of programs still depend on them.
Raster fonts are stored in files as bitmap images and are created by displaying a series of dots on the screen and on paper. Windows 2000 supports five raster fonts. 
To add a new font to your computer
 1.
Open Fonts in Control Panel. 
 2.
On the File menu, click Install New Font. 
 3.
In Drives, click the drive you want. 
 4.
In Folders, double-click the folder that contains the fonts you want to add. 
 5.
In List of fonts, click the font you want to add, and then click OK. 

To add all of the listed fonts, click Select All, and then click OK.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To select more than one font to add, hold down the CTRL key, and then click each of the fonts you want to add. 

For OpenType, TrueType, Type 1, and raster fonts, you can also add the font by dragging the appropriate files to the Fonts folder. This works only if the font is not in the Fonts folder. 

In Windows Explorer, you can see the file extensions of each font. On the Tools menu, click Folder Options, and then click the View tab. Clear the Hide file extensions for known file types check box. 

To add fonts from a network drive without using disk space on your computer, make sure that the Copy fonts to Fonts folder check box in the Add Fonts dialog box is clear. This is available only when you install OpenType, TrueType, or raster fonts using the Install New Font command. 

To delete a font from your computer, click the font you want to delete and then click Delete on the File menu. 
To view a font on your computer
 1.
Open Fonts in Control Panel. 
 2.
Double-click the font you want to view. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you don't want to display the variations for each font, on the View menu, click Hide Variations (Bold, Italic, and so on). 

When you install a printer, the installation program may install several printer fonts. These do not appear in the Fonts folder, but they do appear in the font list of Windows-based programs, such as WordPad. 

The viewer cannot display Type 1 fonts. 
To find similar fonts
 1.
Open Fonts in Control Panel. 
 2.
On the View menu, click List Fonts By Similarity. 
 3.
In List fonts by similarity to, click the font you want to compare with the others on your computer. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Panose font mapping information is stored with the font to describe its characteristics (such as serif or sans serif, normal, bold, or italic). If no Panose information is available, the font appears at the bottom of the list, and it does not appear in List fonts by similarity to. 
To print a font sample
 1.
Open Fonts in Control Panel. 
 2.
Double-click the font you want to print. 
 3.
On the sample page, click Print. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To display only TrueType fonts
 1.
Open Fonts in Control Panel. 
 2.
On the Tools menu, click Folder Options, and then click the TrueType Fonts tab. 
 3.
Select the Show only TrueType fonts in the programs on my computer check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

TrueType is a WYSIWYG font technology, which means that the printed output is identical to what appears on the screen. Another advantage of TrueType fonts is that the characters can be scaled to any size. 
Game Controllers
Installing a joystick or other game controller
There are two ways to install game controllers, depending on whether you have a USB controller, or a game port or serial port controller. Consult the device manual to determine which type of device you have.

USB controller

Game port or serial port controller
To remove a game controller
 1.
Open Game Controllers in Control Panel. 
 2.
On the General tab, click the controller you want to remove, and then click Remove. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you have a USB controller, you can remove it by unplugging it from your computer. 
To turn on the pedal or rudder of a game controller
 1.
Open Game Controllers in Control Panel. 
 2.
Click the controller with the rudder or pedal you want to activate, and then click Remove. 
 3.
Click Add, and then click the controller with the rudder or pedal you want to activate. 
 4.
Select the Rudder/Pedals check box, and then click OK to reinstall the controller. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To test a game controller
 1.
Open Game Controllers in Control Panel. 
 2.
On the General tab, click the controller you want to test, and then click Properties. 
 3.
Click the Test tab, and then test your controller by moving or pressing each control, including the stick, wheel, yoke, pads, and buttons. 

After you perform an action with the controller, view the results on the Test tab. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If the controller is not functioning properly, it may need to be calibrated. To calibrate it, click the Settings tab, and then click Calibrate. 

To return the controller to the default settings, on the Settings tab, click Reset to Default. 
To calibrate a game controller
 1.
Open Game Controllers in Control Panel. 
 2.
On the General tab, click the controller you want to calibrate, and then click Properties. 
 3.
On the Settings tab, click Calibrate, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To return the controller to the default settings, on the Settings tab, click Reset to Default. 
Troubleshooting overview
If you encounter problems installing a game controller, the following information can help you diagnose and solve the problem.
If you have a USB controller
Troubleshoot problems installing a USB controller.
Troubleshooting recommendations
If a USB game controller doesn't install properly

In Device Manager, USB game controllers are listed under Human Interface Devices (when viewing Devices by type, which is the default view). If the controller does not appear in Device Manager, then USB may not be enabled in BIOS. When prompted during system startup, enter BIOS setup and enable USB. 

If USB is enabled in BIOS but the USB host controller does not appear in Device Manager (under Universal Serial Bus controllers), or a yellow warning icon appears next to the host controller name, then the version of BIOS may be outdated. Contact the maker or vendor for your computer and obtain the current version of BIOS. 

If the controller appears in Device Manager, right-click the controller name and click Properties. In Device Status, a message will describe any problems and suggest what action to take. For more information about using Device Manager, see Related Topics. 

USB ports have a separate entry in Device Manager. To check the device status, click Universal Serial Bus controllers, right-click USB Root Hub, and then click Properties. 
Note

You must be logged on as an administrator or a member of the Administrators group in order to complete procedures using Device Manager. 
If you have a game port or serial port controller
Troubleshoot problems installing a game port or serial port controller.
Troubleshooting recommendations
If a game port or serial port controller doesn't install properly

If the controller appears in Device Manager, right-click the controller name and click Properties. In Device Status, a message will describe any problems and suggest what action to take. For more information about using Device Manager, see Related Topics. 
Note

You must be logged on as an administrator or a member of the Administrators group in order to complete procedures using Device Manager. 
If a game doesn't recognize a controller
Some games, especially some DOS and Windows 3.x games, recognize only one controller even if more than one controller is installed. If your game doesn't recognize the controller you want to use, make sure the device is assigned to Controller ID 1.
If you plug a controller into a different port
If you plug a controller into a different port than it was originally installed on, it may not work until you add the controller again in Game Controllers and change the port assignment.
Infrared and Wireless Link
Infrared and Wireless Link overview
Windows 2000 supports IrDA protocols that enable data transfer over infrared connections. This provides an infrastructure that allows other devices and programs to communicate with Windows 2000 through the IrDA interface. Windows 2000 installs with the Wireless Link program that transfers files to or from another computer running the Windows 2000 or Windows 98 operating system.
The Windows 2000 Plug and Play architecture automatically detects and installs the infrared component for computers with built-in IrDA hardware. For computers without built-in IrDA hardware, a user can attach a serial IrDA transceiver to a serial COM port and use the Add/Remove Hardware wizard to install the device in Windows 2000.
After an infrared device is installed, the Wireless Link icon appears in Control Panel. When another IrDA transceiver comes in range, the Wireless Link icon appears on the desktop and on the taskbar. You can then send a file over the infrared connection with any of the following actions:

Specify a location and one or more files using the Wireless Link dialog box. 

Use drag-and-drop operations to move files onto the Wireless Link icon on the desktop. 

Right-click any selection of files on the desktop, in Windows Explorer, or in My Computer, and then click the Send To Infrared Recipient command. 

Print to a printer configured to use an infrared port. 
In addition to sending or printing files, you can create a network connection that connects two computers using the infrared port. You can use this capability to map shared drives on a host computer and work with files and folders in Windows Explorer or My Computer. You can also use an infrared network connection to connect directly to another computer without modems, cables, or network hardware.
For additional infrared functionality, you may choose to install other software that uses the IrDA infrastructure provided in Windows 2000. To install and use other software, refer to the manufacturer's instructions.
Common tasks
The following tasks are frequently performed with infrared and Wireless Link operations. 
Establish an infrared link
Before you can use Wireless Link operations, you must set up an infrared link on your computer.
Set up the computer for infrared
The computer must be configured for infrared operations.
Send files with Wireless Link
Once an infrared link is established on your computer, files can be sent using Wireless Link.
Print to an infrared printer
Once a wireless connection is established with your printer, printing can be done as usual.
Make an infrared network connection
Infrared connection to a network is possible with an infrared port.
Send Files Using an Infrared Link
Using Wireless Link to transfer files
You can use Wireless Link to send selected files or an entire folder to another computer running Windows 2000 or Windows 98.
Establishing an infrared connection
To send files, first establish an infrared link with another computer or other infrared device, as described in the procedure To establish an infrared link. When an infrared device is in range, the infrared connection status [image: image6.png]|



 icon appears on the taskbar and the Wireless Link [image: image7.png]


 item appears on the desktop. These indicate only that an infrared device is in range. A data connection is made when Wireless Link or another program communicates over the link. While a program is connected over a link, the taskbar icon changes to the [image: image8.png]b4



 icon. As long as an infrared transceiver is in range, you can transfer data over the link.
The IrDA Windsock API enables programs to communicate with any device that implements one of the supported protocols, described in Infrared implementation in Windows 2000. Windows 2000 supports any number of simultaneous connections over an infrared link, so more than one program can use the same link. If you use another program, refer to the documentation provided with it for procedures to transfer data.
To send files with the Wireless Link dialog box 
 1.
Establish a wireless connection with another computer. 
 2.
Click the [image: image9.png]|



 icon on the taskbar. 
 3.
In the Wireless Link dialog box, specify the files you want to send, and then click Send. 
Notes

To establish an infrared link, reposition the infrared transceivers (infrared eyes) until the [image: image10.png]|



 icon appears on the taskbar. 

While another infrared transceiver is in range, you can also double-click the Wireless Link [image: image11.png]


 icon on the desktop to open the Wireless Link dialog box. 
To send files with the Send To command 
 1.
Establish a wireless connection with another computer. 
 2.
On the desktop, in Windows Explorer or in My Computer, select the files you want to send. 
 3.
Right-click the selected files, point to Send To, and then click Infrared Recipient. 
Note

To establish an infrared link, reposition the infrared transceivers (infrared eyes) until the [image: image12.png]|



 icon appears on the taskbar.
To drag files to an infrared link 
 1.
Establish a wireless connection with another computer. 
 2.
In Windows Explorer, in My Computer, or on the desktop, select one or more files. 
 3.
Drag the selected files onto the [image: image13.png]


 desktop icon, which represents the wireless connection. 
Note

To establish an infrared link, reposition the infrared transceivers (infrared eyes) until the [image: image14.png]|



 icon appears on the taskbar.
To send files using the command line 
 1.
Establish a wireless connection with another computer. 
 2.
Click Start, click Run, type irftp, and then click OK. 
 3.
In the Wireless Link dialog box, in File name, enter the name of the file you want to send, and then click Send. 
Note

To establish an infrared link, reposition the infrared transceivers (infrared eyes) until the [image: image15.png]|



 icon appears on the taskbar.
To transfer images from a camera to your computer
 1.
Open Wireless Link in Control Panel. 
 2.
On the Image Transfer tab, select the Use Wireless Link to transfer images from a digital camera to your computer check box. 
 3.
Refer to the camera manufacturer's instructions to select and transfer images. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

Wireless Link cannot tell your camera to transfer images. The camera must initiate the transfer of images. 

To use Wireless Link to transfer images, the camera must support the IrTran-P protocol. If it does not support this protocol, you need to use a program provided by the camera manufacturer or another party. If you use another program, make sure you clear the Use Wireless Link to transfer images from a digital camera to your computer check box. 
Configure Wireless Link
Configuring infrared devices
You can view and change the infrared device properties for an installed IrDA device in Device Manager. To view infrared device properties, use the procedure To view infrared device properties.
The General tab of the infrared device properties indicates whether the device is working properly. On the IrDA Settings tab of the properties, you can check or change the maximum connection rate and the communication port for the device.
You can also use the Wireless Link option in Control Panel to configure the file transfer, image transfer, and hardware options for the Wireless Link program installed with Windows 2000. 
To enable or prevent receiving files 
 1.
Open Wireless Link in Control Panel. 
 2.
On the File Transfer tab, do one of the following: 

To enable your computer to receive files from others, select the Allow others to send files to your computer using infrared communications check box. 

To prevent your computer from receiving files from others, clear the Allow others to send files to your computer using infrared communications check box.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

Sending files with Wireless Link is initiated by the computer sending the files. You can clear this option to prevent other computers from sending files to your computer. 
To change the default location for receiving files 
 1.
Open Wireless Link in Control Panel. 
 2.
On the File Transfer tab, under Default location for received files, click Browse. 
 3.
Enter a new location for files received over wireless connections, and then click OK. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

The initial default location for receiving files is the desktop for the current user profile. 
To hide or display the Wireless Link taskbar icon 
 1.
Open Wireless Link in Control Panel. 
 2.
On the File Transfer tab, do one of the following: 

To hide the Wireless Link taskbar icon, clear the Display an icon on the taskbar indicating infrared activity check box. 

To display the Wireless Link taskbar icon, select the Display an icon on the taskbar indicating infrared activity check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

When another infrared transceiver is in range, this option causes the [image: image16.png]|



 icon to appear on the taskbar. The icon changes to [image: image17.png]b4



 whenever the infrared connection is active. To display the current status of the connection, move the mouse pointer over the icon. 

To open the properties for Wireless Link, right-click the [image: image18.png]|



 icon, and then click Options. 

To transfer files, right-click the [image: image19.png]|



 icon, and then click Transfer Files to open the Wireless Link dialog box. 
To hide or display the Wireless Link status dialog box 
 1.
Open Wireless Link in Control Panel. 
 2.
On the File Transfer tab, do one of the following: 

To hide the Wireless Link status dialog box, clear the Display status while receiving files check box. 

To display the Wireless Link status dialog box, select the Display status while receiving files check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

When this option is selected, a status dialog box appears while files are being received. The status dialog box indicates that files are being received and shows the name of the computer that is sending the files. 
To change settings to transfer camera images
 1.
Open Wireless Link in Control Panel. 
 2.
On the Image Transfer tab, select the Use Wireless Link to transfer images from a digital camera to your computer check box. 
 3.
In Transfer images to a subfolder of, specify the default location for images transferred by Wireless Link. 
 4.
To automatically open Windows Explorer to the default location after receiving files, select the Explore location after receiving pictures check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

If you use a different program to transfer images, clear the Use Wireless Link to transfer images from a digital camera to your computer check box. 
Print Files Over an Infrared Link
Printing to an infrared printer
Printing to a printer connected by an infrared link is very much the same as printing to any other printer. After you establish an infrared connection between your computer and a printer, the printer is normally installed automatically by Plug and Play.
To add a new printer, follow the steps in To add a printer attached to your computer. This procedure also describes what to do if you do not install your printer using Plug and Play, or if the the infrared device is attached to a serial (COM) port.
Once you have configured a printer to use the infrared port, there is only one difference between printing to it and to any other printer listed in the Printers folder. You must first position the IrDA transceivers on the printer and the computer to establish an infrared link, as described in the procedure To print to an infrared printer.
To add a printer that is attached to your computer
 1.
Connect the printer to the appropriate port on your computer according to the printer manufacturer's instructions. 
 2.
Windows 2000 will automatically install most printers. However, for older printers, you may be required to provide  to complete the installation. Choose one of the following, depending on the type of printer you have. 

Install a parallel port (LPT) attached printer

If your printer attaches to your computer with a parallel port (LPT port), connect the printer to your computer, and then open Printers. Double-click Add Printer to start the Add Printer wizard, and then click Next. Click Local Printer, make sure the Automatically detect my printer check box is selected, and then click Next. Depending on the printer you are installing, a Found New Hardware message or the Found New Hardware wizard appears to notify you that the printer has been detected and that installation has begun. Follow the instructions on the screen to complete the printer installation. (You do not need to continue with the instructions below.)

Alternatively, after connecting your printer, you can start or restart your computer to allow Windows 2000 to automatically start the Found New Hardware wizard.

The printer icon will be added to your Printers folder. 

Install a USB or IEEE 1394 printer

If you install a universal serial bus (USB) or IEEE 1394 printer, Windows 2000 detects it and automatically starts the Found New Hardware wizard. You do not need to shut down or restart your computer. Simply follow the instructions on the screen to finish installing the printer. (You do not need to continue with the instructions below.)

The printer icon will be added to your Printers folder.

Install an infrared printer

If you install an infrared printer, Windows 2000 detects it and automatically installs it. You do not need to shut down or restart your computer. First, make sure that the infrared-enabled computer and the printer are turned on. Then, position the two infrared capable devices to within approximately 1 meter of each other to establish a wireless infrared connection. After several seconds the computer will recognize the printer, the printer icon will appear in the status area of the taskbar, and the appropriate drivers will be installed on the computer. (You do not need to continue with the instructions below.)

The printer icon will be added to your Printers folder.
 3.
If you could not install your printer using Plug and Play, or if the printer is attached to your computer with a serial (COM) port, then open Printers. 
 4.
Double-click Add Printer to start the Add Printer wizard, and then click Next. 
 5.
Click Local printer, make sure that the Automatically detect my printer check box is cleared, and then click Next. 
 6.
Follow the instructions on the screen to finish setting up the local printer by selecting the printer port, selecting the manufacturer and model of your printer, and typing a name for your printer. 

When you are finished, the icon for the printer appears in your Printers folder.
Notes

If you add and set up a Plug-and-Play printer (for example, USB, IEEE 1394, LPT, or Infrared), you do not need to have administrative privileges. However, to add and set up a non Plug-and-Play printer connected directly to your computer, you must be logged on as an administrator or a member of the Administrators group. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Printers, click Start, point to Settings, and then click Printers. 

When you add a printer using the Add Printer wizard, you normally select one of the parallel (LPT) ports from the Existing list when prompted to Select the Printer Port in step 6 above. For some plotters, however, you may need to select one of the serial (COM) ports. 

Once you have set up the printer, you can share it with other users on the network. If you intend to share the printer with users running other versions of Windows (Windows 95 and 98, and Windows NT 3.5 and 4.0), you can install the appropriate printer drivers on your computer so those users can connect to the printer without being prompted to install the drivers missing from their systems. 

If you want to print a test page, first make sure your printer is turned on and ready to print. 

If your computer does not support infrared technology, you can attach an infrared transceiver to your serial (COM) port, which will allow you to print over a wireless infrared connection. 
To print to an infrared printer 
 1.
Establish a wireless connection between the computer and the printer. 
 2.
Print as you usually do. 
Note

To establish an infrared link, reposition the infrared transceivers (infrared eyes) until the [image: image20.png]|



 icon appears on the taskbar.
Use Infrared Network Connections
Infrared Network and Dial-up Connections
An infrared network connection allows a direct connection to another computer without modems, cables, or network hardware. With Network and Dial-up Connections you can create a connection to another computer using an infrared port. This enables you to map shared drives on a host computer or the network and work with Windows Explorer or My Computer.
Creating network connections on both computers
To create an infrared network connection, follow the steps in To make an infrared network connection on both computers. When you create the network connections, specify the computer that has the information you want to access as the host computer, and the computer you are going to use to access the information as the guest computer.
For example, if you have a notebook computer and want to access information on a desktop computer, designate the notebook computer as the guest and the desktop computer as the host. For both computers, specify the infrared port as the device that will be used to make the connection.
Important

To use a Windows 2000 Server that belongs to or controls a domain as the host computer for the connection, you must use Routing and Remote Access to configure the server. For , see Accessing a network. 
Configuring permissions on the host computer
If you are connecting two Windows 2000 computers, you will be able to access shared folders on the host. However, before you can connect, you need to make sure that the user name for the connection is given membership in a group on the host computer. For instructions on how to add users for your computer, see Users and Passwords overview. Be sure the new user has sufficient permissions to perform any expected tasks. If you are adding a user so that someone else can access your computer, you may want to put the new user in either the Guest, User, or Power Users group.
Accessing the local computer
After you have set up network connections on both the host and guest Windows 2000 computers, follow the steps in To connect with an infrared network connection. Working on the guest computer, you can then map shared drives on the host computer and use My Computer or Windows Explorer to open folders and access files.
Accessing a network
To connect the guest computer to a Windows 2000 Server that belongs to or controls a domain, the host computer must be installed with Routing and Remote Access Manager. You must configure a Remote Access Policy to grant remote access permission to the server.
To create or modify policies, use Routing and Remote Access in Administrative Tools, which you can find in Control Panel on a server. If you are on a computer running Windows 2000 Server, and want more information about Remote Access, see Overview of Windows 2000 Remote Access.
Configuring the network connection
The infrared network connection uses Point-to-Point Protocol (PPP). This is the default for Windows 2000, and normally does not require additional configuration.
To make an infrared network connection 
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Connect directly to another computer, and then click Next. 
 4.
To indicate whether this computer is sending or receiving files, do one of the following: 

To receive dial-up connections, click Host. 

To dial out, click Guest. 
 5.
Click Next. 
 6.
Under Select a device, click Infrared Port, and then click Next. 
 7.
To make the device available to all profiles, click For all users, and then click Next. 

Or, to make the device available to just the current profile, click Only for myself, and then click Next.
 8.
If you specified this computer as a host, select the users allowed to use this connection, and then click Next. 
 9.
Enter a name for the connection, and then click Finish. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, click Control Panel, and then double-click Network and Dial-up Connections. 

To examine or change properties for this connection, right-click its icon in Network and Dial-up Connections. 

If Connect my computer directly to another does not appear in the Network Connection wizard, then you need to add the infrared device to the computer. 

After you add an infrared device, you may have to restart the computer before you can select Infrared Port in Step 6. 

You can also open Network and Dial-up Connections by double-clicking Network and Dial-up Connections in My Computer. 
To connect with an infrared network connection 
 1.
Establish an infrared link. 
 2.
Open Network and Dial-up Connections. 
 3.
Double-click the connection you want to use to receive files. 
 4.
Verify that the connection information is correct, and then click OK. 
 5.
On the File menu, click Connect. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, click Control Panel, and then double-click Network and Dial-up Connections. 

When you make a network connection over infrared, the infrared link takes the place of a cable. You do not need to use a serial or parallel cable. 
Set Up the Computer for Infrared
Installing infrared devices
Most internal IrDA devices are installed by Windows 2000 Setup or when you start Windows after adding one of these devices. However, when you attach an serial IrDA transceiver to a serial (COM) port, you do need to install it in Windows as described here. This section also describes how to install an internal IrDA device that is not detected by Windows 2000, and how to reconfigure a serial port as an infrared port.
Installing an IrDA device connected to a serial port
If you have a desktop computer or a laptop computer without an internal IrDA device, you can connect a serial IrDA transceiver to a serial (COM) port. Attach the IrDA transceiver to the serial port, note which COM port you are using, and then follow the steps in To add a new infrared device.
Installing an undetected internal IrDA device
If you add an internal IrDA device to a computer with Windows 2000 already installed, the device is normally detected and installed the next time you start the computer. If this does not occur, you may have to install the device manually. To do this, refer to the procedure To add a new infrared device.
This procedure installs an infrared device when a separate infrared port is not supported. Some desktop computers allow you to reconfigure a serial port as an infrared port, which normally enables the computer to use Plug and Play to install the device. This is discussed next.
Reconfiguring a serial port as infrared
On some desktop computers, you can reconfigure a serial port as an infrared port. Use this to specify one of the COM ports as an infrared port. Use this procedure only for an internal IrDA device. Do not perform this procedure to connect a serial IrDA transceiver to a serial port because the procedure disables the serial port.
For instructions on how to reconfigure a serial (COM) port as an infrared port, see To configure a serial port for infrared communication. After you perform the procedure, the infrared device is normally detected by Plug and Play when you run the Add/Remove Hardware wizard or after you restart the computer. For additional details, refer to the manufacturer's documentation provided with the computer or the infrared device.
To add a new infrared device 
 1.
In Control Panel, open Add/Remove Hardware. 
 2.
On the Welcome to the Add/Remove Hardware wizard page, click Next. 
 3.
On the Choose a Hardware Task page, click Add/Troubleshoot a device, and then click Next. 

You may have to wait briefly while the wizard searches for Plug and Play hardware.
 4.
In Devices, click Add a new device, and then click Next. 
 5.
On the Find New Hardware page, click No, I want to select the hardware from a list, and then click Next. 
 6.
In Hardware types, click Infrared devices, and then click Next. 
 7.
In Manufacturers, click the manufacturer, and in Infrared Device, click the infrared device. 
 8.
If you have an installation disk for the infrared device, click Have Disk. 
 9.
Click Next, and then follow any additional instructions to install the device. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

This procedure applies only if an infrared device was not installed automatically by Windows when you turned on your computer. 
To view infrared device properties
 1.
Open Wireless Link in Control Panel. 
 2.
On the Hardware tab, click the infrared device for which you want to view properties, and then click Properties. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To open Wireless Link in Control Panel, you must have an infrared device installed on your computer. 

If a device connected to your computer is not listed, you need to add it. 

The infrared device Properties dialog box shows the device status, usage, maximum connection rate, communication port, driver files, and power management settings for an infrared device. 

The settings shown in the infrared device Properties dialog box are set automatically when you install a device, and do not normally need to be changed. However, some communication problems with infrared devices may be fixed by lowering the maximum connection rate in Maximum Connection Rate on the IrDA Settings tab. 
To configure a serial port for infrared communication 
 1.
Enter setup mode for your computer. 
 2.
Under Peripheral or serial port configuration, change the mode to IrDA or Infrared. 
Notes

The method for entering setup mode depends on your computer. For many computers, you can enter setup mode by pressing a function key indicated during startup. Some computers require that you start up by using special configuration disks. 

Your computer must support an infrared mode for a serial port. You should perform this procedure to install an IrDA transceiver provided by the computer manufacturer. 

This procedure disables the serial port and should not be performed to attach a serial IrDA transceiver to a serial port. 
Advanced Topics
Infrared implementation in Windows 2000
Infrared data transfer is implemented in Windows 2000 according to the Infrared Data Association (IrDA) standards and protocols. These standards are designed to allow low-cost components and low power requirements, and to enable connections by simply pointing infrared devices at each other. IrDA ports are now installed in nearly all new notebook computers. IrDA transceivers can be installed in other computers or connected to the serial COM port.
The IrDA protocols specify the procedures that support link initialization, device address discovery, connection startup and data rate negotiation, information exchange, disconnection, link shutdown, and device address conflict resolution.
Infrared device support
The Windows 2000 operating system is installed with the Wireless Link file transfer program, infrared printing capability (IrLPT), and infrared image transfer capability (IrTran-P). Additionally, the IrDA Winsock API supports programs created by other software and equipment manufacturers. These manufacturers sell programs that use the Winsock API (or proprietary interfaces) to provide infrared connections to printers, modems, digital pagers, personal digital assistants, electronic cameras, organizers, cellular phones, and hand-held computers.
Infrared transmission speeds
Most laptop and notebook computers now ship with IrDA transceiver ports that provide either 115,000 bits per second (bps) or 4 Mbps transmission speeds. Windows 2000 supports both these transmission speeds.
Serial IrDA 115 Kbps support (IrDA-SIR)
The standard requires low-cost components requiring no special or proprietary hardware. The most common implementation now is called IrDA-SIR, which is a half-duplex system with a maximum data transfer speed of 115,200 bps, but easily adjusts to slower devices. IrDA-SIR provides short-range infrared asynchronous serial transmission with one start bit, eight data bits, and one stop bit. The primary benefit of this standard is that existing serial hardware can be used without additional cost. It has low error rates and provides high immunity to noise in illuminated offices or in sunlight.
Fast IrDA 4.0 Mbps transmissions (IrDA-FIR)
IrDA high-speed extension (IrDA-FIR) is also supported. IrDA-FIR provides 4 Mbps half-duplex data transmission. IrDA-FIR transceivers are now commonly installed on new laptop and other portable computers. IrDA-FIR devices can communicate with IrDA-SIR devices.
IrLPT printer support
If your computer came with an infrared device, or you install an infrared transceiver with Windows 2000, an infrared port appears as a local port in the Add Printer dialog box. When you associate a printer with this port and then print to that printer, Windows 2000 uses the IrLPT protocol to transmit data.
IrTran-P image transfer support
Windows 2000 supports the IrTran-P image exchange protocol used in digital cameras and other digital image capture devices. You can use this feature to transfer digital images from a camera or other device that supports IrTran-P to your computer via an IrDA connection. Windows 2000's IrTran-P service is a listen-only service and never initiates the IrTran-P connection. 
Links between infrared devices
Infrared data-link transmission occurs between two IrDA devices. All transmissions over the link go from the primary (commanding) device to the secondary (receiving) device. The primary role is determined dynamically when a link is established and continues until the connection is closed. Any station that is capable can assume the primary role. When two computers are in range, either one can assume the primary role, so a user can initiate a data transfer on either computer. Some devices may only be capable of assuming the secondary role.
How an infrared connection is made
A device creates a link by first either automatically detecting the other or by a user request. The commanding station sends a connection request at 9600 bps to the other device (including information such as an address, data rate, and other capabilities). The responding device assumes the secondary role and returns information that contains its address and capabilities. The primary and secondary stations then change the data rate and link parameters to the common set defined by the initial information transfer. Finally, the primary station sends data to the secondary station confirming the connection. The devices are then connected and begin data transfer under control of the primary device.
Multiple infrared connections
The Winsock API supports multiple simultaneous connections over a single IrDA link. This feature allows several different programs to use a single IrDA device simultaneously. For example, a user might put a notebook computer in range of a desktop computer to simultaneously send and receive mail, reconcile a personal information manager (PIM), and print deferred documents. Each activity can be controlled by a separate program on the laptop computer that locates and connects to its corresponding program on the desktop computer. 
Multiple infrared devices
A single IrDA device cannot link simultaneously with more than one other IrDA device. However, the Windows 2000 operating system does support multiple IrDA devices. You can install multiple IrDA devices on a computer to provide simultaneous links to multiple IrDA devices. For example, using separate infrared devices, a desktop computer can simultaneously print to an infrared port, communicate with a notebook computer, and dial a network connection.
For , see Installing infrared devices.
Transferring camera images to the computer
The Image Transfer tab of the Wireless Link dialog box includes a check box in which you can specify whether you want to transfer images from a camera to your computer using the Wireless Link program. Clear this check box if you want to use a different program to transfer images. Windows 2000 infrared support simulates a serial port, IrCOMM, and only one image transfer program can use it at a time.
The Image Transfer tab also specifies the default location for image files received from a camera. This location is used by the Wireless Link program. Other programs may use other locations or require you to specify a location when you begin the transfer. You can also elect to have Windows 2000 Explorer automatically open to this location after images have been transferred.
The transfer is initiated by the camera rather than the computer. To transfer images, point the infrared window on your camera at the infrared transceiver on the computer. Then follow the camera manufacturer's instructions to select the picture and send it to the computer. Some cameras can transfer more than one picture at a time. The exact steps to transfer pictures depends on the make and model of the camera, and should be described in the instructions for operating the camera.
To configure Wireless Link to transfer camera images, see To change settings to transfer camera images. To transfer camera images to your computer using Wireless Link, see To transfer images from a camera to your computer.
Resources
This page lists resources for the Infrared Data Association (IrDA) implementation of infrared in Windows 2000. You can find  and manufacturers of infrared products by using a Web search engine to look for "IrDA" or "infrared."
Microsoft Web sites

For Microsoft product support, see the Microsoft Product Support Services Web site (http://www.microsoft.com/). 

To verify the compatibility of hardware you want to install on a Windows 2000 computer, see the Microsoft Windows Hardware Compatibility List Web site (http://www.microsoft.com/) at the Microsoft Web site. 
The Infrared Data Association (IrDA)

The Infrared Data Association (IrDA) is an international organization that sets standards for infrared data connections. The infrared support provided by Windows 2000 is designed to meet these standards. 

For further information about IrDA, see the IrDA Web site (http://www.irda.org). 
Note

Web addresses can change, so you may be unable to connect to the Web sites mentioned here. 
Keyboard
To adjust the cursor blink rate
 1.
Open Keyboard in Control Panel. 
 2.
Drag the Cursor blink rate slider. 

The test cursor to the left of the slider area blinks at the new rate.
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To change the way your keyboard responds
 1.
Open Keyboard in Control Panel. 
 2.
Make changes as follows: 

To adjust how much time elapses before characters repeat when you hold down a key, drag the Repeat delay slider. 

To adjust how quickly characters repeat when you hold down a key, drag the Repeat rate slider. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
Mouse
To set the mouse to single-click or double-click
 1.
Open Mouse in Control Panel. 
 2.
On the Buttons tab, under Files and Folders, select one of the following: 

Single-click to open an item allows you to point to an item to select it and click once to open it. 

Double-click to open an item allows you to click once to select an item and double-click to open it. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Single-click to open an item enables you to click once in many places where you would normally double-click. For example, you can click an icon to start a software program. 
To adjust the double-click speed for your mouse
 1.
Open Mouse in Control Panel. 
 2.
On the Buttons tab, under Double-click speed, drag the slider. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To test the speed, double-click the image in the test area. 
To reverse your mouse buttons
 1.
Open Mouse in Control Panel. 
 2.
On the Buttons tab, under Button configuration, click Right-handed or Left-handed. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To activate a mouse wheel
 1.
Open Computer Management (Local). 
 2.
In the console tree, double-click System Tools, and then click Device Manager. 
 3.
Double-click Mice and other pointing devices, right-click the name of the mouse you want to configure, and then click Properties. 
 4.
On the Advanced Settings tab, in Wheel Detection, click Look for wheel. 
Notes

To open Computer Management, click Start, point to Settings, and then click Control Panel. Double-click Administrative Tools, and then double-click Computer Management. 

If Look for wheel is selected and the mouse wheel is not working, click Assume wheel is present. 

A mouse wheel may work differently from program to program. For example, in a word processing program, you can rotate the wheel to move up or down the page, equivalent to using the PAGE UP or PAGE DOWN keys on your keyboard or to clicking the scroll bar. 

If your mouse does not have a mouse wheel, the Advanced Settings tab may not appear. 
To adjust the speed of your mouse pointer
 1.
Open Mouse in Control Panel. 
 2.
Click the Motion tab, and then under Speed, drag the slider. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The speed of your mouse pointer causes the pointer to respond more quickly or slowly to the movements of the mouse itself. 

You can have the mouse snap to default buttons in dialog boxes by selecting Move pointer to the default button in dialog boxes. Selecting this option will make the cursor move automatically to the default button when you open a dialog box. 

You can specify how quickly the mouse pointer accelerates to its maximum speed under Acceleration. 
To change the appearance of your mouse pointer
 1.
Open Mouse in Control Panel. 
 2.
Click the Pointers tab. 
 3.
You may choose one or both of the following: 

Under Scheme, click a scheme to change all of your pointers at one time. 

To change only one pointer, select it in the list of specific tasks and the pointers associated with them. Click Browse, and then double-click the name of the new pointer you want to use for that task.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

A pointer scheme is any combination of pointers used on your desktop. You can customize any number of pointers and then save them as a new scheme by clicking Save As. The new scheme will appear in the list under Scheme. 

To remove a pointer scheme, click it under Scheme, and then click Delete.
Message Queuing
Message Queuing overview
Message Queuing in Control Panel allows you to set certain properties for Message Queuing on this computer. Message Queuing is a communication infrastructure, and a development tool for creating distributed messaging applications, for the Windows 2000 operating system. Such applications can communicate across heterogeneous networks and with computers that may be offline. Message Queuing provides guaranteed message delivery, efficient routing, security, transactional support, and priority-based messaging.
You can use the Message Queuing utility in Control Panel to perform the following local administrative tasks for Message Queuing:

Specify which disk drives and folders on this computer you want to store message and log files on. 

Manage user certificates for this computer, and view all user certificates in Active Directory. 

Renew the cryptographic keys for this computer. 

Specify whether or not to use server authentication when communicating with MSMQ 1.0 controller servers running Windows NT 4.0. 

Specify a new Windows 2000 site for messages to be forwarded to if you are using a mobile computer. 

Change and view the server certificate for the local server. 
Open Message Queuing in Control Panel.
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then click Message Queuing. 

Message Queuing is not installed by default during Windows 2000 Setup. Message Queuing can be installed using Add/Remove Programs in Control Panel. 

You must have administrative permissions to install Message Queuing and to perform these tasks. 

Message Queuing in Control Panel is one of several administrative tools used to administer Message Queuing. 
To store messages on multiple disk drives
 1.
Open Message Queuing in Control Panel. 
 2.
On the Storage tab, type a different drive letter, as applicable in Message Files Folder, Message Logger Folder, or Transaction Logger Folder. 
 3.
If prompted to stop the Message Queuing Service, click Yes. 
 4.
If prompted, click Restart Windows Now. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

By default, Message Queuing stores all message files, log files, and transaction log files in the Winnt\System32\Msmq\Storage folder on the drive on which Message Queuing is installed. 
To register certificates for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
On the Security tab, under User Certificates, click Register. 
 3.
In the Personal Certificates dialog box, click a certificate, and then click Register. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

During setup, an internal user certificate is automatically created for you on the local computer, and is registered in Active Directory the first time you log on to the local computer. You can use this procedure to create and register an internal user certificate if one does not exist, such as when a certificate is removed. You can also use this procedure to register an external certificate after you import it. 

If a registered certificate for the local computer is removed using a remote computer, the certificate is removed from Active Directory but will still exist on the local computer. 
To view certificates for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
Click the Security tab, and then under User Certificates, click View. 
 3.
In the Personal Certificates dialog box, click a certificate, and then click View Certificate. 
Note

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

You can view all user certificates that are registered in Active Directory. 
To remove certificates for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
On the Security tab, under User Certificates, click Remove. 
 3.
In the Personal Certificates dialog box, click the applicable user certificate, and then click Remove. 
Note

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

You can remove any user certificate that is listed; however, if a registered certificate for a computer is removed using another computer, the certificate is removed from Active Directory but will still exist on the local computer. 
To authenticate MSMQ 1.0 controller servers
 1.
Open Message Queuing in Control Panel. 
 2.
On the Security tab, click Use secured connections if communicating with a Windows NT 4.0 MSMQ 1.0 controller server, and then click Certification Authorities. 
 3.
In the Certification Authorities dialog box, click System Certificates. 
 4.
When prompted, click Yes. 
 5.
Click to clear those certification authorities you do not want to use or do not trust for secured communications, and then click OK. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

This procedure is applicable only for clients running Windows 2000 that communicate with MSMQ 1.0 controller servers running Windows NT 4.0. 
To renew certificates for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
On the Security tab, under Internal Certificate, click Renew Internal Certificate. 

A warning appears, stating that authenticated messages that you have already sent using the current internal certificate may be rejected as not authentic.
 3.
If rejecting those messages is acceptable, click Yes. 

Or, if it is not acceptable, click No and renew your internal certificate some other time.
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing.
To renew cryptographic keys for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
On the Security tab, under Cryptographic Keys, click Renew Cryptographic Keys. 

A warning appears, stating that incoming messages will be encrypted with a cryptographic key your computer does not have. You will not be able to read those messages.
 3.
If not being able to read those messages is acceptable, click Yes. 

Or, if it is not acceptable, click No and renew your cryptographic key some other time.
 4.
Click Restart Windows Now. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

This task does not apply to dependent clients. 
To specify a new site for mobile clients
 1.
Open Message Queuing in Control Panel. 
 2.
Click the Mobile tab, and in New Site, use the DOWN ARROW and select the site that the independent client will move to. 
 3.
When prompted, click Restart Windows Now. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

This task does not apply to dependent clients, Message Queuing servers with routing enabled, or Message Queuing servers installed on domain controllers. 

You should select the new site before disconnecting the client from the network. In this way, messages are routed to the new site while the client is in transit. 
To change server certificates for Message Queuing
 1.
Open Message Queuing in Control Panel. 
 2.
Click the Server Certificate tab, and then click Select a Certificate for Server Authentication. 
 3.
In the Choose MSMQ Server Certificate dialog box, select the applicable certificate, and then click OK. 
 4.
When prompted, click Restart Windows Now. 
Notes

To open Message Queuing, click Start, point to Settings, click Control Panel, and then double-click Message Queuing. 

This task is performed from the Message Queuing server. 
Network and Dial-up Connections
About Network and Dial-up Connections
Network and Dial-up Connections provides connectivity between your computer and the Internet, a network, or another computer. With Network and Dial-up Connections, you can gain access to network resources and functionality, whether you are physically located at the location of the network or in a remote location. Connections are created, configured, stored, and monitored from within the Network and Dial-up Connections folder. For information about creating connections, see Make network and dial-up connections.
Each connection in the Network and Dial-up Connections folder contains a set of features that you can use to create a link between your computer and another computer or network. Outgoing connections contact a remote access server by using a configured access method (LAN, modem, ISDN line, and so on) to establish a connection with the network. Conversely, an incoming connection enables a computer running Windows 2000 Professional or a stand-alone computer running Windows 2000 Server to be contacted by other computers. This means your computer can operate as a remote access server. Whether you are connected locally (LAN), remotely (dial-up, ISDN, and so on), or both, you can configure any connection so that it can perform any needed network function. For example, you can print to network printers, access network drives and files, browse other networks, or access the Internet.
Because all services and communication methods are configured within the connection, you do not need to use external management tools to configure connection settings. For example, the settings for a dial-up connection include features to be used before, during, and after connecting. These include the modem you use to dial, the type of password encryption you want to use upon connecting, and the network protocols you use after you connect. Connection status, which includes the duration and speed of a connection, is viewed from the connection itself; you do not need to use an external status tool. For information about configuring a connection, see To configure a connection.
Windows 2000 logon and domain security, support for security hosts, data encryption, authentication, and callback provide secure network access for network and dial-up connections. For more information about security features, see Security features of Network and Dial-up Connections.
Common tasks
The following tasks are frequently performed when you connect to a network or another computer. 
Connect directly to a network using a network adapter
Use Network and Dial-up Connections in Control Panel to connect your computer to a network using a network adapter.
Connect to a network remotely using a phone line
Use Network and Dial-up Connections in Control Panel to connect your computer to a local area network (LAN) using a phone line.
Connect to a network remotely using an ISDN line
Use Network and Dial-up Connections in Control Panel to connect your computer to a LAN using an Integrated Services Digital Network (ISDN) line.
Connect to a network by tunneling over the Internet
Use Network and Dial-up Connections in Control Panel to connect your computer to a virtual private network (VPN) using your modem.
Connect directly to another computer
Use Network and Dial-up Connections in Control Panel to connect your computer directly to another computer using a serial cable, a DirectParallel cable, a modem, or an ISDN adapter.
Disconnect from a network
Use Network and Dial-up Connections in Control Panel to disconnect your computer from another computer, a network, or the Internet.
Configure network connections
Use Network and Dial-up Connections in Control Panel to set connection properties, including dialing rules, protocols, and security.
Make Network and Dial-up Connections
To connect to the network 
 1.
Open Network and Dial-up Connections. 
 2.
Double-click the connection you want to connect to the network. 
 3.
If you are prompted, in the Connect connection type dialog box, type your user name, password, and logon domain. 

If Logon domain does not appear in this dialog box, and you want to log on to a Windows 2000 domain, type your user name and the Windows 2000 domain name in one of two ways:

Your user principal name prefix (your user name) and your user principal name suffix (your Windows 2000 domain name), joined by the at sign (@). For example, user@sales.westcoast.microsoft.com. 

Your Windows 2000 domain name and your user name, separated by the backslash (\) character. For example, sales\user. 

Note that the suffix in the first example is a fully-qualified DNS domain name. Your administrator might have created an alternative suffix to simplify the logon process. For example, creating a user principal name suffix of "microsoft" allows the same user to log on by using the much simpler user@microsoft.com. For more information, see your system administrator.

Once you are connected to the network, you can minimize your connection window and use e-mail, Windows Explorer, and so on.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you are connecting to your local area network, the local area connection connects automatically. 

Windows 2000 authentication is implemented in two steps: an interactive logon process and a network authentication process. Typically, the same set of credentials is used by the interactive logon process and the network authentication process. If your credentials differ, you are prompted to provide Windows domain credentials each time you access a network resource. You can avoid this by logging on to your computer using your Windows domain name, your Windows domain user name, and Windows domain password before you try to connect to a network resource. If you log on without being connected to the network, Windows 2000 recognizes the information from a previous successful logon. You receive the message "Windows cannot connect to a server to confirm your logon settings. You have been logged on using previously stored account information." When you connect to your network, the cached credentials are passed to your Windows 2000 domain and you are able to access network resources without having to provide a password again. 

The logon domain name you type should be the Windows 2000 domain that the Windows 2000 server is in. This is not the DNS domain name given by some PPP/SLIP providers. 

If you are using IP connectivity on your local network connection and on your remote connection, you may not be able to see all computers on your local network. This is because after you connect, your remote connection becomes your default path for network routing. Consequently, you see computers on the remote network, and you see other computers on the same LAN segment to which your computer is connected. But you cannot communicate with computers on networks that were previously reached through a router on your local LAN. 

In order to run applications over any configured connection, you may need to modify proxy client settings. For example, if you use a laptop in your office and use the same computer to connect to an ISP or other network from your home, you may have problems running all of your applications when you use the ISP connection. If this is the case, you should disable the Microsoft WinSock Proxy Client (WSP Client in Control Panel) to run the applications that you typically run when you use your laptop in the corporate office. 
To disconnect from the network 
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection you want to disconnect, and then click Disconnect. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you disconnect a local area connection, it disables the network adapter driver until the connection is reactivated. 
To add optional networking components
 1.
Open Network and Dial-up Connections. 
 2.
On the Advanced menu, click Optional Networking Components. 
 3.
Do one of the following: 

To install all optional networking components, select the Management and Monitoring Tools, Networking Services, and Other Network File and Print Services check boxes, and then click Next. 

To install specific optional networking components, select its corresponding check box, and then click Details. 

In Subcomponents of component, select the check boxes next to the components you want to install, and then click OK.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Examples of optional networking components include Simple Network Management Protocol (SNMP), Simple TCP/IP Services, and Print Services for Unix. 
Make Network and Dial-up Connections
To make a virtual private network (VPN) connection 
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Connect to a private network through the Internet, and click Next. 
 4.
If you have already established a dial-up connection, do one of the following: 

If you need to establish a connection with your ISP or some other network before tunneling to your destination computer or network, click Automatically dial this initial connection, click a connection in the list, and then click Next. 

If you do not want to automatically dial an initial connection, click Do not dial the initial connection, and then click Next.
 5.
Type the host name or IP address of the computer or network to which you are connecting, and then click Next. 
 6.
Do one of the following: 

If you want this connection to be made available to all users on your network, click For all users, and then click Next. 

If you want to reserve the connection for your own use, click Only for myself, and then click Next.
 7.
If you want to let other computers access resources through this dial-up connection, select the Enable Internet connection sharing for this connection check box, and then click Next. 
 8.
Type a name for the connection, and then click Finish. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To make the connection available to all users, you must be logged on as Administrator or as a member of the Administrators group. 

You can create multiple VPN connections by copying them in the Network and Dial-up Connections folder. You can then rename the connections and modify connection settings. By doing so, you can easily create different connections to accommodate multiple hosts, security options, and so on. 
To make a local area connection

Typically, most Windows 2000 users belong to a local area network. When you start your computer, Windows 2000 detects your network adapter and automatically starts the local area connection. Unlike other types of connections, the local area connection is created automatically, and you do not have to click the local area connection in order to start it.
Notes

Windows 2000 automatically creates a local area connection for each network adapter that it detects. 

If more than one network adapter is installed, you can eliminate possible confusion by immediately renaming each local area connection to reflect the network that it connects to. 

If your computer has one network adapter, but you need to connect to multiple LANs (for example, when traveling to a regional office), the network components for your local area connection need to be enabled or disabled each time you connect to a different LAN. 

If more than one network adapter is installed, you need to add or enable the network clients, services, and protocols that are required for each local area connection. When you do so, the client, service, or protocol is added or enabled for all other network and dial-up connections. 
Enable and configure Internet connection sharing
To enable Internet connection sharing on a network connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up, VPN, or incoming connection you want to share, and then click Properties. 
 3.
On the Sharing tab, select the Enable Internet connection sharing for this connection check box. 
 4.
If you want this connection to dial automatically when another computer on your home network attempts to access external resources, select the Enable on-demand dialing check box. 
Important

You should not use this feature in a network with other Windows 2000 Server domain controllers, DNS servers, gateways, DHCP servers, or systems configured for static IP. 

When you enable Internet connection sharing, the network adapter connected to the home or small office network is given a new static IP address configuration. Existing TCP/IP connections on the Internet connection sharing computer are lost and need to be reestablished. 

To use the Internet connection sharing feature, users on your home office or small office network must configure TCP/IP on their local area connection to obtain an IP address automatically. For more information, see To configure TCP/IP settings. Home office or small office network users must also configure Internet options for Internet connection sharing. For more information, see To configure Internet options for Internet connection sharing. 

If the Internet connection sharing computer is using ISDN or a modem to connect to the Internet, you must select the Enable on-demand dialing check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To enable Internet connection sharing, you must be a member of the Administrators group. 
To configure Internet connection sharing for applications and services
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the shared connection, and then click Properties. 
 3.
On the Sharing tab, verify the Enable Internet connection sharing for this connection check box is selected, and then click Settings. 
 4.
If you want to configure a network application for the computers sharing the connection, on the Applications tab, click Add, and then do the following: 

In Name of application, type an easily recognized name for the application. 

In Remote server port number, type the port number of the remote server where the application resides, and then click either TCP or UDP. 

In TCP or UDP or both, type the port number for the port on your home network that the application will connect to. Some applications require TCP and UDP port numbers. 
 5.
If you want to configure a service to provide to users on remote networks, on the Services tab, click Add, and then do the following: 

In Name of Service, type an easily recognized name for the service. 

In Service port number, type the port number of the computer where the service resides, and then click either TCP or UDP. 

In Name or address of server computer on private network, type the name or TCP/IP address of the computer on your home network where the service resides. 
Important

If you do not know the values for the remote server port number, incoming response port numbers, or the service port number, see your system administrator. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To configure Internet connection sharing, you must be logged on as an Administrator or a member of the Administrators group. 

You must enable Internet connection sharing to configure applications and services. 
To configure Internet options for Internet connection sharing
 1.
Open Internet Explorer. 
 2.
If you have not previously established an Internet connection, do the following: 

Click I want to set up my Internet connection manually, or I want to connect through a local area network (LAN), and then click Next. 

Click I connect through a local area network (LAN), and then click Next. 

Clear the Automatic discovery of proxy server [recommended] check box, and then click Next. 

Do one of the following: 

If you want to set up an Internet mail account now, and know your connection information, click Yes, and provide the e-mail account information for which the wizard prompts you. 

If you do not want to set up an Internet mail account, click No, click Next, and then click Finish.
 3.
If you have previously established an Internet connection, you will be prompted for the following: 

From the Tools menu, click Internet Options. 

On the Connections tab, click Never dial a connection, and then click LAN Settings. 

In Automatic configuration, clear the Automatically detect settings and Use automatic configuration script check boxes. 

In Proxy Server, clear the Use a proxy server check box. 
Note

To open Internet Explorer, click Start, point to Programs, and then click Internet Explorer. 
To copy a network or dial-up connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click your dial-up, VPN, or direct connection, and then click Create Copy. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You cannot copy local area and incoming connections. 

You can create multiple dial-up, virtual private network, or direct connections by copying them in the Network and Dial-up Connections folder. You can then rename the connections and modify connection settings. By doing so, you can easily create different connections to accommodate multiple modems, ISPs, dialing profiles, and so on. 
Dial-up Connections
To make a dial-up connection by using a phone line
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Dial-up to private network, click Next, and then follow the instructions in the Network Connection wizard. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

When you connect to a remote access server, you can access data files across the telephone line; you cannot run programs remotely. For most applications, running a program across a telephone wire is unacceptably slow. For the best performance, you should install licensed copies of the applications you need on your local computer. 
To configure a modem for a dial-up connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up connection you want to configure, and then click Properties. 
 3.
Under Connect using, click the modem you want to configure, and then click Configure. 
 4.
Under Hardware Features, select the check box options you want to enable. 
 5.
Under Initialization, select the check box options you want to enable. 
 6.
If you want to enable the modem speaker, select the Enable modem speaker check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To ensure compatibility, you need to use the same kind of modem as the one connected to the remote access server, select the same initial speed, and enable the same features. If you do not select the same model, at least select a modem with the same ITU-T standard as the modem on the server.

Selecting a feature that is not supported by your modem has no effect on its performance.

Network and Dial-up Connections automatically configures connections according to the devices that are available. For example, you might use a laptop and docking station when you are in the office, with your connection configured to use the docking station modem. When you are on the road, and the docking station modem is not available, the connection is automatically configured to use the laptop's PCMCIA modem. When you return to the office and re-dock your laptop into its docking station, Network and Dial-up Connections detects that the docking station modem is available again, and automatically reconfigures the connection to use the docking station modem.
To start Remote Access Auto Connection Manager
 1.
Open Computer Management. 
 2.
In the console tree, click Services. 

Where?
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 Services 
 3.
In the details pane, right-click Remote Access Auto Connection Manager, and then click Start. 

Under the Status column, Started appears.
Note

To open Computer Management, click Start, point to Settings, and then click Control Panel. Double-click Administrative Tools, and then double-click Computer Management. 
ISDN Connections
To make a dial-up connection by using an ISDN line
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Dial-up to private network, click Next, and then follow the instructions in the Network Connection wizard. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To install an ISDN adapter
 1.
Install an Integrated Services Digital Network (ISDN) adapter and start your computer. If you install more than one ISDN adapter, you must restart your computer after you have installed the ISDN drivers. Otherwise, all available ISDN ports may not show up when you configure your network connection for ISDN. 
 2.
You can use Device Manager to configure your system so that your ISDN adapter knows what type of telephone switch it is connected to. The switch type simply refers to the brand of equipment and software revision level that the telephone company uses to provide you with ISDN service. There are only a few types of switches in the world and usually just one in countries other than the United States. Some examples of switch types include ATT (AT&T), NI-1 (National ISDN-1), and NTI (Northern Telecom). 
Notes

To open Device Manager, click Start, point to Programs, point to Administrative Tools, and then click Computer Management. In the console tree, double-click System Tools, and then click Device Manager. 

To use Device Manager, you must be logged on as Administrator or a member of the Administrators group. 

If your ISDN adapter is internal to your computer, it appears in Network adapters. If the ISDN adapter is external to your computer, it appears in Modems. 
To configure ISDN settings
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up connection that uses ISDN, and then click Properties. 
 3.
On the General tab, in Connect using, click the ISDN device, and then click Configure. 
 4.
In the ISDN Configure dialog box, do one or both of the following: 

In Line type, click the line type you want to use. The line types are listed from highest to lowest quality. 

If you want to start negotiation with the line type you selected, and then negotiate with a lower-quality line type depending on the line's condition, select the Negotiate line type check box. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Depending on the type of ISDN adapter that you are using, when you click Configure in step 3, you may be presented with Modem Configuration settings. 
X.25 Connections
To make a dial-up connection by using X.25
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Dial-up to private network, click Next, and then follow the instructions in the Network Connection wizard. 
 4.
When the wizard is finished, right-click the new connection, and then click Properties. 
 5.
On the Options tab, click X.25. 
 6.
In Network, click your X.25 network provider. 
 7.
In X.121 address, type the X.121 address (the X.25 equivalent of a phone number) for the server you want to call. 
 8.
If required by the X.25 host computer, in User Data, type additional connection information. 
 9.
In Facilities, type any additional facility options you want to request from your X.25 provider. (For example, some providers support the /r option to specify reverse charging.) 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

For details on facility options, consult your X.25 documentation or provider. 
To install X.25

Install the X.25 card or PAD card and start your computer. 

For instructions on installing the card, see your X.25 manufacturer's documentation.
Configure Dial-up Options
To configure callback
 1.
Open Network and Dial-up Connections. 
 2.
On the Advanced menu, click Dial-up Preferences. 
 3.
On the Callback tab, do one of the following: 

If you do not want to use callback, click No callback. 

If you want to decide whether to use callback at the time you connect, click Ask me during dialing when the server offers. 

If you want to consistently use callback, click Always call me back at the number(s) below, and select the modem or device you want to be called back. 

If Phone number is blank for the device you have selected, click Edit, and then type the number. 

If you want to remove a modem or device from the list of possible callback devices, click the modem or device, and then click Delete. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Your callback privileges are determined by your system administrator and override any callback settings that you configure here. Through server settings, the administrator can deny the use of callback, allow you to set callback options, or require callback to a particular number. Contact your system administrator to determine your callback options. 

To use callback, Link Control Protocol (LCP) extensions must be enabled. 
To configure autodial
 1.
Open Network and Dial-up Connections. 
 2.
On the Advanced menu, click Dial-up Preferences. 
 3.
On the Autodial tab, select the check box next to the location where you want to enable autodial, and then click OK. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Autodial maps the resources that are required to initially make a connection, but does not map resources once the connection is made. 
To enable multiple device dialing
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection on which you want to enable the dialing of multiple devices, and then click Properties. 
 3.
On the Options tab, in Multiple devices, do one of the following: 

If you want Windows 2000 to dial only the first available device, click Dial only first available device. 

If you want Windows 2000 to use all of your devices, click Dial all devices. 

If you want Windows 2000 to dynamically dial and hang up devices as needed, click Dial devices only as needed, and then click Configure. 

In Automatic dialing, click the Activity at least percentage and Duration at least time you want to set. Another line is dialed when connection activity reaches this level for the amount of time that you specify.

In Automatic hangup, click the Activity no more than percentage and Duration at least time you want to set. A device is hung up when connection activity decreases to this level for at least the amount of time that you specify.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you selected Dial devices only as needed, the last multilinked device ignores the Automatic hangup setting, and a twenty-minute time-out is used for the last device. 

If you use multiple devices to dial a server that requires callback, then only one of your multilinked devices is called back. This is because only one number is stored in a user account. Therefore, only one device connects and all other devices fail to complete the connection, and your connection loses Multilink functionality. 

You can avoid this problem if the multilinked phonebook entry is an ISDN with two channels that have the same phone number.

Multiple device dialing is available only if multiple adapters are available on the computer. 

If you select Dial all devices, dropped links in the multilinked bundle are not automatically reinitialized. You can force links to reinitialize by selecting Dial devices only as needed, then Configure, and then setting easily achieved Automatic dialing conditions which cause another line to be dialed. For example, set Activity at least to 1% and Duration at least to 3 seconds. 
To configure phone number modifiers
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up connection you want to configure, and then click Properties. 
 3.
Modify the phone number by using one or more characters from the following list. 
Character
Function
, (comma)
Pauses briefly (two seconds for most modems) before continuing.
P
Switches from touch-tone to pulse/rotary dialing.
T
Switches from pulse/rotary to touch-tone dialing.
$
Waits for a calling card prompt tone.

For example, when you dial in from a hotel room, you may have to add 9 to the number you are calling to get an outside line. Your number may look similar to the following:

9,555-0100

The comma after the 9 gives a pause long enough to get an outside line before continuing to dial the full number.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To configure phone number modifiers, you must be logged on as a member of the Administrators group. 

By selecting the Use area code and dialing rules check box, and then clicking Rules, you can create a Location for which specific dialing rules automatically apply. For example, if you frequently connect from home and need to disable call waiting, you can create a location for use from home that automatically dials the code to disable call waiting before the connection call is placed. 

If you see unfamiliar characters being dialed before your number, check to make sure the Use area code and dialing rules check box is not selected. If it is selected, a location may be enforcing a dialing rule that you do not need. For example, a location may be selected that always dials 1 to accommodate long distance dialing. 
To configure redial options
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up connection you want to configure, and then click Properties. 
 3.
On the Options tab, in Redial attempts, click the arrows to set the number of times the dial-up connection is automatically redialed if the first attempt to connect fails. 
 4.
In Time between redial attempts, click the arrows to set the amount of time to pause between the end of one attempt and the beginning of another. 
 5.
In Idle time before hanging up, click the arrows to set the amount of idle time before a client hangs up a connection. 
 6.
If you want the connection to automatically redial if the line is dropped, select the Redial if line is dropped check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

The Time between redial attempts pause lets the device reset itself before redialing. The default is one minute. If that is not enough time, increase this setting. You can also experiment with shorter times, but if you make the pause too short, the device does not have time to reset itself. 

Keep in mind that the remote access server also has a disconnect timer. If Idle time before hanging up is set to a high time-out number, there is no guarantee that the connection will not disconnect before the time passes. This is because the server may choose to disconnect you before the time set here. 

If you are using Internet Explorer, the browser's own settings for dial-up connections may conflict with these redial options. 
To assign multiple phone numbers to a connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection to which you want to assign multiple phone numbers, and then click Properties. 
 3.
On the General tab, click Alternates. 
 4.
If you want the connection to attempt a different phone number if the first number in the list is not successful, select the If number fails, try next number check box. 
 5.
If you want the connection to move the first successful phone number to the top of the list under Phone numbers and use it on the next connection attempt, click Move successful number to top of list. 
 6.
To add a new phone number to the list, click Add, and in Phone number, type the phone number. 
 7.
If you want the connection to use established area code and dialing rules, select the Use area code and dialing rules check box. 
 8.
When you are finished adding the new phone number, click OK. 
 9.
If you want to change the order of phone numbers under Phone numbers, click a phone number, and then click the Up button or Down button until the phone number is in the correct order. 
10.
If you want to remove a phone number under Phone numbers, click the phone number, and then click Delete. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you have alternate phone numbers defined for a connection, you can specify a particular phone number at the time you initiate your connection. 
To enable operator-assisted calls or manual dialing
 1.
Open Network and Dial-up Connections. 
 2.
On the Advanced menu, click Operator-Assisted Dialing. 
 3.
Double-click the connection you want to dial. 
 4.
Pick up the telephone handset, and then dial the number or ask the operator to dial it for you. 

The number assigned to the entry is displayed in the dialog box for easy reference.
 5.
Immediately after you have finished dialing, click Dial. 
 6.
Hang up the handset only after the modem takes control of the line, which is typically signaled with a click followed by silence. 

It is always safe to replace the handset once Network and Dial-up Connections begins verifying your user name and password. The status message will remind you of this.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If operated-assisted dialing is enabled, a check mark appears next to Operator-Assisted Dialing on the Advanced menu. 
Internet Connections
To make an Internet connection
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Dial-up to the Internet, click Next, and then follow the instructions in the Network Connection wizard. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Before you create an Internet connection, check with your Internet service provider (ISP) to verify the required connection settings. A connection to your ISP may require one or more of the following settings: 

A specific IP address. 

IP header compression (for PPP). 

addresses and domain names. 

POP3 settings. 

SMTP settings. 

Optional settings, such as Internet Protocol security.
To use Windows 2000 to connect to MSN
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Dial-up to private network, click Next, and then follow the instructions in the wizard. 
 4.
When the wizard is finished, right-click the new connection, and then click Properties. 
 5.
On the Networking tab, do the following: 

If NetBEUI Protocol is installed and enabled, clear its check box to disable it. 

If NWLink IPX/SPX/NetBIOS Compatible Transport Protocol is installed and enabled, clear its check box to disable it. 

If Internet Protocol (TCP/IP) is disabled, click its check box to enable it. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

When you connect to The Microsoft Network (MSN) by using this connection, supply your MSN user name by typing MSN/username. Type your MSN password, click OK, and then click Dial. 

You can use MSN as your Internet service provider only if you have already created an MSN account in Windows 95 or Windows 98. 

To connect to the Internet through Windows 2000 by using MSN and access proprietary online services such as mail or bulletin boards, you must be running MSN version 2.5 or later. Otherwise, these services are not available. 
Direct Connections
To make a direct network connection
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Connect directly to another computer, click Next, and then follow the instructions in the Network Connection wizard. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To create a direct network connection that acts as a host, you must be logged on as Administrator or be a member of the Administrators group. Guest direct network connections do not require administrator-level rights. 

If you specify your connection as a host when you create it, the connection appears as Incoming Connections in the Network and Dial-up Connections folder. 

You can create multiple direct connections by copying them in the Network and Dial-up Connections folder. You can then rename the connections and modify connection settings. By doing so, you can easily create different connections to accommodate multiple ports, host computers, and so on. 

Direct connections can bypass authentication requirements. This is useful for devices such as palmtop computers. You must configure this setting in the host incoming connection. 

If you create a direct connection by using a serial (RS-232C) cable, the port that you select in the Network Connection wizard is enabled for connections that use a null modem. 

If you are logged on to your computer as Administrator or a member of the Administrators group when you create a direct connection, you are presented with a list of connection devices to choose from that includes all of the parallel ports for the computer, infrared ports that are installed and enabled, and COM ports. If you are logged on as a user who is not a member of the Administrators group, and create a direct connection, the list of devices includes the parallel ports for the computer, infrared ports that are installed and enabled, and only the COM ports that are configured with null modems. If you need to use a COM port for a direct connection, ask your system administrator to configure one of the COM ports on your computer with a null modem by using Phone and Modem Options in Control Panel. 

Users do not need to use direct connections to allow access to shared resources, such as files and printers, over a local area network. In order to enable shared access to resources on the local computer, you must enable file and print sharing, share the resources, and then set up the appropriate permissions. 
To make a direct network connection by using a DirectParallel cable
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Connect directly to another computer, click Next, and then do one of the following: 

If you want your computer to act as the host (your computer contains the information you need to access), click Host. 

If you want your computer to act as the guest (your computer accesses information on another computer), click Guest, and then click Direct Parallel (LPT1) in Select a device.
 4.
Follow the remaining instructions in the Network Connection wizard. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

A direct network connection that uses a DirectParallel cable requires a stand-alone computer running Windows 2000. 

To create a direct network connection, you must be logged on as Administrator or as a member of the Administrators group. 
Incoming Connections
To make an incoming network connection
 1.
Open Network and Dial-up Connections. 
 2.
Double-click Make New Connection, and then click Next. 
 3.
Click Accept incoming connections, click Next, and then follow the instructions in the Network Connection wizard. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you make another incoming network connection, and you use the Network Connection wizard again, the existing incoming network connection is reconfigured. 

To create an incoming network connection, you must be a member of the Administrators group. 

For large numbers of incoming connections on a computer running Windows 2000 Server that operates as part of a distributed network or as a domain controller, use Windows 2000 Server Routing and Remote Access to create a remote access server. 

If your incoming connection and Fax Service have problems working together (for example, you cannot receive incoming connection calls on a device enabled for Fax receive), the modem may not support adaptive answer. Check your modem documentation to verify that you need to disable Fax receive for that device to accept incoming connections. 

If you connect to a computer running Windows 2000 Professional or stand-alone Windows 2000 Server that is configured for incoming connections, and you are running Windows 95 or Windows 98 and want to log on to the computer by using a local user account, you can use your Windows 95 or Windows 98 user name, domain, and password. When you connect, the computer running Windows 2000 replaces the Windows 95 or Windows 98 domain name with the local computer name when you provide your user name and password authentication information. 

Incoming connections are only used for dial-up, VPN, or direct connection clients. 
To grant incoming connection access rights to your computer
 1.
Open Network and Dial-up Connections. 
 2.
Right-click Incoming Connections, and then click Properties. 
 3.
On the General tab, do one or more of the following: 

In Devices, click the check boxes next to the devices through which incoming connections can connect. 

If you have more than one device selected, and you want to enable Multilink dialing, select the Enable multilink check box. 

If you want to enable others to make private connections to your computer by tunneling through the Internet or other network, select the Allow others to make private connections to my computer by tunneling through the Internet or other network check box. 

If you want to show icons on the taskbar when incoming connections are connected, select the Show icons on taskbar when connected check box. 
 4.
On the Users tab, do one or more of the following: 

If you want to allow a user to connect, select the check box next to the user's name. 

If you want to revoke a user's right to connect, clear the check box next to a user's name. 

To create a new user and grant them access to connect, click New. 

To remove a user, click Delete. 

To modify a user's name, password, and callback privileges, click Properties. 

If you want all users to connect by using securely encrypted passwords and data, select the Require all users to secure their passwords and data check box. 

If you want directly connected devices to connect without providing a password, select the Always allow directly connected devices such as palmtop computers to connect without providing a password check box. 
 5.
On the Networking tab, do one or more of the following: 

If you want to enable a network component, in Network Components, select the check box next to the component name. 

If you want to disable a network component, in Network Components, clear the check box next to the component name. 

To add a network component, click Install. 

To remove a network component, click Uninstall. 

To configure a network component, click Properties. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If you enable incoming connections access on the Users tab, other factors may prevent a user from logging in. A user's account may be disabled or locked out, or the user may attempt to connect outside of allowed hours. 

To modify an incoming connection, you must be logged on as a member of the Administrators group. 

If you enable or disable TCP/IP, NetBEUI, or the NWLink IPX/SPX/NetBIOS compatible Transport Protocol in incoming connections, the settings affect only incoming connections. Other protocols, such as AppleTalk, are enabled or disabled for all connection types. 
To configure an incoming connection to use TCP/IP
 1.
Open Network and Dial-up Connections. 
 2.
Right-click Incoming Connections, and then click Properties. 
 3.
On the Networking tab, click Internet Protocol (TCP/IP), and then click Properties. 
 4.
If you want incoming users to be able to access the local area network on which the dial-up computer resides, select the Allow callers to access my local area network check box. 
 5.
Do one of the following: 

If you want to automatically assign TCP/IP addresses, select the Assign TCP/IP addresses automatically using DHCP check box. 

If you want to specify TCP/IP addresses, click Specify TCP/IP addresses, and do the following: 

In From, type the starting IP address. 

In To, type the ending IP address. 

Based on the addresses you type in From and To, the number of addresses that are allocated is displayed in Total. The starting and ending IP addresses that you choose depend on the originating address space and the number of addresses needed. 
 6.
If you want incoming connections to be able to use a specific TCP/IP address, select the Allow calling computer to specify its own IP address check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Most TCP/IP networks use subnets in order to effectively manage routed IP addresses. For the range that you specified in From and To, Windows 2000 calculates the closest matching subnet. The range of addresses in the closest matching subnet may exceed the range that you specified. Unless the addresses specified in From and To are subnet boundaries, the range based on the calculated subnet will be larger than the range that you specified. To avoid this, specify a range that falls on subnet boundaries. For example, if you are using the 10.0.0.0 private network ID for your intranet, a range that falls on subnet boundaries is 10.0.1.168 to 10.0.1.175. Or, if you are using the 192.168.0.0 private network ID for your intranet, a range that falls on subnet boundaries is 192.168.1.0 to 192.168.1.255. 

Allowing remote clients to specify their own TCP/IP address is a potential security risk to your network. A client can impersonate a previously connected client and gain access to network resources that were accessed by the other client. 

If you select Allow callers to access my local area network or Allow calling computer to specify its own IP address, these changes take effect immediately. 

If you select Assign TCP/IP addresses automatically using DHCP, but there is no DHCP server available, random addresss from the range 169.254.0.1 to 169.254.255.254 are assigned. 
To configure an incoming connection to use IPX
 1.
Open Network and Dial-up Connections. 
 2.
Right-click Incoming Connections, and then click Properties. 
 3.
On the Networking tab, click NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, and then click Properties. 
 4.
If you want incoming users to be able to access the local area network that the dial-up computer resides on, select the Allow callers to access my local area network check box. 
 5.
If you want the same network number to be used consistently, select the Assign same network number to all computers check box, and do one of the following: 

If you want the incoming connection to use the NetWare Router Information Protocol (RIP) to determine an IPX network number that is not in use in the IPX network, click Assign network number automatically. The incoming connection then assigns that number to the incoming computer. 

If you want more control of network number assignments for security or monitoring purposes, click Assign specified network number, and type the network number.
 6.
If you want to specify different network numbers, clear the Assign same network number to all computers check box, and do the following: 

If you want the network numbers to be uniquely assigned, click Assign network numbers sequentially from, and type the first network number. Subsequent network numbers are assigned sequentially from this number.
 7.
If you want incoming connections to be able to use specific network numbers, select the Allow callers to specify their own node numbers check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Allowing remote clients to choose their own node number is a potential security threat to your network; a client can impersonate a previously connected client and gain access to network resources that were accessed by the other client. 

If you select Allow callers to access my local area network or Allow callers to specify their own node numbers, these changes take effect immediately. 

If you select Assign same network number to all computers, Assign network numbers automatically, or Assign specified network number, these changes take effect as soon as there are no callers. 
To configure callback for incoming connections
 1.
Open Network and Dial-up Connections. 
 2.
Right-click Incoming Connections, and then click Properties. 
 3.
On the Users tab, click the user for which you want to configure callback, and then click Properties. 
 4.
On the Callback tab, do one of the following: 

If you do not want to use callback for incoming connections, click Do not allow callback. 

If you want to give incoming connections the option of setting a specific callback number, click Allow the caller to set the callback number. 

If you want to consistently use the same callback number, click Always use the following callback number, and type the number. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
Configure Network and Dial-up Connections
To configure a connection 
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection you want to configure, and then click Properties. 
 3.
Do one or more of the following: 

To configure dialing devices, phone numbers, host address, country/region codes, or dialing rules, click the General tab. 

To configure dialing and redialing options, multilink configuration, or X.25 parameters, click the Options tab. 

To configure identity authentication, data encryption, or terminal window and scripting options, click the Security tab. 

To configure the remote access server and protocols used for this connection, click the Networking tab. 

To enable or disable Internet connection sharing and on-demand dialing, click the Sharing tab. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Depending on the type of connection you are configuring, different options appear. For example, a local area connection only displays the General tab. 

For more information about a specific item on a tab, right-click the item, and then click What's This? 
Network Components
To configure TCP/IP settings
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection you want to configure, and then click Properties. 
 3.
Do one of the following: 

If the connection is a local area connection, under Components checked are used by this connection, click Internet Protocol (TCP/IP), and then click Properties. 

If the connection is a dial-up, VPN, or incoming connection, on the Networking tab, under Network components used in this connection, click Internet Protocol (TCP/IP), and then click Properties. 
 4.
Do one of the following: 

If you want IP settings to be assigned automatically, click Obtain an IP address automatically, and then click OK. 

If you want to specify an IP address or a DNS server address, do the following: 

Click Use the following IP address, and in IP address, type the IP address. 

Click Use the following DNS server addresses, and in Primary DNS server and Secondary DNS server, type the addresses of the primary and secondary DNS servers. 
 5.
To configure DNS, WINS, and other options, click Advanced. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You should use automated IP settings (DHCP) whenever possible, for the following reasons: 

DHCP is enabled by default. 

If your location changes, you do not have to modify your IP settings. 

Automated IP settings are used for all connections, and they eliminate the need to configure settings such as DNS, WINS, and so on.
To add a network component
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection to which you want to add a network component, and then click Properties. 
 3.
Do one of the following: 

If this is a local area connection, click Install. 

If this is a dial-up, VPN, or incoming connection, on the Networking tab, click Install. 
 4.
In the Select Network Component Type dialog box, click either Client, Service, or Protocol, and then click Add. 
 5.
Do one of the following: 

If you do not have an installation disk for the component, click the appropriate client, service, or protocol, and then click OK. 

If you have an installation disk for the component, click the appropriate client, service, or protocol, click Have Disk, insert the installation disk into the selected drive, and then click OK. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You should only install the network components that you need, for the following reasons: 

Network performance is enhanced and network traffic is reduced when only the required protocols and clients are installed. 

If Windows 2000 encounters a problem with a network or dial-up connection, it attempts to establish connectivity by using every network protocol that is installed and enabled. By only installing and enabling the protocols that your system can use, Windows 2000 does not attempt to connect with protocols it cannot use, and returns status information to you more efficiently. 

Excessive services can hinder performance on your local computer. 
To remove a network component
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection on which you want to remove a network component, and then click Properties. 
 3.
Do one of the following: 

If this is a local area connection, in Components checked are used by this connection, click the client, service, or protocol you want to remove, and then click Uninstall. 

If this is a dial-up, VPN, or incoming connection, in Components checked are used by this connection, on the Networking tab, click the client, service, or protocol you want to remove, and then click Uninstall.
 4.
In the Uninstall component name dialog box, click Yes. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To enable a network component
 1.
Open Network and Dial-up Connections. 
 2.
Right-click a connection, and then click Properties. 
 3.
Do one of the following: 

If this is a local area connection, in Components checked are used by this connection, select the check box next to the client, service, or protocol you want to enable. 

If this is a dial-up, VPN, or incoming connection, on the Networking tab, in Components checked are used by this connection, select the check box next to the client, service, or protocol you want to enable.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You should only enable the network components that you need, for the following reasons: 

Network performance is enhanced and network traffic is reduced when only the required protocols and clients are enabled. 

If Windows 2000 encounters a problem with with a network or dial-up connection, it attempts to establish connectivity by using every network protocol that is installed and enabled. By only enabling the protocols that your system can use, Windows 2000 does not attempt to connect with protocols it cannot use, and returns status information to you more efficiently. 

Excessive services can hinder performance on your local computer. 
To disable a network component
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection on which you want to disable a network component, and then click Properties. 
 3.
Do one of the following: 

If this is a local area connection, in Components checked are used by this connection, clear the check box next to the client, service, or protocol you want to disable. 

If this is a dial-up, VPN, or incoming connection, on the Networking tab, in Components checked are used by this connection, clear the check box next to the client, service, or protocol you want to disable.
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To modify the protocol bindings order
 1.
Open Network and Dial-up Connections. 
 2.
Click the connection you want to modify, and on the Advanced menu, click Advanced Settings. 
 3.
On the Adapters and Bindings tab, in Bindings for adapter name, click the protocol that you want to move up or down in the list, and then click the Up or Down button. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To modify the protocol bindings order, you must be logged on as a member of the Administrators group. 
To modify the network provider order
 1.
Open Network and Dial-up Connections. 
 2.
Click the connection you want to modify, and on the Advanced menu, click Advanced Settings. 
 3.
On the Provider Order tab, in Network Providers, click the provider you want to move up or down in the list, and then click the Up or Down button. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Network providers are accessed in the order they appear in this list. 

To modify the network provider order, you must be logged on as a member of the Administrators group. 
To configure Client for Microsoft Networks

Open Network and Dial-up Connections. 

Right-click a connection, and then click Properties. 

Do one of the following: 

If this is a local area connection, on the General tab, in Components checked are used by this connection, click Client for Microsoft Networks, and then click Properties. 

If this is a dial-up, VPN, or incoming connection, on the Networking tab, in Components checked are used by this connection, click Client for Microsoft Networks, and then click Properties.
 1.
In Name service provider, click an RPC name service provider. 
 2.
If you selected DCE Cell Directory Service in Network address, type the network address of your provider. 
 3.
If you use Banyan Vines networking software, select the Enable RPC support for Banyan check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

Only change your name service provider if instructed to do so by your system administrator. 

The default name service provider installed with Windows 2000 is Windows Locator. 

The Client for Microsoft Networks component is the equivalent of the Workstation service in Windows NT 4.0. 
To configure File and Printer Sharing for Microsoft Networks
 1.
Open Network and Dial-up Connections. 
 2.
Right-click a connection, and then click Properties. 
 3.
Do one of the following: 

If this is a local area connection, on the General tab, in Components checked are used by this connection, click File and Printer Sharing for Microsoft Networks, and then click Properties. 

If this is a dial-up, VPN, or incoming connection, on the Networking tab, in Components checked are used by this connection, Click File and Printer Sharing for Microsoft Networks, and then click Properties. 
 4.
Do one of the following: 

To optimize the server for a small number of clients, click Minimize memory used. 

To optimize the server for a mixed usage of file and printer sharing in addition to other services, such as serving as an interactive workstation, click Balance. 

To dedicate as many resources as possible to file and print server services, click Maximize data throughput for file sharing. 

To optimize server memory for distributed applications that perform their own memory caching, such as Microsoft SQL Server, click Maximize data throughput for network applications. 
 5.
To specify that LAN Manager 2.x clients on your network can browse for shared resources on this computer, select the Make browser broadcasts to LAN Manager 2.x clients check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You can only configure File and Printer Sharing for Microsoft Networks on a computer running Windows 2000 Server. 

To share local folders, you must enable File and Printer Sharing for Microsoft Networks. 

The File and Printer Sharing for Microsoft Networks component is the equivalent of the Server service in Windows NT 4.0. 
PPP Settings
To stop requesting LCP extensions in PPP 
 1.
Disconnect from the remote server. 
 2.
Open Network and Dial-up Connections. 
 3.
Right-click the connection you want to configure, and then click Properties. 
 4.
On the Networking tab, click Settings, and clear the Enable LCP extensions check box. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To start requesting LCP extensions in PPP 
 1.
Disconnect from the remote server. 
 2.
Open Network and Dial-up Connections. 
 3.
Right-click the connection you want to configure, and then click Properties. 
 4.
On the Networking tab, click Settings, and then select the Enable LCP extensions check box. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To turn off IP header compression in PPP
 1.
Disconnect from the remote server. 
 2.
Open Network and Dial-up Connections. 
 3.
Right-click the connection you want to configure, and then click Properties. 
 4.
On the Networking tab, click Internet Protocol (TCP/IP), and then click Properties. 
 5.
Click Advanced, and then clear the Use IP header compression check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

To turn off IP header compression, you must be logged on as Administrator or a member of the Administrators group. 
To disable software compression 
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up, VPN, or incoming connection you want to configure, and then click Properties. 
 3.
On the Networking tab, click Settings, and clear the Enable software compression check box. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
Security
To configure identity authentication and data encryption settings for a dial-up connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up connection you want to configure, and then click Properties. 
 3.
On the Security tab, do one of the following: 

To select preconfigured combinations of identity authentication methods and data encryption requirements, click Typical (recommended settings), and in Validate my identity as follows, click a method to use for validation. 

Depending on your Validate my identity as follows selection, you can select (enable) or clear (disable) the Automatically use my Windows logon name and password (and domain if any) or Require data encryption (disconnect if none) check boxes. The following table shows which selections are available.

If Require data encryption (disconnect if none) is not enabled, encryption is optional. To prevent encryption, click Advanced (custom settings), and then click Settings. In Data encryption, click No encryption allowed (disconnect if server required encryption).
Validate my identity as follows
Automatically use my Windows logon name and password (and domain if any)
Require data encryption (disconnect if none)
Allow unsecured password
Unavailable
Unavailable
Require secured password
Available
Available
Use smart card
Unavailable
Available

To individually enable, configure, and disable authentication methods and encryption requirements, click Advanced (custom settings), and then click Settings. 
Important

Modifying Advanced (custom settings) requires a knowledge of security protocols. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To configure identity authentication and data encryption settings for a VPN connection
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the VPN connection you want to configure, and then click Properties. 
 3.
On the Security tab, do one of the following: 

To select preconfigured combinations of identity authentication methods and data encryption requirements, click Typical (recommended settings), and in Validate my identity as follows, click a method to use for validation. 

Depending on your Validate my identity as follows selection, you can select (enable) or clear (disable) the Automatically use my Windows logon name and password (and domain if any) or Require data encryption (disconnect if none) check boxes. The following table shows which selections are available.

If Require data encryption (disconnect if none) is not enabled, encryption is optional. To prevent encryption, click Advanced (custom settings), and then click Settings. In Data encryption, click No encryption allowed (disconnect if server required encryption).
Validate my identity as follows
Automatically use my Windows logon name and password (and domain if any)
Require data encryption (disconnect if none)
Require secured password
Available
Available (enabled by default)
Use smart card
Unavailable
Available (enabled by default)

To individually enable, configure, and disable authentication methods and encryption requirements, click Advanced (custom settings), and then click Settings. 
Important

Modifying Advanced (custom settings) requires a knowledge of security protocols. 
Note

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections.
To enable smart card or other certificate authentication
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the dial-up, VPN, or incoming connection on which you want to use smart card or other certificate authentication, and then click Properties. 
 3.
If you are using typical settings for your smart card, on the Security tab, click Typical (recommended settings), and in Validate my identity as follows, click Use smartcard. 
 4.
If you are individually enabling, configuring, and disabling authentication methods and encryption requirements, on the Security tab, click Advanced (custom settings), click Settings, and then do the following: 

Under Logon security, click Use Extensible Authentication Protocol (EAP), click Smart card or other certificate (TLS) (encryption enabled), click Properties, and then do the following: 
 1.
If you want to use the certificate that resides on your smart card, click Use my smartcard. 
 2.
If you want to use the certificate that resides in the certificate store on your computer, click Use a certificate on this computer. 
 3.
If you want verify that the server certificate presented to your computer has not expired, has the correct signature, and has a trusted root certificate authority, select the Validate server certificate check box. 
 4.
If you only want to connect to servers within a particular domain, select the Connect only if server name ends with check box, and then type the name of the domain. 
 5.
To specify that the root certificate authority for your server certificate must be in a particular root certificate authority, in Trusted root certificate authority, click the appropriate certificate authority. 
 6.
To use a different user name when the user name in the smart card or certificate is not the same as the user name in the domain that you are logging on to, select the Use a different user name for the connection check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If, for example, you only want to connect to servers that reside in Microsoft.com, you type Microsoft.com in Connect only if server name ends in. 

If, for example, you are working for a consulting company where you need to log on to the domain of the company to which you are assigned, but your smart card contains a user name specific to your home company, select the Send a different user name from the one on the smartcard or certificate check box. 

If you select the Send a different user name from the one on the smartcard or certificate check box, your certificate is exported without private keys and submitted to your system administrator to be explicitly mapped to your domain user account. 

If you select the Connect only if server name ends with check box, and do not type a domain name, at the time you connect you are prompted to use the domain name in the server certificate. 
Terminal and Scripting Options
To use the Terminal feature to log on to a remote computer
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection on which you want to use Terminal, and then click Properties. 
 3.
On the Security tab, select the Show terminal window check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

After you connect, the After Dial Terminal window appears and prompts you from the remote computer display. You then use this window to log on to the remote computer. After you have completed all interactions with the remote computer, click Done. At this point, authentication on the remote access server begins. 

If the logon sequence does not vary, you can write a script that automatically passes information to the remote computer during the logon sequence, which enables completely automatic connections. 
To activate a logon script
 1.
Open Network and Dial-up Connections. 
 2.
Right-click the connection on which you want to run a script, and then click Properties. 
 3.
On the Security tab, select the Run script check box. 
 4.
To use an existing script file, click Browse. 

Or, to use Switch.inf, click Edit.
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

In addition to Switch.inf, the Windows 95 scripting language is supported for computers running Windows 2000 that connect to computers running a non-Microsoft operating system. You may find the Windows 95 scripting language easier to use than Switch.inf. 

If you click Edit and load Switch.inf into Notepad, immediately resave the file with a different name to preserve the default Switch.inf file. 
To log and view modem commands
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem whose commands you want to log. 
 3.
Click Properties, then click the Diagnostics tab. 
 4.
In Logging, select the Append to Log check box if you are working on a computer running Windows 2000 Professional or Record a Log if you are working on a computer running Windows 2000 Server. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Click View Log to display the log file. 

Commands sent to the modem are captured in the file 

Systemroot\ModemLog_Model.txt. 

Systemroot is usually C:\Winnt\System32\. Model is the name of the modem as it appears in the list of installed modems on the Modems tab of Phone and Modem Options. 

On Windows 2000 Professional, logging is always turned on and the log is overwritten at the beginning of every session unless you select the Append to Log check box. On Windows 2000 Server, logging is turned off unless you select the Record a Log check box. 
Monitor Network and Dial-up Connections
To monitor a connection
 1.
Open Network and Dial-up Connections. 
 2.
Do one of the following: 

To monitor activity for the current session, right-click the connection you want to monitor, and then click Status. 

To automatically enable the status monitor each time the connection is active, right-click the connection, click Properties, and then select the Show icon in taskbar when connected check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

If your computer is set up to accept incoming connections, a connection with a user name assigned to it appears in the Network and Dial-up Connections folder as each user connects. You can view the progress of incoming connections by right-clicking a named connection, and then clicking Status. 

You can also monitor a connection by clicking Status on the File menu or by clicking the status icon in the taskbar. 

If you want to view the general status (Disconnected, Connected) of all of your connections, on the View menu, click Details. 

You also can disconnect an active connection by clicking Disconnect in the Status dialog box. 

By default, the status monitor is disabled for local area connections, but enabled for all other types of connections. 
To view the status of a local area connection 
 1.
Open Network and Dial-up Connections. 
 2.
Do one of the following: 

To monitor activity for the current session, right-click the local area connection, and then click Status. 

To automatically enable the status monitor each time the connection is active, right-click the local area connection, click Properties, and then select the Show icon in taskbar when connected check box. 
Notes

To open Network and Dial-up Connections, click Start, point to Settings, and then click Network and Dial-up Connections. 

You can view and modify the network components of a local area connection, such as network protocol settings, by clicking Properties. 

By default, the status monitor is disabled for local area connections, but enabled for all other types of connections. 
Advanced Topics
Network and Dial-up Connections
About Network and Dial-up Connections
Network and Dial-up Connections provides connectivity between your computer and the Internet, a network, or another computer. With Network and Dial-up Connections, you can gain access to network resources and functionality, whether you are physically located at the location of the network or in a remote location. Connections are created, configured, stored, and monitored from within the Network and Dial-up Connections folder. For information about creating connections, see Make network and dial-up connections.
Each connection in the Network and Dial-up Connections folder contains a set of features that you can use to create a link between your computer and another computer or network. Outgoing connections contact a remote access server by using a configured access method (LAN, modem, ISDN line, and so on) to establish a connection with the network. Conversely, an incoming connection enables a computer running Windows 2000 Professional or a stand-alone computer running Windows 2000 Server to be contacted by other computers. This means your computer can operate as a remote access server. Whether you are connected locally (LAN), remotely (dial-up, ISDN, and so on), or both, you can configure any connection so that it can perform any needed network function. For example, you can print to network printers, access network drives and files, browse other networks, or access the Internet.
Because all services and communication methods are configured within the connection, you do not need to use external management tools to configure connection settings. For example, the settings for a dial-up connection include features to be used before, during, and after connecting. These include the modem you use to dial, the type of password encryption you want to use upon connecting, and the network protocols you use after you connect. Connection status, which includes the duration and speed of a connection, is viewed from the connection itself; you do not need to use an external status tool. For information about configuring a connection, see To configure a connection.
Windows 2000 logon and domain security, support for security hosts, data encryption, authentication, and callback provide secure network access for network and dial-up connections. For more information about security features, see Security features of Network and Dial-up Connections.
Hardware requirements for network and dial-up connections
Depending on your configuration, you may need some or all of the following hardware:

Network adapter with a certified Network Driver Interface Specification (NDIS) driver for LAN connectivity 

One or more compatible modems and an available COM port 

Modem or ISDN adapter (if you are using an ISDN line) 

DSL adapter 

X.25 card or PAD (if you are using X.25) 

Analog telephone line 

If your computer is set up for incoming connections, a multiport adapter may improve performance for multiple connections. 
To verify the compatibility of all hardware in a computer running Windows 2000, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/)
For information about configuring a connection, see To configure a connection.
Network and Dial-up Connection Types
Dial-up connections
A dial-up connection connects you to a network or the Internet by using a device that utilizes the telephone network. This device can be a modem that uses a standard phone line, an ISDN card with a high-speed ISDN line, or an X.25 network.
If you are a typical user, you may have one or two dial-up connections, perhaps to the Internet and to your corporate network. In a more complex Windows 2000 Server scenario, you can use multiple dial-up connections to implement advanced routing.
You can create multiple dial-up connections by copying them in the Network and Dial-up Connections folder. You can then rename the connections and modify connection settings. By doing so, you can easily create different connections to accommodate multiple modems, dialing profiles, and so on. 
For more information about creating dial-up connections, see Dial-up connections.
Network and dial-up connection types
There are five types of network and dial-up connections. The following table shows each connection type, the communication methods used to establish the connection type, and an example of the connection. For more information, click the appropriate connection type in the table.
Connection type
Communication method
Example
Dial-up connections
Modem, ISDN, X.25
Connect to a corporate network or the Internet by using remote access
Local area connections
Ethernet, Token Ring, cable modem, DSL, FDDI, IP over ATM, IrDA, wireless, WAN technologies (T1, Frame Relay)
Typical corporate user
Virtual private network (VPN) connections
VPNs over PPTP or L2TP to corporate networks or the Internet
Connect securely to a corporate network over the Internet
Direct connections
Serial cabling, infrared link, DirectParallel cable
Synchronize information between a Windows CE Handheld PC and a desktop computer
Incoming connections
Dial-up, VPN, or direct connections
Call in to a remote access server at home 
Network Communications
Network protocols, access methods, and server protocols provide a communications link between your computer and a network. 
Whether information is transported from your computer to a server by using a direct serial cable, or across a secure VPN from your Internet service provider (ISP) to the corporate network, different combinations of access methods and protocols are used to send information. These access methods and protocols are listed in the following table.
Network protocols
Access methods
Server protocols
TCP/IP
Using phone lines and modems
Point-to-Point Protocol (PPP)
IPX
ISDN access
SLIP
NetBEUI
Using X.25
Point-to-Point Tunneling Protocol (PPTP)
AppleTalk
Serial (RS-232) access
Layer Two Tunneling Protocol (L2TP)

DirectParallel access
ATCP
TCP/IP
Transmission Control Protocol/Internet Protocol (TCP/IP) is the most popular protocol, and the basis for the Internet. Its routing capabilities provide maximum flexibility in an enterprise-wide network.
On a TCP/IP network, you must provide IP addresses to clients. Clients may also require a naming service or a method for name resolution. This section explains IP addressing and name resolution for Network and Dial-up Connections on TCP/IP networks. It also describes the FTP and Telnet tools that are provided by Windows 2000 TCP/IP.
Assigning IP addresses to network and dial-up connections
In the Windows 2000 operating system, each remote computer connecting to a remote access server on a Windows TCP/IP network is provided an IP address. The IP address is either automatically provided by DHCP, or selected from a static range assigned to the remote access server.
If you use a specific IP address, the Windows 2000 remote access server must be configured to permit users to request a specific address.
Name resolution for network and dial-up connections
In addition to requiring an IP address, network and dial-up connections on a TCP/IP network may require a mechanism to map computer names to IP addresses. Four name resolution options are available on a Windows 2000 network: DNS, WINS, broadcast name resolution, and the Hosts and Lmhosts files. 
You can assign network and dial-up connections the same WINS and DNS servers that are assigned to the remote access server. The TCP/IP settings of a network or dial-up connection can override these automatic assignments. 
In small networks where IP addresses do not change, network and dial-up connections can use a Hosts or Lmhosts file for name resolution. By using these files on the local drive, you do not need to transmit name resolution requests to a WINS or DNS server and wait for the response.
Internet tools
Windows 2000 TCP/IP provides File Transfer Protocol (FTP) and Telnet. FTP is a character-based utility that permits you to connect to FTP servers and transfer files. Telnet is graphical application that lets you log in to remote computers and issue commands as if you were at the keyboard of the computer. Multiple variations of FTP, Telnet, and other programs based on earlier Internet standards are also available on the Internet or commercially.
For information about configuring a connection, see To configure a connection. For information about configuring TCP/IP, see To configure TCP/IP settings.
IPX
Internet Packet Exchange (IPX) is the native NetWare protocol used on many earlier Novell networks. This section explains how to integrate Windows 2000 Network and Dial-up Connections clients into a NetWare IPX network.
Windows 2000 support for NetWare
Your computer must run a NetWare redirector to see a Novell NetWare network. In computers running Windows 2000 Professional, this redirector is called Client Service for NetWare. In computers running Windows 2000 Server, this redirector is called Gateway Service for NetWare.
A Windows 2000 remote access server is also an IPX router and Service Advertising Protocol (SAP) agent. Once configured, remote access servers enable file and print services and the use of Windows Sockets applications over IPX on the NetWare network for Network and Dial-up Connections clients. Remote access servers and their Network and Dial-up Connections clients use the PPP IPX Configuration Protocol (IPXCP), as defined in RFC 1552, "The PPP Internet Protocol Control Protocol (IPXCP)," to configure the remote access line for IPX.
IPX addressing for remote clients
Network and Dial-up Connections clients are always provided an IPX address by the remote access server. The IPX network number is either generated automatically by the remote access server, or a static pool of network numbers is given to the remote access server for assignment to Network and Dial-up Connections.
For automatically generated IPX network numbers, the remote access server running Windows 2000 uses the NetWare Router Information Protocol (RIP) to determine an IPX network number that is not in use in the IPX network. The remote access server assigns that number to the connection.
For information about configuring a connection, see To configure a connection. For information about configuring NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, which is the Windows 2000 implementation of IPX, see To configure NWLink.
To configure incoming connections to use IPX, see To configure an incoming connection to use IPX.
NetBEUI
NetBIOS Extended User Interface (NetBEUI) is suited for use in small workgroups or LANs. You can install a NetBIOS gateway and the NetBEUI client protocol on all remote access servers running Windows 2000 and most Windows networking clients. Previous Windows NT remote access clients, LAN Manager remote access clients, MS-DOS remote access clients, and Windows for Workgroups remote access clients may use NetBEUI. NetBEUI is not routable, and the only configuration required for the protocol is a computer name.
For information about configuring a connection, see To configure a connection.
AppleTalk
Networking on an Apple Macintosh computer is implemented through the AppleTalk protocol. Applications and processes can communicate across a single AppleTalk network or an AppleTalk internet, which is a number of interconnected AppleTalk networks. By using AppleTalk, applications and processes can transfer and exchange data and share resources, such as printers and file servers. AppleTalk remote access is supported by the AppleTalk Control Protocol (ATCP).
With ATCP, Macintosh clients can run the AppleTalk network protocol over the Point-to-Point Protocol (PPP). With ATCP support, a remote user can access a Web server over TCP/IP, print a document to an AppleTalk printer, and connect to a Macintosh file server (over TCP/IP or AppleTalk), all with the same dial-up connection over PPP.
For information about configuring a connection, see To configure a connection.
ISDN access
To enhance your network connection speed, you can use an Integrated Services Digital Network (ISDN) line. Whereas standard phone lines typically transmit at up to 56 kilobits per second (Kbps), ISDN lines can transmit at speeds of 64 or 128 Kbps. 
An ISDN line must be installed by the phone company at both the server and at the remote site. ISDN also requires that you install an ISDN card in both the server and your computer. Costs for ISDN equipment and lines may be higher than standard modems and phone lines. However, the speed of communication reduces the duration of the connection, possibly saving toll charges.
An ISDN line comes with two B channels that transmit data at 64 Kbps, and one D channel for signaling that transmits data at 16 Kbps. You can configure each B channel to operate as a port. With some ISDN drivers, you can aggregate the channels. This means you can statically assign a higher bandwidth by configuring both B channels to act as a single port. With this configuration, line speed increases to 128 Kbps. For information about configuring a connection to use ISDN, see To make a dial-up connection by using an ISDN line or To configure ISDN settings.
The Multilink feature of Windows 2000 performs channel aggregation for ISDN. Multilink combines multiple physical links into a logical bundle. This aggregate link increases the bandwidth of a connection. In addition, you can allocate multiple links dynamically, which means ISDN lines are used only as they are required. This eliminates excess bandwidth, representing a significant efficiency advantage to users. You can configure the conditions under which extra lines are dialed, and underused lines are hung up, through Network and Dial-up Connections settings. For more information, see Configuring multiple device dialing.
Serial (RS-232) cable access
Suppose you have two networks in the same location that are not physically connected. To use resources on both networks from one computer, you can use RS-232C cables and COM ports to create null modems. You connect an RS-232C cable from a COM port to a COM port on each remote access server. To the servers, the COM ports then appear to be modems. You can use Windows 2000 Server remote access, part of the integrated Routing and Remote Access service, to create network access.
For information about creating a direct connection by using serial access, see To make a direct network connection.
DirectParallel cable access
The DirectParallel feature in Windows 2000 supports computer-to-computer connections by using standard and enhanced (ECP) parallel ports, which use Parallel Technologies' Basic or Fast parallel cables. For information about configuring a direct network connection to use a DirectParallel cable, see To make a direct network connection by using a DirectParallel cable. Direct Cable Connection cables are available from several sources. You can obtain DirectParallel cables from Parallel Technologies or from their local dealers. For more information, see To contact Parallel Technologies or a local dealer to order Direct Cable Connection cables. 
SLIP
Serial Line Internet Protocol (SLIP) is an older remote access standard typically used by UNIX remote access servers. Windows 2000 Network and Dial-up Connections supports SLIP, and you can make connections to any remote access server by using the SLIP standard.
When you connect to a SLIP server, a Windows Terminal dialog box appears for an interactive logon session with the UNIX SLIP server. The UNIX logon overrides and prevents the remote access logon session from appearing. After a connection is established, remote network access becomes transparent to the user.
The RFCs supported in Windows 2000 remote access are:

RFC 1144, "Compressing TCP/IP Headers for Low-Speed Serial Links" 

RFC 1055, "A Nonstandard for Transmission of IP Datagrams Over Serial Lines: SLIP" 
For information about configuring a network or dial-up connection, see To configure a connection.
Notes

You cannot configure a computer running Windows 2000 as a SLIP server. Only Windows 2000 clients that connect to other SLIP servers are supported. 

You must use the TCP/IP protocol and a serial COM port to connect to a SLIP server. 
Point-to-Point Protocol (PPP)
The Point-to-Point Protocol (PPP) is a set of standard protocols that allow remote access software from different vendors to interoperate. A PPP-enabled connection can dial into remote networks through any industry-standard PPP server. PPP also permits a computer running Windows 2000 Server remote access to receive calls from, and provide network access to, other vendors' remote access software that complies with the PPP standards.
The PPP standards also permit advanced features that are not available with older standards such as SLIP. PPP supports several authentication methods, as well as data compression and encryption. With most PPP implementations, you can automate the entire logon sequence.
PPP also supports multiple LAN protocols. You can use TCP/IP, IPX, or NetBEUI as your network protocol.
PPP is the basis for the PPTP and L2TP protocols, which are used in secure virtual private network (VPN) connections. 
PPP is the primary standard for most remote access computing. 
This section covers:

PPP operation and protocols 

PPP RFCs 

Using PPP for Internet connections 
PPP operation and protocols
Point-to-Point Protocol (PPP) connections must adhere to standards established in PPP RFCs. This section gives an overview of PPP operations and the protocols used in a PPP connection. For information about configuring PPP settings, see PPP settings.
PPP dial-up sequence
After an initial connection to a remote PPP server, the following negotiations establish a PPP connection:

Link Control Protocols (LCP) 

LCP is used to establish and configure link and framing settings such as maximum frame size.

Authentication protocols 

Authentication protocols are used to determine what level of security validation the remote access server can perform and what the server requires. The level of security that can be negotiated ranges from unencrypted (plaintext) password authentication, to encrypted, highly secure smart card authentication.

Network control protocols (NCP) 

NCPs are used to establish and configure different network protocol settings for IP, IPX, and NetBEUI. This negotiation includes negotiating protocol header compression and compression control protocol.
The resulting connection remains active until the line is disconnected for any of the following reasons:

The user explicitly hangs up the line. 

The line drops due to idle time-out. 

The administrator hangs up the line. 

An unrecoverable link error occurs. 
Link Control Protocols
Link Control Protocols (LCP) establish and configure PPP framing. PPP framing defines how data is encapsulated before transmission on the wide area network. The PPP standard framing format ensures any vendors' remote access software can communicate and recognize data packets from any remote access software that adheres to the PPP standards.
PPP and Windows 2000 use variants of High-level Data Link Control (HDLC) framing for serial or ISDN connections.
Authentication protocols
Negotiation of authentication protocols occurs immediately after link quality determination and before network layer negotiation. For more information about available authentication protocols, see Authentication.
Network control protocols
Network control protocols establish and configure different network protocol settings for TCP/IP, IPX, NetBEUI, and AppleTalk. The following table describes network control protocols used with a PPP connection.
Network control protocol
Description
Internet Protocol Control Protocol (IPC)
IPC is used to configure, enable, and disable IP modules at both ends of the connection. 
Internet Packet Exchange Control Protocol (IPXCP)
IPXCP is used to configure, enable, and disable IPX modules at both ends of the connection. IPXCP is widely implemented by PPP vendors. The IPX WAN protocol is Novell's alternative to IPXCP. IPX WAN is not compatible with IPXCP. Windows 2000 supports IPXCP, which is implemented by the vast majority of remote access software. 
NetBEUI Control Protocol (NBTP)
NBTP is used to configure, enable, and disable NetBEUI protocol modules at both ends of the connection. 
AppleTalk Control Protocol (ATCP)
ATCP is used to configure, enable, and disable the AppleTalk protocol modules at both ends of the connection.
PPP RFCs
Requests for Comments (RFCs) are an evolving series of technical reports, proposals for protocols, and protocol standards used by the Internet community. Routing standards are defined in RFCs published by the Internet Engineering Task Force (IETF) and other working groups. For information about configuring PPP settings in connections, see PPP settings. The following table lists the PPP RFCs.
RFC number
Title
1549
PPP in HDLC Framing
1552
The PPP Internetwork Packet Exchange Control Protocol (IPXCP)
1334
PPP Authentication Protocols
1332
The PPP Internet Protocol Control Protocol (IPCP)
1661
Link Control Protocol (LCP)
1990
PPP Multilink Protocol
2125
The PPP Bandwidth Allocation Protocol (BAP), The PPP Bandwidth Allocation Control Protocol (BACP)
2097
The PPP NetBIOS Frames Control Protocol (NBFCP)
1962
The PPP Compression Control Protocol (CCP)
1570
PPP LCP Extensions
2284 
PPP Extensible Authentication Protocol (EAP)
Obtaining RFCs
You can obtain RFCs from the Request for Comments Web site. (http://www.rfc-editor.org/) This Web site is currently maintained by members of the Information Sciences Institute (ISI) who publish a classified listing of all RFCs. RFCs are classified as one of the following: approved Internet standards, proposed Internet standards (circulated in draft form for review), Internet best practices, or For Your Information (FYI) documents.
Note

Web addresses can change, so you might be unable to connect to the Web site or sites mentioned here.
Using PPP for Internet connections
Point-to-Point Protocol (PPP) connections are the default for Windows 2000. 
A computer running Windows 2000 Professional or stand-alone Windows 2000 Server that is configured for incoming connections requires no special configuration to support inbound PPP calls. If connections are configured properly, PPP calls are automatically negotiated.
If you are dialing a remote PPP server, the default settings are usually ideal, and no additional configuration is necessary. However, you can configure PPP settings for the connection that dials a PPP server. For more information, see PPP settings.
Understanding Network and Dial-up Connections
Security
Security Features of Network and Dial-up Connections
You can configure your dial-up, virtual private network (VPN), and direct connections to enforce various levels of password authentication and data encryption. Authentication methods range from unencrypted to custom, such as the Extensible Authentication Protocol (EAP). EAP provides flexible support for a wide range of authentication methods, including smart cards, certificates, one-time passwords, and public keys. You can also specify the type of data encryption, depending on the level of password authentication (MS-CHAP or EAP) that you select. Finally, you can configure callback options to increase dial-up security.
Windows 2000 user accounts and domains provide security with encrypted authentication and encrypted data. For more information about Windows 2000 security, see Security. 
This section covers:

Callback

How security works at connection

Data encryption

Authentication
Callback
The callback feature instructs your remote access server to disconnect, and then to call you back, after you dial in. Callback provides cost advantages to you and security advantages to your network. By immediately hanging up, and then dialing you back, callback reduces your phone charges. Required callback enhances network security by ensuring that only users from specific locations can access the server. By dropping the call, and then calling back a moment later to the preassigned callback number, most impersonators can be thwarted.
If callback has been required by your administrator, the following steps occur when your call reaches the remote access server: 
 1.
The server determines whether your user name and password are correct. 
 2.
If they are correct, the server disconnects and then returns the call. 
If callback has been configured for your connection through the Dial-up Preferences menu option, the following steps occur when your call reaches the remote access server: 
 1.
The server determines whether your user name and password are correct. 
 2.
If they are correct, the Callback dialog box appears on your computer. 
 3.
You then type the current callback number in the dialog box and wait for the server to disconnect and return the call. 

Optionally, you can press ESC to cancel the callback process and remain connected.
For more information about configuring your callback options, see To configure callback.
Notes

Your callback privileges are determined by your system administrator. The administrator may deny the use of callback, allow user-defined callback, or require callback to a particular number. You can contact your system administrator to determine your callback options. 

If your computer is configured to accept incoming connections, you can enforce callback options on that computer. For more information, see To configure callback for incoming connections. 
How security works at connection
The following steps describe what happens during a call to a remote access server:
 1.
Your computer dials a remote access server. 
 2.
Depending on the authentication methods you select, one of the following happens: 

If you are using PAP or SPAP: 

Your computer sends its password to the server. 

The server checks the account credentials against the user database. 

If you are using CHAP or MS-CHAP: 

The server sends a challenge to your computer. 

Your computer sends an encrypted response to the server. 

The server checks the response against the user database. 

If you are using MS-CHAP v2: 

The server sends a challenge to your computer. 

Your computer sends an encrypted response to the server. 

The server checks the response against the user database and sends back an authentication response. 

Your computer verifies the authentication response. 

If you are USING certificate-based authentication: 

The server requests credentials from your computer and sends its own certificate. 

If you configured your connection to validate the server certificate, it is validated. If not, this step is skipped. 

Your computer presents its certificate to the server. 

The server verifies that the certificate is valid and has not been revoked. 
 3.
If the account is valid, the server checks for remote access permission. 
 4.
If remote access permission has been granted, the server accepts your connection. 

If callback is enabled, the server calls your computer back and repeats steps 2 through 4.
Notes

Remote access permissions are granted based on the dial-in settings of your user account and remote access policies. Remote access policies are a set of conditions and connection settings that give network administrators more flexibility in granting remote access permissions and usage. If the settings of your connection do not match at least one of the remote access policies that apply to your connection, the connection attempt is rejected, regardless of your dial-in settings. 

When you use Network and Dial-up Connections in a Windows domain environment, changes in remote access permission do not take effect immediately on all servers. It can take up to 15 minutes for replication of the change to other servers in the domain. If necessary, you can resynchronize the domain to ensure that a user with revoked permissions cannot access the network before the change is automatically replicated. 

Network and Dial-up Connections authentication methods control access to your network, not to resources on the network. In Windows 2000, once you are present on a network, resource control is managed in various ways: Local Users and Groups, Active Directory, Group Policy, file and printer sharing, and so on. 

Authentication methods are designed for remote computing environments where the computer dialing in does not have access to the network until credentials such as user name and passwords are exchanged. 

For information about configuring security options for your connections, such as identity authentication protocols and data encryption settings, see Security. 
Data Encryption
You can think of encryption as locking something valuable into a strong box with a key. Sensitive data is encrypted by using a key algorithm, which renders it unreadable without the knowledge of the key. Data encryption keys are determined at connect time between a connection and the computer on the other end. The use of data encryption can be initiated by your computer or by the server you are connecting to.
Network and Dial-up Connections supports two types of encryption: Microsoft MPPE, which uses RSA RC4 encryption, and an implementation of Internet Protocol security (IPSec) that uses Data Encryption Standard (DES) encryption. Both MPPE and IPSec support multiple levels of encryption, as shown in the following table.
Encryption implementation
Used
MPPE Standard (40-bit, 56-bit)
International use
MPPE Strong (128-bit)
North America
IPSec DES (56-bit)
International use
IPSec Triple DES (3DES)
North American high-security environments
By default, standard (40-bit and 56-bit) MPPE encryption files are installed. However, if you upgraded to Windows 2000 and previously used strong (128-bit) encryption, strong encryption files are installed. If you want to convert from standard to strong encryption, obtain the Microsoft Encryption Pack. For Windows 2000 Server users, see Windows 2000 Server at the Microsoft Web site (http://www.microsoft.com/). For Windows 2000 Professional users, see Windows 2000 Professional at the Microsoft Web site (http://www.microsoft.com/). The Encryption Pack is accessible only to users in the United States, its territories, possessions and dependencies, and Canada. Many users located outside North America may be eligible to receive the Encryption Pack, but not from these secure download sites. Global customers who are eligible for the Encryption Pack and other Microsoft strong encryption products are described at the Microsoft Web site (http://www.microsoft.com/). If you believe that you are eligible to receive strong encryption under United States export law, contact your Microsoft representative.
For more information, see the following:

Microsoft Point-to-Point Encryption (MPPE)

Internet Protocol security (IPSec)
Notes

Server controls are flexible and can be set to deny the use of encryption, require a specific encryption method, or allow your computer to select an encryption method. By default, most servers allow encryption and allow clients to select their encryption methods. This works for most computers. A system administrator sets encryption requirements. To determine your options, contact your system administrator. 

To enable MPPE-based data encryption for dial-up or virtual private network (VPN) connections, you must select the MS-CHAP, MS-CHAP v2, or EAP-TLS authentication methods. These authentication methods generate the keys used in the encryption process. 

Virtual Private Networks (VPNs) use encryption depending on the type of server they are connecting to. If the VPN connection is configured to connect to a PPTP server, then MPPE encryption is used. If the VPN is configured to connect to an L2TP server, then IPSec encryption methods are used. If the VPN is configured for an Automatic server type, which is the default selection, then L2TP, and its associated IPSec encryption, will be attempted first, then PPTP, and its associated MPPE encryption. 
Microsoft Point-to-Point Encryption (MPPE)
Microsoft Point-to-Point Encryption (MPPE) encrypts data in PPP-based dial-up connections or PPTP VPN connections. Strong (128-bit key) and standard (40-bit key) MPPE encryption schemes are supported. MPPE provides data security between your PPTP connection and the tunnel server. You can use the 40-bit version worldwide; it is built into every computer running Windows 2000. The 128-bit level of encryption is available only in the United States and Canada. You can enable the 128-bit version by installing a specific version of both client and server software. 
For more information about configuring connections, see To configure a connection.
Note

MPPE requires common client and server keys as generated by MS-CHAP or EAP authentication. 
Internet Protocol security (IPSec)
The long-term direction for secure networking, IPSec is a suite of cryptography-based protection services and security protocols. Because it requires no changes to applications or protocols, you can easily deploy IPSec for existing networks.
IPSec provides machine-level authentication, as well as data encryption, for VPN connections that use the L2TP protocol. IPSec negotiates between your computer and its remote tunnel server before an L2TP connection is established, which secures both passwords and data. 
L2TP uses standard PPP-based authentication protocols, such as EAP, MS-CHAP, CHAP, SPAP, and PAP with IPSec.
Encryption is determined by the IPSec Security Association, or SA. A security association is a combination of a destination address, a security protocol, and a unique identification value, called a Security Parameters Index (SPI). The available encryptions include:

Data Encryption Standard (DES) with a 56-bit key, which is designed for international use and adheres to United States export encryption laws. 

Triple DES (3DES), which uses two 56-bit keys and is designed for high-security environments in North America. 
If you are using a computer running Windows 2000 Server and want more information about IPSec, see Internet Protocol security (IPSec).
For more information about configuring connections, see To configure a connection.
Authentication
Windows 2000 authentication
Windows 2000 authentication consists of two parts: an interactive logon process and a network authentication process. Successful user authentication depends on both of these processes. 
Interactive logon process
The interactive logon process confirms the user's identification to either a domain account or a local computer. Depending on the type of user account, the interactive logon process is different: 

With a domain account, a user logs on to the network with a password or smart card by using s
Network authentication process
Network authentication confirms the user's identification to any network service that the user is attempting to access. To provide this type of authentication, the Windows 2000 security system supports many different authentication mechanisms, including Kerberos V5, Secure Socket Layer/Transport Layer Security (SSL/TLS), and, for compatibility with Windows NT 4.0, LAN Manager. 
Users who use a domain account do not see network authentication. Users who use a local computer account must provide credentials (such as a user name and password) every time they access a network resource. By using the domain account, the user has credentials that are automatically used for single sign-on. 
For information about authentication methods and protocols used by Network and Dial-up Connections, see Authentication methods and protocols.
Authentication Methods and Protocols
Password Authentication Protocol (PAP)
Password Authentication Protocol (PAP) uses plaintext (unencrypted) passwords and is the least sophisticated authentication protocol. PAP is typically used if your connection and the server cannot negotiate a more secure form of validation. You may need to use this protocol if you are calling a server running an operating system other than Windows.
To configure a connection for PAP, see To configure identity authentication and data encryption settings for a dial-up connection.
Challenge Handshake Authentication Protocol (CHAP)
The Challenge Handshake Authentication Protocol (CHAP) negotiates a secure form of encrypted authentication by using Message Digest 5 (MD5), an industry-standard hashing scheme. A hashing scheme is a method for transforming data (for example, a password) in such a way that the result is unique and cannot be changed back to its original form. CHAP uses challenge-response with one-way MD5 hashing on the response. In this way, you can prove to the server that you know the password without actually sending the password over the network. By supporting CHAP and MD5, Network and Dial-up Connections is able to securely connect to almost all other PPP servers.
When you connect to other remote access servers or clients, Windows 2000 remote access may negotiate plaintext authentication if the other product does not support encrypted authentication.
To configure a connection for CHAP, see To configure identity authentication and data encryption settings for a dial-up connection. 
Note

If the connection is configured to require encrypted authentication, and connects to a server that is only configured for plaintext authentication, the connection hangs up. 
Shiva Password Authentication Protocol (SPAP)
With the Shiva Password Authentication Protocol (SPAP), Shiva clients can dial in to computers running Windows 2000 Server, and Windows 2000 clients can dial in to Shiva servers.
To configure a connection for SPAP, see To configure identity authentication and data encryption settings for a dial-up connection.
Note

If a server requires you to use SPAP, you cannot require data encryption. 
Microsoft Challenge Handshake Authentication Protocol (MS-CHAP)
Microsoft created MS-CHAP to authenticate remote Windows workstations, providing the functionality to which LAN-based users are accustomed while integrating the encryption and hashing algorithms used on Windows networks. It uses a challenge-response mechanism with one-way encryption on the response.
Where possible, MS-CHAP is consistent with standard CHAP. Its response packet is in a format specifically designed for Windows NT and Windows 2000, and Windows 95 and later, networking products. In addition, MS-CHAP does not require the use of plaintext or reversibly encrypted passwords.
A system administrator can define authentication retry and password changing rules for the users connecting to your server.
A version of MS-CHAP is available specifically for connecting to a server running Windows 95. You must use this version if your connection is to a server running Windows 95.
To configure a connection for MS-CHAP, see To configure identity authentication and data encryption settings for a virtual private network (VPN) connection or To configure identity authentication and data encryption settings for a dial-up connection.
Note

MS-CHAP v2 is a mutual authentication protocol, which means that both the client and the server prove their identities. If your connection is configured to use MS-CHAP v2 as its only authentication method, and the server that you are connecting to does not provide proof of its identity, your connection disconnects. Previously, servers could skip authentication and simply accept the call. This change ensures that you can configure a your connection can be configured to connect to the expected server. 
Microsoft Challenge Handshake Authentication Protocol version 2 (MS-CHAP v2)
A new version of the Microsoft Challenge Handshake Authentication Protocol (MS-CHAP v2) is available. This new protocol provides mutual authentication, stronger initial data encryption keys, and different encryption keys for sending and receiving. To minimize the risk of password compromise during MS-CHAP exchanges, MS-CHAP v2 drops support for the MS-CHAP password change and does not transmit the encoded password.
For VPN connections, Windows 2000 Server offers MS-CHAP v2 before offering the legacy MS-CHAP. Updated Windows clients accept MS-CHAP v2 when it is offered. Dial-up connections are not affected. 
Windows 2000 dial-up and VPN connections can use MS-CHAP v2. Windows NT 4.0 and Windows 98 computers can use only MS-CHAP v2 authentication for VPN connections.
To configure a connection for MS-CHAP v2, see To configure identity authentication and data encryption settings for a virtual private network (VPN) connection.
Extensible Authentication Protocol (EAP)
The Extensible Authentication Protocol (EAP) is an extension to the Point-to-Point Protocol (PPP). EAP was developed in response to an increasing demand for remote access user authentication that uses other security devices. EAP provides a standard mechanism for support of additional authentication methods within PPP. By using EAP, support for a number of authentication schemes may be added, including token cards, one-time passwords, public key authentication using smart cards, certificates, and others. EAP, in conjunction with strong EAP authentication methods, is a critical technology component for secure virtual private network (VPN) connections because it offers more security against brute-force or dictionary attacks and password guessing than other authentication methods, such as CHAP.
To find out if EAP authentication methods are being used, see your system administrator.
To configure a connection for EAP, see To configure identity authentication and data encryption settings for a virtual private network (VPN) connection or To configure identity authentication and data encryption settings for a dial-up connection.
Windows 2000 provides the EAP-MD5 CHAP and EAP-TLS authentication methods. EAP-TLS is a mutual authentication method, which means that both the client and the server prove their identities. If your connection is configured to use EAP-TLS as its only authentication method, and the server that you are connecting to does not provide proof of its identity, your connection disconnects. Previously, servers could skip authenticating themselves to clients and simply accept the call. The use of EAP-TLS ensures that you can configure a connection to connect to the expected server. 
Smart card and other certificate authentication
If a certificate is installed either in the certificate store on your computer or on a smart card, and the Extensible Authentication Protocol (EAP) is enabled, you can use certificate-based authentication in a single network logon process, which provides tamper-resistant storage of authentication information.
A certificate is an encrypted set of authentication credentials. A certificate includes a digital signature from the certificate authority that issued the certificate. In the certificate authentication process, your computer presents its certificate to the server, and the server presents its certificate to your computer, enabling mutual authentication. Certificates are authenticated by using a public key to verify this digital signature, which is contained in a trusted authority root certificate that is stored on your computer. These root certificates are the basis for certificate verification and should be supplied only by a system administrator. Windows 2000 provides a number of trusted root certificates. You should add or remove trusted root certificates only if your system administrator advises.
Certificates can reside either in the certificate store on your computer or on a smart card. A smart card is a credit-card-sized device that is inserted into a smart card reader, which is either installed internally in your computer or connected externally to your computer.
By setting the security options of a connection, you can choose to use a smart card or other certificate, and you can specify particular certificate requirements. For example, you can specify that the certificate for the server must be validated, and you can also specify the certificate root authority for the server, which is highly trusted.
When you double-click Make New Connection in the Network and Dial-up Connections folder and a smart card reader is installed, Windows 2000 detects it and prompts you to use it as the authentication method for the connection. If you decide not to use the smart card at the time you create a connection, you can modify the connection to use the smart card or other certificate at a later time. For more information, see To enable smart card or other certificate authentication. 
If you are a member of an Active Directory domain, and need to request a certificate, see To request a certificate. If you are not a member of an Active Directory domain, or you need to request a certificate from the Internet, see To submit a user certificate request via the Web. For information about mobile users and certificates, see Mobile users and certificates.
Intermediary Devices
Using an intermediary device
Network and Dial-up Connections supports various kinds of intermediary devices (security hosts and switches) between the remote access client and the remote access server. These devices include:

Modem-pool switches 

Security hosts 

X.25 networks
Before you connect to the remote access server, you can have one of two possible dialogs (user input and computer response screens) with each intermediary device:

Static (a dialog that never changes and requires no input from you) 

Interactive (a dialog that always changes and requires input from you)
You must configure your connection to work with each intermediary device.
If you require both static and interactive dialogs, you must take the following steps:
 1.
Write a script for the static dialog. For more information, see Writing scripts for intermediary devices. 
 2.
Activate Terminal mode for the interactive dialogs. For more information, see To use the Terminal feature to log on to a remote computer. 
If you require only one kind of dialog, take only one of the preceding steps. For example:

If your clients connect through only one intermediary device with a static dialog (such as an X.25 network), skip step 2. 

If your clients connect through a security host with an interactive dialog, skip step 1.
Security hosts
A security host is an authentication device that verifies whether a connection is authorized to connect to a remote access server. This verification supplements security already supplied by Network and Dial-up Connections and by Windows 2000 Server. There are two kinds of security hosts: 

Those which perform authentication checks during a modem call 

This type of security host sits between you and the remote access server and performs an authentication check before remote access server authentication. This type of security host generally provides an extra layer of security by requiring a hardware key of some sort in order to provide authentication. Verification that you are in physical possession of the key takes place before access to the remote access server is granted. With this open architecture, your system administrator can select from a variety of security hosts to augment the security in Network and Dial-up Connections, but the authentication check is restricted to modem calls.

For example, one such security system consists of two hardware devices: the security host and the security card. The security host is installed between the remote access server and its modem. The security card is a small unit the size of a credit card that resembles a pocket calculator without keys. The security card displays a different access number every minute. This number is synchronized with a similar number calculated in the security host every minute. When connecting, you send a PIN number and the number on the security card to the host. If these match the number calculated on the host, the security host connects you with the remote access server.

Another security host of the same type prompts you to type in a user name (which may or may not be the same as the remote access user name) and a password (which differs from the remote access password). The security host must be configured to allow the remote access server to initialize the modem before the security functions take effect. The remote access server must also be able to directly initialize the modem connected to the security host without security checks from the security host.

Those which are called during the authentication process of the connection 

This type of security host provides custom authentication during the remote access authentication process. This authentication may augment or replace the standard verification of your Windows 2000 network credentials by Routing and Remote Access. RADIUS servers are examples of this type of security host in that they perform user authentication on behalf of Routing and Remote Access. With the introduction of the Extensible Authentication Protocol (EAP), other vendors can create interfaces between remote access authentication and their own proprietary servers. Servers of this type are used to verify smart cards and other forms of extended authentication.
Note

To make other security devices work with your connection, you must activate Terminal mode to interact with the security host. For more information, see To use the Terminal feature to log on to a remote computer. 
Writing scripts for intermediary devices
Each script for a static dialog is a section of the Switch.inf file. You add a script for each intermediary device to the Switch.inf file. For an example of X.25 network scripts, see the Pad.inf file, located in the systemroot\System32\Ras folder.
When you connect by using modem pools or security hosts, you must have a dialog with that device. The dialog occurs either before dialing or after dialing. Although preconnect and postconnect dialogs can be either static or interactive, the preconnect dialog is normally static and the postconnect is normally interactive.
The Switch.inf file included in Windows 2000 provides a generic script that will probably work with little or no modification when you are connecting to PPP servers. You should try to connect by using the generic Switch.inf script. If that does not work, you can copy—and then modify—the generic script to match the logon sequence of the remote computer to which you want to connect.
For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts. For information about configuring a connection to use a Switch.inf script, see To activate a logon script.
Tunneling Protocol
Point-to-Point Tunneling Protocol (PPTP)
You can access a private network through the Internet or other public network by using a virtual private network (VPN) connection with the Point-to-Point Tunneling Protocol (PPTP).
PPTP enables the secure transfer of data from a remote computer to a private server by creating a VPN across TCP/IP-based data networks. PPTP supports on-demand, multiprotocol, virtual private networking over public networks, such as the Internet.
Developed as an extension of the Point-to-Point Protocol (PPP), PPTP adds a new level of enhanced security and multiprotocol communications over the Internet. Specifically, by using the new Extensible Authentication Protocol (EAP), data transfer through a PPTP-enabled VPN is as secure as within a single LAN at a corporate site. For more information on EAP, see Extensible Authentication Protocol (EAP).
PPTP tunnels or encapsulates, IP, IPX, or NetBEUI protocols inside of PPP datagrams. This means that you can remotely run applications that are dependent upon particular network protocols. The tunnel server performs all security checks and validations, and enables data encryption, which makes it much safer to send information over nonsecure networks. You can also use PPTP in private LAN-to-LAN networking. 
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PPTP does not require a dial-up connection. It does, however, require IP connectivity between your computer and the server. If you are directly attached to an IP LAN and can reach a server, then you can establish a PPTP tunnel across the LAN. If, however, you are creating a tunnel over the Internet, and your normal Internet access is a dial-up connection to an ISP, you must dial up your Internet connection before you can establish the tunnel.
For more information about VPNs, see Virtual private network (VPN) connections. For information about creating a VPN, see To make a virtual private network (VPN) connection.
Layer Two Tunneling Protocol (L2TP)
You can access a private network through the Internet or other public network by using a virtual private network (VPN) connection with the Layer Two Tunneling Protocol (L2TP). L2TP is an industry-standard Internet tunneling protocol with roughly the same functionality as the Point-to-Point Tunneling Protocol (PPTP). The Windows 2000 implementation of L2TP is designed to run natively over IP networks. This implementation of L2TP does not support native tunneling over X.25, Frame Relay, or ATM networks. 
Based on the Layer Two Forwarding (L2F) and Point-to-Point Tunneling Protocol (PPTP) specifications, you can use L2TP to set up tunnels across intervening networks. Like PPTP, L2TP encapsulates Point-to-Point Protocol (PPP) frames, which in turn encapsulate IP, IPX, or NetBEUI protocols, thereby allowing users to remotely run applications that are dependent upon specific network protocols.
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With L2TP, the computer running Windows 2000 Server that you are logging on to performs all security checks and validations, and enables data encryption, which makes it much safer to send information over nonsecure networks. By using the new Internet Protocol security (IPSec) authentication and encryption protocol, data transfer through a L2TP-enabled VPN is as secure as within a single LAN at a corporate site. For more information about IPSec, see Internet Protocol security (IPSec).
For more information about VPNs, see Virtual private network (VPN) connections. For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
Using Network and Dial-up Connections
Monitoring network and dial-up connections
You can obtain information about an active connection by using the Status menu command. 
By using Status, you can view: 

The duration of a connection. 

The speed at which you initially connected. 

For a single-link connection and for individual links in a multilink connection, this speed is negotiated (and fixed) at the time the connection or link is established. For multilink connections, this speed is equal to the sum of the speeds of the individual links. For multilink connections, this speed varies as links are added or deleted. 

For local area connections, the number of bytes transmitted and received during a connection. For other types of connections, the number of bytes transmitted and received during a connection, and the associated compression and error statistics. 

The diagnostic tools that you can use for a connection, if any. For example, the Windows Network Troubleshooter, TCP/IP Autoping, and TCP/IP Windows IP Configuration. These tools are explicitly registered in Windows 2000 by their providers, whether the provider is Microsoft or another organization. 
For more information, see To monitor a connection.
Note

If your computer is set up to accept incoming connections, a connection icon with a user name assigned to it appears in the Network and Dial-up Connections folder as each user connects. You can view the progress of incoming connections by right-clicking a named connection, and then clicking Status. 
Making Network and Dial-up Connections
Using phone lines and modems
The most common dial-up connection is made by using a standard analog telephone line and a modem. Standard analog phone lines are available worldwide and meet most requirements of a mobile user. Standard analog phone lines are also called PSTN (public switched telephone network) or POTS (plain old telephone service).
Hundreds of modems are compatible with Windows 2000. Most modems that comply with industry standards should interoperate. However, many difficult-to-detect problems are the result of incompatible modems. To verify the compatibility of a modem, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/) 
Windows 2000 automatically detects modems. This is especially useful for users who are not sure what modem is installed (for example, an internal modem). You can use shared modem pools for dial-up connections. Modem data compression and error control are available on most modems. However, built-in software compression offers enhanced performance over modem data compression.
For information about connecting to a network by using a phone line, see To make a dial-up connection by using a phone line.
Using ISDN lines
To enhance connection speeds, you can use an Integrated Services Digital Network (ISDN) line. Whereas standard phone lines typically transmit from 28.8 to 56 kilobits per second (Kbps), typical ISDN devices are capable of 64 or 128 Kbps. This is slower than local area networks supported by high-speed data communications technology, but faster than analog telephone lines. ISDN provides end-to-end digital connectivity between your computer and a remote computer or network by using a local telephone line for network connection.
An ISDN line must be installed by the phone company at your site and at the remote access server. Also, an ISDN adapter must be installed in place of a modem in both your computer and the remote access server. For information about installing an ISDN adapter, see To install an ISDN adapter. Costs for ISDN equipment and lines may be higher than standard modems and phone lines. However, the speed of communication reduces the duration of the connection time, thereby possibly saving toll charges.
An ISDN line comes with two B channels that transmit data at 64 Kbps, and one D channel for signaling that transmits data at 16 Kbps. You can configure each B channel to operate as a port. With this configuration, line speed increases to 128 Kbps. Channel aggregation schemes are specific to each driver, so you must use the same driver and equipment on the client and server.
Multilink dialing over ISDN combines multiple physical links into a logical bundle. This aggregate link increases your bandwidth. To use Multilink, both your connection and the remote access server must have Multilink enabled. For more information about the Multilink feature, see Configuring multiple device dialing.
For information about creating an ISDN network connection, see To make a dial-up connection by using an ISDN line. For information about configuring ISDN network connection settings, see To configure ISDN settings.
Using X.25
An X.25 network transmits data with a packet-switching protocol, bypassing noisy telephone lines. This protocol relies on an elaborate worldwide network of packet-forwarding nodes that can participate in delivering an X.25 packet to its designated address.
Network and Dial-up Connections supports X.25 by using packet assemblers/disassemblers (PADs) and X.25 cards. You can also use a modem and special dial-up X.25 carriers (such as Sprintnet and Infonet) in place of a PAD or X.25 smart card on your computer.
Remote access clients running Windows 2000 Professional or Windows 2000 Server can use either an X.25 card or dial in to an X.25 PAD to create connections. To accept incoming connections on a computer using X.25 running Windows 2000 Professional or Windows 2000 Server, you must use an X.25 card. 
For more information about installing an X.25 card, see To install X.25.
For information about creating an X.25 connection, see To make a dial-up connection by using X.25.
Local area connections
Typically, computers running Windows 2000 are connected to a local area network (LAN). When you install Windows 2000, the operating system detects your network adapter and creates a local area connection for you. It appears, like all other connection types, in the Network and Dial-up Connections folder. By default, a local area connection is always activated. A local area connection is the only type of connection that is automatically created and activated.
If you disconnect your local area connection, the connection is no longer automatically activated. Because your hardware profile remembers this, it accommodates your location-based needs as a mobile user. For example, if you travel to a remote sales office and use a separate hardware profile for that location that does not enable your local area connection, you do not waste time waiting for your network adapter to time out. The adapter does not even try to connect.
If your computer has more than one network adapter, a local area connection icon for each adapter is displayed in the Network and Dial-up Connections folder.
Examples of LAN connections include Ethernet, Token Ring, cable modems, DSL, FDDI, IP over ATM, IrDA (Infrared), wireless, and ATM-emulated LANs. Emulated LANs are based on virtual adapter drivers such as the LAN Emulation Protocol.
If changes are made to your network, you can modify the settings of an existing local area connection to reflect those changes. For information about modifying a connection, see To configure a connection. With the Status menu option in Network and Dial-up Connections, you can view connection information such as connection duration, speed, amounts of data transmitted and received, and any diagnostic tools available for a particular connection. For information about using the Status menu option, see To view the status of a local area connection.
If you install a new LAN adapter in your computer, the next time you start Windows 2000, a new local area connection icon appears in the Network and Dial-up Connections folder. Plug and Play functionality finds the network adapter and creates a local area connection for it. You can add a PC card while the computer is on, and you do not have to restart Windows 2000. The local area connection icon is immediately added to the folder. You cannot manually add local area connections to the Network and Dial-up Connections folder.
You can configure multiple LAN adapters through the Advanced Settings menu option. You can modify the order of adapters that are used by a connection, and the associated clients, services, and protocols for the adapter. You can modify the provider order in which this connection gains access to information on the network, such as networks and printers.
You configure the device a connection uses, and all of the associated clients, services, and protocols for the connection, through the Properties menu option. Clients define the access of the connection to computers and files on your network. Services provide features such as file and printer sharing. Protocols, such as TCP/IP, define the language your computer uses to communicate with other computers. 
Depending on the status of your local area connection, the icon changes appearance in the Network and Dial-up Connections folder, or a separate icon appears in the taskbar. By design, if a LAN adapter is not detected by your computer, a local area connection icon does not appear in the Network and Dial-up Connections folder. The following table describes the different local area connection icons.
Icon
Description
Location
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The local area connection is active
Network and Dial-up Connections folder
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The media is disconnected
Network and Dial-up Connections folder
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The media is disconnected
Taskbar
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The driver is disabled
Network and Dial-up Connections folder
Direct connections
With Network and Dial-up Connections, you can create a physical connection to another computer by using a serial cable, a DirectParallel cable, a modem, an ISDN device, or other method. For example, you may have a Windows CE Handheld PC that you want to connect to your network. Or, you may have two or more networks in the same location that are not physically connected. If you want to use resources on both networks from one computer, you can use a serial cable connection with an RS-232C null modem cable. You connect an RS-232C cable from a COM port on the computer to a COM port on your remote access server, which is used to create network access. You can also use an RS-232C null modem as a substitute for a network adapter if your computer is located physically near (less than 50 feet of cable) a remote access server. For more information about null modem cabling, see Null modem cabling.
The DirectParallel driver supports computer-to-computer connections by using standard and enhanced (ECP) parallel ports, which use Parallel Technologies' Basic or Fast parallel cables. For more information about using a DirectParallel cable for a direct connection, see DirectParallel access.
Remote access authentication methods control access to your network, not resources on the network. Having a Windows CE device directly attached to a computer on your network is analogous to having a computer attached to your network, but not logged on. In that instance, you attached and accessed the network without using authentication of any kind.
In Windows 2000, once you are present on a network, resource control is managed in various ways: Local Users and Groups, Active Directory, Group Policy, file and printer sharing, and so on.
Therefore, if you have set up a direct network connection using, for example, a Windows CE device, you need to ensure that resource control is in place that enforces access to privileged folders, printers, and so on.
Authentication methods are designed for remote computing, where the computer dialing in does not have access to the network until credentials such as user name and password are exchanged.
For information about creating a direct network connection, see To make a direct network connection.
Note

To create or modify a direct network connection, you must be a member of the Administrators group. 
Incoming connections
By creating an incoming connection, a computer running Windows 2000 Professional or stand-alone Windows 2000 Server can act as a remote access server. You can configure an incoming connection to accept the following connection types: dial-up (modem, ISDN, X.25), virtual private network (VPN) (PPTP, L2TP), or direct (serial, infrared). On a computer running Windows 2000 Professional, an incoming connection can accept up to three incoming calls, up to one of each of these types. On a computer running Windows 2000 Server, the number of inbound calls is only limited by the computer and its hardware configuration. For information about earlier versions of Windows NT Server (and other operating systems) that can connect to an incoming connection, see Incoming connection clients.
You can use the Mulitlink feature to configure multiple modems or ISDN adapters for use with incoming dial-up connections. For more information on Multilink, see Configuring multiple device dialing.
When you create a connection, the users that can connect to your incoming connection and their network protocols are selected. Each user that connects to an incoming connection must have established a local user account. For more information about user settings such as name, password, and callback rights, see To grant incoming connection access rights to your computer. For more information about configuring your connection for the TCP/IP network protocol, see To configure an incoming connection to use TCP/IP. For more information about configuring your connection for the IPX network protocol, see To configure an incoming connection to use IPX.
For information about creating an incoming connection, see To make an incoming network connection.
Notes

For large numbers of incoming connections on a computer running Windows 2000 Server that operates as part of a distributed network, or as a domain controller, you can use Windows 2000 Server Routing and Remote Access to create a remote access server. 

To create an incoming connection, you must be a member of the Administrators group. 

Users do not need to use incoming connections to allow access to shared resources, such as files and printers, over a local area network. In order to enable shared access to resources on the local computer, you must enable file and print sharing, share the resources, and then set the appropriate permissions. For information about sharing a folder, see To share a folder or drive with other people. 
Incoming connections and IP addresses
IP addresses are assigned to computers that connect to an incoming connections computer in one of two ways:

They are automatically allocated by DHCP. 

They are assigned based on a range of addresses that is defined in the TCP/IP properties for the incoming connection. 
If you want to specify a range of IP addresses, you must provide a starting IP address and an ending IP address for the range. Network and Dial-up Connections calculates the number of addresses that can be used within the starting and ending addresses of the range. For more information about specifying the range, and the affects of a subnet on the address range, see To configure an incoming connection to use TCP/IP.
If the incoming connections computer is attached to another network, and the specified address range consists of a subset of IP addresses for the network to which the computer is attached, you must ensure that the addresses in the range are not already assigned to other TCP/IP nodes within the attached network. This is recommended because using a subset of the larger network's addresses requires less manual configuration of the intranet nodes.
If you must use a range of addresses that is not a subset of the network to which the incoming connections computer is attached, then steps must be taken to ensure that computers on the network attached to the incoming connections computer can reach the incoming connection clients. To do this, you can create a route to the incoming client computers on the intranet computers by configuring your intranet hosts with the IP address of the incoming connections computer as a default gateway. 

If your intranet hosts are configured to obtain an IP address automatically and a Dynamic Host Configuration Protocol (DHCP) server is present, you can configure your DHCP server to assign the default gateway. 

If your intranet hosts are configured to obtain an IP address automatically and a DHCP server is not present (you are using the Automatic Private IP Addressing feature of Windows 2000 and Windows 98), then you must manually configure all of your intranet hosts with an IP address, subnet mask, and default gateway. 
For more information, see To configure a default gateway.
Note

If the incoming connections computer is already configured for Internet connection sharing, you do not need to configure the default gateway setting. Internet connection sharing automatically makes its Internet interface the default gateway for all computers on the intranet. 
Incoming connection clients
Windows 2000 provides support to incoming connections from the following operating systems, in addition to Windows 2000 clients:

Windows NT version 4.0 clients 

Windows NT version 4.0 clients can take full advantage of all incoming connection features except dynamic allocation of multilinked lines, Extensible Authentication Protocol (EAP), IPSec client to server data security, and L2TP for tunneling across intervening networks.

Windows NT version 3.1, 3.5, and 3.51 clients 

Windows NT version 3.5x clients can take full advantage of incoming connection features, except for Multilink functionality. Windows NT 3.5x clients negotiate the logon process and authentication with the incoming connection. You can also configure these clients to use scripts that completely automate the logon process.

Windows NT version 3.1 clients do not support the Point-to-Point Protocol (PPP) introduced in Windows NT 3.5. Only Windows NT 3.5x or other PPP clients provide the support necessary to run TCP/IP or IPX applications on clients that directly communicate with servers on the LAN by using TCP/IP or IPX.

Windows 98 clients 

Windows 98 clients can take full advantage of incoming connection features, except dynamic allocation of multilinked lines and the Extensible Authentication Protocol. Windows 98 clients negotiate the logon process and authentication with the server. You can also configure these clients to use scripts that completely automate the logon process.

Windows 95 clients 

Windows 95 clients can take full advantage of incoming connection features, except the use of Multilink, dynamic allocation of multilinked lines, and Extensible Authentication Protocol. Windows 95 clients negotiate the logon process and authentication with the server. You can also configure these clients to use scripts that completely automate the logon process.

Macintosh clients 

Macintosh users can connect to a computer running Windows 2000 Server and access Macintosh file volumes and AppleTalk printers by using the AppleTalk Control Protocol (ATCP).

Windows For Workgroups, MS-DOS, and LAN Manager clients 

Windows 2000 Server provides a Microsoft Network Client version 3.0 for MS-DOS and a Windows for Workgroups client that provide remote access. Separately purchased Windows for Workgroups and LAN Manager Network and Dial-up Connections clients can also connect to an incoming connection.

You must set up the Microsoft Network Client 3.0 for MS-DOS to use the full redirector (the default setting). If the basic redirector is used, the remote access program Rasphone cannot start, and an incoming connection cannot be reached.

Windows for Workgroups, MS-DOS, and LAN Manager clients can use the remote access NetBIOS gateway to access NetBIOS servers running TCP/IP, IPX, or NetBEUI, but these clients cannot run applications that must use TCP/IP or IPX on the client.

These clients also do not support the PPP protocol introduced in Windows NT 3.5. 

PPP clients 

Non-Microsoft PPP clients that use TCP/IP, IPX, or NetBEUI can access an incoming connection. The incoming connection automatically negotiates authentication with PPP clients; special configuration for non-Microsoft PPP clients is not required.

For more information about your PPP client, see the software documentation for your PPP client. 
For information about creating and configuring incoming connections, see Incoming connections.
Internet connection sharing
With the Internet connection sharing feature of Network and Dial-up Connections, you can use Windows 2000 to connect your home network or small office network to the Internet. For example, you might have a home network that connects to the Internet by using a dial-up connection. By enabling Internet connection sharing on the computer that uses the dial-up connection, you are providing network address translation, addressing, and name resolution services for all computers on your home network. For information about enabling Internet connection sharing, see To enable Internet connection sharing on a network connection. 
After Internet connection sharing is enabled, and users verify their networking and Internet options, home network or small office network users can use applications such as Internet Explorer and Outlook Express as if they were already connected to the Internet Service Provider (ISP). The Internet connection sharing computer then dials the ISP and creates the connection so that the user can reach the specified Web address or resource. To use the Internet connection sharing feature, users on your home office or small office network must configure TCP/IP on their local area connection to obtain an IP address automatically. For more information, see To configure TCP/IP settings. Also, home office or small office network users must configure Internet options for Internet connection sharing. For more information, see To configure Internet options for Internet connection sharing. 
The Internet connection sharing feature is intended for use in a small office or home office where network configuration and the Internet connection are managed by the computer running Windows 2000 where the shared connection resides. It is assumed that on its network, this computer is the only Internet connection, the only gateway to the Internet, and that it sets up all internal network addresses. 
You might need to configure applications and services on the Internet connection sharing computer to work properly across the Internet. For example, if users on your home network want to play the Diablo game with other users on the Internet, you must configure the Diablo application on the connection where Internet connection sharing is enabled. Conversely, services that you provide must be configured so that Internet users can access them. For example, if you are hosting a Web server on your home network and want Internet users to be able to connect to it, you must configure the Web server service on the Internet connection sharing computer. For more information, see To configure Internet connection sharing for applications and services. 
For information about the protocols, services, interfaces, and routes that are configured by enabling Internet connection sharing, see Internet connection sharing settings. 
Important

To configure Internet connection sharing, you must be a member of the Administrators group. 

You should not use this feature in an existing network with other Windows 2000 Server domain controllers, DNS servers, gateways, DHCP servers, or systems configured for static IP addresses. If you are running Windows 2000 Server, and one or more of these components exist, you must use network address translation to achieve the same result. For more information, see Deploying network address translation. 

A computer with Internet connection sharing needs two connections. One connection, typically a LAN adapter, connects to the computers on the home network. The other connection connects the home network to the Internet. You need to ensure that Internet connection sharing is enabled on the connection that connects your home network to the Internet. By doing this, the home network connection appropriately allocates TCP/IP addresses to its own users, the shared connection can connect your home network to the Internet, and users outside your home network are not at risk of receiving inappropriate addresses from your home network. By enabling Internet connection sharing on a connection, the Internet connection sharing computer becomes a Dynamic Host Configuration Protocol (DHCP) allocator for the home network. DHCP distributes TCP/IP addresses to users as they start up. If Internet connection sharing is enabled on the wrong network adapter, users outside your home network might be granted TCP/IP addresses by the home network DHCP allocator, causing problems on their own networks. 

When you enable Internet connection sharing, the adapter connected to the home or small office network is given a new static IP address configuration. Consequently, TCP/IP connections established between any small office or home office computer and the Internet connection sharing computer at the time of enabling Internet connection sharing are lost and need to be reestablished. 
Notes

You cannot modify the default configuration of Internet connection sharing. This includes items such as disabling the DHCP allocator or modifying the range of private IP addresses that are distributed, disabling the DNS proxy, configuring a range of public IP addresses, or configuring inbound mappings. If you want to modify any of these items, you must use network address translation. 

If your home office users need to access a corporate network that is connected to the Internet by a tunnel server from an Internet connection sharing network, they need to create a virtual private network (VPN) connection to tunnel from the computer on the Internet connection sharing network to the corporate tunnel server on the Internet. The VPN connection is authenticated and secure and creating the tunneled connection allocates proper IP addresses, DNS server addresses, and WINS server addresses for the corporate network. For more information about creating a virtual private network (VPN) connection, see To make a virtual private network (VPN) connection. 
Internet connection sharing settings
When you enable Internet connection sharing, certain protocols, services, interfaces, and routes are configured automatically. The following table describes these configured items.
Configured item
Action
IP address 192.168.0.1
Configured with a subnet mask of 255.255.255.0 on the LAN adapter that is connected to the small office or home office network.
Autodial feature
Enabled.
Static default IP route
Created when the dial-up connection is established.
Internet connection sharing service
Started.
DHCP allocator
Enabled with the default range of 192.168.0.1 and a subnet mask of 255.255.255.0.
DNS proxy
Enabled.
For information about Internet connection sharing, see Internet connection sharing.
Note

If you are enabling Internet connection sharing on a LAN connection, TCP/IP for the LAN interface that is connected to the Internet must be configured with a default gateway. If static TCP/IP addressing is used for this interface, see To configure TCP/IP for static addressing. If DHCP is being used by your ISP to allocate addresses for this interface, see To configure TCP/IP for dynamic addressing. 
Internet connections
With Network and Dial-up Connections, connecting to the Internet is easy. You can use the following components to gain access to the Internet:

The TCP/IP protocol that is enabled for your network connection. 

If you are part of a corporate domain, a user account with remote access permissions. 

A modem or other connection to an Internet service provider (ISP). 

An account with an ISP. 
Your Internet connection dials the ISP and logs you on to the system. The actual sequence for logging on varies based on the requirements of the ISP you are calling. PPP connections are often entirely automatic. SLIP connections may require you to log on by using Terminal, which may or may not permit you to automate the logon process with scripts in the Switch.inf file.
For more information, see:

TCP/IP

ISP access methods

Internet service providers

Using PPP for Internet connections

To make an Internet connection

To use Windows 2000 to connect to MSN
Note

Before you create an Internet connection, check with your ISP to verify the required connection settings. A connection to your ISP may require one or more of the following settings: 

A specific IP address. 

IP header compression (for PPP). 

addresses and domain names. 

Optional settings, such as Internet Protocol security (IPSec). 
ISP access methods
A connection to an Internet service provider (ISP) can be through a modem and telephone line, an ISDN adapter and ISDN line, the AppleTalk Control Protocol (ATCP), an X.25 network, the Point-to-Point Tunneling Protocol (PPTP), or the Layer Two Tunneling Protocol (L2TP).
If you are using a modem, you will want the fastest possible speed to reduce downloading time while on the Internet. A modem of 28.8 Kbps or above is recommended. For more information about modems, see Modems. 
For information about creating an Internet connection, see To make an Internet connection. 
Internet service providers
There are Internet service providers (ISPs) around the world. Similar to other online services or bulletin boards, you dial the service number and log on to the remote system. Once connected, you have access to the Internet and any other services, such as electronic mail, that are provided by the ISP. Fees usually apply for commercial ISPs.
For information about creating an Internet connection, see To make an Internet connection.
Virtual Private Network (VPN) Connections
With the Point-to-Point Tunneling Protocol (PPTP) or Layer Two Tunneling Protocol (L2TP), which are automatically installed on your computer, you can securely access resources on a network by connecting to a remote access server running Windows 2000 through the Internet or other network. The use of both private and public networks to create a network connection is called a virtual private network (VPN). The following table describes the advantages of using VPN connections. For more information, click an advantage.
Advantage
Example
Cost advantages
The Internet is used as a connection instead of a long-distance telephone number or 1-800 service. Because an ISP maintains communications hardware such as modems and ISDN adapters, your network requires less hardware to purchase and manage.
Outsourcing dial-up networks
You can make a local call to the telephone company or Internet service provider (ISP), which then connects you to a remote access server running Windows 2000 and your corporate network. It is the telephone company or ISP that manages the modems and telephone lines required for dial-up access. Because the ISP supports complex communications hardware configurations, a network administrator is free to centrally manage user accounts at the remote access server. 
Enhanced security
The connection over the Internet is encrypted and secure. New authentication and encryption protocols are enforced by the remote access server. Sensitive data is hidden from Internet users, but made securely accessible to appropriate users through a VPN.
Network protocol support
Because the most common network protocols (including TCP/IP, IPX, and NetBEUI) are supported, you can remotely run any application dependent upon these particular network protocols.
IP address security
Because the VPN is encrypted, the addresses you specify are protected, and the Internet only sees the external IP address. For organizations with nonconforming internal IP addresses, the repercussions of this are substantial, as no administrative costs are associated with having to change IP addresses for remote access via the Internet.
There are two ways to create a VPN connection: By dialing an ISP, or by connecting directly to the Internet, as shown in the following examples.
In the first example, the VPN connection first makes a call to an ISP. After the connection is established, the connection then makes another call to the remote access server that establishes the PPTP or L2TP tunnel. After authentication, you can access the corporate network, as shown in the following illustration. 
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In the second example, a user who is already connected to the Internet uses a VPN connection to dial the number for the remote access server. Examples of this type of user include a person whose computer is connected to a local area network, a cable modem user, or a subscriber of a service such as ADSL, where IP connectivity is established immediately after the user's computer is turned on. The PPTP or L2TP driver makes a tunnel through the Internet and connects to the PPTP-enabled or L2TP-enabled remote access server. After authentication, the user can access the corporate network, achieving the same functionality as the preceding example.
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For information about creating a VPN connection, see To make a virtual private network (VPN) connection. For information about the ways Active Directory can tighten security measures for VPNs, see VPN administration.
Notes

Connecting directly to the Internet means direct IP access without going through an ISP. (For example, some hotels allow you to use an Ethernet cable to connect to the Internet.) 

If you have an active Winsock Proxy client, you cannot create a VPN. A Winsock Proxy client immediately redirects data to a configured proxy server before the data can be processed in the fashion required by a VPN. To establish a VPN, you should disable the Winsock Proxy client. 
Cost advantages
By using virtual private networks (VPNs), mobile professionals and telecommuters can access their corporate local area network (LAN) over the Internet for a fraction of the cost of traditional remote access solutions. Just as it is more cost effective to make use of the phone company's massive switching system, rather than stringing up your own telephone lines and investing in your own switch, dialing the IP address or DNS name of your PPTP-enabled remote access server makes use of the physical base of routers of the Internet, ATM switches, and digital and analog lines, without sacrificing security.
You can use a network adapter to dial in to a virtual private network, as you would dial a modem to connect to a traditional remote server. VPNs offer corporations a release from the cost and maintenance obligations of components such as modem banks and dedicated analog (1-800) phone lines. The modems and their associated infrastructure remain centralized at the Internet service provider's locations, without sacrificing security or the ability to control remote connections. At the same time, the benefits of secure access to private data are ensured by additional VPN-required authenticated access, encryption, and user data compression. 
For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
Outsourcing dial-up networks
The communications hardware that is available for supporting dial-up needs can be complicated and not well-integrated. For a large organization, putting together a remote access server running Windows 2000 requires modems, serial controllers, and many cables. Furthermore, many solutions do not provide a single integrated way to efficiently support V.34 and ISDN dial-up lines. 
Many corporations like to outsource dial-up access to their corporate backbone networks in a manner that is cost-effective, hassle-free, protocol-independent, secure, and that requires no changes to the existing network addressing. Virtual WAN support by using virtual private network (VPN) connections is one way an Internet service provider (ISP) can meet the needs of corporations. In this way, the oursourcing company maintains and manages remote access modems and lines, leaving a system administrator free to manage users and their authentication needs.
This type of solution takes advantage of proven PPP authentication, encryption, and compression technologies. For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
The following illustration shows an example of outsourcing.
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The connection does not need to have a PPTP driver; the client simply makes a PPP connection to the modem pool or communications server. The communication server or modem pool must implement PPTP for communication with the remote access server.
Enhanced security
Virtual private network (VPN) connections enabled with PPTP and L2TP are authenticated by using PPP user-level authentication methods. These include Password Authentication Protocol (PAP), Challenge Handshake Authentication Protocol (CHAP), Shiva Password Authentication Protocol (SPAP), Microsoft Challenge Authentication Protocol (MS-CHAP), and optionally, Extensible Authentication Protocol (EAP). 
By using the new Extensible Authentication Protocol (EAP) and Internet Protocol security (IPSec) security options, a virtual private network provides enhanced security for remote users. For example, if your remote access server has been configured to require EAP for authorization, the highest level of authentication is enforced for the dial-up or virtual network and dial-up connections of the remote access server. By taking advantage of Point-to-Point Protocol (PPP) authentication and encryption options, defining PPTP filtering on your remote access server, and restricting remote access servers on the Internet to only accept authenticated PPTP clients who encrypt data, your system administrator can tighten data security and manage remote users much more efficiently.
In some environments, data is so sensitive that it needs to be physically separated, and hidden, from the majority of corporate users. Finance or human resources data are examples of this type of data. Corporations can use VPN connections through a VPN server to physically separate extremely sensitive data servers, yet allow secure access to the data by selected users. Users on the corporate intranet who have been granted the appropriate permissions can establish a remote client VPN connection with the VPN server and can access the protected resources of the sensitive department network. Additionally, all communication across the VPN is encrypted for data confidentiality. Users who do not have proper permissions to establish a VPN with the VPN server cannot see the hidden server.
For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
Network protocol support
Because virtual private networks (VPNs) support the most common network protocols, it is easy for clients on Ethernet, TCP/IP, IPX, and NetBEUI networks to use VPNs. Any network protocol supported by Windows 2000 remote access is inherently supported in a VPN. This means that you can remotely run applications that are dependent upon particular network protocols. In turn, this translates to reduced costs in setting up and maintaining VPN connections.
For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
IP address security
If you are using a nonregistered IP address (or an address that InterNIC has reserved for private networks such as the 10.x.y.z range), you can route through the Internet by providing a valid public IP address. Inside the virtual private network (VPN) envelope are packets with your address and the destination private address. Because the packet is encrypted, the addresses you specify on the remote private network are protected. The Internet only sees the public IP address. For organizations with nonconforming internal IP addresses, the repercussions of this are substantial, as no administrative costs are associated with having to change IP addresses for remote access.
For information about creating a VPN connection, see To make a virtual private network (VPN) connection.
VPN administration
By using Active Directory in Windows 2000 Server, your system administrator can configure virtual private network (VPN) user settings that significantly tighten security measures, such as required levels of data and password encryption and authentication. These requirements can be applied to individual users, or to a group (or profile) of similar users. For example, a system administrator can configure remote access dial-in settings to define a group profile such that all users who are assigned to that profile are required to authenticate by using the Extensible Authentication Protocol (EAP) and encrypt their data by using strong (128-bit) data encryption. By assigning a user to the group profile, these security measures are automatically required when anyone in that group profile connects to the remote access server.
For information about configuring connections, see To configure a connection.
Configuring Network and Dial-up Connections
Configuring a network or dial-up connection 
You can change a network or dial-up connection by modifying its settings. Dial-up settings, such as the phone number of the connection, the number of redial attempts, and so on, are defined for each connection. These pre and post connection settings do not modify or affect the settings of other connections. For example, you may have a dial-up connection that attempts to redial 10 times a server that is frequently busy. You may have a second dial-up connection that attempts to redial three times another server that is more readily available. The redial setting of the first connection never causes the second connection to redial more than its own established three times. There is no need to make changes to any settings outside of the settings of the dial-up connection.
Changes to some networking settings of a connection can affect other connections. For example, if you add the AppleTalk protocol to the list of available network components for one connection, the AppleTalk protocol also is available to other connections on the same computer.
You can modify connection settings when you are connected. You can also rename a connection when it is connected. However, the connection may need to be reconnected in order to save the changes. If this happens, the connection is disconnected, the changes are stored, and the connection is immediately reconnected.
Each connection is configured with general settings that are the minimum information needed to successfully connect. These options are found on the General tab. For example, a local area connection only needs to list its network adapter. For a dial-up connection, the General tab includes required information, such as the device used to dial, the area code, the phone number, and the country/region code to dial.
For outgoing connections, you can set additional configuration options on the Options, Security, Networking, and Sharing tabs. You can set additional configuration options for an incoming connection on the Users and Networking tabs. 
You can configure advanced settings from Advanced Settings on the Advanced menu of the Network and Dial-up Connections folder. By modifying these settings, you can improve performance. For example, Windows 2000 accesses network providers and protocols in the order specified in Advanced Settings. If your LAN connection is enabled to access NetWare and Microsoft Windows networks that use TCP/IP and IPX, but your primary connection is to a Microsoft Windows network that uses TCP/IP, you can move Microsoft Windows Network to the top of the Network Providers list on the Provider Order tab, and move Internet Protocol (TCP/IP) to the top of the File and Printer Sharing for Microsoft Networks binding on the Adapters and Bindings tab. By changing your provider order, and by changing the order of protocols bound to those providers, you can improve performance. For more information about modifying the order of network providers, see To modify the network provider order. For more information about modifying the protocol binding order, see To modify the protocol bindings order.
For more information about configuring connections, see To configure a connection.
Configuring dial-up options
There are many dialing features that you can use to streamline the dial-up connection process. For instructions about configuring a dialing feature, click the feature in the following table.
Dialing feature
Function
To configure callback
Reduces phone charges by having the remote access server dial back to your location after you initially connect.
To configure autodial
Remembers network addresses to connection destinations, which allows them to be automatically dialed when referenced from an application or from the command prompt. 
To enable multiple device dialing
Combines multiple physical links, which increases the aggregate bandwidth of your connection, and dynamically dials and drops multilinked lines as needed.
To configure phone number modifiers
Manually inserts characters to force dialing behaviors (pause, suspend dialing until input provided, and so on).
To configure redial options
Specifies the number of times your connection automatically redials when you fail to connect to your remote access server. You can also set this feature to reconnect automatically when an inactive link is dropped.
To assign multiple phone numbers to a connection
Assigns more than one destination phone number to your dial-up connection. This is useful if you have a pool of phone numbers to connect to.
To enable operator-assisted calls or manual dialing
Overrides automatic dial-up situations where intervention is required. For example, when you call through a manually operated switchboard.
Note

You can configure dial-up options that apply to all connections within a location (for example, dialing 9 for an outside line, disabling call waiting, using pulse dialing instead of tone dialing, and so on) in Phone and Modem Options. For more information, see To set dialing properties for a location. 
Configuring redial options
With redial options, you can determine the number of times your connection automatically redials when you fail to connect to a remote access server. You can also reconnect automatically when a link is dropped.
By default, a dial-up connection is set up to redial three times (at one minute intervals) if it cannot reach its remote access server. Also by default, a connection idles indefinitely and does not redial if the line is dropped.
For information about configuring redial options, see To configure redial options. 
Configuring multiple device dialing
The Network and Dial-up Connections feature performs PPP Multilink dialing over multiple ISDN, X.25, or modem lines. The feature combines multiple physical links into a logical bundle and the resulting aggregate link increases your connection bandwidth. To dial multiple devices, both your connection and your remote access server must have Multilink enabled. 
Network and Dial-up Connections can dynamically control the use of multilinked lines. By allocating lines only as they are required, thereby eliminating excess bandwidth, you can realize a significant efficiency advantage. You can configure the conditions under which extra lines are dialed, and underused lines are hung up, through Network and Dial-up Connections settings.
For more information, see To configure multiple device dialing.
Note

If you use Multilink to dial a server that requires callback, then only one of your multilinked devices is called back. This is because you can only store one number in a user account. Therefore, only one device connects and all other devices fail to complete the connection, and your connection loses Multilink functionality. You can avoid this problem: 

If the multilinked phonebook entry uses an standard modem configuration, and the remote access server that your connection is calling uses more than one line for the same number. 

If the multilinked phonebook entry is ISDN with two channels that have the same phone number.
Optional networking components
You can add or remove optional networking components from Windows 2000. Optional networking components support network operations performed by Windows 2000 and are not automatically installed with Windows 2000. Some of these components include the Route Listening Service, Simple TCP/IP Services, SNMP Services, and Print Services for Unix.
For information about installing optional networking components, see To add optional networking components.
Client for Microsoft Networks
The Client for Microsoft Networks component allows a computer to access resources on a Microsoft network.
The component is installed and enabled by default. You should not need to configure the component unless you are running software from The Open Group, such as Distributed Computing Environment (DCE) server or client kits. If you are, contact your system administrator for the correct DCE Cell Directory Service network address.
The Client for Microsoft Networks component is the equivalent of the Workstation service in Windows NT 4.0.
For information about configuring the Client for Microsoft Networks component, see To configure Client for Microsoft Networks.
File and Printer Sharing for Microsoft Networks
The File and Printer Sharing for Microsoft Networks component allows other computers on a network to access resources on your computer by using a Microsoft network.
The component is installed and enabled by default. It is enabled per connection and is necessary to share local folders.
The File and Printer Sharing for Microsoft Networks component is the equivalent of the Server service in Windows NT 4.0.
For information about configuring the File and Printer Sharing for Microsoft Networks component, see To configure File and Printer Sharing for Microsoft Networks. For information about sharing folders, see To share a folder or drive with other people.
Mobile users and certificates
If you are a mobile user, you need to enable the use of certificates on your computer. Unless your system administrator preconfigures your computer with machine and user certificates before you receive it, you must connect to your corporate network by using conventional, password-based authentication methods to get your machine and user certificates. At the time you connect, you join your computer to the corporate domain, obtain certificates, and set certificates policy. The next time you connect to the corporate network, you can use certificate-based authentication methods such as EAP.
To enable the use of certificates on a computer, do the following: 
 1.
Connect to the corporate network by using a dial-up or PPTP network connection, and authentication protocols such as MS-CHAP, or MS-CHAP v2. When you connect, your computer name joins the corporate domain and receives machine certificates. 
 2.
Request a user certificate. For more information about requesting certificates, see To request a certificate, To submit a user certificate request via the Web, and Requesting certificates. 
 3.
Create another connection that uses certificate-based authentication, and then connect again by using certificate-based authentication methods such as EAP or IPSec. For more information about enabling a connection to use a smart card or other certificate, see To enable smart card or other certificate authentication. 
You can avoid these steps by having your system administrator load machine and user certificates before you take your laptop out onto the road.
Note

For machine certificates to be received automatically, you must implement public key policies (by using Group Policy) that autoenroll computers to receive certificates. If the machine certificate process is not automated, you must log on to your computer as an Administrator, install Certificate Services, and request a computer certificate. For more information, see To manage certificates for a computer and To manage certificates for your user account. 
Using Terminal and Scripting
Using the Terminal feature for the remote logon process
For a PPP or SLIP server, if the remote computer you connect to requires that you log on with a terminal-emulation screen, you must configure the script settings for that network connection to use a Terminal logon window. With this logon process, after your connection connects to the remote system, a character-based window displays the logon sequence from the remote computer. You can use this window for logging on to the remote computer. For more information, see To use the Terminal feature to log on to a remote computer. Alternatively, you can automate this manual logon process as described in Automating the dial-up logon process by using Switch.inf scripts.
Some commercial networks present a large menu of available services before you log on. On SLIP servers, typically running on UNIX, you may go through an extensive sequence of commands that updates files, collects data about you, or configures your SLIP connection during your logon process. On a newer PPP server, you may be prompted for only your user name and password before you are given a connection.
Note

If the remote computer is a remote access server running Windows, you do not need to use a Terminal logon window. Instead, the logon process is completely automated for you. 
Using device command (.inf) files
Network and Dial-up Connections uses the Switch.inf and Pad.inf files to automate the interactive logon process with servers and to initialize X.25 packet assemblers/disassemblers (PADs). These device command (.inf) files, located in the systemroot\System32\Ras folder, use the same commands and syntax to communicate with devices or computers automatically. 
Switch.inf
You can use the commands in this file when you connect to the network through a security host or a remote server that requires you to log on interactively (for example, a UNIX server). You can create a script by typing the name of the device in brackets and then adding one or more commands following the device name. After you create the script, activate the script (on the Security tab) for each connection that will use the script. You can use the scripts before you dial (for example, modem pools) or after you dial (for example, using security hosts or actually logging on to a remote server). For more information, see Automating the remote logon process by using Switch.inf scripts.
Pad.inf
You can use the commands in this file when you connect to the network through an X.25 PAD. Most supported PADS have scripts that are provided in Pad.inf. If necessary, you can create a script by typing the name of the device within brackets and then adding one or more commands following the device name. After you create the script, activate the script (on the Security tab) for each connection that will use the script. 
Automating the Dial-up Logon Process by Using Windows Scripting
As an alternative to using the Switch.inf file, you can also use the Windows 95 scripting language to automate the logon process for dial-up connections.
Many Internet service providers (ISPs) and online services require you to manually enter information, such as your user name and password, to establish a connection. With scripting support for Network and Dial-up Connections, you can write a script to automate this process. 
A script is a text file that contains a series of commands, parameters, and expressions required by your ISP or online service to establish the connection and use the service. You can use any text editor, such as Microsoft Notepad, to create a script file. Once you create the script file, you can then assign it to a specific connection.
The following sample scripts are located in systemroot\System32\Ras.
File
Description
Cis.scp
How to establish a PPP connection with Compuserve.
Pppmenu.scp
How to establish a PPP connection with a host that uses a menu system.
Slip.scp
How to establish a SLIP connection with a host.
Slipmenu.scp
How to establish a SLIP connection with a host that uses a menu system.
For information about activating a script, see To activate a logon script.
For more information about using the Windows 95 scripting language, see the following:

Basic structure of a script

Variables

System variables

String literals

Expressions

Comments

Keywords

Commands

Reserved words
Basic structure of a script
A command is the basic instruction that a script file contains. Some commands require options that further define what the command should do. An expression is a combination of operators and arguments that create a result. You can use expressions as values in any command. Examples of expressions include arithmetic, relational comparisons, and string concatenations.
The basic form of a script for Network and Dial-up Connections is as follows:
   ;
   ; A comment begins with a semicolon and extends to
   ; the end of the line.
   ;
   proc main
      ; A script can have any number of variables
      ; and commands.
      variable declarations
      command block
   endproc
A script must have a main procedure, specified by the proc keyword, and a matching endproc keyword, indicating the end of the procedure. 
You must declare variables before you add commands. The first command in the main procedure is executed, and then any subsequent commands are executed in the order they appear in the script. The script ends when the end of the main procedure is reached.
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Variables
Scripts may contain variables. Variable names must begin with a letter or an underscore (_) and may contain any sequence of uppercase or lowercase letters, digits, and underscores. You cannot use a reserved word as a variable name. For more information, see Reserved words.
You must declare variables before you use them. When you declare a variable, you must also define its type. A variable of a certain type can only contain values of that same type. The following table describes the three types of variables that are supported.
Type
Description
integer
A negative or positive number, such as 7, -12, or 5,698
string
A series of characters enclosed in straight quotation marks. For example, "Hello world!" or "Enter password:"
boolean
A logical boolean value of TRUE or FALSE
Variables are assigned values by using the following assignment statement: 
variable = expression 
The variable gets the evaluated expression.
For example:
integer count = 5
integer timeout = (4 * 3)
integer i
boolean bDone = FALSE
string szIP = (getip 2)
set ipaddr szIP
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
System variables
System variables are set by scripting commands or are determined by the information you enter when you set up a connection. System variables are read-only, which means they cannot be changed within the script. The system variables are described in the following table.
Name
Type
Description
$USERID
String
The user identification for the current connection. This variable is the value of the user name specified in the Connect To dialog box.
$PASSWORD
String
The password for the current connection. This variable is the value of the password specified in the Connect To dialog box.
$SUCCESS
Boolean
This variable is set by certain commands to indicate whether or not the command succeeded. A script can make decisions based upon the value of this variable. 
$FAILURE
Boolean
This variable is set by certain commands to indicate whether or not the command failed. A script can make decisions based upon the value of this variable.
These variables may be used wherever an expression of a similar type is used. For example: 
   transmit $USERID 
This is a valid command because $USERID is a variable of type string.
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
String literals
Scripting supports escape sequences and caret translations, as described in the following table.
String literal
Description
^char
Caret translation. If char is a value between '@' and '_', the character sequence is translated into a single-byte value from 0 through 31. For example, ^M is converted to a carriage return.If char is a value between a and z, the character sequence is translated into a single-byte value from 1 through 26.If char is any other value, the character sequence is not specially treated.
<cr>
Carriage return.
<lf>
Line feed.
\"
Quotation mark.
\^
Single caret.
\<
Single angle bracket.
\\
Backslash.
For example: 
   transmit "^M" 
   transmit "Joe^M" 
   transmit "<cr><lf>" 
   waitfor "<cr><lf>" 
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Expressions
An expression is a combination of operators and arguments that evaluate to a result. You can use expressions as values in any command.
An expression can combine any variable, integer, string, or boolean value with any of the unary and binary operators in the following tables. All unary operators take the highest precedence. The precedence of binary operators is indicated by their position in the table.
The unary operators are listed in the following table.
Operator
Type of operation
-
Unary minus
!
One's complement
The binary operators are listed in the following table in their order of precedence. Operators with higher precedence are listed first.
Operators
Type of operation
Type restrictions
* /
Multiplicative
Integers
+ -
Additive integers
Strings (+ only)
<> <= >=
Relational
Integers 
== !=
Equality
Integers, strings, booleans
and
Logical AND
Booleans
or
Logical OR
Booleans
For example:
   count = 3 + 5 * 40 
   transmit "Hello" + "there" 
   delay 24 / (7 - 1) 
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Comments
All text on a line following a semicolon is ignored. For example:
   ; this is a comment 
   transmit "hello" ; transmit the string "hello" 
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Keywords
Keywords specify the structure of a script. Unlike commands, they do not perform an action. The keywords are described in the following table.
Keyword
Description
proc name
Indicates the beginning of a procedure. All scripts must have a main procedure (proc main). Script execution starts at the main procedure and terminates at the end of the main procedure.
endproc
Indicates the end of a procedure. When the script is executed to the endproc statement for the main procedure, Network and Dial-up Connections starts PPP or SLIP. 
integer name [ = value ] 
Declares a variable of type integer. You can use any numerical expression or variable to initialize the variable. 
string name [ = value ]
Declares a variable of type string. You can use any string literal or variable to initialize the variable. 
boolean name [ = value ]
Declares a variable of type boolean. You can use any boolean expression or variable to initialize the variable.
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Commands
All commands are reserved words, which means you cannot declare variables that have the same names as the commands. The commands are described in the following table.
Command
Description
Example
delay nSeconds
Pauses for the number of seconds specified by nSeconds before executing the next command in the script.
delay 2 ; pauses for 2 seconds delay x * 3 ; pauses for x * 3 seconds
getip value
Waits for an IP address to be received from the remote computer. If your Internet service provider (ISP) returns several IP addresses in a string, use value to specify which IP address the script should use.
; get the second IP address set ipaddr getip 2; assign the first received; IP address to a variableszAddress = getip
goto label
Jumps to the location in the script specified by label and continues executing the commands following it.
waitfor "Prompt:" until 10 if !$SUCCESS thengoto BailOut ; jumps to ;BailOut and executes;commands following itendiftransmit "bbs^M"goto EndBailOut:transmit "^M" 
halt
Stops the script. This command does not remove the Terminal window. You must click Continue to establish the connection. You cannot restart the script.


if condition then commands endif
Executes the series of commands if condition is TRUE.
if $USERID == "John" then transmit "Johnny^M" endif
label:
Specifies the place in the script to jump to. A label must be a unique name and follow the naming conventions of variables.


set port databits 5 | 6 | 7 | 8
Changes the number of bits in the bytes that are transmitted and received during the session. The number of bits is from 5 through 8. If you do not include this command, Network and Dial-up Connections uses the settings specified for the connection.
set port databits 7
set port parity none | odd | even | mark | space
Changes the parity scheme for the port during the session. If you do not include this command, Network and Dial-up Connections uses the settings specified for the connection.
set port parity even
set port stopbits 1 | 2
Changes the number of stop bits for the port during the session. This number is either 1 or 2. If you do not include this command, Network and Dial-up Connections uses the settings specified for the connection.
set port stopbits 2
set screen keyboard on | off
Enables or disables keyboard input in the scripting Terminal window.
set screen keyboard on
set ipaddr string
Specifies the IP address of the workstation for the session. String must be in the form of an IP address.
szIPAddress = "10.0.0.0" set ipaddr szIPAddressset ipaddr "10.0.0.0"set ipaddr getip
transmit string [ , raw ]
Sends the characters specified by string to the remote computer. The remote computer recognizes escape sequences and caret translations, unless you include the raw option with the command. The raw option is useful when transmitting $USERID and $PASSWORD system variables when the user name or password contains character sequences that, without the raw option, are interpreted as caret or escape sequences.
transmit "slip" + "^M" transmit $USERID, raw
waitfor string [ , matchcase ] [ then label { , string [ , matchcase ] then label } ] [ until time ]
Waits until your computer receives one or more of the specified strings from the remote computer. String is not case-sensitive, unless you include the matchcase option. If a matching string is received and the then label option is used, this command jumps to the place in the script file designated by label.The optional until time option defines the maximum number of seconds that your computer waits to receive the string before it executes the next command. Without this option, your computer waits forever.If your computer receives one of the specified strings, the system variable $SUCCESS is set to TRUE. Otherwise, it is set to FALSE if the number of seconds specified by time elapses before the string is received. 
waitfor "Login:" waitfor "Password?", matchcasewaitfor "prompt:" until 10waitfor"Login:" then DoLogin, "Password:" then DoPassword, "BBS:" then DoBBS, "Other:" then DoOther until 10
while condition do commands endwhile
Executes the series of commands until condition is FALSE.
integer count = 0 while count < 4 dotransmit "^M" waitfor "Login:" until 10 if $SUCCESS then goto DoLogin endif count = count + 1 endwhile...
For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Reserved words
The following words are reserved and cannot be used as variable names.
and
boolean
databits
delay
do
endif
endproc
endwhile
even
FALSE
getip
goto
halt
if
integer
ipaddr
keyboard
mark
matchcase
none
odd
off
on
or
parity
port
proc
raw
screen
set
space
stopbits
string
then
transmit
TRUE
until
waitfor
while


For information about automating the dial-up logon process by using the Windows 95 scripting language, see Automating the dial-up logon process by using Windows scripting. For information about activating a logon script, see To activate a logon script.
Automating the dial-up logon process by using Switch.inf scripts
To automate the logon process, you can use the Switch.inf file (or Pad.inf on X.25 networks) instead of the manual Terminal window described in Using the Terminal feature for the remote logon process.
Automated scripts are especially useful when a constant connection to a remote computer is needed. If your network connection is configured to use a script, and a remote connection fails, your connection automatically redials the number and reestablishes the connection. Scripts also save time if you frequently log on to a remote system and do not want to manually log on each time.
The Switch.inf file provides a generic script that you can use with little or no modification. You can try Switch.inf without modification and if it does not work, then copy and modify the generic script to match the logon sequence of the remote computer to which you want to connect.
The script language is also designed to communicate with other devices, including modems. If you are unfamiliar with modem scripts, scripting can be difficult to understand. You may find it easier to copy, then modify, one of the generic sample scripts.
This section covers: 

Creating Switch.inf scripts for network and dial-up connections

To activate a logon script

Stepping through an example Switch.inf script

Getting through two-second gaps and large blocks of text in Switch.inf

Using commands and carriage returns in Switch.inf

Troubleshooting logon scripts
Creating Switch.inf scripts for network and dial-up connections
The Switch.inf file, located in the systemroot\System32\Ras folder, is like a set of small batch files (scripts) contained in one file. The Switch.inf file contains a different script for each intermediary device or online service that a connection calls. 
A Switch.inf script has six elements: 

Section headers

Comment lines

Commands

Responses

Response keywords

Macros
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Section headers
Section headers divide the Switch.inf file into individual scripts. A section header marks the beginning of a script for a particular remote computer and must not exceed 31 characters. The text of a section header appears in Network and Dial-up Connections when you activate the script. The section header is enclosed in square brackets. For example:
[Route 66 Logon Process]
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts
Comment lines
Comment lines must have a semicolon (;) in column one and can appear anywhere in the file. Comment lines contain information for people who maintain the Switch.inf file. For example:
; This script was created by Martha on September 29, 1996.
For more information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Commands
Each line in a script is a command from your local computer to a remote computer or a response from a remote computer to your local computer. Each command or response is a stream of data or text. For example, the following command sends a user name (Martha) and a carriage return (the macro <cr>) to the remote computer: 
COMMAND=Martha<cr>
The commands and responses must be in the exact order the remote computer expects them. Branching statements, such as GOTO or IF, are not supported. 
The required sequence of commands and responses for a specific remote device should be in the documentation for that device or, if you are connecting to a commercial service, from the support staff of that service. If the exact sequence is not available, you can activate the generic script provided with Network and Dial-up Connections and modify it to match the logon sequence of the remote computer as described in Troubleshooting logon scripts. 
You can use the COMMAND= statement in two additional ways:

COMMAND= NoResponse

This is the default behavior and causes an approximate two-second delay. This is useful when an intermediate device requires a delay.

COMMAND= string

In this case, string is not followed by a carriage return (<cr>). This is useful when a device requires slow input. Instead of receiving the whole command string, the device requires characters to be sent one-by-one.
The following example shows a script for an intermediary device that is so slow, it is able to receive and process only one character of the command PPP at a time: 
COMMAND=P
NoResponse
COMMAND=P
NoResponse
COMMAND=P
NoResponse
Note

To activate a script.inf file, see To activate a logon script. 
Responses
A response is sent from the remote device or computer. To write an automatic script, you must know the responses you will receive from the remote device. If a gap of two or more seconds occurs between characters, the received text is sent as a response. This gap is the only cue that a response is over. For more information, see Getting through two-second gaps and large blocks of text.
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Response keywords
The keyword in a response line specifies what to do with the responses you receive from the remote computer, as follows:

OK=remote computer response<macro>

The script continues to the next line if the response or macro is encountered.

LOOP=remote computer response<macro>

The script returns to the previous line if the response or macro is encountered.

CONNECT=remote computer response<macro>

Used at the end of a successful modem script. Not generally useful with the Switch.inf file.

ERROR=remote computer response<macro>

Causes Network and Dial-up Connections to display a generic error message if the response is encountered. Useful for notifying you when the remote computer reports a specific error.

ERROR_DIAGNOSTICS=remote computer response<diagnostics>

Causes Network and Dial-up Connections to display the specific cause for an error returned by the device. Not all devices report specific errors. Use ERROR= if your device does not return specific errors that can be identified with Network and Dial-up Connections diagnostics.

NoResponse

Used when no response comes from the remote device.
A connection always expects a response from the remote device and waits until a response is received unless a NoResponse statement follows the COMMAND= line. If there is no statement for a response following a COMMAND= line, the COMMAND= line executes and stops the script at that point.
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Macros
Macros are enclosed in angle brackets (<>) and perform a variety of special functions, as follows:

<cr>

Inserts a carriage return.

<lf>

Inserts a line feed.

<match> "string"

Reports a match if the string enclosed in quotation marks is found in the device response. Each character in the string is matched according to upper and lower case. For example, <match> "Smith" matches Jane Smith and John Smith III, but not SMITH.

<?>

Inserts a wildcard character, for example, CO<?><?>2 matches COOL2 or COAT2, but not COOL3.

<hXX>

(XX are hexadecimal digits)

Allows any hexadecimal character to appear in a string—including the zero byte, <h00>.

<ignore>

Ignores the rest of a response from the macro on.

<diagnostics>

Passes specific error information from a device to Windows 2000 remote access, which displays the specific error to you. Otherwise, a nonspecific error message appears.
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Stepping through an example Switch.inf script
This section describes each part of the generic script provided in the Switch.inf file. 
Every script must start with a command to the remote computer, followed by one or more response lines. This initial command might be simply to wait for the remote computer to initialize and send its logon banner. The default initial command is to wait two seconds for the logon banner. It appears as follows in the Switch.inf file:
COMMAND=
If the response (the logon banner from the remote computer) is the following:
Welcome to Electronic, Inc. Net. Please enter your login:
then the corresponding response line in the Switch.inf file should be:
OK=<match>"Please enter your login:"
If the remote computer sends the "Please enter your login:" string, then this indicates that everything is correct. You respond by sending a command with the characters in your user name and the carriage return, as follows:
COMMAND=Martha<cr>
If the response from the remote computer is the following:
Please enter your password:
then the corresponding response line in the Switch.inf file should be:
OK=<match>"Please enter your password:"
To send your password, you send the following command:
COMMAND=mUs3naB<cr>
On many PPP computers, this script automatically logs you on. 
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Getting through two-second gaps and large blocks of text in Switch.inf
If the computer you are connecting to has a two-second gap in the data stream response to your computer, the remote access server assumes that the gap is the end of the response. These gaps can occur anywhere, even between words, and are detected by using modem diagnostics. For more information, see To log and view modem commands. 
If you write a script that fails for no apparent reason, you can use modem diagnostics, and then consult systemroot\ModemLog_model.txt to see if a response ends in the middle of a word. Model is the name of the modem as it appears in the list of installed modems in Modem Properties. If a response ends in the middle of a word, your script must account for the two-second gap. A simple way to do this is to include the following command:
COMMAND=<cr>
You can skip to the end of large blocks of text that contain multiple gaps by using the LOOP= keyword and by matching text at the end of a block. For example:
COMMAND=<cr>
OK=<match>"Enter the service to start:"
LOOP=<ignore>
In this example, the network connection sends a null command (waits two seconds). The network connection then waits for the "Enter the service to start:" message. If this is a long block of text, the connection does not find the string. The connection then moves to the LOOP command. The LOOP command causes Network and Dial-up Connections to return to the line above, and the connection waits for the words "Enter the service to start:" in the second response. In this manner, you can loop though long blocks of text until you reach the text of the desired prompt.
For information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Using commands and carriage returns in Switch.inf
In Switch.inf scripts, you usually must include <cr>, which indicates a carriage return, at the end of a command. The carriage return causes the remote computer to process the command immediately. If you do not include <cr>, the remote computer may not recognize the command. 
In other situations, you cannot use <cr> because the remote computer accepts a command without a carriage return and requires time to process the command. This situation mainly applies when you are sending a series of commands without expecting a response.
For more information about activating a Switch.inf script, see To activate a logon script. For more information about Switch.inf scripts, see Automating the remote logon process by using Switch.inf scripts.
Troubleshooting logon scripts
With Windows 2000, you can log all information passed between your network connection, the modem, and the remote device, including errors reported by the remote device. 
You can view modem commands by enabling logging. After you enable logging, commands sent to the modem are captured in the file systemroot\ModemLog_model.txt. Model is the name of the modem as it appears in the list of installed modems. For instructions about logging modem commands, see To log and view modem commands. 
Configuring Authentication and Data Encryption
Dial-up connection authentication and data encryption
The Typical (recommended settings) security options that you select on the Security tab result in a predefined set of authentication methods and encryption requirements that are negotiated with the server during a PPP exchange.
The following table shows the authentication and data encryption methods that you can use with each combination of Validate my identity as follows and Require data encryption (disconnect if none) selections. You can also view these settings by making your identity validation and data encryption requirement selections in Typical (recommended) settings, and then clicking Settings in Advanced (custom) settings.
You may individually enable, configure, and disable these combinations of security settings by using Advanced (custom settings), but this requires a knowledge of security protocols.
For more information about a specific authentication or data encryption method, click the method in the table. For information about configuring a connection, see To configure a connection. 
Validate my identity using
Require data encryption
Authentication methods negotiated
Encryption enforcement
Allow unsecured password
No
PAP, CHAP, SPAP, MS-CHAP, MS-CHAP v2 
Optional encryption (connect even if no encryption) 
Require secured password
No
CHAP, MS-CHAP, MS-CHAP v2 
Optional encryption (connect even if no encryption)
Require secured password
Yes
MS-CHAP, MS-CHAP v2 
Require encryption (disconnect if server declines)
Smart card
No
EAP/TLS 
Optional encryption (connect even if no encryption)
Smart card
Yes
EAP/TLS
Require encryption (disconnect if server declines)
Notes

Data is only encrypted if MS-CHAP, MS-CHAP v2, or EAP/TLS authentication is negotiated. These are the only authentication protocols that generate their own initial encryption keys, which are required for encryption. 

Microsoft Point-to-Point Encryption (MPPE) encrypts data in PPP-based dial-up connections. Strong (128-bit key) and standard (40-bit key) MPPE encryption schemes are supported. You can use the 40-bit version worldwide; it is built into every computer running Windows 2000. The 128-bit level of encryption is only available in the United States and Canada. You can enable the 128-bit version by installing a specific version of both client and server software. 
Note

MS-CHAP v2 and EAP are mutual authentication protocols, which means that both the client and the server prove their identities. If your connection is configured to use either MS-CHAP v2 or EAP as its only authentication method, and the server that you are connecting to does not provide proof of its identity, your connection disconnects. Previously, servers could skip authentication and simply accept the call. This change ensures that you can configure a connection to connect to the expected server. 
VPN connection authentication and data encryption 
The Typical (recommended settings) security options that you select on the Security tab result in a predefined set of authentication methods and encryption requirements that are negotiated with the server during a PPP exchange.
The following tables show the authentication and data encryption methods that you can use with each combination of Validate my identity as follows and Require data encryption (disconnect if none) selections. You can also view these settings by making your identity validation and data encryption requirement selections in Typical (recommended settings), and then clicking Settings in Advanced (custom settings).
You may individually enable, configure, and disable these combinations of security settings, by using Advanced (details for all possible settings), but this requires a knowledge of security protocols.
For more information about a specific authentication or data encryption method, click the method in the table. For information about configuring a connection, see To configure a connection.
Point-to-Point Tunneling Protocol (PPTP) or automatic remote access server
Validate my identity using
Require data encryption
Authentication methods negotiated
Encryption enforcement
Require secured password
No
CHAP, MS-CHAP, MS-CHAP v2 
Optional encryption (connect even if no encryption)
Require secured password
Yes
MS-CHAP, MS-CHAP v2 
Require encryption (disconnect if server declines)
Smart card
No
EAP/TLS 
Optional encryption (connect even if no encryption)
Smart card
Yes
EAP/TLS 
Require encryption (disconnect if server declines)
Layer Two Tunneling Protocol (L2TP) remote access server
Validate my identity using
Require data encryption
Authentication methods negotiated
Encryption enforcement
Require secured password
No
CHAP, MS-CHAP, MS-CHAP v2
Optional encryption (connect even if no encryption)
Require secured password
Yes
CHAP, MS-CHAP, MS-CHAP v2 
Require encryption (disconnect if server declines)
Smart card
No
EAP/TLS
Optional encryption (connect even if no encryption)
Smart card
Yes
EAP/TLS
Require encryption (disconnect if server declines)
Notes

In L2TP VPN connections, data is encrypted by using Internet Protocol security (IPSec). 

Microsoft Point-to-Point Encryption (MPPE) encrypts data in PPTP VPN connections. Strong (128-bit key) and standard (40-bit key) MPPE encryption schemes are supported. You can use the 40-bit version used worldwide; it is built into every computer running Windows 2000. The 128-bit level of encryption is only available in the United States and Canada. You can enable the 128-bit version by installing a specific version of both client and server software. 

Data is only encrypted by MPPE if MS-CHAP, MS-CHAP v2, or EAP/TLS authentication is negotiated. These are the only authentication protocols that generate their own initial encryption keys. MPPE requires common client and server keys as generated by these types of authentication. 
Note

MS-CHAP v2 and EAP/TLS are mutual authentication protocols, which means that both the client and the server prove their identities. If your connection is configured to use either MS-CHAP v2 or EAP/TLS as its only authentication method, and the server that you are connecting to does not provide proof of its identity, your connection disconnects. Previously, servers could skip authenticating themselves to clients and simply accept the call. This change ensures that you can configure a connection to connect to the expected server. 
Automating a Network or Dial-up Connection
Autodial
Autodial maps and maintains network addresses to connection destinations, which allows the destinations to be automatically dialed when referenced, whether from an application or from the command prompt. A network address can be an Internet host name, an IP address, or a NetBIOS server name.
The following example describes how autodial works:
 1.
You are not connected to your ISP, and you click an Internet address that is embedded in a word processing document. 
 2.
You are asked to select which connection to use to reach your ISP. The connection you select is dialed, and then you access the Internet address. 
 3.
The next time you are not connected to your ISP and click the Internet address in the word processing document, the connection that you selected the first time is automatically dialed. 
Autodial maps the resources that are required to initially make a connection, but does not map resources once the connection is made.
There are two possibilities when autodial attempts to make a connection:

If you are not connected to a network, autodial attempts to create a connection whenever an application references a remote address. 

If you are connected to a network, autodial attempts to create a connection only for those addresses that it has previously learned. Incorrectly typed server or Internet host names do not cause an autodial attempt. 
For more information, see To configure autodial.
Note

The autodial feature works only when the Remote Access Auto Connection Manager service is started. For more information, see To start Remote Access Auto Connection Manager. 
Rasdial
You can automate the connection process for any Microsoft client by using a simple batch file and the rasdial command. The rasdial command starts a network connection by using a specified entry.
Syntax
rasdial connectionname [username [password | *]] [/domain:domain] [/phone:phonenumber] [/callback:callbacknumber] [/phonebook:phonebookpath] [/prefixsuffix]
The rasdial command disconnects a network connection by using the following syntax:
rasdial [connectionname] /disconnect 
Parameters
None 
Used without options, rasdial displays the status of current connections. 
connectionname 
Specifies an entry in the current .pbk file, located in the systemroot\System32\Ras folder. If the connection name contains spaces or special characters, enclose the connection name in quotation marks ("). 
The Rasphone.pbk file is used unless the Personal Phonebook option is selected. If the Personal Phonebook option is selected, the file username.pbk is used. The name is shown on the Rasphone title bar when Personal Phonebook/p is selected. Numbers are appended if name conflicts occur.
username [password | *] 
Specifies a user name and password with which to connect. If an asterisk is used, the user is prompted for the password, but does not display the characters typed. 
/domain:domain 
Specifies the domain the user account is located in. 
If not present, the last value of the Domain field in the Connect To dialog box is used.
/phone:phonenumber 
Substitutes the specified phone number for the entry's phone number in Rasphone.pbk. 
/callback:callbacknumber 
Substitutes the specified callback number for the entry's callback number in Rasphone.pbk. 
/disconnect 
Disconnects the specified entry. 
/phonebook:phonebookpath 
Specifies the path to the phonebook file. The default is systemroot\System32\Ras\username.pbk. You can specify a full path to the file. 
/prefixsuffix 
Applies the current TAPI location dialing settings to the phone number. These settings are configured in Telephony, which is located in Control Panel. This option is off by default. 
Rasdial examples
To connect to the OFFICE entry in Rasphone.pbk, type: 
rasdial office
To connect to the OFFICE 2 entry in Rasphone.pbk and specify a callback number, type: 
rasdial "office 2" /callback:555-0100
To disconnect from the EAST OFFICE entry, type:
rasdial "EAST OFFICE" /d
Note
The following Rasphone.exe features are not supported with rasdial:

Entries that require Terminal mode user entry during the dial sequence. 

Operator-assisted or manual dialing. 
Troubleshooting
Troubleshooting network and dial-up connections
What problem are you having?
The modem does not work.
Cause: The modem is incompatible.
Solution: If you have access to another computer with an Internet connection, check the list of compatible modems in the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/) 
Cause: The modem is not connected properly or is turned off.
Solution: Verify that the modem is connected properly to the correct port on your computer. If the modem is external, verify that the power is on.
See Also: Test and troubleshoot modems.
Unable to connect to a remote access server.
Cause: The remote access server is not running. 
Solution: Ask your system administrator to verify that the remote access server is running. If the server is down, the administrator needs to check the error and audit logs to see why the service stopped. After the problem is fixed, restart the service. If the service is running, the administrator needs to check whether other remote access clients can connect properly. If other clients can connect, the problem may be specific to your workstation.
Cause: You do not have a valid user account, or you do not have remote access permission.
Solution: Verify with your system administrator that your user account has been established, and that you have remote access permission.
Cause: You dialed the wrong number, or you dialed the correct number but forgot to dial an external line-access number, such as 9. 
Solution: Verify that the number is correct as dialed.
Cause: Your modem cannot negotiate with the modem of the server. 
Solution: Try using the same type of modem as the server.
Cause: The modem cabling is faulty. 
Solution: Do not use the 9-to-25-pin converters that are included with most mouse hardware because some of them do not carry modem signals. To be safe, you should use a converter made especially for this purpose.
Cause: The telephone line (for example, in your hotel room) does not accommodate your modem speed. 
Solution: Select a lower bits-per-second (bps) rate (or call the hotel manager to request a direct line).
See also: To change the maximum modem port speed.
Cause: The line you are trying to use is digital.
Solution: Most modems work only with analog phone lines. Verify that you have analog phone lines installed or, if you have digital phone lines installed, verify that the servers and clients have digital modems.
When trying to connect, a message is received that says the remote access server is not responding.
Cause: 

At higher bits-per-second (bps) rates, your modem is incompatible with the modem of the server. 

There is a lot of static on the phone line, which prevents a modem from connecting at a higher bps rate. 

There is some kind of switching equipment between the client and server that prevents the two modems from negotiating at a higher bps rate.
Solution: Adjust the speed of your modem to a lower bit-per-seconds (bps) rate.
See also: To change the maximum modem port speed.
Cause: The remote access server is not running.
Solution: Ask your system administrator to verify that the server is running. 
The modem always connect at a lower bits-per-second (bps) rate than specified.
Cause: The modem and telephone line are not operating correctly. Excessive static on the telephone line causes sessions to be dropped.
Solution: You can use modem diagnostics to confirm correct modem operation.
See also: To log and view modem commands.
Cause: The destination server is not running properly.
Solution: Ask your system administrator to verify that the destination server is running properly. Try connecting to the same server from another workstation. If other workstations are having the same problem, there may be problems with server applications or hardware. If not, the problem is specific to your workstation.
Cause: The quality of your line is insufficient.
Solution: Contact your telephone company to verify the quality of your line.
Cause: The line you are dialing is affecting the speed.
Solution: If you can connect to your remote access server by using more than one number, try another number and see if the speed improves.
Cause: Your modem software needs to be updated.
Solution: Check with your modem manufacturer for modem software updates.
The sessions with a remote access server on the network keep getting dropped.
Cause: Call waiting is disrupting your connection. 
Solution: Verify that the phone has call waiting. If so, disable call waiting and try calling again.
See also: To change dialing properties for a location.
Cause: The remote access server disconnected you because of inactivity.
Solution: Try calling again.
Cause: Someone picked up the phone. Picking up the phone automatically disconnects you.
Solution: Try calling again.
Cause: Your modem cable is disconnected.
Solution: Verify that the modem cable is connected properly.
Cause: Your modem software needs to be updated.
Solution: Check with your modem manufacturer for modem software updates.
Cause: Your modem settings need to be changed because of a remote access server change.
Solution: Verify the modem settings with your system administrator.
Connections are disconnecting abnormally.
Cause: The remote access server is not running.
Solution: Ask your system administrator to verify that the server is running.
Cause: 

Your modem is unable to negotiate correctly with the modem of the remote access server. 

The serial port of the computer cannot keep up with the speed you have selected. 
Solution: Try to connect at a lower initial port speed.
See also: To change the maximum modem port speed. 
Cause: Your modem software needs to be updated.
Solution: Check with your modem manufacturer for modem software updates.
When trying to connect, a hardware error is received.
Cause: The modem is turned off.
Solution: Verify that the modem is turned on. If the modem is turned off, turn it on and redial.
Cause: Your modem is not functioning properly.
Solution: Enable modem logging to test the connection.
See also: To log and view modem commands.
Cause: Your cable is incompatible.
Solution: If your modem communicates through Terminal, but not through Network and Dial-up Connections, the cable that attaches your modem to the computer is probably incompatible. You need to install a compatible cable. 
Conflicts between serial ports are causing connection problems.
Cause: The serial ports are conflicting.
Solution: Com1 and Com3 share interrupt request (IRQ) 4. Com2 and Com4 share IRQ 3. As a result, for serial communications, you cannot use COM1 and COM3 simultaneously, or COM2 and COM4 simultaneously. For example, you cannot use Network and Dial-up Connections on COM1 and Terminal on COM3.
This rule applies if you are using the mouse in addition to other serial communications programs such as Network and Dial-up Connections or the Windows 2000 Terminal program. The rule does not apply if you are using an intelligent serial adapter such as a DigiBoard serial card.
See Also: To configure a connection; To change the COM port for a modem.
When trying to connect by using ISDN, a "No Answer" message is received.
Cause: The remote access server did not answer because it is turned off or the modem is not connected. 
Solution: Contact your system administrator.
Cause: The line is busy.
Solution: Try calling later, or contact your system administrator.
Cause: There is a problem with the hardware. 
Solution: Verify that the ISDN adapters are installed and configured correctly.
Cause: Your phone number is not configured correctly. 
Solution: In some cases, each B channel on an ISDN line has its own number, while in other cases both B channels share a single number. Your telephone company can tell you how many numbers your ISDN line has.
Cause: If you are located in the United States or Canada, your Service Profile Identifier (SPID) is configured incorrectly. The SPID normally consists of the phone number with additional digits added to the beginning, the end, or both. The SPID helps the switch understand what type of equipment is attached to the line and routes calls to appropriate devices on the line. If an ISDN channel requires a SPID, but it is not entered correctly, then the device cannot place or accept calls.
Solution: Verify that the SPID is entered correctly.
Cause: A poor line condition (for example, too much static) interrupted your connection.
Solution: Wait a few minutes and try dialing again.
Cause: You did not enable line-type negotiation, or a connection cannot be made with the line type you selected.
Solution: Enable line-type negotiation.
Cause: Your ISDN switching facility is busy. 
Solution: Try again later.
Cause: Your DigiBoard card is too old.
Solution: If you do not have the latest PCIMAC-ISA DigiBoard card, serial number A14308 or greater, contact DigiBoard for a replacement.
Connections made by using X.25 fail.
Cause: The dial-up PAD is configured with the wrong X.3 parameters or serial settings.
Solution: If the remote access server is running and you cannot connect to it directly through an X.25 smart card or an external PAD, modify the dial-up PAD X.3 parameters or serial settings. Ask your system administrator for the correct settings.
See also: To configure a connection.
Cause: New Pad.inf entries are incorrect.
Solution: You can check other Pad.inf entries for direct connections and external PADs, and view the comments that go with them. You may need a line analyzer or a terminal program to see the response for the PAD. For dial-up PAD entries, you can use an entry in Pad.inf as an example, paying attention to the comments that go with the example.
Cause: Your modem is incompatible. 
Solution: If the modem that connects to a dial-up PAD connects at a lower speed than it should, replace the modem with a compatible one.
See also: The modem does not work with Network and Dial-up Connections
Cause: The line for the remote access server is congested. If a connection has been established, but the network drives are disconnecting, and you are dropping sessions or getting network errors, the cause may be congestion on the leased line for the remote access server. 
For example, four clients connecting at 9600 bps (through dial-up PADs) require a 38,400-bps (four times 9600) leased line on the server end. If the leased line does not have adequate bandwidth, it can cause time-outs and degrade performance for connected clients. This example assumes that Routing and Remote Access is using all the bandwidth. If Routing and Remote Access is sharing the bandwidth, fewer connections can be made.
Solution: Your system administrator needs to verify that the speed of the leased line can support all the COM ports at all speeds clients use to dial in.
Connections through PPTP fail.
Cause: TCP/IP connectivity problems are keeping you from connecting to the PPTP server.
Solution: You or your system administrator can use the ipconfig and ping commands to verify a connection to your server.
Cause: A Winsock Proxy client is active.
Solution: A VPN connection cannot operate with an active Winsock Proxy client. Winsock Proxy immediately redirects packets to the proxy server before they can be processed by a virtual network connection for encapsulation. Ask your system administrator to disable the Winsock Proxy client.
Cause: You do not have the appropriate connection and domain permissions on the remote access server.
Solution: Contact your system administrator.
Cause: If you are using the TCP/IP protocol, you do not have a unique TCP/IP address.
Solution: Contact your system administrator.
Cause: Name resolution problems are keeping you from resolving names to IP addresses.
Solution: Specify fully qualified domain names and IP addresses in your connection.
See Also: To configure TCP/IP settings
Connections made by using PPP or TCP/IP utilities are failing.
Cause: The server does not support LCP extensions.
Solution: If you cannot connect to a server by using PPP, or the remote computer terminates your connection, the server may not support LCP extensions. In Network and Dial-up Connections, clear the Enable LCP extensions check box.
Cause: IP header compression is keeping TCP/IP utilities from running. If you successfully connect to a remote server by using PPP, but TCP/IP utilities do not work, the problem may be IP header compression.
Solution: Try to reconnect after turning off IP header compression.
See Also: To stop requesting LCP extensions in PPP; To turn off IP header compression in PPP.
Connections made by using Internet connection sharing are failing.
Cause: The wrong LAN network adapter is shared.
Solution: A computer with Internet connection sharing needs two connections. One connection, typically a LAN adapter, connects to the computers on the home network and the other connection connects the home network to the Internet. You need to ensure that Internet connection sharing is enabled on the connection that connects your home network to the Internet.
Cause: TCP/IP is not installed on home network computers.
Solution: By default, the TCP/IP protocol is installed on computers running Windows 2000, Windows 98, and Windows NT version 4.0. If users on your home network are running operating systems other than these, verify that TCP/IP is installed on their computers.
Cause: If users on your home network cannot reach the Internet, TCP/IP is incorrectly configured on their home network computers.
Solution: Verify that the following TCP/IP settings are established on home network local area connections:

IP Address: Obtain an IP address automatically (through DHCP) 

DNS server: Obtain DNS server address automatically 

Default gateways: None specified 
For computers running Windows 9x or Windows NT version 4.0, you can find the TCP/IP settings in Network in Control Panel.
Cause: If users on your home network cannot reach the Internet, their Internet options need to be modified.
Solution: Home network user Internet options must be modified for Internet connection sharing. For more information, see To configure Internet options for Internet connection sharing.
Cause: The Internet connection sharing service is not started.
Solution: Use Event Viewer to verify that the Internet connection sharing service is started.
See also: Using Event Viewer.
Cause: The Internet connection sharing computer is not properly configured for name resolution.
Solution: You may need to configure the WINS or DNS name resolution services on the computer. If computers on the small office or home office network cannot resolve names to IP addresses, you can check the name resolution configuration of the Internet connection sharing computer by using the ipconfig command. There are two ways that your ISP can configure name resolution:

Statically assigned name servers 

You must manually configure the TCP/IP protocol with the IP address (or addresses) of the name servers provided by the ISP. If you have statically assigned name servers, you can use the ipconfig command at any time to get the IP addresses of your configured name servers.

Dynamically assigned name servers 

Manual configuration is not required. The IP addresses of the name servers provided by the ISP are dynamically assigned whenever you dial the ISP. If you have dynamically assigned name servers, you must run the ipconfig command after a connection to the ISP has been made. 
Cause: If you cannot play a game across the Internet, the protocol used by the application is not translatable.
Solution: Try running the application from the Internet connection sharing computer. If the application works there but not at a workstation on the home network, then the the application may not be translatable.
Cause: If you cannot play a game across the Internet, the application is not configured on the computer running Internet connection sharing.
Solution: Verify that the application, including port numbers, is configured correctly.
See also: To configure Internet connection sharing for applications and services
Cause: If Internet users cannot see services on your home network, such as a Web server, the service is not configured correctly.
Solution: Verify that the service, including port numbers and TCP/IP addresses, is configured correctly. 
Cause: If users on your home network cannot reach the Internet sites by using friendly names, there is a DNS resolution problem.
Solution: Have users on your home network use fully qualified domain names or IP addresses when accessing Internet resources.
See Also: To configure Internet connection sharing for applications and services; Internet connection sharing; To configure TCP/IP to use WINS; To configure TCP/IP to use DNS; To test a TCP/IP configuration by using the ping command
When using a local area network connection, there is no response.
Cause: There may be problems with your network adapter.
Solution: Try the following:

Check the appearance of the local area connection icon. Depending on the status of the local area connection, the icon appears in different ways in the Network and Dial-up Connections folder. Also, if the local area connection media is disconnected (for example, the cable is unplugged), a status icon is displayed in the taskbar. For more information, see Local area connections. 

Use Device Manager to verify that your network adapter is working correctly. 
Cause: The LAN cable may not be plugged into the network adapter.
Solution: Check to make sure the LAN cable is inserted into the network adapter.
When using a laptop to connect to an ISP, some or all of the applications do not run properly.
Cause: The WinSock Proxy Client may be preventing your applications from running properly when you use the ISP connection.
Solution: If you are a mobile user and use your laptop in your corporate environment, you may need to disable the Microsoft WinSock Proxy Client (WSP Client in Control Panel) when you use the same computer to dial to an ISP or other network. For example, if you use a laptop in your office and use the same computer to connect to an ISP or other network from your home, you may have problems running all of your applications when you use the ISP connection. (For example, your applications may not be able to find the resources or servers they need.) If this is the case, you should disable the Microsoft WinSock Proxy Client (WSP Client in Control Panel) to run the applications that you typically run when you use your laptop in the corporate office.
Incoming connection clients cannot see resources beyond the incoming connection computer.
Cause: If the addresses that are being allocated to incoming clients are not a subset of the network to which the incoming connection computer is attached, you must create a route to the incoming client computers on the intranet computers.
Solution: Reconfigure your range of IP addresses that are being allocated to incoming clients so that it is a subset of the network to which the incoming connections computer is attached. If you cannot do this, then configure your intranet hosts with the IP address of the incoming connections computer as a default gateway. 

If your intranet hosts are configured to obtain an IP address automatically and a Dynamic Host Configuration Protocol (DHCP) server is present, you can configure your DHCP server to assign the default gateway. 

If your intranet hosts are configured to obtain an IP address automatically and a DHCP server is not present (you are using the Automatic Private IP Addressing feature of Windows 2000 and Windows 98), then you must manually configure all of your intranet hosts with an IP address, subnet mask, and default gateway. 
See Also: To configure a default gateway, Incoming connections and IP addresses.
Cause: The calculated range of addresses allocated to connecting clients is larger than the range that you configured. 
Solution: Most TCP/IP networks use subnets in order to effectively manage routed IP addresses. For the range that you specified in From and To, Windows 2000 calculates the closest matching subnet. The range of addresses in the closest matching subnet may exceed the range that you specified. Unless the addresses specified in From and To are subnet boundaries, the range based on the calculated subnet will be larger than the range that you specified. To avoid this, specify a range that falls on subnet boundaries. For example, if you are using the 10.0.0.0 private network ID for your intranet, a range that falls on subnet boundaries is 10.0.1.168 to 10.0.1.175. Or, if you are using the 192.168.0.0 private network ID for your intranet, a range that falls on subnet boundaries is 192.168.1.0 to 192.168.1.255.
See Also: To configure an incoming connection to use TCP/IP.
Phone and Modem Options
Modem overview
Telephone lines that are used in a conventional phone system are designed to transmit human speech with analog signals. Analog signals vary continuously, like waves, along their length. Computers store and process data in digital format and communicate both internally and with each other in binary digits.
When two computers communicate with each other over a conventional phone line, a modem translates the binary information from the computer at the sending end to an analog signal that can pass over the phone line. At the receiving end, another modem translates the analog signal back to binary information that can be used by the computer. The conversion from binary to analog information is called modulation and the conversion back from analog to binary is called demodulation. The word modem, short for modulator/demodulator, is the name for the device that performs these conversions.
Both standard modems and fax modems perform this conversion. There are also ISDN and cable modems that provide digital communication. These are not really modems because they do not convert digital and analog signals. They enable computers to transmit digital information directly without the conversion. When you communicate over analog telephone lines, you need standard modems.
The speed at which modems transmit data is called the throughput. This is measured in bits per second (bps).
The conversion between digital and analog data is governed by proprietary and international standards, called modem protocols. Improving protocols have allowed faster data throughput rates. Besides using the available bandwidth more effectively, protocols have incorporated data compression to speed the throughput and error control for greater reliability. The protocols for modems operating at 56 kilobits per second (Kbps) are now designed to support receiving data from an Internet service provider connected to a digital line but sending with the standard digital-to-analog conversion.
Windows supports many different modems. If you are looking for a new modem that is compatible with Windows, you should choose a modem from the Microsoft Windows Hardware Compatibility List at the Microsoft Web site (http://www.microsoft.com/). Microsoft has tested these modems with Network and Dial-up Connections. If you have a modem that is not on this list, it may still work perfectly well with Windows, especially if the manufacturer provides an installation disk or .inf file for Windows. Some modems are compatible with a supported modem and may be installed by choosing the supported information. Check the documentation provided with the modem for details. You may also find installation files or other useful information at the manufacturer's Web site.
Common tasks
The following tasks are frequently used when working with modems. 
Install a modem
Most modems are recognized by Windows 2000 and will be installed automatically. To install and connect your modem properly, refer to the manufacturer's documentation. 
Install an unsupported modem
Install an unsupported modem if your modem does not install automatically or it is installed as a standard modem. 
Change modem settings
Configure an installed modem. 
Create or change your dialing location
Create or change your dialing location when using your modem. 
Make a phone, fax, or data connection 
Use a modem to make a phone, fax, or data connection with Windows 2000. 
Set Dialing Rules
Dialing rules overview
The Windows 2000 Telephony API (TAPI) allows you to configure dialing rules for all telephony applications. If you run a TAPI-supported program (such as Phone Dialer) before configuring dialing, the program normally prompts you for the minimum information required for dialing. To completely configure dialing rules on a computer after installing Windows 2000, use Phone and Modem Options in Control Panel, as described in this topic.
Locations
A location is the set of parameters Windows uses to analyze telephone numbers and determine the correct sequence of numbers to dial. You can create as many locations as you need for different dialing requirements. 
A location can correspond to an actual geographic location, such as an office or hotel room, where you need to include codes for dialing outside of the company or building. If your work takes you to different cities or countries, you can create a location for each area, city, or country/region code.
A location can also be created for dialing rules not necessarily associated with a geographic location. For example, you can create different dialing rules for different company accounts, calling cards, or long distance services.
Location information includes:

Name 

Country or region 

Area (or city) code 

Dialing rules 

Area code rules 

Calling card information 
Naming and using locations
Locations can be named anything that is helpful for remembering them later. The default location for dialing is the location selected in the Phone and Modem Options dialog box. Many telephony programs, such as Phone Dialer or Fax, allow you to select a different location before dialing. When a telephony program dials a long distance number, it uses the dialing information provided by the selected location to complete the connection.
The available locations are listed on the Dialing Rules tab of Phone and Modem Options in Control Panel. On this tab, you can select the default location, create a new location, or edit any existing location. To create a new location, see To create a new location. If you want to edit an existing location, see To change dialing properties for a location.
General location rules
General location rules specify the name of a location, the country or region, and the local area code. They also enable you to access outside lines from a PBX for local and long distance calls, disable call waiting (so incoming calls do not interrupt connections), and specify either tone or pulse dialing.
The default rules for dialing local, long distance, and international calls are determined by the country or region that you have selected. Dialing rules specify the long distance operator and international prefix that is dialed before domestic long distance or international phone numbers.
Area code rules
Area code rules enable you to change the dialing patterns for calls to numbers in the same country or region, as described in To specify area code rules. The default area code rule for numbers in another area code often requires the application to dial the long distance operator, the area or city code, and then the phone number. For numbers in the same area code, the application dials only the subscriber's phone number. The default rules are shown in the following table.
Format and Example
For
LongDistanceOperator (AreaOrCityCode) Prefix-SubscriberNumber
1 (425) 882-8080
Numbers in other area or city codes
Prefix-SubscriberNumber
882-8080
Numbers in the same area or city code
Digits dialed in each of these categories may be different for different countries, regions, or locations.
Use area code rules to specify any of the following exceptions to the default rules:
Format and Example
For
(AreaOrCityCode) Prefix-SubscriberNumber
(425) 882-8080
Numbers in another area or city code.
(AreaOrCityCode) Prefix - SubscriberNumber 
(425) 882-8080
Numbers in the same area or city code.
LongDistanceOperator Prefix - SubscriberNumber 
1 882-8080
Numbers in the same area or city code.
LongDistanceOperator (AreaOrCityCode) Prefix - SubscriberNumber 
1 (425) 882-8080
Numbers in the same area or city code.
LongDistanceOperator (AreaOrCityCode) Prefix - SubscriberNumber 
01 (425) 882-8080
Numbers in another city or area code, but the long distance operator is not the default for the country or region.
If you use a different long distance operator than the country/region default for all area codes, it is much easier to use a calling card for the location instead of creating an area code rule for every area or city code that you dial. For more information, see Calling cards.
Specifying more than one rule for an area code
When different prefixes in an area code are dialed differently, you can specify more than one rule for the area code. Area code rules are applied from top to bottom in the list. If two rules apply to a particular prefix in an area code, the last rule in the list determines the dialing pattern for that prefix.
When you create a new area code rule, it is added to the bottom of the list. To apply multiple rules correctly then, create area code rules in this order:
 1.
Any default rule that should apply to all unspecified prefixes. (In this case, use the Include all the prefixes within this area code option). This rule should appear at the top of the list. 
 2.
Area code rules that list specific prefixes. (Use the Include only the prefixes in the list below option). 
Most prefixes in an area code follow the default dialing patterns shown here:
Dial
For
1 (AreaOrCityCode) Prefix-SubscriberNumber
Numbers in another area or city code.
Prefix-SubscriberNumber
Numbers in the same area or city code.
When most prefixes in an area code do not follow the default dialing patterns, create one rule to specify the new default dialing pattern for the area code and create another rule to specify the few exceptions. This is easier than just creating one area code rule that lists the bulk of prefixes for an area code.
For example, suppose you dial most numbers in an area code in the following format:
(AreaOrCityCode) Prefix-SubscriberNumber 
but three prefixes are dialed in this format:
1 (AreaOrCityCode) Prefix-SubscriberNumber 
First, create an area code rule that applies to all prefixes in the area code and, in that rule under Rules, select only the Include the area code check box. This creates the default rule for the area code. It will apply to all the prefixes that are not specified by the second rule in the list.
Second, create an area code rule that lists the three prefixes that follow the second dialing pattern. In that rule under Rules, select both the Dial check box (confirm that the adjacent text box says 1) and the Include the area code check box. This creates a rule that applies only to the three prefixes and should appear second in the list.
Calling cards
A location can use a calling card to specify the sequence of numbers to be dialed for a particular calling card or long distance service. You may also choose to use a calling card to specify a different long distance operator or international operator than the default operator for a country or region.
A calling card records the calling card number and any personal identification number (PIN). It defines the access numbers and dialing steps for local, long distance, and international calls. After you create a new calling card, you can use it with any location. To create or use a calling card, see To create a new calling card or To use a calling card for long distance dialing.
If you use two or more long distance services with different access numbers, you can create a calling card for each service and a different location to use each calling card. Telephony programs, such as Phone Dialer or Fax, normally permit you to change the location before dialing a number. When you dial a number, select the location corresponding to the long distance service you want to use.
Specify a long distance carrier
The long distance carrier number, also called the long distance operator, is dialed before the area code or country/region code to dial domestic or international long distance calls. The country/region selection for a location usually enables programs to dial the correct long distance carrier numbers for domestic and international calls. If your long distance carrier is not accessed with the default numbers for the country/region selection, then see To specify a long distance carrier for dialing. 
To create a new location 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click New. 
 3.
Click a tab to specify the General settings, Area Code Rules, or Calling Card for the location. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 
To change dialing properties for a location 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 
 3.
Click a tab to make changes to the General settings, Area Code Rules, or Calling Card for the location. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 
To specify area code rules 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 

To create a new location, click New.
 3.
Click the Area Code Rules tab. 
 4.
To add a new area code rule, click New. 

To edit an existing rule, click the rule and then click Edit.
 5.
In Area code, enter the area or city code. 
 6.
Choose the prefixes to which you want to apply the area code: 

To apply the rule to all prefixes in the area code, click Include all the prefixes within this area code. 

To specify prefixes, click Include only the prefixes in the list below, and then click Add. 
 7.
To dial a number before phone numbers containing these prefixes, select the Dial check box, and then type the digits to dial. 
 8.
To dial the area code before the phone number, select the Include the area code check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To specify numbers to dial an outside line 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 

To create a new location, click New.
 3.
Under Dialing rules, enter the numbers required to reach an outside line for local and long-distance calls. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Do not use this procedure to specify the numbers required before dialing to a different city, area, or country/region, such as 1, 0, 00, or 011. The numbers specified here are to dial local or long distance calls from within a private telephone network (PBX), such as used by a company or other organization. The dialing rules for a location automatically insert the number required to call a number with a different city, area or country/region code. 
To create a new calling card 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 

To create a new location, click New.
 3.
On the Calling Card tab, click New. 
 4.
On the General tab, enter the following: 
Value
Description
Calling card name
The name you use to identify the card.
Account number
The account number provided by the calling card company for the calling card. For some calling cards this is the home or business phone number associated with the account.
Personal Identification Number (PIN)
Any personal number required to secure your account against unauthorized use. Often a four digit number, this is usually dialed after the account number when you place a call. Some calling cards do not use a PIN.
 5.
Perform the following steps on the Long Distance, International, and Local Calls tabs to specify dialing rules for each type of call. 
 6.
On each tab, type the phone number required to access the corresponding service. Include all the digits dialed after you access an outside line. 

On the Long Distance tab, Long distance calls access number is the phone number to access the calling card service for domestic long distance calls. 

On the International tab, International calls access number is the phone number to access the calling card service for international long distance calls. 

On the Local Calls tab, Local calls access number is the phone number to access the calling card service for local calls. Leave this blank to dial local numbers without using the calling card. 
 7.
Under Calling card dialing steps, click the buttons to add the steps required to complete a call. 
Click
To dial
Access number
The number to access the calling card company. This will dial the access number entered at the top of the tab.
Account Number
The account number that identifies your account, which was entered on the General tab.
PIN
Your personal identification number which was entered on the General tab, usually dialed immediately after the account number.
Wait for Prompt
Pauses dialing for a dial tone, voice message, or time interval.
Destination Number
The country/region code, area code, and phone number.
Specify Digits
Any sequence of the digits 0-9, *, and #.
 8.
To reposition any step in the order, click the step and then click Move Up or Move Down. 

To remove the step, click Delete.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you add Access Number, PIN, or Account Number to the Calling card dialing steps and the corresponding field is blank, the program will prompt you to enter the missing value when you click OK or Apply. 
To specify a long distance carrier
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click New. 
 3.
Type a Location Name to identify the long distance carrier, and specify the Country/Region, Area code, and any Dialing rules. 
 4.
On the Calling Card tab, click New, and type a name to identify the calling card, such as the name of the long distance carrier. 
 5.
On the Long Distance and International tabs, type the corresponding long distance operator number in the access number edit box. 
 6.
On the Long Distance and International tabs, under Calling card dialing steps, click Access Number and subsequent steps for dialing long distance and international calls. 
 7.
On the Local Calls tab, enter the steps to dial local calls. 

Leave Local calls access number blank unless an access number is required.

To dial only the local phone number, click Destination Number, and clear the Dial the area code check box.
 8.
Click OK to save the new calling card. 
 9.
Under Card Types, make sure that the new calling card is selected to be used with the location, and then click OK. 
10.
Under Locations, leave this location selected if you want this to be the default long distance carrier for telephony programs, and then click OK. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

This procedure specifies long distance carrier numbers (also called the long distance operator) required for domestic or international long distance calling. This procedure is not normally required to use the default domestic and international long distance operators for a country/region. The country/region selection for a location normally enables programs to use the default numbers. 

The location selected on the Dialing Rules tab of Phone and Modem Options is the default location for dialing. If you create more than one location, some telephony programs (such as Phone Dialer, which is provided with Windows 2000) let you choose a different location before dialing. 
To modify an existing calling card 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 
 3.
On the Calling Card tab, click the card type you want to modify, and then click Edit. 
 4.
Click the General tab to change the calling card name or number, or your personal idenfication number (PIN). 
 5.
Click the Long Distance, International, or Local Calls tab to change the access number or dialing steps for the corresponding type of call. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you add Access Number, PIN, or Account Number to the Calling card dialing steps and the corresponding field is blank, the program will prompt you to enter the missing value when you click OK or Apply. 
To use a calling card for long-distance dialing 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Dialing Rules tab, click the location to modify, and then click Edit. 

To create a new location, click New.
 3.
On the Calling Card tab, click the calling card you want to use. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you use more than one calling card, you can create a different location for each one. Telephony programs, such as Phone Dialer or the Send Fax wizard, normally let you change the location before dialing. 

If you dial digits to access a long distance carrier (a long distance operator), you can use a calling card to specify the dialing sequence. When you create the calling card for a long distance carrier, create a unique location to go with it. 
Configuring a Telephony Client
To add a telephony service provider
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Advanced tab, click Add. 
 3.
In Telephony providers, click the service provider, then click Add. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

This procedure only adds providers that are already installed on your hard drive in the Systemroot\system32 folder. Use the setup or installation program provided on the manufacturer's disk to install the driver files for a new provider. 

A manufacturer's setup program normally adds the new provider to the list on the Advanced tab of Phone and Modem Options. If a provider is not listed on the Advanced tab after you run the manufacturer's setup program, use this procedure to add the provider. If it is not listed in the Add Provider dialog box, refer to the manufacturer's documentation for further instructions. 
To configure a telephony service provider
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Advanced tab under Providers, click the telephony service provider you want to configure. 
 3.
Click Configure. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The settings you can change depend on the service provider. If Configure is unavailable, then the service provider does not have any settings that you can change. 
To specify an H.323 gateway or proxy
 1.
Open Phone and Modem Options. 
 2.
On the Advanced tab under Providers, click Microsoft H.323 TAPI Service Provider. 
 3.
Click Configure. 
 4.
Specify to use an H.323 gateway or proxy: 

To specify an H.323 gateway, select the Use H.323 gateway check box, and then type the computer name or IP address for the gateway. 

To specify an H.323 proxy, select the Use H.323 proxy, and then type the server name or IP address for the proxy. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

An H.323 gateway connects the IP network with a switched service network, such as the public switched network (PSTN). Your telephony system administrator can provide the correct name or IP address to enter here. 

A proxy server acts as a firewall or security barrier between your intranet and the Internet, keeping other people on the Internet from gaining access to confidential information on your internal network or your computer. Your telephony system administrator can provide the correct name or IP address to enter here. 
To specify telephony servers on a client computer
 1.
Open a Command Prompt window. 
 2.
Type tcmsetup /c server1 server2 ... 
Notes

To open a Command Prompt window, click Start, point to Programs, point to Accessories, and then click Command Prompt. 

The TAPI client is installed with the Microsoft Windows 2000 operating system, but you need to perform this procedure to specify servers for the client. The client must be in the same domain as the server or in a fully trusted domain. 

You must log on to the client as an administrator to perform this command. If you are logged on to a computer in the Users or Power Users group, you can use the runas command to run tcmsetup as an administrator, for example: 

runas /user:mydomain\myname "tcmsetup /c servername"

In the tcmsetup command line, server1 server2 ... represent names of one or more TAPI servers. The command replaces any previous list, so make sure to list every telephony server you want to make available to the client. 

You may have to restart the Telephony service for this change to take effect. 

Before client users can dial out using the phone lines on the TAPI server, the TAPI server administrator must also assign the users to the phone lines. 
Install or Remove Modems
Installing a modem
To install the modem hardware on your computer, refer to the manufacturer's documentation. Generally, the following instructions apply:

If you have an internal modem with jumpers, set the jumpers for Plug and Play for Windows 2000 or, if that option is unavailable, for Windows 98 or Windows 95. 

Install an internal modem in an empty slot. Attach an external serial modem to an unused COM port. 

If you have an external modem, ensure that it is attached to the computer, plugged into the power source, and turned on before you turn on the computer and start Windows. 

Ensure that your modem is properly connected to the phone line and to your computer. 
Most modems manufactured now are compatible with Plug and Play and installed automatically after they are connected to the computer. However, older modems and external serial modems may not be detected. If your modem is not installed automatically, then use Phone and Modem Options in Control Panel to install it manually. To install a modem, see To install a modem. To choose the modem type manually, see To install an unsupported modem.
To install a modem
 1.
Open Phone and Modem Options in Control Panel. 
 2.
(Optional) If you are prompted for location information, enter dialing information for your location and click OK. 
 3.
On the Modems tab, click Add. 
 4.
Follow the instructions in the Install New Modem wizard. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

f you are installing an external modem, if a cable is not provided, refer to the manufacturer's instructions for cabling requirements. Most common cables will work, but some cables do not have all the pins connected. Do not use the 9-to-25 pin converters that come with most mouse hardware, because some of them do not carry modem signals. 
To install an unsupported modem 
 1.
Open Phone and Modem Options in Control Panel. 

If you are prompted for location information, enter dialing information for your location and click OK.
 2.
On the Modems tab, click Add. 
 3.
In the Install New Modem wizard, select the Don't detect my modem; I will select it from a list check box, and then click Next. 
 4.
Do one of the following: 
If
Do this
A modem is listed that is a good match for your modem
On the list of modems, click the manufacturer and model that is the best match for your modem, and then click Next.
If your modem is not listed and and you have an installation disk or .inf file provided by the manufacturer
Click Have Disk and specify the location of the disk or .inf file
 1.
Follow the remaining instructions provided by the Install New Modem wizard. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

If possible, get the latest installation disk or modem .inf file designed for Windows 2000 from the manufacturer. This can usually be downloaded from the manufacturer's Web pages. If Windows 2000 installation files are unavailable, you can try using an installation disk or .inf file for Windows NT 4.0, Windows 98, or Windows 95. It may work correctly in Windows 2000 as well. 

If no installation file is available for the modem, the manufacturer's instructions that came with the modem may specify a compatible modem. Otherwise, click (Standard Modem Types) in Manufacturers, and try choosing the standard modem with the speed matching your modem. 

If a cable is not provided with an external modem, refer to the manufacturer's instructions for cabling requirements. Most but not all off-the-shelf cables will work. Some cables do not have all the pins connected. Do not use the 9-to-25 pin converters that come with most mouse hardware, because some of them do not carry modem signals. 
To configure an installed modem
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem you want to configure, and then click Properties. 
 3.
Enter the changes you want: 
To
Do this
Change the speaker volume, maximum port speed, or wait for a dial tone before dialing.
Click the General tab. 
View diagnostic information, including commands supported by your modem, or to view a log of modem activity.
Click the Diagnostics tab.
Add extra initialization commands.
Click the Advanced tab.
Change call preferences (manual dialing or disconnecting) or data connection preferences (port speed, data protocol, compression, or flow control).
Click the Advanced tab, then click Change Default Preferences.
Change hardware settings (data bits, parity, stop bits, or modulation).
Click the Advanced tab, click Change Default Preferences, and then click the Advanced tab.
Note

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure.
To change the COM port for a modem
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem you want to configure, and then click Properties. 
 3.
On the Advanced tab, click Advanced Port Settings. 

If this option is not displayed, the modem does not support changing the assigned COM port
 4.
In Com Port Number, click the port number you want to use. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Do not change this setting unless it is required by your system configuration. The communications port is normally assigned correctly when you install a modem. 

The advanced COM port settings are available only for certain brands of modems. If you do not have one of these modems, to change the assigned COM port, you must reinstall the modem and choose the desired COM port. 
Characteristics of specific modems
Modems supported by Network and Dial-up Connections do not necessarily work in all modes with other modems on the Microsoft Windows Hardware Compatibility List.
For example, some V.32bis modems do not work with port speeds of 14,400 bps although they communicate at a modem-to-modem speed of 14,400 bps. If your V.32bis modem does not work at an initial speed of 14,400 bps, you should change the speed to 19,200 bps. For information about changing initial modem speed, see To configure your modem for a network connection.
Internal modems
Windows 2000 cannot automatically detect certain internal modems, such as the Digicom Scout Plus. You must install the modem manually through Control Panel.
Callback
Modems supported as server modems may not support callback when used as client modems.
Manual dialing
Modems that have special characteristics with manual dialing are listed in the following table.
Modem
Special characteristic
Bocamodem M1440
Fails modem protocol negotiation.
Gateway 2000 Telepath Internal
Always disconnected by the server after negotiation.
Intel SatisFaxtion 100
Fails authentication.
Racal-Milgo 2412
Handset can never be replaced, even after connection.
Ven-Tel 9600 Plus II 
Fails authentication.
Setting hardware connections
A modem has to be connected to the telephone system and to a power source.
Telephone connections
Both internal and external modems use a modular phone cord, called an RJ-11 coupler. Usually, a new modem includes the coupler. If you have an older, four-pronged jack, you may also need an adapter to connect to your phone line. 
If your office has digital, PBX or multiline phones, you cannot connect a modem directly to the phone system. You need to either install a standard line or install a device that connects your modem to one of these systems. See your computer or telephone supplier for specialized solutions.
Power connections
Internal modems are powered directly by the computer. External modems usually come with a power adapter, but are sometimes powered by the computer. Most portable modems for portable computers use batteries, although they often come with an adapter too. Some are powered directly from the computer. Modems use different sizes and styles of adapters, so if you lose the adapter, you need to get a new one from the modem or computer manufacturer. Refer to the manufacturer's documentation for  about the power requirements of your computer.
Cabling Connections
External serial modems connect to the computer with a serial cable, also called an RS-232 cable. If a cable is not provided with your modem, make sure you get one that fits both your computer's serial port and the modem's port.
To duplicate a modem installation on multiple ports
 1.
Install the modem you want to duplicate on at least one port. 
 2.
Open Phone and Modem Options in Control Panel. 
 3.
On the Modems tab, right-click the modem you want to duplicate to other ports. 
 4.
Click Duplicate. 
 5.
Choose to duplicate the modem installation on all ports in the list or only on selected ports. 

Click All ports to duplicate the modem installation on all ports shown on the list. 

Click Selected ports and then select the ports to duplicate the modem installation only on selected ports. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Use this procedure to quickly duplicate a modem installation when you are installing the same make and model of modem on more than one port. 
To copy modem properties to modems on multiple ports
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, right-click the modem with the properties you want to copy. 
 3.
Click Copy properties. 
 4.
Right-click the modem to which you want to copy the properties, then click Apply. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Use this procedure to quickly duplicate changes to modem properties from one modem to modems on other ports. 
Null modem cabling
If you are making a direct serial connection between two Windows computers or between a Windows and a Macintosh computer, your cable must be wired as shown in the following tables.
The wiring shown here is required for direct network connections. (For more information, see Direct connections.) Note that off-the-shelf null modem cables may not be wired properly. Be sure to confirm that your null modem cables are wired as shown.
9-pin null modem cabling
Remote host serial port connector
Calling system serial port connector
Signal
3
2
Transmit data
2
3
Receive data
7
8
Request to send
8
7
Clear to send
6, 1
4
Data set ready and carrier detect
5
5
Signal ground
4
6, 1
Data terminal ready
25-pin null modem cabling
Remote host serial port connector
Calling system serial port connector
Signal
2
3
Transmit data
3
2
Receive data
4
5
Request to send
5
4
Clear to send
6, 8
20
Data set ready and carrier detect
7
7
Signal ground
20
6, 8
Data terminal ready
9-to-25 pin null modem cabling
25-pin connector
9-pin connector
Signal (25-pin)
2
2
Transmit data
3
3
Receive data
4
8
Request to send
5
7
Clear to send
6, 8
4
Data set ready and carrier detect
7
5
Signal ground
20
6, 1
Data terminal ready
Macintosh-to-PC 25-pin cable
The following table shows the correct pin connections from an 8-pin RS 422/423 mini-circular (Macintosh) connector to a 25-pin RS 232-C PC connector. On the DB25 connector, pins 6 and 8 are jumpered together and on the mini-circular connector, pins 4 and 8 are jumpered together.
Mini-circular connector (RS 422/423)
DB25-P Connector (RS232-C)
Mini-circular connector signal
1
6, 8
Data terminal ready
2
20
Data set ready
3
3
Transmit data
4, 8
7
Signal ground
5
2
Receive data
6
--
No connection
7
--
No connection
Shield

Protective ground
Detailed technical information for cabling Macintosh computers is available in the Tech Info Library on the Support page at the Apple Computer Web site. (http://www.apple.com/)
Note

Web addresses can change, so you might be unable to connect to the Web site or sites mentioned here.
To remove a modem
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to delete. 
 3.
Click Remove. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure.
Test and Troubleshoot Modems
To test a modem 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to test. 
 3.
Click Properties, then click Diagnostics, then click Query Modem. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

This procedure sends standard AT commands to your modem and displays the responses to indicate features supported by your modem. 
To log and view modem commands
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem whose commands you want to log. 
 3.
Click Properties, then click the Diagnostics tab. 
 4.
In Logging, select the Append to Log check box if you are working on a computer running Windows 2000 Professional or Record a Log if you are working on a computer running Windows 2000 Server. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Click View Log to display the log file. 

Commands sent to the modem are captured in the file 

Systemroot\ModemLog_Model.txt. 

Systemroot is usually C:\Winnt\System32\. Model is the name of the modem as it appears in the list of installed modems on the Modems tab of Phone and Modem Options. 

On Windows 2000 Professional, logging is always turned on and the log is overwritten at the beginning of every session unless you select the Append to Log check box. On Windows 2000 Server, logging is turned off unless you select the Record a Log check box. 
Modem diagnostics
You can verify that your modem is working properly by using the diagnostics that are available through the Phone and Modem Options icon in Control Panel. (For more information on this procedure, see To test a modem.)
When you query a modem, Windows tries the following commands and displays the results.
Command
Response
ATQ0V1E0
Initializes the query.
AT+GMM
Model identification (ITU V.250 recommendation is not supported by all modems). 
AT+FCLASS=?
Fax classes supported by the modem, if any.
AT#CLS=?
Shows whether the modem supports the Rockwell voice command set.
ATIn
Displays manufacturer's information for n = 1 through 7. This provides information such as the port speed, the result of a checksum test, and the model information. Check the manufacturer's documentation for the expected results.
You can also record a log of commands as they are sent to the modem by communication programs or the operating system. For more information, see To log and view modem commands.
Change How Modems Initialize and Connect
To specify initialization commands 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure. 
 3.
Click Properties. then click the Advanced tab. 
 4.
In Extra initialization commands, type the commands that should be sent to the modem when it is initialized. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Type the commands exactly as they should be sent, with no extra spaces or characters. The AT prefix is unnecessary. 

The commands you enter here are sent after the standard initialization commands for the selected modem. This enables you to change the modem behavior or configuration as required by your communication software or to communicate with a service provider. For more information about the commands recognized by your modem, refer to the manufacturer's documentation or Web site. 
To wait for dial tone before dialing 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, then click Properties. 
 3.
On the General tab, select the Wait for dial tone before dialing check box. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

If you clear the Wait for dial tone before dialing check box, your modem will dial without waiting for a dial tone. This may be necessary if a phone line does not provide a standard dial tone. 
To adjust modem speaker volume 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, then click Properties. 
 3.
On the General tab, under Speaker volume, move the slider to the left or right to adjust the volume. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Some modems do not support this functionality. 
To specify disconnect times 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, then click Properties. 
 3.
Click the Advanced tab, then click Change Default Preferences. 
 4.
On the General tab, under Call preferences: 
To
Do this
Automatically disconnect when a connection is not used for a specified time.
Select the Disconnect a call if idle for more than check box, and then type the number of minutes the modem should wait before disconnecting.
Change the time allowed to make a new connection.
Type the number of seconds in Cancel the call if not connected within.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Note that these are the default settings. If these parameters are specified by an application program, the program's settings take precedence. 

If you are using a network connection, the disconnect time is determined by the redialing options for the network connection rather than by the setting in the modem's properties. 
Change Modem Data and Hardware Settings
To change the maximum modem port speed 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, then click Properties. 
 3.
On the General tab, in the Maximum Port Speed list, click the speed for the modem. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

This value is usually set correctly when the modem is installed. 

This speed represents the maximum speed programs are allowed to transmit data to the modem and is normally faster than the modem speed. For example, this is usually set to 57,600 bps for a 33.6 Kbps (V.34) modem. 

Changing this setting also sets the current speed for the modem. 
Optimizing data transfer speed
The speed settings for a modem are usually set correctly during installation. There are two different speeds set in Phone and Modem Options: Maximum Port Speed in the general modem properties and Port Speed in the default preferences. Both of these specify the speed at which communication programs send data to the modem, not the speed at which data is transferred between your modem and the remote modem.
The Maximum Port Speed specifies the maximum speed programs can transmit data to a modem. Most programs set their own speed, so this limits the speed at which they can send data. The Port Speed is the current port speed for the modem. These two settings are usually the same, although there are some instances in which one should be changed. Do not change these speeds just to match the rated speed for your modem. 
Measuring your modem speed
There are several separate components that determine the speed of the connection. When a program or hardware reports transmission speeds, note carefully what is being reported. For example, if a V.34 modem rated at 33.6 kilobits per second (Kbps) reports a connection speed of 38.4 Kbps or higher, it is reporting the port speed that data is transmitted from the computer to the modem rather than the rate that data is transmitted between modems.
For practical purposes, you want to know the throughput speed, the speed that your data is transferred between your communications program and the program on another computer. Communications programs usually report the throughput speed and normally provide the speed in either bits per second (bps) or characters per second (cps). For serial communications, speed in bits per second can be divided by 10 to approximate the characters transmitted per second.
Check the throughput speed after you start communicating with the remote computer. The initial throughput speed is not necessarily a good estimate of the transmission speed. Modems often shift speed up or slow down after the initial connection. Modems can fall forward or fall back depending on the quality of the connection and other factors.
Transmission speeds for direct serial connections
When you create a direct serial connection to another computer or device, you may need to adjust the maximum port speed for the connection. The initial setting for a direct serial connection is 19.2 Kbps. For a Windows CE device or other device that supports higher data transmission speeds, change the maximum port speed to the correct speed. Refer to the manufacturer's instructions for the transmission speed supported by the device.
For , see Attaining fast speeds with a 56 Kbps modem, Data transfer speed, Improving modem throughput speeds, To change data connection preferences, or To change the maximum port speed.
Attaining fast speeds with a 56 Kbps modem
A modem connection must fulfill three requirements to support a 56 kilobits per second (Kbps) (also called V.90) connection.
 1.
The host server must use a digital connection to the network. Your Internet service provider can tell you if they support 56 Kbps service. 
 2.
Both ends of the connection must support the same protocol, the V.90 standard or either of its predecessors, K56flex, or 3COM/USR X2. For example, if your Internet service provider has a V.90 device, your modem must support the V.90 protocol. 
 3.
There can only be one analog connection between your modem and the host computer. The phone line in most homes is an analog line. 
If a connection does not meet these requirements, a modem falls back to the fastest protocol that works for the connection. For example, a 56 Kbps V.90 modem falls back to the 33.6 Kbps V.34 protocol if it cannot make a V.90 connection. Even if your connection fulfills these requirements, other factors may reduce either the transmission speed or the number of times that you successfully obtain the highest speed connection. For example, old lines or lines that are subject to interference may reduce transmission speeds. Maximum throughput speeds of 26 Kbps are not unusual in these cases.
Devices to improve the quality of your telephone service may also hamper 56 Kbps V.90 modem connections. Load coils found on long wire lengths to improve voice quality do not usually prevent V.90 connections, but can reduce the speed. Digital pads, which balance the volume of voice calls, usually do not prevent V.90 connections, but they can reduce the speed. Analog pads prevent V.90 connections, because they convert the digital data to analog to balance the volume and then back to digital. This inserts an additional analog section in the line.
In practice, the 56 Kbps speed supported by the V.90 and other protocols is unattainable. U.S. government regulations to safeguard public phone systems right now limit transmission speeds to 53 Kbps. Phone-line noise and other limitations of phone systems usually keep average transmissions in the 40 to 50 Kbps range.
For more information, see The V.90 modulation protocol, Data transfer speed, Improving modem throughput speeds, Optimizing data transfer speed, and Protocols and standards.
To change data connection preferences 
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, click Properties, click Advanced, then click Change Default Preferences. 
 3.
On the General tab, under Data Connection Preferences, change the setting for Port speed, Data protocol, Compression, or Flow control. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

These values are usually set correctly when the modem is installed. 
Protocols and standards
Modulation standards are published by the International Telecommunications Union Telecommunication Standardization Sector, or ITU-T. These ITU-T standards are often called the V-series because they are designated with a V prefix (for example, V.34). The suffixes bis and terbo on some of the standards designate second and third revisions.
Private companies, such as Bell Systems, Western Electric, and AT&T, have also set standards that were more widely used in the past. They are now mostly either obsolete or used along with the ITU-T standards. In particular, the Bell standards were once widely used in the United States and are still supported by many modems for backward compatibility. 
Newer protocols generally provide faster communication. To be able to communicate with each other, two modems must support the same protocol. The modem chip set determines which protocols are supported by your modem and the speeds at which it can transmit data. A driver installed on your computer does the same for software-driven modems. 
Compatibility and speed
Modems from different manufacturers, and even different models from the same manufacturer, may be incompatible in some settings and circumstances. Even modems that claim to follow the Hayes AT command set may, at times, be unable to communicate with other Hayes-compatible modems.
Because modems achieve high speeds in different ways, compatibility problems increase with high-speed modems. Even modems that follow a standard for modulation, compression, and error correction may be unable to communicate with each other at higher speeds. Therefore, the faster protocols have specified fallbacks to slower protocols.
When a modem connects with another modem, the calling modem sends a tone using the selected modulation. If the answering modem supports the same modulation, they connect immediately. Otherwise, the modems attempt to fall back to a lower type of modulation until they find the highest modulation they have in common. Modems usually support fallback through the ITU-T standard modulations. A V.90 modem falls back to V.34, and a V.34 modem falls back to V.32bis and then V.32.
Even after connecting with a particular modulation, two modems may also fall back to a slower speed when they are unable to maintain a reliable connection. For example, the V.32bis and V.34 connections can be made at the following speeds:
Modulation
Connection speeds (bps)
V.32bis
14,400, 12,000, 9600, 7000
V.34
33,600, 31,200, 28,800, ..., 2400 bps
Because a modem can fall back either to a slower protocol or to slower speeds without changing the protocol, transmission speeds that are slower than expected do not necessarily indicate a problem with your line or modem.
For information about the V.90 protocol, see The V.90 modulation protocol.
The V.90 modulation protocol
Windows supports 56 kilobytes per second (Kbps) modems. The international standard for 56 Kbps modems is the V.90 protocol. This protocol is designed for Internet service provider (ISP)-to-client connections. The V.90 protocol (and the proprietary K56flex and X2 protocols that preceded it) is different from previous protocols because it provides for different host-to-client and client-to-host speeds. The V.90 protocol provides for transmission speeds of up to 56 Kbps from an ISP host to the client and up to 33.6 Kbps for client-to-host transmissions.
The 56 Kbps modem technology takes advantage of the digital connection to the public telephone network used now by most Internet and other online service providers. With no analog-to-digital conversion, the host transmission can attain higher speeds.
When sending data, the client transmission must still make the analog-to-digital conversion somewhere between the client and the central office. Client-to-host transmissions therefore use the V.34 standard with data rates limited to 33.6 Kbps. This is not actually a great limitation, because graphics-intensive Web pages, audio files, and video files are downloaded from an ISP at near-ISDN speeds. Client-to-host communication is usually limited to keystrokes and mouse clicks, which would not be noticeably improved by faster communication speeds. 
The V.90 standard is compatible with previous communication standards, such as V.34. When a V.90 modem connects with a remote computer that supports the V.90 protocol, it checks the line to determine whether any analog-to-digital conversions of the host transmissions have taken place. If the modem detects an analog-to-digital conversion, it falls back to the V.34 protocol. A V.90 modem also attempts a V.34 connection when the remote computer does not support the V.90 protocol.
If you have a V.90 modem that seems to be performing poorly, see Attaining fast speeds with a 56 Kbps modem. For more information about modem protocols, see Protocols and standards.
Data transfer speed
When you initiate a dial-up connection, there are three separate components that determine the speed of the connection:

The local interface speed is the speed of the connection between your computer and your modem, also called the DTE rate. 

The connection speed is the speed at which data is transmitted between modems over the communication lines, also called the DCE rate. 

The remote interface speed is the speed at which data is transmitted between the receiving modem and computer. 
The actual speed at which data is transmitted between computers depends on all three rates. When you buy a modem, the manufacturer normally specifies the maximum connection speed. The maximum port speed that can be set in Phone and Modem Options represents the maximum local interface speed that communications programs can use to send data to the modem. The remote interface speed may also limit transmission speeds. For example, an online service provider must support the same 56 Kbps protocol used by your modem for you to receive high speed transmissions with a 56 Kbps modem. (See Attaining fast speeds with a 56 Kbps modem). 
Most high-speed modems today fix their local interface speed at a given value instead of changing it according to the connection speed. The local interface speed is then normally higher than the actual transmission of data over the phone line. For example, a V.34 modem that supports 33.6 Kbps may have its maximum port speed set for 115.2 Kbps. 
This difference, called speed buffering, allows a modem to seem faster than the actual connection speed. Using this, a modem can compress the data and send it in fewer bits. Since there are fewer bits, it takes less time to transmit than the uncompressed data. The V.34 modem may then obtain throughput rates of 33.6 Kbps even though the line is carrying fewer actual bits than that. 
Flow control
There are six different links involved in a connection: transmitting computer to transmitting modem, transmitting modem to receiving modem, receiving modem to computer, and the reverse of all three links. They can all have different data transmission rates. When the receiving modem is temporarily unable to accept the data, it needs a way to tell the transmitting modem to slow down or wait for it. Flow control is the method by which a modem controls the rate at which other modems send data to it.
If flow control is improperly configured, it may be impossible to connect to a remote system, the transfer rate may be considerably slowed, or the connection may be disrupted. If you see many errors and retransmittal of data when downloading files, check both the modem and the communication program settings for flow control. Flow control settings for both the communication program and the modem must be the same. Many communication programs set these automatically based on the modem, but some must be configured separately. 
Hardware flow control
Hardware flow (RTS/CTS) control depends on the modem to control the flow of data. This should be used with all high-speed modems or modems that compress data.
Software flow control
Software flow (also called XON/XOFF or CTRL+S/CTRL+Q) control uses data characters to indicate that the data flow should start or stop. This enables a modem to send a control character to signal another modem to stop transmitting while it catches up. 
Software flow control is slower and usually less desirable than hardware flow control. Software flow control is used only for transmitting text. It cannot be used for binary file transfer because binary data may contain the special flow control characters.
See To change data connection preferences to set hardware or software flow control for a modem.
Data compression
Data compression enables information to be transmitted beyond the actual connection speed. Data, particularly text and graphics, usually contain repeated sequences of identical information. Data compression works by replacing many characters of repeated information with a few characters and transmitting only one copy of repeated sequences of data.
Common methods for compressing data include MNP 3, MNP 4, MNP 5, and V.42bis. 
The effectiveness of compression varies, depending on the data. Text and graphics may often be compressed considerably. Compression for data that is already compressed may be less efficient because the modem is trying to compress data that is already compressed. V.42bis handles compressed data better than the other protocols.
For any error correction or data compression protocol to work, modems on both ends of the connection must support the protocol. Once two modems are connected, they automatically negotiate to determine the best mutual protocol. For example, if V.42bis fails, the backup is MNP 5, and if it fails, the backup is "no compression." 
To achieve maximum rates when transferring data, hardware flow control is required, and the maximum port speed must be set for two to four times the rated speed of the modem. This is usually configured correctly when you install a modem. If you know which type of compression is supported by your modem, you can calculate this value by multiplying the modem speed by the ratio shown above. For example, for a 14.4 kilobit per second (Kbps) modem with V.42bis compression, you would perform the following calculation.
14.4 Kbps x 4 = 57.6 Kbps 
This value is the maximum rate that data may be transferred by the modem. The actual throughput depends on the data.
Software data compression
Communication software, such as Network and Dial-up Connections, may support data compression. For example, using a 14.4 Kbps V.32bis modem, you can enable software compression, and experience an average throughput of 28.8 Kbps. Tests show that software compression can result in higher data transfer rates than hardware compression. 
If you use software compression, you may want to check the settings. For best results with software compression, you can check your modem's properties for the following:

Enable modem error correction by setting Data Protocol to Standard EC or Forced EC. 

Disable hardware compression by setting Compression to Disabled. 

Enable the software compression provided by your communication software. 
See To change data connection preferences to change this setting for a modem.
Hardware settings
The connection preferences for a modem provide hardware settings that determine how data is sent and reassembled by modems. To change hardware settings, see To change hardware settings.
Data bits
Data bits are the number of bits in a word. Most systems now use eight bits to represent a single data character (extended ASCII). In rare instances, some older systems still use seven bits.
Parity
Parity controls how modems check for errors. Line noise can insert extra bits into data being transmitted over a phone line. In older modulation types, parity checked for these errors. With parity checking, the transmitting modem adds a parity bit to the data packet in order to make the number of 1 bits in the packet odd or even. The receiving modem adds up the number of 1 bits that is received and accepts or rejects the packet depending on whether the sum agrees with the parity bit.
Windows 2000 provides several settings for parity.
Set this
To do this
Even
Set the parity bit to 0 or 1 to make the number of 1 bits even.
Odd
Set the parity bit to 0 or 1 to make the number of 1 bits odd.
None
Send no parity bit.
Mark
Set the parity bit always to 1.
Space
Set the parity bit always to 0.
Most modem connections now use more reliable and sophisticated methods of error checking (see Error correction), so this is usually set to None.
Stop bits
Stop bits frame data packets in asynchronous communication. These tell the receiving modem that a byte has been sent. Modern asynchronous protocols never require more than one stop bit.
Modulation
In the hardware settings, modulation is the protocol that a modem uses to translate digital information to the audio tones transmitted over a standard telephone line. Both computers must be using the same type of modulation to exchange information successfully.
You can switch the modulation type to be compatible with the modem signals for the computer to which you are trying to connect. Most modems fall into the standard category, but if you are having trouble connecting, try switching to a nonstandard modulation type. These include the Bell protocols for older modems, and proprietary protocols, such as the US Robotics HST protocol.
To change hardware settings
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure, click Properties. 
 3.
Click the Advanced tab. 
 4.
Click Change Default Preferences. 
 5.
Click the Advanced tab. 
 6.
Under Hardware Settings, change the setting for Data bits, Parity, Stop bits, or Modulation. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

These values are usually set correctly when the modem is installed. 
To designate hardware or software compression
 1.
Open Phone and Modem Options in Control Panel. 
 2.
On the Modems tab, click the modem that you want to configure. 
 3.
Click Properties. 
 4.
Click the Advanced tab. 
 5.
Click Change Default Preferences. 
 6.
In Data Connection Preferences, in the Compression list, click Enabled or Disabled. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

Some communications programs provide efficient software compression. If you are using a program that provides software compression, turning off hardware compression often provides the highest data throughput speed. 
Power Options
Power Options overview
Using Power Options in Control Panel, you can reduce the power consumption of any number of your computer devices or of your entire system. You do this by choosing a power scheme, which is a collection of settings that manages the power usage by your computer. You can create your own power schemes or use the ones provided with Windows 2000.
You can also adjust the individual settings in a power scheme. For example, depending on your hardware, you can:

Turn off your monitor and hard disks automatically to save power. 

Put the computer on standby when it is idle. While on standby, your entire computer switches to a low power state where devices, such as the monitor and hard disks, turn off and your computer uses less power. When you want to use the computer again, it comes out of standby quickly, and your desktop is restored exactly as you left it. Standby is particularly useful for conserving battery power in portable computers. Because Standby does not save your desktop state to disk, a power failure while on Standby can cause you to lose unsaved information. 

Put your computer in hibernation. The hibernate feature saves everything in memory on disk, turns off your monitor and hard disk, and then turns off your computer. When you restart your computer, your desktop is restored exactly as you left it. It takes longer to bring your computer out of hibernation than out of standby. 
Typically, you turn off your monitor or hard disk for a short period to conserve power. If you plan to be away from your computer for a while, you put your computer on standby, which puts your entire system in a low-power state.
Put your computer in hibernation when you will be away from the computer for an extended time or overnight. When you restart the computer, your desktop is restored exactly as you left it.
To use Windows 2000 Power Options, you must have a computer that is set up by the manufacturer to support these features. For more information, see the documentation that came with your computer.
Common tasks
The following tasks are frequently used when configuring Power Options. 
Choose a power scheme
A power scheme is a predefined collection of power options. Choose a power scheme to apply settings that fit the way you use your computer, or use one as a starting point for creating your own personalized power scheme. 
Put your computer on standby
Standby is a state in which your monitor and hard disks turn off, so that your computer uses less power. When you want to use the computer again, it comes out of standby quickly, and your desktop is restored exactly as you left it. Use standby to save power when you will be away from the computer for a short time while working. Because Standby does not save your desktop state to disk, a power failure while on Standby can cause you to lose unsaved information. 
Put your computer in hibernation.
Hibernation is a state in which your computer shuts down to save power but first saves everything in memory on your hard disk. When you restart the computer, your desktop is restored exactly as you left it. Use hibernation to save power when you will be away from the computer for an extended time while working. 
Set a warning alarm when your battery is low.
You can set Power Options to set off a warning alarm when the level of battery reserve power falls below the levels you have defined as low or critical. You can easily change the battery level at which the alarm or message is activated. 
Using Power Options
You can reduce the power consumption of your computer devices or your entire system with Power Options. You do this by choosing a power scheme, which is a collection of settings that manages the power usage by your computer. You can create your own power schemes or use the ones provided with Windows 2000.
Open Power Options in Control Panel.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You should save your work before putting your computer on standby. While on standby, information in computer memory is not saved on your hard disk. If there is an interruption in power, information in memory is lost. 

To use Power Options, you must have a computer that supports these features. For more information, see your computer documentation. Which Power Options display will depend on your hardware configuration. 
Use Power Schemes
To choose a power scheme
 1.
Open Power Options in Control Panel. 
 2.
Under Power Schemes, select the power scheme you want. The power settings you see will change depending on the power scheme you choose. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Preset time settings appear in the Turn off monitor and Turn off hard disks lists of the Power Schemes tab. You can change these settings by clicking the arrow and then clicking the time you want. 

You can create a new power scheme by clicking the time settings you want, clicking Save As, and typing a name. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To create a new power scheme
 1.
Open Power Options in Control Panel. 
 2.
In the Turn off monitor and Turn off hard disks lists on the Power Schemes tab, select the time settings you want. 
 3.
Click Save As, and then type a name for the power scheme. The new scheme is added to the Power Schemes list. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can delete a power scheme by selecting it and then clicking Delete. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
Manage Low-power States
To automatically put your computer into hibernation
 1.
Open Power Options in Control Panel. 
 2.
Click the Hibernate tab, select the Enable hibernate support check box, and then click Apply. 

If the Hibernate tab is unavailable, your computer does not support this feature.
 3.
Click the APM tab, click Enable Advanced Power Management support, and then click Apply. 

The APM tab is unavailable on ACPI-compliant computers. ACPI automatically enables Advanced Power Management, which disables the APM tab.
 4.
Click the Power Schemes tab, and then select a time in System hibernates. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Your computer hibernates after it has been idle for the time period specified in System hibernates. 

When you put your computer into hibernation, everything in computer memory is saved on your hard disk, and your computer is switched off. When you turn the computer back on, all programs and documents that were open when you turned the computer off are restored on the desktop. 

To put your computer into hibernation, you must have a computer that is set up by the manufacturer to support this option. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To manually put your computer into hibernation
 1.
Open Power Options in Control Panel. 
 2.
Click the Hibernate tab, and then select the Enable hibernate support check box. 

If the Hibernate tab is not available, your computer does not support this feature.
 3.
Click OK to close the Power Options dialog box. 
 4.
Click Start, and then click Shut Down. On the Shut Down Windows dialog box, click Hibernate. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

When you put your computer into hibernation, everything in computer memory is saved on your hard disk. When you turn the computer back on, all programs and documents that were open when you turned the computer off are restored on the desktop. 

To put your computer into hibernation, you must have a computer that is set up by the manufacturer to support this option. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To automatically put your computer on standby
 1.
Open Power Options in Control Panel. 
 2.
In Power Schemes, click the down arrow, and then select a power scheme. The time settings for the power scheme are displayed in System standby, Turn off monitor, and Turn off hard disks. 
 3.
To turn off your monitor before your computer goes on standby, select a time in Turn off monitor. 
 4.
To turn off your hard disk before your computer goes on standby, select a time in Turn off hard disks. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You may want to save your work before putting your computer on standby. While the computer is on standby, information in computer memory is not saved to your hard disk. If there is an interruption in power, information in memory is lost. 

You can create a new power scheme by specifying the time settings you want and then clicking Save As. 

If you're using a portable computer, you can specify one setting for battery power and a different setting for AC power. 

To put your computer on standby, you must have a computer that is set up by the manufacturer to support this option. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To manually put your computer on standby
 1.
Open Power Options in Control Panel. 
 2.
Under When I press the power button on my computer, click Standby. If you are using a portable computer, click Standby under When I close the lid of my portable computer. 
 3.
Click OK or Apply, and then turn off the power or close the lid of your portable computer. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can also put your computer on standby by clicking Start, clicking Shutdown, and then clicking Standby. 

You may want to save your work before putting your computer on standby. While the computer is on standby, information in computer memory is not saved on your hard disk. If there is an interruption in power, information in memory is lost. 

To put your computer on standby, you must have a computer that is set up by the manufacturer to support this option. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To change the elapsed time before your computer automatically goes on standby
 1.
Open Power Options in Control Panel. 
 2.
In System standby, click the time you want. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To be prompted for your Windows password when your computer goes off standby, click the Advanced tab, and then click Prompt for password when computer goes off standby. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To change the elapsed time before your hard disk automatically turns off
 1.
Open Power Options in Control Panel. 
 2.
In Turn off hard disks, click the arrow, and then select the time you want. If this option is not displayed, your hard disks do not support this feature. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To use this Power Options feature, you must have a hard disk that is set up by the manufacturer to support this option. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To change the elapsed time before your monitor automatically turns off
 1.
Open Power Options in Control Panel. 
 2.
In Turn off monitor, click the arrow, and select the time you want. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If Turn off monitor is not available, your monitor does not support this feature. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To password-protect your computer during standby or hibernation
 1.
Open Power Options in Control Panel. 
 2.
Click the Advanced tab, then click Prompt for password when computer goes off standby. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You use your Windows password for both standby and hibernation. 
To set a warning alarm for a low or critical battery condition
 1.
Open Power Options in Control Panel. 
 2.
Click the Alarms tab. 
 3.
In Low battery alarm and Critical battery alarm, specify the settings you want by dragging the slider. 
 4.
Click Alarm Action to select the type of alarm notification and power level you want. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you want your computer to shut down when the alarm occurs, click When the alarm goes off, the computer will in the Alarm Actions dialog box. 

You can set a low battery alarm, a critical battery alarm, or both. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
Uninterruptible Power Supply
Using the Uninterruptible Power Supply (UPS) service
Once you have purchased an Uninterruptible Power Supply (UPS) for your computer, you can set options for its operation using Power Options in Control Panel. The UPS tab in Power Options enables you to control how the UPS service works on your computer. The UPS settings available depend on the specific UPS hardware installed on your system. The settings may include options such as:

The serial port where the UPS device is connected. 

The conditions that trigger the UPS device to send a signal, such as a utility power failure, low battery power, and remote shutdown by the UPS device. 

The time intervals for maintaining battery power, recharging the battery, and sending warning messages after power failure. 
To install a UPS
 1.
Open Power Options in Control Panel. 
 2.
On the UPS tab, click Select. 
 3.
In the UPS Selection dialog box, under Select manufacturer, click the manufacturer of the UPS attached to the computer. 
 4.
Under Select model, click the model of UPS attached to the computer. 
 5.
Under On port, click the serial port where the UPS is attached, and then click Finish. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To remove a UPS
 1.
Open Power Options in Control Panel. 
 2.
On the UPS tab, click Select. 
 3.
In the UPS Selection dialog box, under Select manufacturer, click None. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To configure a UPS
 1.
Open Power Options in Control Panel. 
 2.
On the UPS tab, click Configure. 
 3.
In the UPS Configuration dialog box, change one or more of the following settings: 

Enable all notifications

Select this check box if you want Windows 2000 to display a warning message when the computer switches to UPS power. You can specify the number of seconds to wait before displaying the initial power failure warning message and the number of seconds that must elapse before displaying subsequent power failure messages.

Critical alarm

Select the Minutes on battery before critical alarm check box if you want Windows 2000 to allow the computer to run on UPS for a set number of minutes before the critical power alarm. 

Select the When the alarm occurs, run this program check box if you want Windows 2000 to run a program or task when the UPS activates the critical power alarm. 
 1.
Click Configure. 
 2.
In the UPS System Shutdown Program dialog box, in Run, type the program or task to run before the UPS shuts down the computer, or click Browse to search for a program or task. 
 3.
On the Schedule tab, customize the task's schedule as appropriate. 
 4.
On the Settings tab, customize the settings for scheduled task completion, idle time, and power management as appropriate. 

In the Next, instruct the computer to list, click the system state you want the computer to enter when the critical power alarm occurs. 

Select the Finally, turn off the UPS check box if you want the UPS to shut down when the computer is shut down. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The command file must reside in your systemroot\System32 folder and have one of the following extensions: .exe, .com, .bat, or .cmd. 

You cannot specify a command file that causes a dialog box to appear, because dialog boxes that require user input can impede a graceful system shutdown. The command file must finish running in 30 seconds. A run time that is greater than 30 seconds threatens the capability of Windows to complete a graceful system shutdown. 

After configuring UPS options, be sure to test your UPS configuration to confirm that your computer is protected from power failure. 

The options for configuring the UPS service depend on the specific UPS hardware installed on your system. Incorrect settings can cause undesirable operation of your UPS hardware. For details about possible settings, see the documentation for your UPS device. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To configure a simple-signalling UPS
 1.
Open Power Options in Control Panel. 
 2.
On the UPS tab, click Configure. 
 3.
In the UPS Interface Configuration dialog box, set the UPS signal polarities as appropriate for: 

Power Fail/On Battery 

Low Battery 

UPS Shutdown 
Caution

Before changing these settings, see the documentation that came with your UPS. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Using Power Options in Control Panel, you can adjust any power management option that your computer's hardware configuration supports. Because these options may vary widely from computer to computer, the options described may differ from those available on your computer. Power Options automatically detects what is available on your computer and shows you only the options that you can control.
To test your UPS configuration
 1.
Simulate a power failure by disconnecting the power to the UPS device. 
 2.
Wait until the UPS battery reaches a low level, at which point system shutdown should occur. 
 3.
Restore power to the UPS device. 
 4.
Check the system log in Event Viewer to ensure that all actions were logged and that there were no errors. 
Caution

Save and close any open documents before performing system tests like this one. 
Notes

After you disconnect the power to the UPS device, the computer and peripherals connected to the UPS device should continue operating and a warning message should appear on the screen. 

If the UPS service is configured to run a command file, ensure that the file executes in under 30 seconds. Failure to complete execution in 30 seconds jeopardizes the safe shutdown of your Windows 2000 computer. 
ACPI overview
Advanced Configuration and Power Interface (ACPI) is an open industry specification that defines a flexible and extensible hardware interface for the system board. Software designers use this specification to integrate power management features throughout a computer system, including hardware, the operating system and application software. This integration enables Windows 2000 to determine which applications are active and handle all of the power management resources for computer subsystems and peripherals.
ACPI enables the operating system to direct power management on a wide range of mobile, desktop and server computers and peripherals.
ACPI is the foundation for the OnNow industry initiative that allows system manufacturers to deliver computers that will start at the touch of a key on a keyboard.
ACPI design is essential to take full advantage of power management and Plug and Play in Windows 2000. If you are not sure if your computer is ACPI-compliant, check your manufacturer's documentation. To change power settings that take advantage of ACPI, use Power Options in Control Panel.
Managing power on a portable computer
Using Power Options in Control Panel, you can reduce consumption of battery power on your portable computer and still keep the computer available for immediate use. You can view multiple batteries separately or as a whole, and set alarms to warn you of low battery conditions.
You can put your computer on standby, which turns off the monitor and hard disks to reduce battery power consumption. When you bring the computer out of standby, your desktop appears exactly as you left it. You may want to save your work before putting your computer on standby. While on standby, information in computer memory is not saved on your hard disk. If there is an interruption in power, information in memory is lost.
You may also be able to put your computer in hibernation. The hibernate feature turns off your monitor and hard disk, saves everything in memory on disk, and turns off the computer. When you restart the computer, your desktop is restored exactly as you left it.
The Power Options you see will vary depending on the exact hardware configuration you have. To use Power Options, you must have a computer that is set up by the manufacturer to support these features. For more information, see the documentation that came with your computer.
Operation During Commercial Air Travel
Some commercial airlines may request that you turn off portable computers during certain portions of the flight, such as takeoff and landing. To comply with this request, you must turn off your computer completely.
Your computer may appear to be turned off while in either standby or hibernate mode. However, the operating system might automatically reactivate itself to run certain preprogrammed tasks or to conserve battery power. To prevent this from occurring during air travel, be certain to shut down your computer completely when not in use. 
In addition, if your computer is equipped with a cellular modem, you must also ensure that this modem is completely turned off during air travel as required by Federal Communication Commission regulations. Failure to comply with these requirements could lead to civil or criminal penalties.
Printing
Printing overview
When you create a document or enter data into a spreadsheet, you may want to see what your work looks like in print. To do this, you must install a printer. The printer might be attached directly to your computer, or it may be a shared network printer located in a common copy room. Once installed, the printer will be listed in the Printers folder as well as in the Print dialog box of the program you are using.
A variety of settings and print options are available once the printer is installed on your computer. For example, you can share your printer with another user or set up a separator page so you can easily identify your document among other documents. You can also change options that specifically affect how a document is printed. For example, you can change the page layout from portrait to landscape or you can change the number of copies that are printed.
Common tasks
The following tasks are frequently performed when you print files and documents. Set up a printer
Before printing a document, set up a printer on your computer.

Connect to a shared printer on a network. 

Connect a printer directly to your computer. 
Print a document
See how your document looks in print.
Cancel printing of a document
Cancel the request to print your document.
View a list of documents waiting to print
Display all the documents in the print queue for the selected printer.
Change printing preferences
Change the printing orientation, change the paper size, or change the number of copies to print.
Set Up a Printer
To add a printer that is attached to your computer
 1.
Connect the printer to the appropriate port on your computer according to the printer manufacturer's instructions. 
 2.
Windows 2000 will automatically install most printers. However, for older printers, you may be required to provide  to complete the installation. Choose one of the following, depending on the type of printer you have. 

Install a parallel port (LPT) attached printer

If your printer attaches to your computer with a parallel port (LPT port), connect the printer to your computer, and then open Printers. Double-click Add Printer to start the Add Printer wizard, and then click Next. Click Local Printer, make sure the Automatically detect my printer check box is selected, and then click Next. Depending on the printer you are installing, a Found New Hardware message or the Found New Hardware wizard appears to notify you that the printer has been detected and that installation has begun. Follow the instructions on the screen to complete the printer installation. (You do not need to continue with the instructions below.)

Alternatively, after connecting your printer, you can start or restart your computer to allow Windows 2000 to automatically start the Found New Hardware wizard.

The printer icon will be added to your Printers folder. 

Install a USB or IEEE 1394 printer

If you install a universal serial bus (USB) or IEEE 1394 printer, Windows 2000 detects it and automatically starts the Found New Hardware wizard. You do not need to shut down or restart your computer. Simply follow the instructions on the screen to finish installing the printer. (You do not need to continue with the instructions below.)

The printer icon will be added to your Printers folder.

Install an infrared printer

If you install an infrared printer, Windows 2000 detects it and automatically installs it. You do not need to shut down or restart your computer. First, make sure that the infrared-enabled computer and the printer are turned on. Then, position the two infrared capable devices to within approximately 1 meter of each other to establish a wireless infrared connection. After several seconds the computer will recognize the printer, the printer icon will appear in the status area of the taskbar, and the appropriate drivers will be installed on the computer. (You do not need to continue with the instructions below.)

The printer icon will be added to your Printers folder.
 3.
If you could not install your printer using Plug and Play, or if the printer is attached to your computer with a serial (COM) port, then open Printers. 
 4.
Double-click Add Printer to start the Add Printer wizard, and then click Next. 
 5.
Click Local printer, make sure that the Automatically detect my printer check box is cleared, and then click Next. 
 6.
Follow the instructions on the screen to finish setting up the local printer by selecting the printer port, selecting the manufacturer and model of your printer, and typing a name for your printer. 
 7.
When you are finished, the icon for the printer appears in your Printers folder.
Notes

If you add and set up a Plug-and-Play printer (for example, USB, IEEE 1394, LPT, or Infrared), you do not need to have administrative privileges. However, to add and set up a non Plug-and-Play printer connected directly to your computer, you must be logged on as an administrator or a member of the Administrators group. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Printers, click Start, point to Settings, and then click Printers. 

When you add a printer using the Add Printer wizard, you normally select one of the parallel (LPT) ports from the Existing list when prompted to Select the Printer Port in step 6 above. For some plotters, however, you may need to select one of the serial (COM) ports. 

Once you have set up the printer, you can share it with other users on the network. If you intend to share the printer with users running other versions of Windows (Windows 95 and 98, and Windows NT 3.5 and 4.0), you can install the appropriate printer drivers on your computer so those users can connect to the printer without being prompted to install the drivers missing from their systems. 

If you want to print a test page, first make sure your printer is turned on and ready to print. 

If your computer does not support infrared technology, you can attach an infrared transceiver to your serial (COM) port, which will allow you to print over a wireless infrared connection. 
Choosing a printer name
Windows 2000 supports the use of long printer names. This allows you to create printer names that contain spaces and special characters. However, if you share a printer over a network, some clients will not recognize or correctly handle the long names, and users may experience problems printing. Also, some programs cannot print to printers with names longer than 32 characters.
For printers that are shared, the entire qualified name (including the server name, \\PRINTER2\PSCRIPT, for example) must be less than 32 characters.

If you share a printer with a variety of clients on a network, use 31 or fewer characters for printer names, and do not include spaces or special characters in these names. 

If you share a printer with MS-DOS computers, do not use more than eight characters for the printer's share name. You can lengthen the name by adding a period followed by no more than three characters, but you cannot use spaces in the name. 
Several Windows version 3.x programs cannot print to a printer if its name contains more than the specified number of characters, and will generate a general protection fault error message if printing is attempted. Other programs may not print to any printer, even printers with short names, if the default printer's name is too long. To resolve these problems, rename the printers used by these programs with shorter names and make one of the renamed printers the default printer.
To connect to a printer on a network
 1.
Open Printers. 
 2.
Double-click Add Printer to start the Add Printer wizard, and then click Next. 
 3.
Click Network printer, and then click Next. 
 4.
Connect to the desired printer by: 

Searching for it in the Active Directory. 

Typing its name using the following format, or clicking Next to locate the printer on the network: 

\\printserver_name\share_name

Typing its URL using the following format: 

http://printserver_name/Printers/share_name/.printer
 5.
Follow the instructions on the screen to finish connecting to the network printer. 

The icon for the printer appears in your Printers folder.
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

If you are not logged on to a Windows 2000 domain running Active Directory, the option to Find a printer in the Directory will not be available. 

Connecting to a printer using its URL allows you to connect to printers across the Internet providing you have permission to use that printer. 

If you cannot connect to your printer using the general URL format above, please see your printer's documentation or contact your network administrator. 

You can also connect to a printer by dragging the printer from the Printers folder on the print server and dropping it into your Printers folder, or by simply right-clicking the icon and then clicking Connect. 

After you have connected to a shared printer on the network, you can use it as if it were attached to your computer. 
To specify your default printer
 1.
Open Printers. 
 2.
If you have more than one printer installed on your computer, right-click the printer you want to use as the default printer, and then click Set as Default Printer. 

A check mark appears next to the printer icon in the Printers folder.
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

A check mark located next to the Set as Default Printer menu option indicates that you have selected the default printer. 

When you click Print on the File menu of many Windows-based programs, the default printer is used unless you specify otherwise. 
Using plotters
Although Windows 2000 supports most plotters, you might encounter some problems when trying to print with certain plotters.

In Windows 2000, 7-bit serial connections to plotters are not supported, so you must use 8-bit connections. 

If you notice that some lines are not printing on a pen plotter, try setting the plotter's control panel so that installed pens are set at the minimum width supported by the hardware. Be aware, however, that some plotters will not print thin lines unless the thinnest pen is selected. 

Pen plotters can take longer to clear their buffers than other plotters, so you may want to increase the port timeout setting to avoid receiving error messages. 

Windows 2000 plotter drivers for most HP DesignJet series plotters are designed for use with margins set to Normal, paper size set to Software, and autorotation set to Off. When troubleshooting problems, reset the plotter to the factory defaults and then change only the necessary settings. 

All plotters supported by Windows 2000 use the HP-GL/2 language. Some plotters supported by Windows can be set to receive a choice of plotter languages; however, to work with Windows 2000, HP-GL/2 must be selected. (Windows 2000 does not support the HPGL language.) 

When printing to plotter models that offer a choice of roll or sheet media, the form to tray assignment must be set to the actual paper size available to the plotter. Since selecting a media size or type not featured on the plotter is not supported, doing so may result in misaligned output. 
Search for a Printer to Install
Search for printers overview
Find Printers, a powerful component of the Search Assistant, allows you to search for printers in Active Directory when you are logged on to a Windows 2000 domain. Once you have found the printer you want, it's easy to connect to it. Simply right-click the printer in the search results pane, and then click Connect, or double-click the printer you want to use.
The three tabs located in Find Printers provide places for you to enter different types of search criteria:

Use the Printers tab to enter information such as the name, location, and model of the printer. 

Use the Features tab to select additional search options, such as whether the printer can print double-sided copies or print at a specific resolution. 

Use the Advanced tab to further define special features by using the custom fields to specify criteria such as whether the printer supports collation or a specific printer language. 
Once you have run your search, you can sort or filter the printers listed in the search results pane using the column headings. To view the column headings, you must click Details on the View menu. The filter option is not available when you view the search results as icons or as a list.

To sort the printers listed in the search results pane, click the column headings. For example, if you want to print to a particular model of printer, click Model to alphabetize by manufacturer and model name. You can also change the columns displayed in the search results pane. 

To filter the printers listed in the search results pane, right-click a column heading, click View, and then click Filter. 
You can save your search criteria for future searches. Then, all you will need to do is double-click the file name to start the search again. Note that your sorting and filtering criteria are not saved in the search results. 
To search for a printer
 1.
Open Find Printers. 
 2.
In the In box, select the domain you want to search, or click Browse to locate a domain. 

If you choose Entire Directory, you will not be able to narrow your search using the Advanced tab.
 3.
Enter the desired search parameters on the Printers, Features, and Advanced tabs. 

On the Printers tab, enter the name, location, and model of the printer. 

If a location appears in Location, your network administrator set up the network so that Windows will attempt to display the printers nearest you by default. You can also click the Browse button to search for a printer in another location. If Location is empty, Windows will search the entire Directory for printers, although you can still enter a location if you know the name of the location.

On the Features tab, you may select additional search options, such as whether the printer can print double-sided copies or print at a specific resolution. 

On the Advanced tab, you may search using custom or additional fields specifying criteria such as whether the printer supports collation or a specific printer language. 
 4.
Click Find Now to run your search, or click Clear All to clear the search criteria fields and begin a new search. 
Notes

You can only search for printers in Active Directory if you are logged on to a Windows 2000 domain. 

To open Find Printers, click Start, point to Search, and then click For Printers. 

If too many printers are listed in the search results, try entering additional search criteria to make your search more specific. 

To connect to a printer displayed in the results list, right-click the printer and then click Connect, or double-click the printer you want to use. 

You can sort and filter the printers listed in the search results, and you can also save your search query. 

You can also search for printers when using the Add Printer wizard to connect to a printer on a network. 
To use advanced options to search for a printer
 1.
Open Find Printers. 
 2.
Be sure that Entire Directory is not selected in the In box. 
 3.
On the Printers and Features tabs, enter the appropriate search information. 
 4.
On the Advanced tab, click Field, and then click the feature or attribute you want to search for, for example Printer Language. 
 5.
In Condition, click the operator you want to use to further define your search, for example Is (exactly). 
 6.
In Value, type the variable you want to use, for example postscript, and then click Add. 
 7.
Repeat steps 4-6 until you have entered all your search parameters, and then click Find Now. 

The search parameters defined above would find all printers that support the postscript printer language. If you added the Supports Collation field and the Is TRUE condition, the search would find all postscript printers that support collation.
Notes

You can only search for printers in Active Directory if you are logged on to a Windows 2000 domain. 

To open Find Printers, click Start, point to Search, and then click For Printers. 

To connect to a printer displayed in the results list, right-click the printer and then click Connect, or double-click the printer you want to use. 

You can sort and filter your search results. 
Share a Printer
To share your printer
 1.
Open Printers. 
 2.
Right-click the printer you want to share, and then click Sharing. 
 3.
On the Sharing tab, click Shared as and then type a name for the shared printer. 

If you share the printer with users on different hardware or different operating systems, click Additional Drivers. Click the environment and operating system for the other computers, and then click OK to install the additional drivers.

If you are logged on to a Windows 2000 domain, you can make the printer available to other users on the domain by clicking List in the Directory to publish the printer in the Directory.
 4.
Click OK, or if you have installed additional drivers, click Close. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

Printers are not shared by default when you install them on Windows 2000 Professional, but you can choose to share any printer you install on your computer. (On Windows 2000 Server, the printer is shared by default when you add the printer.) 

When you publish a printer in Active Directory, other users logged onto the Windows 2000 domain will be able to search for the printer based on its location and features such as how many pages it prints per minute and whether color printing is supported. 
To stop sharing your printer
 1.
Open Printers. 
 2.
Right-click the printer you want to stop sharing, and then click Sharing. 
 3.
On the Sharing tab, click Not Shared. 
Note

To open Printers, click Start, point to Settings, and then click Printers.
To set or remove permissions for a printer
 1.
Open Printers. 
 2.
Right-click the printer for which you want to set permissions, click Properties, and then click the Security tab. 
 3.
Do one of the following: 

To change or remove permissions from an existing user or group, click the name of the user or group. 

To set up permissions for a new user or group, click Add. In Name, type the name of the user or group you want to set permissions for, click Add, and then click OK to close the dialog box. 
 4.
In Permissions, click Allow or Deny for each permission you want to allow or deny, if necessary. Or, to remove the user or group from the permissions list, click Remove. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

To view or change the underlying permissions that make up Print, Manage Printers, and Manage Documents, click the Advanced button. 

A printer must be shared in order for the permission settings to affect the users and groups listed. 

You can also view the permissions assigned to you by clicking the group you belong to on the Security tab. 
Configure Printer Options
To set installable options for a printer
 1.
Open Printers. 
 2.
Right-click the printer you want to set options for, and then click Properties. 
 3.
On the Device Settings tab, under Installable Options, click any option to set it. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Only installable options supported by the specific printer will be shown in the Installable Options list. 

Administrators need to set the installable options that actually exist for the specific printer. Users will only be able to see and choose from the installable options the administrator sets as available. 

Examples of installable options include: printing on both sides of a page (duplex unit), envelope feeder, multiple bin mailbox trays, stapler, internal disk, and others.
To set printer memory
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Properties. 
 3.
On the Device Settings tab, under Installable Options, click Printer Memory, and then click the number that matches the amount of memory installed in your printer or plotter. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Printer Memory might be referred to as Installed Memory (Kilobyte) on your printer. If neither of these options are displayed, your printer does not support this feature. 

When you install additional memory into your printer, you need to change the printer memory setting on the Device Settings tab so that the correct amount of memory is specified. 

Specifying more or less memory than actually resides in your printer can result in a memory error message. To check how much memory is installed, use the self-test feature supported by most laser printers to print out the current memory configuration. For more information, see your printer's operating manual. 
To match a form to a printer tray
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Properties. 
 3.
On the Device Settings tab, under Form To Tray Assignment, click a printer tray. 
 4.
Click one of the available paper sizes for the selected tray. 
 5.
Repeat steps 3 and 4 for each paper source. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Many printers have upper and lower trays that contain different sizes of paper. Matching a form to a source ensures that documents always print on the correct paper size when the form is selected from within a program. 
To change the parallel port timeout settings
 1.
Open Printers. 
 2.
Right-click the printer you want to change, and then click Properties. 
 3.
On the Ports tab, click the LPT port that the printer uses, and then click Configure Port. 
 4.
Type the new number for the timeout setting in Transmission Retry. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

If you are printing to a pen plotter, you might need to increase the port timeout setting to allow more time for the plotter to clear its buffer. 

If you print to more than one parallel port, change Transmission Retry for each port. 
To make cartridge fonts available
 1.
Make sure that the cartridges are properly inserted into the cartridge slots on your printer. 
 2.
Open Printers. 
 3.
Right-click the printer you are using, and then click Properties. 
 4.
On the Device Settings tab, under Installed Font Cartridges, click the slot number in which the cartridge is installed. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Installed Font Cartridges appears only if your printer supports this feature. 
To install or remove external PCL soft fonts
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Properties. 
 3.
On the Device Settings tab, click External Fonts, and then click Properties. 
 4.
Do one of the following: 

To install external PCL soft fonts, in New Soft Font Directory, type the path to the folder or drive where the fonts are located, and then click Open. Click the fonts you want to install in New Soft Fonts, and then click Add after each selection. 

To remove external PCL soft fonts, in Installed Soft Fonts, click the fonts you want to remove, and then click Delete. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Use External Fonts to install PCL format fonts on Hewlett-Packard LaserJet, DeskJet, and compatible printers. External fonts can be PCL soft fonts or cartridge fonts. Refer to the font documentation to check the format of your fonts. 

You can add or remove TrueType fonts by using the Fonts folder in Control Panel. 
To ensure that complex pages print properly
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Properties. 
 3.
On the Device Settings tab, click Page Protection, and then click On. 
Notes

To change device settings, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

When page protection is active, the printer creates the entire printed page in memory before starting to print. To use page protection, your printer must have at least 1 MB of optional memory available. If your printer does not support page protection, the choice is not available. 
Set Printer Properties
Printing properties overview
There are three types of settings that affect printing: Printer properties, printing preferences, and print server properties.
Printer properties
From the printer's Properties dialog box, you set the options that affect the printer and all documents printed. These options include:

Loading a new printer driver and printing a test page. 

Adding, deleting, and configuring a port and enabling printer pooling. 

Scheduling the printer's availability and assigning printer priorities. 

Sharing a printer and installing additional drivers. 

Assigning permissions for a printer and taking ownership of a printer. 

Setting printer memory. 

Assigning a print form to a printer tray. 

Choosing font types. 
Document printing preferences
From the Printing Preferences dialog box, you can change settings that affect the way documents are printed. These options include:

Changing the layout of your text on a page by choosing portrait or landscape. 

Changing the number of copies that are printed. 

Choosing to print on both the front and back of the paper. 
Print server properties
From the Print Server Properties dialog box, you can change settings that affect all printers installed on the print server. These options include:

Assigning standard print forms to a printer tray and creating custom forms that are available to all printers on the server. 

Adding, deleting, and configuring ports on the print server. 

Adding, removing, updating, and viewing the properties of printer drivers installed on the print server. 

Setting spooler and print notification options. 
To set printer properties
 1.
Open Printers. 
 2.
Right-click the printer for which you want to change settings, and then click Properties. 
 3.
Click each tab to see the available choices, and change options as needed, such as sharing the printer, adding and configuring a port, scheduling the printer's availability, assigning permissions, and specifying the form to tray assignment. 
Notes

You can change printer settings only if you have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Changing the printer properties affects only the selected printer. 
To set printing defaults
 1.
Open Printers. 
 2.
Right-click the printer for which you want to set the default printing preferences, and then click Properties. 
 3.
On the Advanced tab, click Printing Defaults. 
 4.
Click the Layout and Paper/Quality tabs and the Advanced button to see the available choices, and specify the default settings. 
Notes

You can change the default printing preferences only if you have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

The default preferences you set, which can specify options such as the page orientation, the tray from which paper is fed to the printer, and the number of copies to print, will be the default settings for any user who connects to this printer. Individual users can customize these settings by right-clicking a printer in the Printers folder, and then clicking Printing Preferences. 
To set personal printing preferences
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
Click the Layout and Paper/Quality tabs and the Advanced button to see the available choices, and make your changes. 
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

When you set your personal printing preferences in the Printers folder, the default settings are changed for all documents you print on this printer. To change the printing preferences for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To set print server properties
 1.
Open Printers. 
 2.
On the File menu, click Server Properties. 
 3.
Click each tab to see the available choices, and set options as required, such as creating a new form, adding and configuring ports, adding and updating printer drivers, and setting spooler options. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

Setting and changing the print server properties affects all printers on the print server. 
Set Ports and Protocols
Choosing and configuring a port
Print monitor is a term used to describe two types of print monitors: language monitor and port monitor. A language monitor is needed if the printer supports bidirectional printing, which is a two-way communication between the printer and the spooler running on the print server. The spooler can then access configuration and status information from the printer. The port monitor controls the I/O port to the printer. A printer port is the interface through which a printer communicates with the computer. You can add printer ports while adding a printer (using the Add Printer wizard), from the Ports tab in the printer's property page, or through the print server property page.
If the printer is physically attached to the print server, select the appropriate local port. LPT1 through LPT3 represent parallel ports; COM1 through COM4 represent serial ports. When a client prints to a printer port denoted as FILE, the client is prompted for the file name, and the output is stored as a .prn file on the client computer. If you decide to add a new local port you can enter one of the following:

A file name, such as C:\Dir\Filename. All jobs sent to this port are written to the named file, and each new job overwrites the last one. 

The share name of a printer, such as \\Server\Printer (URLs are not accepted). Jobs sent to this port are transferred over the network to the named share by the network redirector. 

NUL. This specifies the null port, which you can use to test whether network clients can send jobs. Jobs sent to NUL are deleted without wasting paper or delaying real print jobs. 

IR. Use this port to connect to infrared-enabled printers meeting Infrared Data Association (IrDA) specifications. If your hardware does not support IR, it will not be listed on the Ports tab. 
Certain ports are not listed in the Ports tab unless a printer that requires one of them is installed. Universal serial bus (USB) and IEEE 1394 printers support Plug and Play so when you plug a printer into the correct physical port (USB or IEEE 1394), the correct port monitor is installed automatically. Windows 2000 will detect the device and display its settings on the screen, prompting you to approve. You might be required to insert a CD-ROM containing driver files, as described in To add a local port.
If the printer is attached directly to the network, add a port when prompted by the Add Printer wizard for a port selection. The following table shows the port options available and explains under what conditions the port is available. You must have Administrator privileges to add a port.
Additional port
Enables clients to print to
Available
Local port
Printers connected to a parallel port, serial port, specific file name, universal naming convention (UNC) name, or the NUL port
By default
Standard TCP/IP port
TCP/IP printers connected directly to the network
By default
LPR port
TCP/IP printers connected to a UNIX (or VAX) server
When Print services for UNIX is installed
The port you need might not appear in the wizard if its prerequisite network protocol or services are not installed. 
To add a port
 1.
Open Printers. 
 2.
On the File menu, click Server Properties. 
 3.
Click the Ports tab, and then click Add Port. 
 4.
From the Available port types list, click the appropriate port name, and then click New Port. 
 5.
Configure the port you added. 
 6.
Click Close to close the Printer Ports dialog box. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

By default, only Local Port, and Standard TCP/IP Port appear in the Available port types list. To add other port types, click New Port Type and enter the path to the compact disc containing the necessary files. 

You can also add a printing port while you add a new printer using the Add Printer wizard. This wizard prompts you to select a new or existing port. 

It is better to use the Print Server Properties dialog box when adding multiple ports. Then, when you add a printer with the Add Printer wizard, the new ports you added will appear in the Existing list. 
To delete a port
 1.
Open Printers. 
 2.
On the File menu, click Server Properties, and then click the Ports tab. 
 3.
In Ports on this server, click the port you want to delete, and then click Delete Port. 
 4.
Click Yes to confirm. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

Deleting a port removes it from the available port list. Any printer that communicates through that port is disconnected. 
To add a local port
 1.
Open Printers. 
 2.
Double-click Add Printer, and then click Next. 
 3.
Click Local printer, clear the Automatically detect my printer check box, and then click Next. 
 4.
Click Create a new port, click Local Port, and then click Next. 
 5.
Type the port name, and then click OK. 
 6.
Follow the instructions on the screen to finish adding a printer with the Add Printer wizard. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

You can also add ports using the Print Server Properties dialog box. 

You can configure the time-out for parallel (LPT) ports by selecting any LPT port and then clicking Configure Port. 

In a network environment, it is better to use a printer that is connected directly to the network through a network adaptor than through a parallel port. 
To add a standard TCP/IP port
 1.
Open Printers. 
 2.
Double-click Add Printer, and then click Next. 
 3.
Click Local printer, clear the Automatically detect my printer check box, and then click Next. 
 4.
Click Create a new port, and then click Standard TCP/IP Port. 
 5.
Click Next to run the Add Standard TCP/IP Printer Port wizard. 
 6.
Follow the instructions on the screen to finish installing the TCP/IP printer. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

You can also add ports using the Print Server Properties dialog box. 

Most directly attached network printers currently support TCP/IP protocol. The standard TCP/IP port simplifies connecting remote printers with TCP/IP protocol. 

A computer that acts as a print server must run TCP/IP protocol to communicate with and send print jobs to the printer. 

For print servers that need to communicate with host computers (such as UNIX or VAX computers), it is best to install an LPR port. 
To add an LPR port
 1.
Open Printers. 
 2.
Double-click Add Printer, and then click Next. 
 3.
Click Local printer, clear the Automatically detect my printer check box, and then click Next. 
 4.
Click Create a new port, and then click LPR Port. 
 5.
Click Next, and then provide the following information: 

In Name or address of server providing LPD, type the Domain Name System (DNS) name or Internet Protocol (IP) address of the host for the printer you are adding.

In Name of printer or print queue on that server, type the name of the printer as it is identified by the host, which is either the direct-connect printer itself or the UNIX computer.
 6.
Follow the instructions on the screen to finish installing the TCP/IP printer. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

You can also add ports using the Print Server Properties dialog box. 

If LPR Port is not available, click Cancel to stop the wizard. 

The LPR port is best suited to servers that need to communicate with host computers such as UNIX or VAX machines by way of RFC 1179. For computers that need to submit print jobs to host computers, the standard TCP/IP port should be used in most cases. 

Name or address of server providing LPD can be the DNS name or IP address of the direct-connect TCP/IP printing device or the UNIX computer to which the printing device is connected. The DNS name can be the name specified for the host in the Hosts file. 

A network-connected printer must have a card that supports LPD for TCP/IP printing to work properly. 
Set Document Printing Preferences
To set page orientation
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
On the Layout tab, under Orientation, click one of the following options: 

Portrait to print vertically on the page. 

Landscape to print horizontally on the page. 

Rotated Landscape to rotate the print 90 degrees counterclockwise on the page. 

A representation of your selection will appear in the display area of the dialog box.
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

The Orientation options appear in the dialog box only if your printer supports this feature. The specific options available depend on the printer you are using. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To specify paper size
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
Click Advanced, and under Paper/Output click Paper Size. 
 4.
Click the paper size (form) you want. 
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To set printing resolution
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
Click Advanced, and under Graphic, click Print Quality. 
 4.
Click the resolution option you want. 
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

High-resolution settings produce more dots per inch (dpi) and higher quality printing, but take longer to print. 

Two numbers are used to specify resolution. The first represents horizontal resolution and the second represents vertical resolution. For example, 240-by-144 specifies a resolution of 240 dots per inch horizontally and 144 dots per inch vertically. 

Text quality is not affected by this setting unless you are using a LaserJet printer and printing TrueType fonts as graphics. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To print multiple pages per sheet
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
On the Layout tab, select the number of pages you want to print on a sheet in Pages Per Sheet. 

A representation of your selection will appear in the display area of the dialog box.
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

The Pages Per Sheet option appears in the dialog box only if your printer supports this feature. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To print on one or both sides of the paper
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
On the Layout tab, under Print on Both Sides (Duplex), click one of the following options: 

None to print on only one side of the paper. 

Flip on Short Edge to print on both sides of the paper with pages that are bound on the top edge. 

Flip on Long Edge to print on both sides of the paper with pages that are bound on the left edge. 

A representation of your selection will appear in the display area of the dialog box.
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

The Print on Both sides (Duplex) options appear in the dialog box only if your printer supports this feature. The specific options available depend on the printer you are using. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
To set the number of copies to print
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Printing Preferences. 
 3.
Click Advanced, and under Paper/Output specify the Copy Count. 

If your printer supports collation, the pages will be collated by default when you print multiple copies. 
Notes

To change printing preferences, you must have the Print permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Any changes you make in Printing Preferences will alter the default document settings for the printer and will affect all documents you send to the printer. To change print settings for individual documents from within a program, click Page Setup (or Print Setup) on the program's File menu, and then make selections. 

To set the printing default for all users connected to the printer, see Set printing defaults. 
Print Documents
To print a document
 1.
Open the document you want to print. 
 2.
On the File menu of the program you are using, click Print. 
Notes

In the Print dialog box you can see the number of documents waiting to print on any printer installed on your computer by right-clicking the printer in Select Printer and then clicking Open. 

If you are logged on to a Windows 2000 domain running Active Directory, you can click Find Printer to search for a printer on the network with the capabilities you want, such as high-speed or color printing. 

To store a document as a file rather than sending it to the printer, click the Print to file check box in the Print dialog box. 

For easy access to your printer, you can create a shortcut to it on the desktop. You can double-click the shortcut to open the print queue and view the documents waiting to print. 

You can print a document without opening it by dragging its icon to a printer in the Printers folder or to a shortcut on your desktop. 

While a document is printing, a printer icon appears next to the clock in the status area on the taskbar. When this icon disappears, it means that your document has finished printing. 
Printing extended or international characters
In addition to the 128 standard ASCII characters you can type using your keyboard, you can use extended or international characters by using the Character Map program.
When Windows 2000 prints a document using printer fonts, each character your program sends to the printer is translated to the appropriate resident font. If your printer supports that character, the character prints. Otherwise, a character such as a period or other filler character prints instead. Check your printer manual and experiment with your printer to determine which extended characters are supported by your printer. This limitation applies only to the printer's hardware fonts. TrueType and OpenType fonts provided by Windows 2000 will print all extended characters, unless the font has been mapped to a resident font on the printer. In that case, the TrueType or OpenType font will print only the characters supported by the printer.
To view documents waiting to print
 1.
Open Printers. 
 2.
Double-click the printer for which you want to view the documents waiting to print. 
Notes

To open Printers, click Start, point to Settings, and then click Printers. 

The print queue shows information about a document such as print status, owner, and number of pages to be printed. From the print queue, you can cancel or pause printing for any documents you have sent to the printer. 

You can also open the print queue for the printer on which you are printing by double-clicking the printer icon in the status area on the taskbar. 
To change the printing priority of documents waiting to print
 1.
Open Printers. 
 2.
Double-click the printer you are using, which opens the print queue. 
 3.
Right-click the document you want to move in the print order, and then click Properties. 
 4.
On the General tab, drag the Priority slider to raise or lower the document priority. 
Notes

You can change the printing priority of documents waiting to print only if you have the Manage Documents permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

Once a document has started printing, any printing priority changes you make will not affect the document. 
To cancel printing of a document
 1.
Open Printers. 
 2.
Double-click the printer you are using, which opens the print queue. 
 3.
Right-click the document you want to stop printing, and then click Cancel. 
Notes

By default, all users can pause, resume, restart, and cancel printing of their own documents. However, to manage documents printed by other users, you must have the Manage Documents permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

You can cancel the printing of more than one document by holding down the CTRL key and then clicking each document you want to cancel. 

You can also right-click the printer icon in the status area on the taskbar to open the print queue. 
To pause or resume printing of a document
 1.
Open Printers. 
 2.
Double-click the printer you are using, which opens the print queue. 
 3.
Right-click the document for which you want to pause or resume printing. 
 4.
Do one of the following: 

To pause printing, click Pause. 

The document will not print until you resume printing.

To resume printing, click Resume. 

The document will begin printing. However, if higher priority documents are waiting to print, they will print first.
Notes

By default, all users can pause, resume, restart, and cancel printing of their own documents. However, to manage documents printed by other users, you must have the Manage Documents permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

In general, once a document has started printing it will finish printing even if you pause it. 
To restart printing of a document
 1.
Open Printers. 
 2.
Double-click the printer you are using, which opens the print queue. 
 3.
Right-click the document for which you want to restart printing, and then click Restart. 
Notes

By default, all users can pause, resume, restart, and cancel printing of their own documents. However, to manage documents printed by other users, you must have the Manage Documents permission. 

To open Printers, click Start, point to Settings, and then click Printers. 

When you restart a document, it starts printing again from the beginning. However, if higher priority documents are in the print queue, they will print first. 
To choose a separator page
 1.
Open Printers. 
 2.
Right-click the printer you are using, and then click Properties. 
 3.
On the Advanced tab, click Separator Page. 
 4.
Click Browse and find your systemroot\System32 folder. 
 5.
Specify one of the separator page files that Windows 2000 provides in the System32 folder: 

Pcl.sep, which prints a page after switching the printer to PCL printing. 

Sysprint.sep, which prints a page after switching the printer to PostScript printing. 

Pscript.sep, which does not print a page after switching the printer to Postscript printing. 
Notes

To set up separator pages, you must have the Manage Printers permission. 

To open Printers, click Start, point to Settings, and then click Printers.
Regional Options
Regional Options overview
With Regional Options in Control Panel, you can change the way Windows 2000 displays dates, times, currency amounts, large numbers, and numbers with decimal fractions. You can also choose the metric or U.S. system of measurement.
You can also choose from a large number of input locales. When you switch to another input locale, some programs offer special features, such as font characters or spell checkers designed for different languages.
If you work in more than one language or communicate with speakers of other languages, you might want to install additional language groups. Each language group you install allows you to type and read documents composed in languages of that group, such as Western Europe and U.S., Central Europe, Baltic, and more.
Each language has a default keyboard layout, but many languages have alternate layouts. Even if you work mainly with one language, you may want to try other layouts. In English, for example, typing letters with accents might be simpler with the U.S.-International layout.
Common tasks
The following tasks are frequently used to customize regional options. 
Change your locale (location)
Your locale affects the way programs display dates, times, currency, and numbers. You usually select the locale that matches your location, such as English (United States) or French (Canada).
Change the clock to 24-hour format
You can customize how the time is displayed by choosing 12-hour and 24-hour formats, the time separator, and A.M. and P.M. symbols.
Change the way Windows 2000 and programs interpret two-digit years
You can change the way your computer interprets two-digit years, as well as customize long- and short-date formats.
Change the default currency symbol
You can select the symbol used to indicate currency, such as $ or the new Euro dollar symbol &euro;, the default format for positive and negative currencies, the decimal symbol that separates units of currency, and more.
Add an input locale and keyboard layout 
You add input locales to specify the language and keyboard layout or Input Method Editor you want to use to type. When you add an input locale, a keyboard layout or Input Method Editor for that language is also added. Keyboard layouts and Input Method Editors vary to accommodate the special characters and symbols used in different languages.
Switch to a different input locale
As you compose documents using multiple languages, you can easily switch between input locales by using the taskbar indicator.
Change the keyboard layout or Input Method Editor for an installed input locale
Keyboard layouts and Input Method Editors vary to accommodate the special characters and symbols used in different languages. Changing your keyboard layout affects which characters appear when you press the keys on the keyboard. Each language has a default keyboard layout, but many languages have alternate layouts. Even if you work mainly with one language, you may want to try other layouts, like Dvorak or U.S.-International.
Choose a different calendar
Many locales have multiple calendars to choose from. You can choose the calendar that best fits your needs.
Customize Date and Time Formats
To change the way your computer displays the date
 1.
Open Regional Options in Control Panel. 
 2.
On the Date tab, enter any changes you want to make in Short date and Long date. 

If you don't see the format you want in Short date or Long date, see the following:
To
Do this
Display single-digit numbers without a leading zero
Type a single character. Type d for the day setting, type y for the year setting, and type M for the month setting
Display leading zeros with single-digit numbers
Type two characters. Type dd for the day setting, type yy for the year setting, and type MM for the month setting
Display the last two digits of the year
Type yy for the year setting
Display four digits for the year
Type yyyy for the year setting
Display abbreviations for the day or month
Type three characters. Type ddd for the day setting and type MMM for the month setting
Display the full name of the day or month
Type four characters. Type dddd for the day setting and type MMMM for the month setting
Display additional text
Type single quotation marks (') around text
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To change the way your computer displays the time
 1.
Open Regional Options in Control Panel. 
 2.
On the Time tab, enter any changes you want to make. 

If you don't see the format you want in Time format, see the following:
To
Do this
Display time in a 24-hour format
Type uppercase H or HH for the hour
Display time in a 12-hour format
Type lowercase h or hh for the hour
Display leading zeros in single-digit hours
Type two characters, HH or hh
Suppress the display of leading zeros in single-digit hours, minutes, or seconds
Type a single uppercase H, or lowercase letter, such as h, m, or s
Display a single letter to indicate AM or PM
Type lowercase t
Display two letters to indicate AM or PM
Type lowercase tt
Display text
Type single quotation marks (') around text
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To specify how your computer interprets two-digit years
 1.
Open Regional Options in Control Panel. 
 2.
On the Date tab, click the arrows under When a two digit year is entered, interpret as a year between to set the ending year. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

This feature has a 100-year span. The default span is 1930 to 2029. 

A program that uses this option to interpret two-digit years will consider the years between (and including) 30 and 99 to be preceded by 19, and years between (and including) 00 and 29 to be preceded by 20. For example, 99 will be interpreted as 1999 and 01 will be interpreted as 2001.

Four-digit years are not affected by this option. 

Not all programs use this option. If the program you are using does not correctly interpret two-digit years, consult the documentation or manufacturer of that program. 
To choose a different calendar
 1.
Open Regional Options in Control Panel. 
 2.
On the Date tab, in Calendar type, select the calendar you want to use. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If no calendar is available, then your locale does not support multiple calendars. The locale (location) selected on the General tab determines what calendars are available. 
Customize Currency and Number Formats
To change the way your computer displays currency values
 1.
Open Regional Options in Control Panel. 
 2.
On the Currency tab, enter any changes you want to make. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To change the way your computer displays numbers
 1.
Open Regional Options in Control Panel. 
 2.
On the Numbers tab, enter any changes you want to make. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
Install Languages and Keyboard Layouts
To install additional languages
 1.
Open Regional Options in Control Panel. 
 2.
On the General tab, under Language settings for the system, select the check box next to the language group you want to install. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To complete the installation of language groups, you must insert the Windows 2000 CD-ROM or have access to the system files from the network. Once the languages are installed, Windows 2000 prompts you to restart the computer. 

With multiple languages installed on your computer, you can compose documents that contain more than one language. Any recipients of multilingual documents must also have the same languages installed on their computers to read or edit the documents. 
To add an input locale and keyboard layout
 1.
Open Regional Options in Control Panel. 
 2.
On the Input Locales tab, click Add. 
 3.
In the Add Input Locale dialog box, click the input locale and keyboard layout or Input Method Editor (IME) you want to add. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You add input locales to specify the language and keyboard layout or IME you want to use to type. When you add an input locale, a keyboard layout or IME for that language is also added. Keyboard layouts and IMEs vary to accommodate the special characters and symbols used in different languages. 

When the Enable indicator on taskbar check box on the Input Locales tab is selected and you have two or more input locales installed, an indicator representing the current input locale appears on the taskbar. To quickly switch between input locales, click the indicator, and then click the input locale you want to use. 

You can add input locales for any installed language group. If you do not see the input locale you want, then install the language group that contains the input locale. 
To customize key sequences for input locales
 1.
Open Regional Options in Control Panel. 
 2.
On the Input Locales tab, in Hot keys for input locales, click the input locale whose key sequence you want to customize. 
 3.
Click Change Key Sequence. 
 4.
Click to select Enable Key Sequence, and then click the key sequence you want to use. 

For example, click CTRL, and then in Key click 8. Then, to use this key sequence to switch to the selected input locale, press CTRL+SHIFT+8.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can also click the input locale indicator on the taskbar to select the input locale you want to use. If the input locale indicator is not on the taskbar, select the Enable indicator on taskbar check box on the Input Locales tab. 

If you select Switch between input locales in Hot keys for input locales, you can still change the key sequence, but the Key option is not available. 
To switch to another input locale

On the taskbar, click the indicator representing the current input locale, and then click the input locale you want to use. 
Notes

You switch to another input locale so that you can compose documents in a different language using the keyboard layout or Input Method Editor designed for that language. 

You can use a different input locale for each program you use. For example, you can use one input locale to create documents using WordPad and another input locale at the command prompt. To set this up, open the program you want, and then select the input locale to be used for that program. Each time you switch to that program while it is running, the input locale you selected is active. However, once you close the program, you will need to select the input locale again for that program the next time you start it. 

If the indicator does not appear on the taskbar, click Start, point to Settings, and then click Control Panel. Double-click Regional Options, click the Input Locales tab, and then click Enable indicator on taskbar. This option is disabled if you have only one input locale installed. 
To change the keyboard layout for an installed input locale
 1.
Open Regional Options in Control Panel. 
 2.
On the Input Locales tab, under Input language, click the language whose keyboard layout or Input Method Editor you want to change, and then click Properties. 
 3.
In the Input Locale Properties dialog box, click the keyboard layout or Input Method Editor you want to use, and then click OK. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can increase the available input locales by installing additional language groups. 
To change the language used for menus and dialogs
 1.
Open Regional Options in Control Panel. 
 2.
On the General tab, under Menus and dialogs, select the language you want. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

This option is only available on the Windows 2000 Multilanguage Version. If you are interested in this product, please contact the Microsoft offices nearest you for more information. 
To display non-Unicode programs in their native language
 1.
Open Regional Options in Control Panel. 
 2.
On the General tab, click Set default. 
 3.
Under Select the appropriate locale, select the language version of non-Unicode programs that will be used. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The system locale enables programs that do not support Unicode to display menus and dialogs in their native language by installing the necessary code pages and fonts. However, programs designed for other languages may not show fonts correctly. 

Only non-Unicode programs are affected by the system locale. The system locale does not change the menus and dialogs of Windows 2000 or Unicode programs. 

The available system locales are determined by the language groups installed on your computer. 
Scanners and Cameras
Scanners and Cameras overview
Scanners and Cameras appears in the Control Panel when you install your first scanner or digital camera. Then you can use the Scanners and Cameras feature to install other scanners, digital still cameras, digital video cameras, and image-capturing devices.
After a device is installed, Scanners and Cameras can link it to a program on your computer. For example, when you push Scan on your scanner, you can have the scanned picture automatically open in the program you want.
To install a scanner or digital camera
 1.
Open Scanners and Cameras in Control Panel. 
 2.
Click Add, and then follow the instructions on the screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you have a Plug and Play scanner or camera, Windows 2000 detects it and installs it automatically. 
To link a program to a scanner or digital camera event
 1.
Open Scanners and Cameras in Control Panel. 
 2.
Click the scanner or camera you want to use, click Properties, and then click the Events tab. 
 3.
In Scanner events or Camera events, click the event you want to link to a program. 
 4.
In Send to this application, click the program you want to receive the image from the scanner or camera. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If the Events tab is not displayed, then this feature is not available for the selected scanner or digital camera. 

Some programs do not support linking to scanners and digital cameras. Linking is available only with the programs that appear in Send to this application. 
To test a scanner or digital camera
 1.
Open Scanners and Cameras in Control Panel. 
 2.
Click the scanner or camera you want to test, and click Properties. 
 3.
On the General tab, click Test Scanner or Camera. 

A message will tell you if the scanner or camera completed the test successfully.
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
Scheduled Tasks
Task Scheduler overview
By using Task Scheduler, you can schedule any script, program, or document to run at a time that is most convenient for you. Task Scheduler starts each time you start Windows 2000 and runs in the background.
With Task Scheduler, you can:

Schedule a task to run daily, weekly, monthly, or at certain times (such as system startup). 

Change the schedule for a task. 

Stop a scheduled task. 

Customize how a task runs at a scheduled time.
Common tasks
The following tasks are frequently performed when you want to schedule a task to run on your computer. 
Create a scheduled task
Before a task can be scheduled to run, one or more tasks must be created.
Modify a scheduled task
Created scheduled tasks can be modified; you can modify the program, the schedule, or the specifics of a particular task.
Remove a scheduled task
For scheduled tasks that are no longer needed, you can remove them entirely.
Stop a scheduled task that is running
In the event that a task starts while you are using your computer, you can stop the task an then restart it again later.
Temporarily turn off all scheduled tasks
You can temporarily turn off or pause all scheduled tasks from running and then unpause them at a later point.
Schedule Tasks
To start Task Scheduler

Open Task Scheduler. 
Note

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks.
To schedule a new task
 1.
Open Task Scheduler. 
 2.
Double-click Add Scheduled Task. 
 3.
Follow the instructions in the Scheduled Task wizard. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

If you want to configure advanced settings for the task, select the Open advanced properties for this task when I click Finish check box in the final page of the wizard. 

Confirm that the system date and time on your computer are accurate, as Task Scheduler relies on this information to run scheduled tasks. To verify or change this information, double-click the time indicator on the taskbar.
To modify a scheduled task
 1.
Open Task Scheduler. 
 2.
Right-click the task you want to modify, and then click Properties. 
 3.
Do one or more of the following: 

To change the program being run, in Run, type the path for the new program. 

To change the schedule for the task, click the Schedule tab. 

To customize the settings for the task, click the Settings tab. 

To set security for the task, click the Security tab. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

If you change the user account or the program that is being run, you must supply the password for the user account. 

If the task program requires command-line options, type them in Run, after the task path. 

If the path to the task program includes spaces, type double quotation marks ("") around the entire task path. For example: 

"C:\Program Files\Windows Media Player\Mplayer2.exe" 

Confirm that the system date and time on your computer are accurate, as Task Scheduler relies on this information to run scheduled tasks. To verify or change this information, double-click the time indicator on the taskbar.
To remove a scheduled task
 1.
Open Task Scheduler. 
 2.
Right-click the task that you want to remove, and then click Delete.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

Removing a scheduled task only removes the task from the schedule. The program file the task runs is not removed from the hard disk. 

You can also remove a scheduled task by selecting it and then pressing DELETE.
To stop a scheduled task that is running
 1.
Open Task Scheduler. 
 2.
Right-click the task that you want to stop, and then click End Task.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

If a scheduled task is started and then stopped, End Task does not stop all other programs that the scheduled task may have started. 

If you stop a scheduled task that is currently running, you may experience a delay (up to 3 minutes) before the task shuts down. 

To restart a stopped task, right-click the task, and then click Run. 
To run a scheduled task immediately
 1.
Open Task Scheduler. 
 2.
Right-click the task that you want to start, and then click Run.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

You can stop the task by clicking End Scheduled Task on the File menu. 

If a task should have run but did not, on the Advanced menu, click View Log to examine the task log.
To receive notification of missed tasks
 1.
Open Task Scheduler. 
 2.
On the Advanced menu, click Notify Me of Missed Tasks. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

A check mark next to Notify Me of Missed Tasks indicates that the service is turned on. You can click Notify Me of Missed Tasks again to clear the check mark and turn off the service. 

You must be a member of the Administrators group to set this option. 
Task Scheduler and the At command
In earlier versions of Windows, you used the at command to schedule a command, script, or program to run at a specified date and time. In Windows 2000, the at command works with a graphical utility called Task Scheduler to provide additional functionality.
You can access the new capabilities of Task Scheduler through the Scheduled Tasks folder. When you schedule a task using the at command, the task is listed in the Scheduled Tasks folder, with a name such as the following:
At3478
You can then view or modify the task. However, if you modify it, it is upgraded to a normal scheduled task. The task is no longer visible to the at command, and the at account setting no longer applies to it. You need to explicitly enter a user account and password for the task. 
All tasks created through the at command must run in the same user account, as in earlier versions of Windows. However, each task created from the Scheduled Tasks folder can run in a different account.
In earlier versions of Windows, the account for tasks created by the at command was the same as the account for the Schedule service (which was also known as the "at" service). You could configure this account to be the local system account or any user account.
In Windows 2000, the Schedule service itself must run in the local system account. However, you can set an account other than the local system account for tasks created by the at command to run in, from the Advanced menu in the Scheduled Tasks folder.
You can use the Scheduled Tasks folder to view or modify the settings of a task that was created by using the at command. However, if you modify an at task through the scheduled tasks folder, it is upgraded to a normal scheduled task. The task is no longer visible to the at command, and the at account setting no longer applies to it. You need to explicitly enter a user account and password for the task.
For more information about the at command, see the Windows 2000 Command Help topic At.
Manage Task Scheduler
To view a log of past scheduled tasks
 1.
Open Task Scheduler. 
 2.
On the Advanced menu, click View Log. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

The default log file for Task Scheduler is stored in the \Winnt folder and is named SchedLog.txt 

The default log file size is 32 kilobytes. 

When the log file reaches its maximum size, it automatically starts recording new information at the beginning of the log file and writes over old log file information. 
To view scheduled tasks on a remote computer
 1.
On the desktop, double-click My Network Places. 
 2.
Do one of the following: 

Search for a remote computer by double-clicking Entire Network. 

Search for a remote computer in your workgroup or network domain by double-clicking Computers Near Me. 
 3.
Double-click the remote computer on which you want to view scheduled tasks. 
 4.
Double-click Scheduled Tasks.
Notes

You can view scheduled tasks on a remote computer that is running Windows only if you have administrator rights on that remote computer. 

You can edit tasks on a remote computer running Windows 95 or later, Windows NT 4.0, or Windows 2000 only if that remote computer has remote registry software installed and shares the x$ share, where x is the hard disk on which the Scheduled Tasks folder resides.
To pause Task Scheduler
 1.
Open Task Scheduler. 
 2.
On the Advanced menu, click Pause Task Scheduler.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

The Pause Task Scheduler command is useful if you do not want scheduled tasks to run at the same time you are installing software or running another program (such as a game). 

Tasks that are scheduled to run while Task Scheduler is paused are not run until their next scheduled time. 

To resume the schedules for all tasks, on the Advanced menu, click Continue Task Scheduler.
To stop Task Scheduler
 1.
Open Task Scheduler. 
 2.
On the Advanced menu, click Stop Using Task Scheduler.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

When you stop using Task Scheduler, your scheduled tasks do not run and Task Scheduler does not start automatically the next time you start Windows 2000.
To set the AT service account
 1.
Open Task Scheduler. 
 2.
On the Advanced menu, click AT Service Account. 
 3.
Click This Account, and then type the user account that will run tasks that are scheduled by using the at command. 
 4.
In Password and Confirm Password, type the correct password for the account.
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

The user account you specify must have the appropriate permissions to run any tasks that you schedule by using the at command. For example, if you schedule programs that can be run only by administrators, the user account you specify must be an administrator account. 

Instead of This Account, you can click System Account. If you run the at command for tasks by using the System Account, the scheduled tasks run using the default LocalSystem account. 

You must be a member of the Administrators group to set these options. 
To run a scheduled task when the computer is idle
 1.
Open Task Scheduler. 
 2.
Right-click the task that you want to run when the computer is idle, and then click Properties. 
 3.
On the Settings tab, under Idle Time, select the Only start the task if the computer has been idle for at least check box. 
 4.
Enter the length of time (in minutes) for which the computer must be idle before the task will run. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

A computer is idle when there is no mouse or keyboard activity. 

You can specify a length of time (in minutes) in which the computer attempts to find idle time to run the scheduled task. 

You can also specify that any task should be stopped if the computer is in use by selecting the Stop the task if the computer ceases to be idle check box. 
To set power management options for a scheduled task
 1.
Open Task Scheduler. 
 2.
Right-click the task for which you want to set power management options, and then click Properties. 
 3.
On the Settings tab, under Power Management, do one or more of the following: 

To conserve the battery power of your computer, select the Don't start the task if the computer is running on batteries check box. 

To stop the task if the computer starts running on battery power, select the Stop the task if battery mode begins check box. 

To wake your computer to run a task if the computer is running on battery power, select the Wake the computer to run this task check box. 
Notes

To open Task Scheduler, click Start, point to Settings, click Control Panel, and then double-click Scheduled Tasks. 

By default, power management is set to refrain from starting scheduled tasks if the computer is running on battery power. If you are using a portable computer that runs on batteries and you want a scheduled task to run, clear the default check boxes. 

If the power is interrupted or if the battery fails, the scheduled task that is running might not complete. 

The Wake the computer to run this task check box is only displayed on computers that support it. 
Task Scheduler and security
When you schedule a new task, you can configure security permissions so that other users can run the task. 
Setting user credentials
When you create a task, you must provide a user name and a password, thus setting the security context in which the task can run. Multiple users of a computer can each have their own scheduled tasks.
Once a user name and password are set, another user cannot cancel or delete the task unless the user has the correct permissions. 
Notes

You must enter a user name in the Scheduled Task wizard before you can finish scheduling a task. 

You can change or set a new password by selecting the Open advanced properties for this task when I click Finish check box on the final page of the wizard. Passwords are not required. 
Setting permissions
In Windows 2000, tasks are scheduled and performed based on standard Windows 2000 security permissions. You can configure tasks by using the NTFS file system security descriptors to set permissions for which users or groups can view, delete, modify, or use a task. In addition, the items that make up the task (the scripts, programs, and documents) are controlled by whatever security descriptors are present for those individual items.
To configure security for a scheduled task, you add or remove a user on the Security tab. Once a user name is added to a scheduled task, you can set permissions for that user's involvement with the task. 
You can set the following permissions for a scheduled task.
Permission
Allows
Full Control
Viewing, running, changing, deleting and changing owner 
Modify
Viewing, running, changing, and deleting
Read & Execute 
Viewing and running
Read
Viewing
Write
Viewing, running, changing, and deleting
Notes

To view the security settings for a scheduled task, right-click the task, click Properties, and then click the Security tab. 

To view or change advanced security settings, on the Security tab, click Advanced. 
Setting advanced security options
You can set advanced permissions on both files and folders. By setting advanced permissions, you can allow or deny a user permission to view or change a scheduled task. 
Notes

To view the security settings for a scheduled task, right-click the task, click Properties, and then click the Security tab. 

To view or change advanced security settings, on the Security tab, click Advanced, click the user for whom you want to view or change permissions, and then click View/Edit. 
Resetting passwords
In Windows 2000, passwords have an expiration date. If you are scheduling recurring tasks that run indefinitely, you need to be aware of the expiration date on your passwords. You can reset the passwords for all of your scheduled tasks at the same time that your computer's password expires. The administrator's password never expires, so you can avoid resetting the passwords for all scheduled tasks by creating the scheduled tasks as an administrator. 
Note

To change or set a new password, select the Open advanced properties for this task when I click Finish check box on the final page of the Scheduled Task wizard. 
Troubleshooting Task Scheduler
Troubleshooting
If a scheduled task does not run when you expect it to, right-click the task, and then click Properties. On the Task tab, verify that the Enabled check box is selected. On the Schedule tab, verify that the schedule is set correctly.
If a task program does not run correctly, you may need to add command-line options to the path of the program. To find out more about a particular program and its command-line options, try one of the following:

If available, view the Help for the program. 

At a command prompt, type the following (where program is the name of the task program you are trying to run): program /? 
You can also check the Status column in the Scheduled Tasks window. The following table describes the status types. 
Status
Description
Blank
The task is not running, or it ran and was successful. 
Running
The task is currently being run.
Missed
One or more attempts to run this task was missed.
Could not start 
The most recent attempt to start the task failed.
For more information on the status of a scheduled task, you can check the log file named SchedLog.txt. The log file for Task Scheduler is stored in the \Winnt folder. This file is used to record the activity of scheduled tasks. You can use the log file to determine why a task may have stopped or to check on the status of a task.
Notes

If you cannot run any scheduled tasks on your computer, see your system administrator to make sure that the Task Scheduler service is turned on. 

If a user whose account a task is set to run in is not logged on at the time the task is scheduled to run, the task runs but is not visible. 

To check the status of a scheduled task, on the View menu, click Details, and then scroll to view the Status column. 
Sound and Multimedia
Sounds and Multimedia overview
Using Sounds and Multimedia in Control Panel, you can assign sounds to some system events. A system event can occur in a number of ways. For example: when a computer program performs a task or has a problem performing a task; when you minimize or maximize a program window; or if you try to copy a file to a floppy disk but you do not have a disk inserted into your floppy disk drive.
Sounds range from a simple beep to a brief piece of music. You can assign these sounds to system events according to your preferences. For example, you can assign a specific sound that Windows 2000 plays every time you get a new e-mail message. You can also save all of your sound assignments as a sound scheme. Later, you can assign a completely different set of sounds to system events, save this scheme under a new name, and switch between the old and new schemes without losing your settings.
Common tasks
The following tasks are frequently performed to customize system sounds. Assign sounds to system events
You can assign sounds to various system events. For example, you can configure Windows 2000 to play a special sound every time you get a new e-mail message.
Create a sound scheme
You can customize which sounds are played for various system events and save the event/sound associations as a sounds scheme.
Change the system sound volume
You can change the computer's volume and choose whether to display the volume control on the taskbar.
Adjust the volume for multimedia recording devices
You can adjust the volume for multimedia recording devices, such as a microphone's input volume.
Adjust the volume for multimedia playback devices 
You can adjust the volume for multimedia playback devices, such as speakers.
To assign sounds to program events
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Sounds tab, under Sound Events, click the event to which you want to assign a sound. 
 3.
In Name, click the sound you want to play whenever the selected event occurs. 
 4.
If the sound you want to use is not listed, click Browse. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can test a sound by clicking its name, and then clicking [image: image33.png]


. The sound stops when you click [image: image34.png]


. 

You can save your sound settings by clicking Save As and then naming the sound scheme you created. The name you enter will appear in the Scheme list, so you can easily use these settings later. 
To create a sound scheme
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Sounds tab, under Sound Events, assign a sound for each event you want in a sound scheme. 
 3.
Click Save As, and type a name for the new sound scheme. 

The new scheme will appear in the Scheme list so you can easily use these settings later.
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

To delete a sound scheme, select it in Scheme, and then click Delete. 
To change the system sound volume
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Sounds tab, under Sound Volume, drag the slider left or right to decrease or to increase the system volume. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you select the Show volume control on the taskbar check box and your sound card volume can be changed using software, a speaker icon appears on the taskbar. You can change the volume by clicking that icon and adjusting the slider. 

The volume slider on the Sounds tab is linked to the volume slider in Volume Control. Changing the system volume on the Sounds tab also changes it in Volume Control, and vice versa. 
To display the volume control icon on the taskbar
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Sounds tab, under Sound Volume, select Show volume control on the taskbar. 

If your sound card volume can be changed using software, a speaker icon appears on the taskbar. You can change the volume by clicking that icon and adjusting the slider.
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To adjust the volume for multimedia recording devices
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Audio tab, under Sound Recording, click Volume. 
 3.
In the Recording Control dialog box, drag the Volume slider for the appropriate device up or down to increase or decrease the input volume. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can limit programs to a specific sound card by selecting that sound card on the Audio tab in Preferred device, and then selecting Use only preferred devices. 

If the Show volume control on the taskbar check box is selected on the Sounds tab and your sound card volume can be changed using software, a speaker icon appears on the taskbar. You can then change the volume by clicking that icon and adjusting the slider. 
To adjust the volume for multimedia playback devices
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Audio tab, under Sound Playback, click Volume. 
 3.
In the Volume Control dialog box, under Volume Control, drag the Volume slider up or down to increase or decrease the output volume. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can limit programs to a specific sound card on the Audio tab by selecting that sound card in Preferred device, and then selecting Use only preferred devices. 

If the Show volume control on the taskbar check box is selected on the Sounds tab and your sound card volume can be changed using software, a speaker icon appears on the taskbar. You can then change the volume by clicking that icon and adjusting the slider. 
To change the sound quality for recordings
 1.
Open Sounds and Multimedia in Control Panel. 
 2.
On the Audio tab, under Sound Recording, in the Preferred device list, click the recording device you want to use. 
 3.
Click Advanced to configure performance settings for sound hardware acceleration and audio rate conversions. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Higher quality sound files take up more disk space than lower quality sound files. 
System
System overview
Use System in Control Panel to do the following: 

View and change settings that control how your computer uses memory and finds certain information. 

Find information about hardware and device properties, as well as configure hardware profiles. 

View information about your network connection and logon profile. 
You can change performance options that control how programs use memory, including paging file size and registry size, or environment variables that tell your computer where to find some types of information. Startup and recovery options indicate what operating system your computer uses when it starts and what actions it performs if the system stops unexpectedly. 
Information about hardware and devices is also available in System. Use the Hardware wizard to install, uninstall, or configure hardware. Device Manager shows you what devices are installed on your computer and allows you to change device properties. You can also create hardware profiles for different hardware configurations.
Using System, you can view network and logon information, such as your computer name or DNS domain name. You can also see details about your domain or workgroup membership, or start the Network Identification wizard and connect to a network. A user profile contains the personal settings associated with your logon configuration.
You must be logged on as an administrator to the local computer or have appropriate network privileges to make certain changes in System.
Common tasks
The following tasks are frequently performed when you need to change various system settings on your computer. 
Specify the default operating system
If you have more than one operating system on your computer, you can set which one you want to use as the default when you start your computer.
Change the computer name
Change the name associated with your computer.
Join a domain
Join your computer to a network domain to utilize shared resources.
Create a new hardware profile
You can customize your computer by creating hardware profiles that specify which devices to start when you start your computer. Hardware profiles are especially useful if you have a portable computer.
Change the size of the virtual memory paging file
Set the size of the virtual memory paging file to accommodate the memory requirements of programs running on your computer.
Specify System Settings for your Computer
Managing your computer's performance
Windows 2000 allocates resources according to its settings and manages devices according to what your system needs. However, you can adjust Windows 2000 to improve its performance, particularly by changing the way Windows 2000 uses processor time and memory.
Managing processor time
System processing is managed directly by Windows 2000, which can allocate tasks between processors while also managing multiple processes on a single processor. However, you can set Windows 2000 to give a greater proportion of processor time to the application in which you are currently working. This can result in faster response time from the programs and applications you use while you work. Or, if you have background processes such as printing or disk backup that you want to run while you work, you may prefer to have Windows 2000 share processor resources equally between background and foreground programs.
Managing Computer Memory
When your computer is running low on RAM and more is needed immediately to complete your current task, Windows 2000 uses hard drive space to simulate system RAM. In Windows 2000, this is known as Virtual Memory, and often called the pagefile. This is similar to the UNIX swapfile. The default size of the virtual memory pagefile (appropriately named pagefile.sys) created during installation is 1.5 times the amount of RAM on your computer.
You can optimize virtual memory use by dividing the space between multiple drives and especially by removing it from slower or heavily accessed drives. To best optimize your virtual memory space, divide it across as many physical hard drives as possible. When selecting drives, keep the following guidelines in mind:

Try to avoid having a pagefile on the same drive as the system files. 

Avoid putting a pagefile on a fault-tolerant drive, such as a mirrored volume or a RAID-5 volume. Pagefiles don't need fault-tolerance, and some fault-tolerant systems suffer from slow data writes because they write data to multiple locations. 

Don't place multiple pagefiles on different partitions on the same physical disk drive. 
To add or change the values of environment variables
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Environment Variables, then click the name of the user variable or system variable you want to change, as follows: 

Click New to add a new variable name and value. 

Click Edit to change a current variable name and value. 

Click Delete to remove a variable name and value. 
Notes

If you are not logged on as administrator to the local computer, the only environment variables you can change are user variables. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Windows 2000 saves changes in the registry so they are available automatically the next time you start your computer. 

You may have to close and reopen running programs for the new settings to take effect. 
Setting environment variables
Environment variables are strings that contain information such as drive, path, or file name. Environment variables control the behavior of various programs. For example, the TEMP environment variable specifies the location where programs place temporary files.
Any user can add, modify, or remove a user environment variable. However, only an administrator can add, modify, or remove a system environment variable.
Using System in Control Panel, you can customize the following variables:

User environment variables for logged_on_user_name 

The user environment variables are different for each user of a particular computer. The variables include any that are set by the user, as well as any variables defined by applications, such as the path to the location of the application files.

System environment variables 

Administrators can change or add environment variables that apply to the system, and thus to all users of the system. During installation, Windows 2000 Setup configures the default system variables, such as the path to the Windows 2000 files.
To change the maximum size of the computer's registry
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Performance Options, and under Virtual memory, click Change. 
 3.
Under Registry size, type a new registry size in megabytes in the Maximum registry size (MB) box. 
Notes

You must be logged on as an administrator to the local computer to change the registry size. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Setting a maximum size for the registry sets an upper limit on how large the area designated for registry data can become. You might need to increase the maximum registry size if the amount of registry data produced by programs exceeds the limit you set under Registry size. 
To change the size of the virtual memory paging file
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Performance Options, and under Virtual memory, click Change. 
 3.
In the Drive list, click the drive that contains the paging file you want to change. 
 4.
Under Paging file size for selected drive, type a new paging file size in megabytes in the Initial size (MB) or Maximum size (MB) box, and then click Set. 

If you decrease the size of either the minimum or maximum page file settings, you must restart your computer to see the effects of those changes. Increases typically do not require a restart.
Notes

You must be logged on as an administrator to the local computer to change the size of your computer's paging file. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

For best performance, set the initial size to not less than the recommended size under Total paging file size for all drives. The recommended size is equivalent to 1.5 times the amount of RAM on your system. 

Usually, you should leave the paging file at its recommended size, although you might increase its size if you routinely use programs that require a lot of memory. 

To delete a paging file, set both initial size and maximum size to zero. 
To change the performance of foreground and background programs
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Performance Options. 
 3.
Under Application response, do one of the following: 

Click Applications to assign more processor resources to the foreground program than the background program. 

Click Background services to assign equal amounts of processor resources to all programs. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

Choosing the Applications option will result in a smoother, faster response time for your foreground program. If you want a background task, such as a Backup utility, to run faster, choose the Background services option. 

The Applications option allocates short, variable time slices, or quanta, to running programs, while the Background services option assigns long, fixed quanta. 
To specify the default operating system for startup
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Startup and Recovery. 
 3.
Under System startup, in the Default operating system list, click the operating system you want to start if you do not select one from the list displayed during startup. 
 4.
In the Display list of operating systems for box, type the number of seconds the list should be displayed before the default operating system starts automatically. 
Note

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To specify what Windows 2000 does if the system stops unexpectedly
 1.
Open System in Control Panel. 
 2.
On the Advanced tab, click Startup and Recovery, and under System Failure, choose which of the following actions Windows 2000 should perform if a Stop error occurs: 

Write an event to the system log specifies that event information will be recorded in the system log. 

Send an administrative alert specifies that your system administrator will be notified. 

Automatically reboot specifies that Windows 2000 will automatically restart your computer. 
 3.
Under Write Debugging Information, choose what type of information Windows 2000 should record when the system stops unexpectedly. 

Small Memory Dump records the smallest set of useful information that will help identify the problem. This option requires a paging file of at least 2 MB on the boot volume of your computer and specifies that Windows 2000 will create a new file each time the system stops unexpectedly. A history of these files is stored in the directory listed under Small Dump Directory. 

Kernel Memory Dump records only kernel memory, which speeds up the process of recording information in a log when the system stops unexpectedly. Depending on the amount of RAM in your computer, you must have 50 MB to 800 MB available for the paging file on the boot volume. 

Complete Memory Dump records the entire contents of system memory when the system stops unexpectedly. If you choose this option you must have a paging file on the boot volume large enough to hold all of the physical RAM plus one megabyte (MB). 
Notes

You must be logged on as an administrator to the local computer to change System Failure options. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You must have at least a 2 MB paging file on the computer's boot volume if you select Write an event to the system log or Send an administrative alert. 

If you choose either Kernel Memory Dump or Complete Memory Dump and select the Overwrite any existing file check box, Windows 2000 always writes to the same file name. To save individual dump files, clear the Overwrite any existing file check box and change the file name after each Stop error. 

The Write an event to the system log option is available only on Windows 2000 Professional. On Windows 2000 Server, this action occurs by default every time a Stop error occurs. 

You can save some memory if you clear the Write an event to the system log and Send an administrative alert check boxes. The memory saved depends on the computer, but typically about 60-70 KB is required by the drivers that enable these features. 

If you contact Microsoft Product Support Services about a Stop error, they may ask for the system-memory dump file generated by the Write Debugging Information option. 
User Hardware and User Profiles
Hardware profiles overview
A hardware profile is a set of instructions that tells Windows 2000 which devices to start when you start your computer or what settings to use for each device. When you first install Windows 2000, a hardware profile called Profile 1 (for laptops, the profiles would be Docked Profile or Undocked Profile) is created. By default, every device that is installed on your computer at the time you install Windows 2000 is enabled in the Profile 1 hardware profile. 
Hardware profiles are especially useful if you have a portable computer. Most portable computers are used in a variety of locations, and hardware profiles will let you change which devices your computer uses when you move it from location to location. For example, you may have one profile named Docking Station Configuration for using your portable computer at a docking station with hardware components such as a CD-ROM drive and a network adapter. And you may have a second profile named Undocked Configuration for using your portable computer in a hotel or on an airplane, when you are not using a network adapter or a CD-ROM but you are using a modem and a portable printer.
You can manage hardware profiles by double-clicking System in Control Panel, clicking the Hardware tab, and clicking Hardware Profiles. If there is more than one hardware profile, you can designate a default profile that will be used every time you start your computer. You can also have Windows 2000 ask you which profile to use every time you start your computer. Once you create a hardware profile, you can use Device Manager to disable and enable devices that are in the profile. When you disable a device in a hardware profile, the device drivers for the device are not loaded when you start your computer. 
To create a hardware profile
 1.
Open System in Control Panel. 
 2.
On the Hardware tab, click Hardware Profiles. 
 3.
Under Available hardware profiles, click Profile 1 (Current). 
 4.
Click Copy, type a name for the new hardware profile, and then click OK. 
 5.
You can customize your new profile by enabling or disabling devices for that profile in Device Manager. 
Notes

You must be logged on as an administrator to the local computer to copy or create hardware profiles. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The profile named Profile 1 (Current) provides a model for you to create new hardware profiles. It will not appear in the list of available hardware profiles shown during startup. 

To open Device Manager, click Start, point to Settings, click Control Panel, double-click System, click the Hardware tab, and then click Device Manager. 
To copy, rename, or delete a hardware profile
 1.
Open System in Control Panel. 
 2.
On the Hardware tab, click Hardware Profiles. 
 3.
Under Available hardware profiles, click the existing hardware profile you want, and do one of the following: 

Click Copy to open the Copy Profile dialog box, and type a new name for the copy. 

Click Rename to open the Rename Profile dialog box, and type a new name for the selected profile. 

Click Delete to remove the selected profile. 
Notes

You must be logged on as an administrator to the local computer to copy, rename, or delete hardware profiles. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To specify the default hardware profile for startup
 1.
Open System in Control Panel. 
 2.
On the Hardware tab, click Hardware Profiles. 
 3.
Under Available hardware profiles, use the arrow buttons to move the hardware profile you want to use as the default into the top position in the list. During startup, Windows will load only the device drivers for hardware devices that are enabled in the profile you select. 
 4.
Under Hardware profiles selection, click one of the options that tells Windows 2000 how long to wait before the default hardware profile is loaded automatically. 
Notes

You must be logged on as an administrator to the local computer to set hardware profile options. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If you want the default hardware profile to load automatically without showing you the list during startup, enter a 0 in seconds under Hardware profiles selection. If you decide later to select a different hardware profile, press the SPACEBAR during startup and choose a profile from the list. 
Understanding user profiles
A user profile defines customized desktop environments, which include individual display settings, network and printer connections, and other specified settings. You or your system administrator may define your desktop environment.
Types of user profiles include:

A local user profile, which is created the first time you log on to a computer and is stored on a computer's local hard disk. Any changes made to your local user profile will be specific to the computer in which you made the changes. 

A roaming user profile, which is created by your system administrator and is stored on a server. This profile is available every time you log on to any computer on the network. Any changes made to your roaming user profile will be updated on the server. 

A mandatory user profile, which is a roaming profiles that can be used to specify particular settings for individuals or an entire group of users. Only system administrators can make changes to mandatory user profiles. 
To copy a user profile
 1.
Open System in Control Panel. 
 2.
On the User Profiles tab, and under Profiles stored on this computer, click the user profile you want to copy, and then click Copy To. 
 3.
In the Copy To dialog box, under Copy profile to, type the location for the new profile, or click Browse to select the path. 
 4.
Click Change to open the Choose User dialog box, click a new user from the Names list, and then click Add. The new user name will appear in Add Name. Click OK to add the user as a new user profile on your computer. 
Notes

You must be logged on as an administrator to the local computer to copy user profiles. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To delete a user profile
 1.
Open System in Control Panel. 
 2.
On the User Profiles tab, under Profiles stored on this computer, click the user profile you want to delete, and then click Delete. 
Notes

You must be logged on as an administrator to the local computer to delete user profiles. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon.
To switch between a roaming and local user profile
 1.
Open System in Control Panel. 
 2.
On the User Profiles tab, under Profiles stored on this computer, click the user profile you want to change, and then click Change Type. 
 3.
In the Change Type dialog box, click Local profile or Roaming profile. 
Notes

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If Roaming profile is unavailable, this indicates that the profile is a local user profile. See your Windows 2000 system administrator to create a roaming user profile. 

To avoid downloading the roaming profile when you have a slow network connection, select the Use cached profile on slow connections check box after you click Roaming profile. 

If you use a roaming profile on more than one computer simultaneously, it will preserve the settings from the last computer that logs off. 
Set Network Preferences
To join a domain
 1.
Open System in Control Panel. 
 2.
On the Network Identification tab, click Properties. 
 3.
Under Member of, click Domain, type the name of the domain you want to join, and then click OK. 

You will be prompted to provide a user name and user password to join the computer to the domain.
 4.
Click OK to close the System Properties dialog box. 

You will be prompted to restart your computer to apply your changes.
Notes

You must be logged on as an administrator to the local computer and have a valid user name and password to join the computer to a domain. If you do not know which user name and password to use, contact your network administrator. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can also use the Network Identification wizard to join a domain. To use the wizard, click the Network Identification tab and then click Network ID. 

It is recommended that you use computer names that are 15 characters or less. If your computer has TCP/IP networking protocol installed, the computer name can be up to 63 characters long but should only contain the numbers 0-9, the letters A-Z and a-z, and hyphens. You may use other characters, but doing so may prevent other users from finding your computer on the network. If your network is using the Microsoft DNS server, you can use any characters except periods. If other networking protocols are installed without TCP/IP, the name is limited to 15 characters. 

If you specify a computer name longer than 15 characters and you want longer names to be recognized by the Active Directory domain, the domain administrator must enable registration of DNS names that are 16 bytes or longer. 
To join a workgroup
 1.
Open System in Control Panel. 
 2.
On the Network Identification tab, click Properties. 
 3.
Under Member of, click Workgroup, type the name of the workgroup that you want to join, and then click OK. 

If your computer was a member of a domain before you joined the workgroup, it will be disjoined from the domain and your computer account will be disabled.
Notes

You must be logged on as an administrator to the local computer to join the computer to a workgroup. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

A workgroup name must not be the same as the computer name. A workgroup name can have as many as 15 characters, but it cannot contain any of the following: ; : " < > * + = \ | ? , 

If your computer is a member of a workgroup, no networking is installed, or TCP/IP is not installed, the computer name cannot be more than 15 characters, and the characters must all be uppercase. 
To rename a computer
 1.
Open System in Control Panel. 
 2.
On the Network Identification tab, click Properties. 
 3.
In Computer name, type a new name for the computer, and then click OK. 

If the computer is a member of a domain, you will be prompted to provide a user name and user password to rename the computer in the domain.
Notes

You must be logged on as an administrator to the local computer to change the computer name. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

A computer joining a Windows 2000 domain must use the name created for it by the network administrator, unless you have a user name and password with rights to create computer accounts. 

If you supplied a valid user name and password for a secure Windows 2000 domain, the domain membership will be automatically updated with the new computer name. 

It is recommended that you use computer names that are 15 characters or less. If your computer has TCP/IP networking protocol installed, the computer name can be up to 63 characters long but should only contain the numbers 0-9, the letters A-Z and a-z, and hyphens. You may use other characters, but doing so may prevent other users from finding your computer on the network. If your network is using the Microsoft DNS server, you can use any characters except periods. If other networking protocols are installed without TCP/IP, the name is limited to 15 characters. 

If you specify a computer name longer than 15 characters and you want longer names to be recognized by the Active Directory domain, the domain administrator must enable registration of DNS names that are 16 bytes or longer. 

If your computer is a member of a workgroup, no networking is installed, or TCP/IP is not installed, the computer name cannot be more than 15 characters, and the characters must all be uppercase. 
To change the DNS suffix of your computer
 1.
Open System in Control Panel. 
 2.
On the Network Identification tab, click Properties, and then click More. 
 3.
Under Primary DNS suffix of this computer, type the DNS suffix you want to use. 
 4.
If you want your computer to automatically update the DNS suffix if you become a member of a different Windows 2000 domain, select the Change primary DNS suffix when domain membership changes check box. 
Notes

You must be logged on as an administrator to the local computer to change the DNS suffix. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

The default setting for the local primary DNS suffix is the same as the Active Directory domain name. Changing the DNS suffix will not affect your domain membership, but it could prevent other users from finding your computer on the network. If you make the primary DNS suffix of the computer different from the Active Directory domain name, the domain administrator must enable registration of the new full computer name in the Active Directory domain. 

A DNS suffix may contain up to 155 characters, including hyphens and periods. 

If you switch to a new Windows 2000 secure domain and select the Change primary DNS suffix when domain membership changes check box, the DNS suffix is updated to show a new DNS suffix that matches the new Windows 2000 secure domain you are joining. For example, if you create a DNS suffix called MyMachine for membership in your current domain and join a new Windows 2000 secure domain called example.microsoft.com, then the new DNS suffix, (example.microsoft.com), is displayed under Primary DNS suffix of this computer. This new DNS suffix replaces the previous name (MyMachine) you created for membership under your old domain. 

If this computer belongs to a group with a group policy enabled on Primary DNS suffix of this computer, the string specified in the group policy is used as the primary DNS suffix. The local setting is used only if a group policy is disabled or unspecified. 
Users and Passwords
Users and Passwords overview
Users and Passwords in Control Panel allows you to add users to your computer and to add users to a group. In Windows 2000, permissions and user rights usually are granted to groups. By adding a user to a group, you give the user all the permissions and user rights assigned to that group.
For instance, a member of the Users group can perform most of the tasks necessary to do his or her job, such as logging on to the computer, creating files and folders, running programs, and saving changes to files. However, only a member of the Administrators group can add users to groups, change user passwords, or modify most system settings.
Users and Passwords lets you create or change the password for local user accounts, which is useful when creating a new user account or if a user forgets a password. A local user account is an account created by this computer. If the computer is part of a network, you can add network user accounts to groups on your computer, and those users can use their network passwords to log on. You cannot change the password of network user.
Notes

You must be logged on as an administrator or a member of the Administrators group to use Users and Passwords. 

Users and Passwords is located in Control Panel. To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You cannot create groups using Users and Passwords. Use Local Users and Groups for that purpose. 

In Users and Passwords, you can place a user in only one group. Usually you can find a group with the combination of permissions needed by any user. If you need to add a user to more than one group, use Local Users and Groups. 

To improve the security of a password, it should contain at least two of these elements: uppercase letters, lowercase letters, and numbers. The more random the sequence of characters, the more secure the password. 

If you want to set up other password requirements such as minimum length, expiration time, or uniqueness, open Group Policy and go to Password Policy. 
To add a new user to the computer
 1.
Open Users and Passwords in Control Panel. 
 2.
Click Add. 
 3.
Follow the instructions on the screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group to use Users and Passwords. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

If the computer is part of a domain, Add New User gives an existing domain user permission to use the computer. If the computer is not part of a domain, Add New User creates a new local user. 

If the computer is part of a domain, you can only add existing domain users with Users and Passwords. To add a new local user, click the Advanced tab and then click the Advanced button. In Local Users and Groups, click Users, click Action, and then click Create User. 

You should not add a new user to the Administrators group unless the user will perform only administrative tasks. 
To change a user's password
 1.
Open Users and Passwords in Control Panel. 
 2.
Click the name of the user whose password you want to change, and then click Set Password. 
 3.
Enter the new password in New Password and Confirm New Password, and then click OK. 
Notes

You must be logged on as an administrator or a member of the Administrators group to use Users and Passwords. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You can change passwords only for local computer accounts, such as Guest, Administrator, or accounts you create for your computer. 

To change your own network logon password, press CTRL+ALT+DELETE and then click Change Password. 
To change the group a user belongs to
 1.
Open Users and Passwords in Control Panel. 
 2.
Under Users for this computer, click the user account name, and then click Properties. 
 3.
On the Group Membership tab, click the group you want, and then click OK. 
Notes

You must be logged on as an administrator or a member of the Administrators group to use Users and Passwords. 

To open a Control Panel item, click Start, point to Settings, click Control Panel, and then double-click the appropriate icon. 

You should not add a new user to the Administrators group unless the user will perform only administrative tasks. 

If you want a user to belong to more than one group, use Local Users and Groups. To open Local Users and Groups, in the Users and Passwords dialog box, click the Advanced tab, and then click Advanced. Double-click Groups, and then add the user to the groups you want. 
Other Features
Administrative Tools
The following administrative tools appear in both Windows 2000 Professional and Windows 2000 Server:
Component Services
Used by system administrators to deploy and administer COM+ programs from a graphical user interface, or to automate administrative tasks using a scripting or programming language. Software developers can use Component Services to visually configure routine component and program behavior, such as security and participation in transactions, and to integrate components into COM+ programs. 
Computer Management
Used to manage local or remote computers from a single, consolidated desktop utility. Computer Management combines several Windows 2000 administrative tools into a single console tree, providing easy access to a specific computer's administrative properties. 
Data Sources (ODBC)
Open Database Connectivity (ODBC) is a programming interface that enables programs to access data in database management systems that use Structured Query Language (SQL) as a data access standard. 
Event Viewer
Used to view and manage logs of system, program, and security events on your computer. Event Viewer gathers information about hardware and software problems, and monitors Windows 2000 security events. 
Local Security Policy
Used to configure security settings for the local computer. These settings include the Password policy, Account Lockout policy, Audit policy, IP Security policy, user rights assignments, recovery agents for encrypted data, and other security options. Local Security Policy is only available on Windows 2000 computers that are not domain controllers. If the computer is a member of a domain, these settings may be overridden by policies received from the domain.
Performance
Used to collect and view real-time data about memory, disk, processor, network, and other activity in a graph, histogram, or report form. 
Services
Used to manage the services on your computer, set recovery actions to take place if a service fails, and create custom names and descriptions for services so that you can easily identify them. 
Open Administrative Tools in Control Panel.
Notes

Additional administrative tools appear in Windows 2000 Server. 

Administrative Tools can also be opened from Microsoft Management Console, or by clicking Start, pointing to Settings, clicking Control Panel, and then double-clicking Administrative Tools. 
Internet Options
This Control Panel component opens the Internet Properties dialog box, where Internet properties can be changed. These properties are organized under six tabs: General, Security, Content, Connections, Programs, and Advanced. 
