Storing Data
This section covers:

Disk Management 

Disk quotas 

Removable Storage 

Remote Storage 
Disk Management
You use Disk Management to manage hard disks and volumes in Windows 2000.

Before adding a disk to your computer, see Checklist: Adding a new disk. 

To find features that have been moved in Windows 2000 Server, see New ways to do familiar tasks. 

For tips about using Disk Management, see Best practices. 

For help with specific tasks, see How to. 

For general background information, see Concepts. 

For problem-solving instructions, see Troubleshooting. 
Checklist: Adding a new disk

Step
Reference

Review key concepts.
Disk Management overview; 
Best practices;
To restore disk configuration information

Confirm that you are a member of the Administrators group.
Groups overview

Back up existing data.
To back up files with the backup wizard

Add the new disk.
To manage new disks

Configure the new disk.
Basic and dynamic disks;
Volumes and partitions

Format volumes on the disk.
Windows file systems;
To format a basic volume;
To format a dynamic volume
New ways to do familiar tasks
The following table compares familiar Windows NT 4.0 disk and volume administration tasks with the equivalent tasks in Windows 2000. 
If you want to
In Windows NT 4.0 use
In Windows 2000 use
Format a volume
Disk Administrator in Administrative tools.
Computer Management (Local).
For more information, see To format a dynamic volume.
Add a new disk drive
Disk Administrator in Administrative tools.
Computer Management (Local).
For more information, see To manage new disks.
Create a mirror set
Disk Administrator in Administrative tools.
Computer Management (Local).
For more information, see To create a mirrored volume.
Create a stripe set with parity
Disk Administrator in Administrative tools.
Computer Management (Local).
For more information, see To create a RAID-5 volume.
Best practices

Backing up data

Deleting or creating partitions or volumes destroys any existing data. Be sure to back up the disk contents beforehand. As with any major change to disk contents, you should back up the entire contents of the hard disk before working with partitions or volumes, even if you plan to leave one or more of your partitions or volumes alone. 

Formatting volumes using the NTFS file system

Several Windows 2000 features require this file format. 

Using dynamic disks

Several Disk Management tasks can be performed only with dynamic disks, including the ability to create fault-tolerant disks.
How to...

Manage the Disk Management window 

Manage disks 

Manage dynamic volumes 

Manage basic volumes
Manage the Disk Management window

Display disks and volumes in graphical or list view 

Change the colors and patterns for volumes and disk regions 

Change how disk sizes are displayed 

Change how regions are displayed 

Refresh drive letter, file system, and volume information
To display disks and volumes in graphical or list view
 1.
Open Disk Management. 
 2.
See View, and then do one of the following: 

To set what is displayed in the upper pane, point to Top, and then see Disk List, Volume List, or Graphical View. 

To set what is displayed in the lower pane, point to Bottom, and then see Disk List, Volume List, Graphical View, or Hidden. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

To increase or decrease the size of each pane, drag the divider bar between the upper and lower panes. 

To hide or display the console tree, on the Standard button toolbar, see Show/Hide Console Tree. 

If you select a volume in the list view of volumes, the regions of the disks that make up that volume are selected in the graphical view of disks. 
To change the colors and patterns for volumes and disk regions
 1.
Open Disk Management. 
 2.
See View, and then see Settings. 
 3.
On the Appearance tab, in Item, see the item you want to change. 
 4.
In Color, select a new color, and then in Pattern select a new pattern. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
To change how disk sizes are displayed
 1.
Open Disk Management. 
 2.
See View, and then see Settings. 
 3.
See the Scaling tab. 
 4.
Under Disks, select the type of display that you want for disks on the computer system. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
To change how regions are displayed
 1.
Open Disk Management. 
 2.
See View, see Settings, and then see the Scaling tab. 
 3.
Under Disk regions, select the type of display that you want for the disk regions on the computer system. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
To refresh drive letter, file system, and volume information
 1.
Open Disk Management. 
 2.
See Action, and then see Refresh. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

When you see the Refresh command, Disk Management refreshes drive letter, file system, volume, and removable media information, and also checks to see if unreadable volumes are now readable. However, it does not scan hardware. To update hardware information, see Rescan Disks instead. 
Manage disks

Manage disks on a remote computer 

Manage new disks 

Move disks to another computer 

View disk properties 

Update disk information 

Reactivate a missing or offline disk 

Upgrade a basic disk to a dynamic disk 

Change a dynamic disk back to a basic disk 

Restore disk configuration information
To manage disks on a remote computer
 1.
See Start, see Run, type mmc, and then see OK. 
 2.
On the Console menu, see Add/Remove Snap-in, and then see Add. 
 3.
See Disk Management, and then see Add. 
 4.
See Another computer, and then type the name of the remote computer. 
 5.
See Finish. 
Notes

Both the client and server computers must be members of the same domain or within a trusted domain. 

The user of the client computer must be a member of the Administrators or Server Operators group on the remote computer. 
To manage new disks
 1.
Open Disk Management. 
 2.
See Action, and then see Rescan Disks. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

If Disk Management does not detect the new disk after you see Rescan Disks, you may need to restart your computer. 

New disks are added to the computer as basic disks. You can upgrade new disks to dynamic disks. 
To move disks to another computer
 1.
Before you disconnect the disks, make sure the status of the volumes on the disks is Healthy. If the status is not Healthy, you should repair the volumes before you move the disks. 
 2.
Turn the computer off, remove the physical disks, and then install the physical disks on the other computer. Restart the computer that contains the disks you moved. 
 3.
Open Disk Management. 
 4.
See Action, and then see Rescan Disks. 
 5.
Right-see any disk marked Foreign, see Import Foreign Disks, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

After you import a dynamic disk from another computer, you can see and use any existing volumes on that disk. 

Every time you remove or import disks to a computer, you must see Action, see Rescan Disks, and then verify that the disk information is correct. 

You can move multiple disks from different computers to another computer by installing the disks, opening Disk Management, right-seeing any of the new disks, and then seeing Import Foreign Disks. You can choose which disks from the group you want to add by seeing Select Disk. 

Disk Management describes the condition of the volumes on the disks before they are imported. Review this information carefully. If there are any problems, this will tell you what will happen to each volume on these disks once the disks have been imported.
To view disk properties
 1.
OpenDisk Management. 
 2.
In the graphical view or disk list, right-see a disk and then see Properties. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

The Properties dialog box lists information about the physical disk as well as the volumes it contains. If you want to view the properties of one of the volumes listed, see the volume and then see Properties. 
To update disk information
 1.
Open Disk Management. 
 2.
See Action, and then see Rescan Disks. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

Use the Rescan Disks command if your disk configuration has changed, but the changes do not appear in Disk Management. 

When Disk Management rescans disks, it scans all attached disks for disk configuration changes. It also updates information on removable media, CD-ROM drives, basic volumes, file systems, and drive letters. 

Rescanning disks can take several minutes, depending on the number of hardware devices installed. 
To reactivate a missing or offline disk
 1.
Open Disk Management. 
 2.
Right-see the disk marked Missing or Offline, and then see Reactivate Disk. 

The disk should be marked Online after the disk is reactivated.
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

A dynamic disk may become missing when it is corrupted, powered down, or disconnected. 

Only dynamic disks can be reactivated. 
To upgrade a basic disk to a dynamic disk 
 1.
Open Disk Management. 
 2.
Right-see the basic disk you want to upgrade, see Upgrade to Dynamic Disk, and then follow the instructions on your screen. 

If you do not see this command, you may be right-seeing a volume instead of a disk, the disk may have been previously upgraded to a dynamic disk, or the computer is a portable computer. (Dynamic disks are not supported on portable computers.)
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

After you upgrade a basic disk to a dynamic disk, you cannot change the dynamic volumes back to partitions. Instead, you must delete all dynamic volumes on the disk and then use the Revert To Basic Disk command. 

Before you upgrade disks, close any programs that are running on those disks. 

For the upgrade to succeed, any disks to be upgraded must contain at least 1 MB of unallocated space. Disk Management automatically reserves this space when creating partitions or volumes on a disk, but disks with partitions or volumes created by other operating systems may not have this space available. (This space may exist even if it is not visible in Disk Management.) 

Once upgraded, a dynamic disk cannot contain partitions or logical drives, nor can it be accessed by MS-DOS or Windows operating systems other than Windows 2000. 

When you upgrade a basic disk to a dynamic disk, any existing partitions on the basic disk become simple volumes on the dynamic disk. Any existing mirrored volumes (mirror sets), striped volumes (stripe sets), RAID-5 volumes (stripe sets with parity), or spanned volumes (volume sets) become dynamic mirrored volumes, dynamic striped volumes, dynamic RAID-5 volumes, or dynamic spanned volumes, respectively. 
To change a dynamic disk back to a basic disk 
 1.
Open Disk Management. 
 2.
Right-see the dynamic disk you want to change back to a basic disk, and then see Revert To Basic Disk. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You must remove all volumes from the dynamic disk before you can change it back to a basic disk. 

Once you change a dynamic disk back to a basic disk, you can create only partitions and logical drives on that disk. 
To restore disk configuration information
 1.
Insert the floppy disk that contains the disk configuration information from a previous version of Windows 2000 (Windows NT 4.0 and earlier) into the floppy disk drive. 
 2.
Open Disk Management. 
 3.
See Action, see Restore Basic Disk Configuration, and then follow the instructions on your screen. 
Important   This procedure overwrites existing basic disk configuration information with a previously saved configuration. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

If you perform a fresh installation of Windows 2000 on a computer that also runs Windows NT 4.0 or earlier, you must follow this procedure before Disk Management can access existing volume sets, stripe sets, stripe sets with parity, and mirror sets. Use the Disk Administrator program in previous versions of Windows 2000 (Windows NT 4.0 and earlier) to save the disk configuration settings to a floppy disk. After you install Windows 2000, follow this procedure to update volume information. 
Manage dynamic volumes

View the properties of a dynamic volume 

Assign, change, or remove a drive letter 

Create a mounted drive 

Format a dynamic volume 

Delete a dynamic volume 

Manage simple volumes 

Manage spanned volumes 

Manage striped volumes 

Manage mirrored volumes 

Manage RAID-5 volumes 
To view the properties of a dynamic volume
 1.
Open Disk Management. 
 2.
Right-see the dynamic volume, and then see Properties. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
To assign, change, or remove a drive letter
 1.
Open Disk Management. 
 2.
Right-see a partition, logical drive, or volume, and then see Change Drive Letter and Path. 
 3.
Do one of the following: 

To assign a drive letter, see Add, see the drive letter you want to use, and then see OK. 

To remove a drive letter, see it, and then see Remove. 

To modify a drive letter, see it, see Edit, see the drive letter you want to use, and then see OK. 
Important   Be careful when making drive-letter assignments because many MS-DOS and Windows programs make references to a specific drive letter. For example, the path environment variable shows specific drive letters in conjunction with program names. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can use up to 24 drive letters, from C through Z. Drive letters A and B are reserved for floppy disk drives. However, if you do not have a floppy disk drive B, you can use the letter B for a network drive. 

You cannot change the drive letter of the system volume or boot volume. 

An error message may appear when you attempt to assign a letter to a volume, CD-ROM drive, or other removable media device, possibly because it is in use by a program in the system. If this happens, close the program accessing the volume or drive, and then see the Change Drive Letter and Path command again. 

Windows 2000 allows the static assignment of drive letters on volumes, partitions, and CD-ROM drives. This means that you permanently assign a drive letter to a specific partition, volume, or CD-ROM drive. When you add a new hard disk to an existing computer system, it will not affect statically assigned drive letters. 

You can also mount a local drive at an empty folder on an NTFS volume using a drive path instead of a drive letter. 
To create a mounted drive
 1.
Open Disk Management. 
 2.
Right-see the partition or volume you want to mount, and then see Change Drive Letter and Path. 
 3.
Do one of the following: 

To mount a volume, see Add. See Mount in this NTFS folder, type the path to an empty folder on an NTFS volume, or see Browse to locate it. 

To unmount a volume, see it and then see Remove. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

When you mount a local drive at an empty folder on an NTFS volume, Windows 2000 assigns a drive path to the drive rather than a drive letter. 

Drive paths are available only on empty folders on NTFS volumes. The NTFS volumes can be basic or dynamic. 

To modify a drive path, remove it and then create a new drive path using the new location. You cannot modify the drive path directly. 

If you are administering a local computer, you can browse NTFS folders on that computer. If you are administering a remote computer, browsing is disabled and you must type the path to an existing NTFS folder. 

To view all drive paths, see View, and then see All Drive Paths. 
To format a dynamic volume
 1.
Open Disk Management. 
 2.
Right-see the volume you want to format (or reformat), and then see Format. 
 3.
Select the options you want, and then see OK. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You cannot format the system or boot volume. 

Compression is supported only on NTFS volumes. 

Quick format removes files from the disk but does not scan the disk for bad sectors. Use this option only if this disk has been previously formatted and you are sure the disk is not damaged. 

Additional information on file systems is available. If you are using Windows 2000 Professional, see the Windows 2000 Professional Getting Started online book. If you are using Windows 2000 Server, see Choosing between NTFS, FAT, and FAT32. 
To delete a dynamic volume
 1.
Open Disk Management. 
 2.
Right-see the dynamic volume you want to delete, and then see Delete Volume. 
Important

Use caution when deleting a volume. Deleting a simple, spanned, striped, mirrored, or RAID-5 volume deletes all the data on the volume as well the volume itself. 

You cannot recover deleted volumes. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You cannot delete the system volume, boot volume, or any volume that contains the active paging file. 
Manage simple volumes

Create a simple volume 

Extend a simple or spanned volume
To create a simple volume
 1.
Open Disk Management. 
 2.
Right-see the unallocated space on the dynamic disk where you want to create the simple volume, and then see Create Volume. 
 3.
In the Create Volume wizard, see Next, see Simple volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can create simple volumes on dynamic disks only. 

You can extend a simple volume within the same disk. You can also extend a simple volume onto additional dynamic disks to create a spanned volume. Any volume you extend must be formatted using NTFS. You cannot extend volumes formatted using FAT or FAT32. 

Simple volumes are not fault tolerant. 

Simple volumes cannot contain partitions or logical drives, nor can they be accessed by MS-DOS or Windows operating systems other than Windows 2000. You should create partitions instead of dynamic volumes if this computer also runs Windows NT 4.0 or earlier, Windows 98 or earlier, or MS-DOS. 
To extend a simple or spanned volume
 1.
Open Disk Management. 
 2.
Right-see the simple or spanned volume you want to extend, see Extend Volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can extend a volume only if it contains no file system or it is formatted using NTFS. You cannot extend volumes formatted using FAT or FAT32. 

You can extend a simple or extended volume only if the volume was created as a dynamic volume. You cannot extend a simple or extended volume that was upgraded from basic to dynamic. 

You cannot extend a system volume or boot volume. 

You can extend simple and spanned volumes on dynamic disks onto a maximum of 32 dynamic disks. 

Striped, mirrored, and RAID-5 volumes cannot be extended. 

A simple volume can be extended within its original disk or onto additional disks. 

Once a volume is extended onto multiple disks (spanned), it cannot be mirrored or striped. 

Once a spanned volume is extended, no portion of it can be deleted without deleting the entire spanned volume. 
Manage spanned volumes

Create a spanned volume 

Extend a simple or spanned volume
To create a spanned volume
 1.
Open Disk Management. 
 2.
Right-see the unallocated space on one of the dynamic disks where you want to create the spanned volume, and then see Create Volume. 
 3.
In the Create Volume wizard, see Next, see Spanned volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can create spanned volumes on dynamic disks only. 

You need at least two dynamic disks to create a spanned volume. 

You can extend a spanned volume onto a maximum of 32 dynamic disks. 

Spanned volumes cannot be mirrored or striped. 

Spanned volumes are not fault tolerant. 
To extend a simple or spanned volume
 1.
Open Disk Management. 
 2.
Right-see the simple or spanned volume you want to extend, see Extend Volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can extend a volume only if it contains no file system or it is formatted using NTFS. You cannot extend volumes formatted using FAT or FAT32. 

You can extend a simple or extended volume only if the volume was created as a dynamic volume. You cannot extend a simple or extended volume that was upgraded from basic to dynamic. 

You cannot extend a system volume or boot volume. 

You can extend simple and spanned volumes on dynamic disks onto a maximum of 32 dynamic disks. 

Striped, mirrored, and RAID-5 volumes cannot be extended. 

A simple volume can be extended within its original disk or onto additional disks. 

Once a volume is extended onto multiple disks (spanned), it cannot be mirrored or striped. 

Once a spanned volume is extended, no portion of it can be deleted without deleting the entire spanned volume. 
Manage striped volumes

Create a striped volume 
To create a striped volume
 1.
Open Disk Management. 
 2.
Right-see unallocated space on one of the dynamic disks where you want to create the striped volume, and then see Create Volume. 
 3.
In the Create Volume wizard, see Next, see Striped volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You need at least two dynamic disks to create a striped volume. You can create a striped volume onto a maximum of 32 disks. 

Striped volumes are not fault tolerant and cannot be extended or mirrored. 
Manage mirrored volumes

Create a mirrored volume 

Add a mirror to an existing simple volume 

Resynchronize a mirrored volume 

Break a mirrored volume into two volumes 

Remove a mirror from a mirrored volume
To create a mirrored volume
 1.
Open Disk Management. 
 2.
Right-see the unallocated space on one of the dynamic disks where you want to create the mirrored volume, and then see Create Volume. 
 3.
In the Create Volume wizard, see Next, see Mirrored volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can create mirrored volumes only on computers running Windows 2000 Server. 

You need at least two dynamic disks to create a mirrored volume. 

Mirrored volumes are fault tolerant. 

Mirrored volumes cannot be extended or striped. 

The same drive letter is used for both copies (mirrors) of a mirrored volume. 
To add a mirror to an existing simple volume
 1.
Open Disk Management. 
 2.
Right-see the simple volume you want to mirror, see Add Mirror, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can mirror volumes only on computers running Windows 2000 Server. 

Any existing simple volume can be mirrored onto another dynamic disk, as long as there is sufficient unallocated space on that disk. If you don't have a dynamic disk with enough unallocated space, the Add Mirror command is unavailable. (To verify you have enough space, right-see the disk, see Properties, and then check the size in Unallocated Space. This size may be slightly smaller than shown in the graphical and list views.) 

Mirrored volumes are fault tolerant. 

You cannot extend a simple volume after it has been mirrored. 

The same drive letter is used for both copies (mirrors) of a mirrored volume. 
To resynchronize a mirrored volume
 1.
Open Disk Management. 
 2.
Right-see the mirrored volume you want to resynchronize, and then see Resynchronize Mirror. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In most cases, mirrored volumes on dynamic disks are resynchronized automatically. However, you need to use the Resynchronize Mirror command for mirrored volumes (mirror sets) on basic disks. 

You resynchronize a mirrored volume when data on one of the disks becomes stale. For example, if one disk of a mirrored volume is disconnected, data is written to the remaining disk, but the volume is no longer fault tolerant. If you reconnect the disk, the data on the reconnected disk is stale. To make the mirrored volume fault tolerant again, you must resynchronize the mirrored volume to update the information on the reconnected disk. 
To break a mirrored volume into two volumes
 1.
Open Disk Management. 
 2.
Right-see a volume in the mirrored volume, and then see Break Mirror. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

When you break a mirrored volume, the two volume copies that made up the mirrored volume become two independent simple volumes. These volumes are no longer fault tolerant. 
To remove a mirror from a mirrored volume
 1.
Open Disk Management. 
 2.
Right-see the mirror you want to remove, see Remove Mirror, and then follow the instructions on your screen. 
Important   Once you remove a mirror from a mirrored volume, the removed mirror becomes unallocated space and the remaining mirror becomes a simple volume that is no longer fault tolerant. All of the data on the removed mirror is deleted. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
Manage RAID-5 volumes

Create a RAID-5 volume 
To create a RAID-5 volume
 1.
Open Disk Management. 
 2.
Right-see the unallocated space on one of the dynamic disks where you want to create the RAID-5 volume, and then see Create Volume. 
 3.
In the Create Volume wizard, see Next, see RAID-5 volume, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can create RAID-5 volumes only on computers running Windows 2000 Server. 

You need at least three dynamic disks to create a RAID-5 volume. A RAID-5 volume can span a maximum of 32 disks. 

RAID-5 volumes provide fault tolerance at a cost of only one additional disk for the volume. This means that if you use three 10-GB disks to create a RAID-5 volume, the volume will have a 20-GB capacity. The remaining 10-GB is used for parity. 

RAID-5 volumes cannot be extended or mirrored. 
Manage basic volumes

View the properties of a basic volume 

Assign, change, or remove a drive letter 

Create a mounted drive 

Mark a partition as active on an Intel-based computer 

Format a basic volume 

Manage partitions and logical drives 

Manage spanned volumes (volume sets) 

Manage striped volumes (stripe sets) 

Manage mirrored volumes (mirror sets) 

Manage RAID-5 volumes (stripe sets with parity) 
To view the properties of a basic volume
 1.
Open Disk Management. 
 2.
In Disk Management, right-see the partition, logical drive, or other basic volume, and then see Properties. 
Notes

You must be logged on as an administrator or a member of the Administrators group to complete this procedure. If your computer is connected to a network, network policy settings might also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management.
To assign, change, or remove a drive letter
 1.
Open Disk Management. 
 2.
Right-see a partition, logical drive, or volume, and then see Change Drive Letter and Path. 
 3.
Do one of the following: 

To assign a drive letter, see Add, see the drive letter you want to use, and then see OK. 

To remove a drive letter, see it, and then see Remove. 

To modify a drive letter, see it, see Edit, see the drive letter you want to use, and then see OK. 
Important   Be careful when making drive-letter assignments because many MS-DOS and Windows programs make references to a specific drive letter. For example, the path environment variable shows specific drive letters in conjunction with program names. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can use up to 24 drive letters, from C through Z. Drive letters A and B are reserved for floppy disk drives. However, if you do not have a floppy disk drive B, you can use the letter B for a network drive. 

You cannot change the drive letter of the system volume or boot volume. 

An error message may appear when you attempt to assign a letter to a volume, CD-ROM drive, or other removable media device, possibly because it is in use by a program in the system. If this happens, close the program accessing the volume or drive, and then see the Change Drive Letter and Path command again. 

Windows 2000 allows the static assignment of drive letters on volumes, partitions, and CD-ROM drives. This means that you permanently assign a drive letter to a specific partition, volume, or CD-ROM drive. When you add a new hard disk to an existing computer system, it will not affect statically assigned drive letters. 

You can also mount a local drive at an empty folder on an NTFS volume using a drive path instead of a drive letter. 
To create a mounted drive
 1.
Open Disk Management. 
 2.
Right-see the partition or volume you want to mount, and then see Change Drive Letter and Path. 
 3.
Do one of the following: 

To mount a volume, see Add. See Mount in this NTFS folder, type the path to an empty folder on an NTFS volume, or see Browse to locate it. 

To unmount a volume, see it and then see Remove. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

When you mount a local drive at an empty folder on an NTFS volume, Windows 2000 assigns a drive path to the drive rather than a drive letter. 

Drive paths are available only on empty folders on NTFS volumes. The NTFS volumes can be basic or dynamic. 

To modify a drive path, remove it and then create a new drive path using the new location. You cannot modify the drive path directly. 

If you are administering a local computer, you can browse NTFS folders on that computer. If you are administering a remote computer, browsing is disabled and you must type the path to an existing NTFS folder. 

To view all drive paths, see View, and then see All Drive Paths. 
To mark a partition as active on an Intel-based computer
 1.
Open Disk Management. 
 2.
Right-see the primary partition you want to mark as active, and then see Mark Partition Active. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In the list and graphical views, system, active, and boot partitions are marked as System, Active, or Boot, respectively. 

The names commonly used for partitions containing the startup and operating system files are system and boot partitions, respectively. 

You cannot mark a logical drive as active. 

You cannot mark an existing dynamic volume as active. However, you can upgrade a basic disk containing the active partition to a dynamic disk. Once the disk is upgraded, the partition becomes a simple volume that is active. 

The system partition must be a primary partition that has been marked as active for startup purposes and must be located on the disk that the computer accesses when starting up the system. There can be only one active system partition at a time. If you want to use another operating system, you must first mark its system partition as active before restarting the computer. 

The system partition can never be part of a striped volume (stripe set), spanned volume (volume set), or RAID-5 volume (stripe set with parity). 
To format a basic volume
 1.
Open Disk Management. 
 2.
Right-see the partition, logical drive, or basic volume you want to format (or reformat), and then see Format. 
 3.
Select the options you want, and then see OK. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You cannot format the system or boot partition. 

Compression is supported only on NTFS volumes. 

Quick format removes files from the disk but does not scan the disk for bad sectors. Use this option only if this disk has been previously formatted and you are sure the disk is not damaged. 

Additional information on file systems is available. If you are using Windows 2000 Professional, see the Windows 2000 Professional Getting Started online book. If you are using Windows 2000 Server, see Choosing between NTFS, FAT, and FAT32. 
Manage partitions and logical drives

Create a partition or logical drive 

Delete a partition or logical drive
To create a partition or logical drive
 1.
Open Disk Management. 
 2.
Right-see an unallocated region of a basic disk, and then see Create Partition, or right-see free space in an extended partition, and then see Create Logical Drive. 
 3.
In the Create Partition wizard, see Next, see Primary Partition, Extended Partition, or Logical Drive, and then follow the instructions on your screen. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You can create primary partitions, extended partitions, and logical drives only on basic disks. You should create partitions instead of dynamic volumes if this computer also runs Windows NT 4.0 or earlier, Windows 98 or earlier, or MS-DOS. 

You can create up to four primary partitions on a disk, or three primary partitions and one extended partition. 
To delete a partition or logical drive
 1.
Open Disk Management. 
 2.
Right-see the partition, logical drive, or volume you want to delete, and then see Delete Partition. 
Important

All data on the deleted partition or logical drive is lost. 

You cannot recover deleted partitions or logical drives. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

You cannot delete the system partition, boot partition, or any partition that contains the active paging file. 

Windows 2000 requires that all the logical drives or other volumes in an extended partition be deleted before you can delete the extended partition. 
Manage spanned volumes (volume sets)

Delete a spanned volume (volume set) on a basic disk 
To delete a spanned volume (volume set) on a basic disk
 1.
Open Disk Management. 
 2.
Right-see the spanned volume you want to delete, and then see Delete Volume. 
Important   Deleting a spanned volume deletes all the data contained in the volume as well as the partitions that make up the spanned volume. You can delete only entire spanned volumes. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In Windows NT 4.0 and earlier, spanned volumes were known as volume sets. Disk Management renames all volume sets to Spanned Volume. These spanned volumes reside only on basic disks. 

In Windows 2000, you can delete spanned volumes created using Windows NT 4.0 or earlier. You cannot create or extend spanned volumes on basic disks. 
Manage striped volumes (stripe sets)

Delete a striped volume (stripe set) on a basic disk 
To delete a striped volume (stripe set) on a basic disk
 1.
Open Disk Management. 
 2.
Right-see the striped volume you want to delete, and then see Delete Volume. 
Important   Deleting a striped volume deletes all the data contained in the volume as well as the partitions that make up the volume. You can delete only entire striped volumes. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In Windows NT 4.0 and earlier, striped volumes were known as stripe sets. Disk Management renames all stripe sets to Striped Volume. These striped volumes reside only on basic disks. 

In Windows 2000, you can delete striped volumes created using Windows NT 4.0 or earlier. You cannot create striped volumes on basic disks. 
Manage mirrored volumes (mirror sets)

Repair a basic mirrored volume (mirror set) 

Resynchronize a mirrored volume 

Break a mirrored volume (mirror set) on a basic disk 

Delete a mirrored volume (mirror set) on a basic disk
To repair a basic mirrored volume (mirror set)
 1.
Open Disk Management. 
 2.
Right-see the mirrored volume you want to repair, see Repair Volume, and then follow the instructions on your screen. 

The mirrored volume's status should change to Regenerating, then Healthy. If the volume does not return to the Healthy status, right-see the volume and then see Resynchronize Mirror.
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

If a basic disk containing part of a mirrored volume is disconnected or fails, the mirrored volume's status becomes Failed Redundancy and the disk's status remains Online. If this happens, you can try to repair the volume. 

When you repair a mirrored volume on a basic disk, Disk Management creates a new mirror on a healthy disk and then resynchronizes the new mirror. 

Repairing a mirrored volume on a basic disk requires an additional basic disk with sufficient free space for the new mirror. If an additional disk is not available, the Repair Volume option is unavailable and you cannot repair the volume. 

You must use a basic disk to repair a basic mirrored volume (mirror set). You cannot use a dynamic disk. 
To resynchronize a mirrored volume
 1.
Open Disk Management. 
 2.
Right-see the mirrored volume you want to resynchronize, and then see Resynchronize Mirror. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In most cases, mirrored volumes on dynamic disks are resynchronized automatically. However, you need to use the Resynchronize Mirror command for mirrored volumes (mirror sets) on basic disks. 

You resynchronize a mirrored volume when data on one of the disks becomes stale. For example, if one disk of a mirrored volume is disconnected, data is written to the remaining disk, but the volume is no longer fault tolerant. If you reconnect the disk, the data on the reconnected disk is stale. To make the mirrored volume fault tolerant again, you must resynchronize the mirrored volume to update the information on the reconnected disk. 
To break a mirrored volume (mirror set) on a basic disk
 1.
Open Disk Management. 
 2.
Right-see the mirrored volume you want to break, and then see Break Mirror. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In Windows NT 4.0 and earlier, mirrored volumes were known as mirror sets. Disk Management renames all mirror sets to Mirrored Volume. These mirrored volumes reside only on basic disks. 

When you break a mirrored volume created using Windows NT 4.0 or earlier, you create two independent partitions or logical drives. No information is deleted, but the data is no longer redundant. 

To create a new mirrored volume, you must upgrade the disks to dynamic disks. 
To delete a mirrored volume (mirror set) on a basic disk
 1.
Open Disk Management. 
 2.
Right-see the mirrored volume you want to delete, and then see Delete Volume. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

Deleting a mirrored volume deletes all the data contained in the volume as well as the partitions that make up the volume. You can delete only entire mirrored volumes. 

In Windows NT 4.0 and earlier, mirrored volumes were known as mirror sets. Disk Management renames all mirror sets to Mirrored Volume. These mirrored volumes reside only on basic disks. 
Manage RAID-5 volumes (stripe sets with parity)

Repair a basic RAID-5 volume (stripe set with parity) 

Delete a RAID-5 volume (stripe set with parity) on a basic disk
To repair a basic RAID-5 volume (stripe set with parity) 
 1.
Open Disk Management. 
 2.
Right-see the RAID-5 volume you want to repair, and then see Repair Volume. 

The RAID-5 volume's status should change to Regenerating, then Healthy. If the volume does not return to the Healthy status, right-see the volume and then see Regenerate Parity.
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

If a basic disk containing part of a RAID-5 volume is disconnected or fails, the RAID-5 volume's status becomes Failed Redundancy and the disk's status remains Online. If this happens, you can try to repair the volume. 

When you repair a RAID-5 volume on a basic disk, Disk Management relocates part of the RAID-5 volume to a healthy disk, regenerates the parity, and then returns the volume's status to Healthy. 

Repairing a RAID-5 volume on a basic disk requires an additional basic disk with sufficient free space for part of the RAID-5 volume. If an additional disk is not available, the Repair Volume option is unavailable and you cannot repair the volume. 

You must use a basic disk to repair a basic RAID-5 volume (stripe set with parity). You cannot use a dynamic disk. 
To delete a RAID-5 volume (stripe set with parity) on a basic disk
 1.
Open Disk Management. 
 2.
Right-see the RAID-5 volume you want to delete, and then see Delete Volume. 
Important   Deleting a RAID-5 volume deletes all the data contained in the volume as well as the partitions that make up the RAID-5 volume. You can delete only entire RAID-5 volumes. 
Notes

You must be logged on as an administrator or a member of the Administrators group in order to complete this procedure. If your computer is connected to a network, network policy settings may also prevent you from completing this procedure. 

To open Disk Management, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, see Disk Management. 

In Windows NT 4.0 and earlier, RAID-5 volumes were known as stripe sets with parity. Disk Management renames all stripe sets with parity to RAID-5 Volume. These RAID-5 volumes reside only on basic disks. 

In Windows 2000, you can delete RAID-5 volumes created using Windows NT 4.0 or earlier. You cannot create RAID-5 volumes on basic disks. 
Concepts
This section provides general background information about Disk Management.

Disk Management overview 

Understanding Disk Management 

Using Disk Management 

Resources 
Disk Management overview
Disk Management is a system utility for managing hard disks and the volumes, or partitions that they contain. With Disk Management, you can create volumes, format volumes with file systems, initialize disks, and create fault-tolerant disk systems. Disk Management, which replaces the Disk Administrator utility used in Windows NT 4.0 and earlier, offers many new features, including:

Dynamic disks. With dynamic disks, you can accomplish administrative tasks without shutting down the system or interrupting users. For example, you can create, extend, or mirror a volume without restarting the system. You can also add a new disk without restarting. Most configuration changes take effect almost immediately. 

Local and network drive management. From any Windows 2000 computer on your network, you can manage any other network computer that runs Windows 2000 and on which you are an administrator. 

Simplified tasks and intuitive user interface. Disk Management is easy to use. Right-see menus show you which tasks you can perform on the selected object, and wizards guide you through creating partitions or volumes and initializing or upgrading disks. 

Mounted drives. You can use Disk Management to connect, or mount, a local drive at any empty folder on a local NTFS-formatted volume. Mounted drives make data more accessible and give you the flexibility to manage data storage based on your work environment and system usage. 
Understanding Disk Management
This section covers:

The Disk Management window 

Basic and dynamic disks 

Windows file systems 

Volumes and partitions 

Limitations of dynamic disks and dynamic volumes 

Remote administration 
The Disk Management window
The Disk Management window displays disks and volumes in a graphical view and in a list view. You can customize how you view disks and volumes by changing what is displayed in the upper and lower pane and by selecting the colors and patterns used to display volumes and disk regions. To change the way objects are displayed in the Disk Management window, see View and then select the options you want.
Basic and dynamic disks
Disk Management supports basic and dynamic disks. When you install Windows 2000, your hard disks are automatically initialized as basic. You can use the upgrade wizard to convert them to dynamic after installation is complete. You can use both basic and dynamic disks on the same computer system, but a volume consisting of multiple disks, such as a mirrored volume, must use only one type of disk. 
Basic disks adhere to the partition-oriented scheme of Windows NT Server 4.0 disk organization. For upgrades, partitioned disks are automatically initialized as basic disks, so you can maintain partitions and volumes created with Windows NT Server 4.0. New or empty disks can be initialized as basic or dynamic after installation. However, to set up a new fault-tolerant disk system, or to make changes to disks without restarting your computer, you must use dynamic disks.
A dynamic disk is a physical disk that contains dynamic volumes created using Disk Management. Dynamic disks cannot contain partitions or logical drives, nor can they be accessed using MS-DOS.
For both basic and dynamic disks, you can:

Check disk properties such as capacity, available free space, and current status. 

View volume and partition properties such as size, drive-letter assignment, label, type, and file system. 

Establish drive-letter assignments for disk volumes or partitions, and for CD-ROM devices. 

Establish disk sharing and security arrangements for a volume or partition. 

Upgrade a basic disk to dynamic or revert a dynamic disk to basic. 
You can perform the following tasks only on a dynamic disk:

Create and delete simple, spanned, striped, mirrored, and RAID-5 volumes. 

Extend a simple or spanned volume. 

Remove a mirror from a mirrored volume or split the volume into two volumes. 

Repair mirrored or RAID-5 volumes. 

Reactivate a missing or offline disk. 
You can perform the following tasks only on a basic disk:

Create and delete primary and extended partitions. 

Create and delete logical drives within an extended partition. 

Format a partition and mark it as active. 

Delete volume sets, stripe sets, mirror sets, and stripe sets with parity. 

Break a mirror from a mirror set. 

Repair a mirror set or a stripe set with parity. 
Certain functions are no longer available on basic disks because multiple-disk storage systems should use dynamic disks. Disk Management supports legacy volumes that exceed a single partition on more than one hard disk, but it does not allow you to create new ones. For example, you cannot perform the following tasks on a basic disk:

Create volume, stripe, and mirror sets or stripe sets with parity. 

Extend volumes and volume sets. 
For information about upgrading a disk from basic to dynamic, see Upgrading a basic disk to dynamic. 
Windows file systems
Before formatting a volume or partition, consider the file system with which to format it. Windows 2000 supports the NTFS file system and the File Allocation Table (FAT) and FAT32. NTFS is the recommended file system for Windows 2000 because it supports several features that the others do not. However, because Windows 2000 is the only operating system that recognizes NTFS, you must format the volume or partition as FAT if you plan to access files on that volume or partition from other operating systems, including MS-DOS.
Choose NTFS if you are running only Windows 2000 and you want to take advantage of NTFS features.
Following are features that are unique to NTFS.
File system feature
NTFS
FAT
FAT32
Compression
x



Disk quotas
x



Encryption
x



Mount points
x



Remote storage
x



Notes

For more information about file system compatibility and limitations, see Choosing between NTFS, FAT, and FAT32. 

For more information about installing multiple operating systems on a volume, see Installing more than one operating system on your computer. 
Volumes and partitions
On a dynamic disk, storage is divided into volumes instead of partitions. You can upgrade from basic storage to dynamic storage at any time. When you upgrade to dynamic storage, existing partitions are converted into volumes as shown in the following table.
Basic disk organization
Dynamic disk organization
Partition
Volume 
System and boot partitions
System and boot volumes
Active partition
Active volume
Extended partition
Volumes and unallocated space
Logical drive
Simple volume
Volume set
Spanned volume
Stripe set
Striped volume
Mirror set
Mirrored volume
For more information, see Working with volumes. 
Limitations of dynamic disks and dynamic volumes
Dynamic disks are not supported on portable computers. If you are using a portable computer and right-see a disk in the graphical or list view in Disk Management, you will not see the option to upgrade the disk to dynamic.
The limitations of dynamic volumes occur in the following situations:

When installing Windows 2000 

If a dynamic volume is created from unallocated space on a dynamic disk, you cannot install Windows 2000 on that volume. You can, however, extend the volume (if it is a simple or spanned volume).

The setup limitation occurs because Windows 2000 Setup only recognizes dynamic volumes that contain partition tables. Partition tables appear in basic volumes and in dynamic volumes that were upgraded from basic to dynamic. If you create a new dynamic volume on a dynamic disk, then that new dynamic volume does not contain the partition table.

When extending a volume 

If a basic volume is upgraded to dynamic (by upgrading the basic disk to dynamic), then you can install Windows 2000 on that volume, but you cannot extend the volume.

The limitation on extending volumes occurs because the boot volume, which contains the Windows 2000 files, cannot be part of a spanned volume. If you extend a simple volume that contains a partition table (that is, a volume that was upgraded from basic to dynamic), then Windows 2000 Setup recognizes the spanned volume but cannot install to it because the boot volume cannot be part of a spanned volume. The only dynamic volumes that you can install Windows 2000 on are simple and mirrored volumes, and these volumes must contain the partition table (which means that these volumes must be upgraded from basic to dynamic).
Remote administration
Windows 2000 supports the management of disks that are connected to remote computers. To manage disks on a remote computer, the user of the client computer must be a member of the Administrators or Server Operators group on the remote computer. Also, both the user account and the server computer must be members of the same domain or within trusted domains. 
For information on administering the disk system on another computer, see To manage disks on a remote computer.
Using Disk Management
This section covers:

Using NTFS mounted drives 

Viewing disk or volume status 

Using disks 

Using dynamic disks 

Using basic disks 
Using NTFS mounted drives
You can use Disk Management to mount a local drive at any empty folder on a local NTFS volume. You can format a mounted drive with any file system supported by Windows 2000. 
When you mount a local drive at an empty folder on an NTFS volume, Windows 2000 assigns a drive path to the drive rather than a drive letter. Mounted drives are not subject to the 26-drive limit imposed by drive letters, so you can use mounted drives to access more than 26 drives on your computer. Windows 2000 ensures that drive paths retain their association to the drive, so you can add or rearrange storage devices without the drive path failing. 
For example, if you have a CD-ROM drive with the drive letter D, and an NTFS-formatted volume with the drive letter C, you can mount the CD-ROM drive at an empty folder with the following path: C:\CD-ROM. You can then access the CD-ROM drive directly through the path C:\CD-ROM. If desired, you can remove the drive letter D and continue to access the CD-ROM through the mounted drive path. 
Mounted drives make data more accessible and give you the flexibility to manage data storage based on your work environment and system usage. For example, you can:

Make the C:\Users folder a mounted drive with NTFS disk quotas, so you can track or constrain disk usage without doing the same on drive C. 

Make the C:\Temp folder a mounted drive to provide additional disk space for temporary files. 

Move the Program Files folder to another, larger drive when space is low on drive C, and mount it as C:\Program Files. 
Viewing disk or volume status
If a disk or volume fails, it is important to repair the disk or volume as quickly as possible to avoid data loss. In the Status column of the list view, you can view the status of a disk or volume. The status also appears in the graphical view of each disk or volume. For a description of the status types for volumes, see Volume status descriptions. For a description of the status types for disks, see Disk status descriptions. If the status is not Healthy for volumes or Online for disks, see Troubleshooting.
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Using disks
This section covers:

Adding a disk 

Upgrading a basic disk to dynamic 

Disk status descriptions 

Support for removable media 
Adding a disk
When you attach a new disk to your computer, you need to initialize the disk before you can create volumes or partitions. Use dynamic storage if you want to create simple volumes on the disk or if you plan to share the disk with other disks to create a spanned, striped, mirrored, or RAID-5 volume. Use basic storage if you want to create partitions and logical drives on the disk. Only basic disks can be accessed by MS-DOS, Windows 98, and Windows 95. Basic storage is created by default.
Only mirrored and RAID volumes on a dynamic disk are fault tolerant. For more information about fault tolerance, mirrored volumes, and RAID-5 volumes, see Fault tolerance.
To install a disk that is already initialized, see To manage new disks.
To change the storage type for which a disk is initialized, see To upgrade a basic disk to a dynamic disk or To change a dynamic disk back to a basic disk.
Upgrading a basic disk to dynamic
Any disks to be upgraded must contain at least 1 megabyte (MB) of free space at the end of the disk for the upgrade to succeed. Disk Management automatically reserves this free space when creating partitions or volumes on a disk, but disks with partitions or volumes created by other operating systems might not have this free space available.
Before you upgrade disks, close any programs that are running on those disks.
After you upgrade a basic disk to a dynamic disk, any existing partitions on the basic disk become (dynamic) simple volumes. You cannot change the dynamic volumes back to partitions. Any existing mirrored volumes (mirror sets), striped volumes (stripe sets), RAID-5 volumes (stripe sets with parity), or spanned volumes (volume sets) become dynamic mirrored, striped, RAID-5, or spanned volumes, respectively.
After it is upgraded, a dynamic disk cannot contain partitions or logical drives, nor can it be accessed by MS-DOS or by Windows operating systems other than Windows 2000.
Removable media. You cannot upgrade removable media devices to dynamic volumes. Removable media devices can contain only primary partitions. 
Volumes that span multiple disks. If the basic disk contains any volumes that reside on multiple disks (such as mirrored, striped, spanned, or RAID-5 volumes), you must also upgrade all other disks that contain part of the volumes. If these other disks contain additional volumes that reside on multiple disks, you must also upgrade all disks that contain parts of these volumes. You must upgrade all of these disks together. Each of the disks must have at least 1 MB of unallocated space at the end of the disk or else the upgrade will fail. (This space may exist even if it is not visible in Disk Management.)
Disks with sector sizes larger than 512 bytes. You cannot upgrade a basic disk to a dynamic disk if the sector size of the disk is larger than 512 bytes.
Reinstalling Windows 2000 You can perform a fresh installation of Windows 2000 on a dynamic volume only if that volume was upgraded from a basic volume. (Upgrading a basic volume to dynamic reserves the partition table information. This information is required to perform fresh installations of Windows 2000 on dynamic volumes.)
Boot and system partitions. You can upgrade a basic disk containing the system or active partitions to a dynamic disk. After the disk is upgraded, these partitions become simple system or active volumes (after restarting the computer). You cannot mark an existing dynamic volume as active. You can upgrade a basic disk containing the boot partition (which contains the Windows 2000 operating system) to a dynamic disk. After the disk is upgraded, the boot partition becomes a simple boot volume (after restarting the computer). You cannot upgrade a disk that contains the system or boot partition if that disk also contains part of a spanned volume (volume set), striped volume (stripe set), mirrored volume (mirror set), or RAID-5 volume (stripe set with parity).
Upgrade failures. If you upgrade a boot disk, or if a volume or partition is in use on the disk you attempt to upgrade, the computer must be restarted for the upgrade to succeed. If any of the following conditions occur, the upgrade can fail after the computer restarts:

If you disconnect all existing dynamic disks while the computer is restarting. 

If you replace a disk or set of disks to be upgraded while the computer is restarting. (Disk Management detects that the disk has changed and the upgrade may fail.) 

If you change the disk layout of a disk to be upgraded. 

If the disk has I/O errors during the upgrade. 
Mirroring the boot and system volumes. After you upgrade the disk containing the boot and system partitions to a dynamic disk, you can mirror the boot and system volumes onto another dynamic disk. Then, if the disk containing the boot and system volumes fails, you can start the computer from the disk containing the mirrors of these volumes. For more information, see Fixing a boot failure.
When the upgrade takes place. System and boot partitions are upgraded to dynamic volumes after the computer is restarted. All other partitions and basic volumes are upgraded immediately. However, if a partition or basic volume on the disk that you are upgrading is in use, an event known as "force dismounting" occurs, which means that any programs using the volume are automatically disconnected. If the volume cannot be force dismounted (for example, there is an active paging file on the volume), then the disk upgrade does not complete until you restart the computer.
Other operating systems. If you upgrade a disk with a partition that contains an operating system other than the Windows 2000 operating system that is currently running, you will not be able to start the computer from that operating system after the upgrade.
Reverting back to basic disks. After you upgrade a basic disk to a dynamic disk, you cannot change the dynamic volumes back to partitions. Instead, you must delete all dynamic volumes on the disk and then use the Revert To Basic Disk command.
For a description of the procedure for upgrading a basic disk to a dynamic disk, see To upgrade a basic disk to a dynamic disk.
Disk status descriptions
One of the following disk status descriptions will always appear in the graphical view of the disk and in the Status column of the disk in list view. If there is a problem with a disk, you can use this troubleshooter to diagnose and correct the problem.
Online
The disk is accessible and has no known problems. This is the normal disk status. No user action is required. Both dynamic disks and basic disks display the Online status.
Online Errors
I/O errors have been detected on a region of the disk. A warning icon appears on the disk with errors. Only dynamic disks display the Online (Errors) status.
If the I/O errors are transient, reactivate the disk (using the Reactivate Disk command). This returns the disk to the Online status.
Offline
The disk is not accessible. The disk may be corrupted or intermittently unavailable. An error icon appears on the offline disk. Only dynamic disks display the Offline status.
If the disk status is Offline and the disk's name changes to Missing, the disk was recently available on the system but can no longer be located or identified. The missing disk may be corrupted, powered down, or disconnected.
To bring a disk that is Offline and Missing back online
Repair any disk, controller, or cable problems and make sure that the physical disk is turned on, plugged in, and attached to the computer. Then use the Reactivate Disk command to bring the disk back online.
If the disk status remains Offline and the disk name remains Missing and you determine that the disk has a problem that cannot be repaired, you can remove the disk from the system (using the Remove Disk command). However, before you can remove the disk, you must delete all volumes (or mirrors) on the disk. You can save any mirrored volumes on the disk by removing the mirror instead of the entire volume. Deleting a volume destroys the data in the volume, so you should remove a disk only if you are absolutely certain that the disk is permanently damaged and unusable.
To bring a disk that is Offline and is still named Disk # (not Missing) back online
Use the Reactivate Disk command to bring the disk back online. If the disk status remains Offline, check the cables and disk controller, and make sure that the physical disk is healthy. Correct any problems and try to reactivate the disk again. If the disk reactivation succeeds, any volumes on the disk should automatically return to the Healthy status.
Foreign
The disk has been moved to your computer from another Windows 2000 computer. However, the moved disk has not been set up for use on your computer. A warning icon appears on disks that display the Foreign status. Only dynamic disks display the Foreign status.
If you want to use the foreign disk and any volumes on that disk, you must add the disk to your computer's system configuration. To add a disk to your computer's system configuration, import the foreign disk (using the Import Foreign Disks command). Any existing volumes on the foreign disk become visible and accessible when you import the disk.
Note that in some cases, a disk that was previously connected to the system can display the Foreign status. For example, this can happen if all dynamic disks on the system fail and a basic disk is later upgraded to a dynamic disk. Configuration data for dynamic disks is stored on all dynamic disks, so the information about which disks are owned by the system is lost when all dynamic disks fail.
Unreadable
The disk is not accessible. The disk may have experienced hardware failure, corruption, or I/O errors. The disk's copy of the system's disk configuration database may be corrupted. An error icon appears on disks that display the Unreadable status. Both dynamic and basic disks display the Unreadable status.
Disks may display the Unreadable status while they are spinning up or when Disk Management is rescanning all of the disks on the system. In some cases, an unreadable disk has failed and is not recoverable. For dynamic disks, the Unreadable status usually results from corruption or I/O errors on part of the disk, rather than failure of the entire disk. You can rescan the disks (using the Rescan Disks command) or reboot the computer to see if the disk status changes.
Unrecognized
The disk has an original equipment manufacturer's (OEM) signature and Disk Management will not allow you to use this disk. For example, a disk from a UNIX system displays the Unrecognized status. Only Unknown disk types display the Unrecognized status.
No Media
No media have been inserted into the CD-ROM or removable drive. The disk status will change to Online when you insert the appropriate media into the CD-ROM or removable drive. Only CD-ROM or Removable disk types display the No Media status.
Support for removable media
In the graphical view, removable media devices are labeled Removable.
You can create only primary partitions on removable media devices.
You cannot create extended partitions, logical drives, or dynamic volumes on removable media devices.
You cannot mark as active a primary partition on a removable media device.
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Working with volumes
Dynamic storage uses a volume-oriented scheme for disk organization. It is not compatible with disk partitions created under Windows NT Server 4.0.
You can use Windows 2000 Setup to configure disk space while upgrading Windows NT Server 4.0. However, if you intend to create new volumes or partitions on the disk, you should first back up any data on the disk.
You can configure the internal hard disk on a new computer during initial setup when you load the Windows 2000 Server operating system software. Use Disk Management to make changes to the disk after installation.
Disk management under Windows is very flexible. The number of volumes that you can create on a physical hard disk is limited only by the amount of available free space on the disk. You can also create volumes that span two or more disks and, optionally, are fault tolerant.
Each volume on a disk can have a different file system, such as the file allocation table (FAT) 16 or 32 file system or the NTFS file system. If you want multiple file systems and your existing hard disk has only one volume, you must create a second volume on the hard disk. If the disk does not have free space available, you need to reinstall Windows and leave room on the disk for additional volumes.
If you use only the Windows 2000 operating system, you can create one volume that occupies your entire disk. However, if you plan to use other operating systems, you must budget disk space accordingly during setup when you specify the size of the volume to contain Windows 2000.
After installation, you can use Disk Management to create additional volumes in the free space remaining on the disk. For example, if you plan to use another operating system—such as UNIX or MS-DOS—on your hard disk with a file system that is not recognized by Windows 2000, you must create a second volume, separate from Windows 2000. Note that MS-DOS and Windows 2000 can share the same volume if you format the volume as FAT.
Windows 2000 starts from the active system volume on the first internal hard disk (that is, Disk 0).
Support for creating high-performance file system (HPFS) partitions is not available in Windows 2000. HPFS partitions must be removed before running Setup.
Remember that any changes you make to your disk are immediately available. You do not need to quit Disk Management to save them or restart your computer to implement them. There is one exception to this rule: If you upgrade a boot disk from basic to dynamic, or if a volume or partition is in use on the disk that you attempt to upgrade from basic to dynamic, the computer must be restarted for the upgrade to succeed. For more information, see Upgrading a basic disk to dynamic.
Setting up a new dynamic disk
You can create any of the following in the free space on a dynamic disk:

System and boot volumes 

Additional simple volumes (those in addition to the active volume) 

Other types of Windows 2000 volumes, such as spanned, striped, mirrored, or RAID-5, assuming your disk system contains multiple disks 
Volume status descriptions
One of the following volume status descriptions will always appear in the graphical view of the volume and in the Status column of the volume in list view. If there is a problem with a volume, you can use this troubleshooter to diagnose and correct the problem.
Healthy
The volume is accessible and has no known problems. This is the normal volume status. No user action is required. Both dynamic volumes and basic volumes display the Healthy status.
Healthy (At Risk)
The volume is currently accessible, but I/O errors have been detected on the underlying disk. If an I/O error is detected on any part of a disk, all volumes on the disk display the Healthy (At Risk) status. A warning icon appears on the volume. Only dynamic volumes display the Healthy (At Risk) status.
When the volume status is Healthy (At Risk), an underlying disk's status is usually Online (Errors). To return the underlying disk to the Online status, reactivate the disk (using the Reactivate Disk command). Once the disk is returned to Online status, the volume should return to the Healthy status.
Initializing
The volume is being initialized. Only dynamic volumes display the Initializing status.
No user action is required. When initialization is complete, the volume's status becomes Healthy. Initialization should be completed very quickly.
Resynching
The volume's mirrors are being resynchronized so that both mirrors contain identical data. Both dynamic and basic mirrored volumes display the Resynching status.
No user action is required. When resynchronization is complete, the mirrored volume's status returns to Healthy. Resynchronization may take some time, depending on the size of the mirrored volume. Although you can access a mirrored volume while resynchronization is in progress, you should avoid making configuration changes (such as breaking a mirror) during resynchronization.
Regenerating
Data and parity are being regenerated for the RAID-5 volume. Both dynamic and basic RAID-5 volumes display the Regenerating status.
No user action is required. When regeneration is complete, the RAID-5 volume's status returns to Healthy. You can access a RAID-5 volume while data and parity regeneration is in progress.
Failed Redundancy
The data on the volume is no longer fault tolerant because one of the underlying disks is not online. A warning icon appears on the volume with failed redundancy. The Failed Redundancy status applies only to mirrored or RAID-5 volumes. Both dynamic and basic volumes display the Failed Redundancy status. 
You can continue to access the volume using the remaining online disks, but if another disk that contains the volume fails, you will lose the volume and its data. To avoid such loss, you should attempt to repair the volume as soon as possible.
Repairing Dynamic Volumes
If an underlying disk is not online, reactivate the disk (using the Reactivate Disk command). If disk reactivation succeeds, the volume automatically repairs itself and returns to the Healthy status. A mirrored volume repairs itself by resynchronizing the data in its mirrors. A RAID-5 volume repairs itself by regenerating its parity and data. 
If the disk returns to the Online status, but the volume does not return to the Healthy status, you can reactivate the volume manually (using the Reactivate Volume command).
If the disk does not return to the Online status and the volume does not return to the Healthy status, there may be something wrong with the disk. You should replace the failed mirror or RAID-5 disk region. To replace the failed mirror in a mirrored volume, use the Remove Mirror command to remove the failed mirror, then use the Add Mirror command to create a new mirror on another disk. To replace the failed disk region in a RAID-5 volume, use the Repair Volume command.
Repairing Basic Volumes
To repair a basic mirrored volume, use the Repair Volume command, which creates and resynchronizes a new mirror on a healthy disk. If the volume does not return to the Healthy status, you can resynchronize the new mirror manually (using the Resynchronize Mirror command).
To repair a basic RAID-5 volume, use the Repair Volume command, which relocates the failed part of the RAID-5 volume to a healthy disk and regenerates parity. If the volume does not return to the Healthy status, you can regenerate the parity manually (using the Regenerate Parity command).
Failed Redundancy (At Risk)
The data on the volume is no longer fault tolerant and I/O errors have been detected on the underlying disk. If an I/O error is detected on any part of a disk, a warning icon appears on all dynamic volumes on the disk. Dynamic volumes that are not fault tolerant display the Healthy (At Risk) status. Only dynamic mirrored or RAID-5 volumes display the Failed Redundancy (At Risk) status.
When the volume status is Failed Redundancy (At Risk), the underlying disk's status is usually Online (Errors). To return the underlying disk to the Online status, reactivate the disk (using the Reactivate Disk command). Once the disk is returned to the Online status, the volume status should change to Failed Redundancy. 
Failed
The volume cannot be started automatically. An error icon appears on the failed volume. Both dynamic and basic volumes display the Failed status.
Repairing Dynamic Volumes
If the underlying disks are not online, return the disk to the Online status (using the Reactivate Disk command). If this succeeds, the volume automatically restarts and returns to the Healthy status. 
If the disk returns to the Online status, but the volume does not return to the Healthy status, you can reactivate the volume manually (using the Reactivate Volume command).
If the volume is a mirrored or RAID-5 volume with stale data, bringing the underlying disk online will not automatically restart the volume. If the disks that contain non-stale data are disconnected, you should bring those disks online first (to allow the data to become synchronized). Otherwise, restart the mirrored or RAID-5 volume manually (using the Reactivate Volume command), and then run Chkdsk.exe. To run Chkdsk.exe, see Start, see Run, type chkdsk, and then see OK.
Repairing Basic Volumes
Make sure that the underlying physical disk is turned on, plugged in, and attached to the computer. No other user action is possible for basic volumes.
Using simple volumes
A simple volume is a portion of a physical disk that functions as though it were a physically separate unit. Simple volumes are the dynamic storage equivalent of primary partitions in Windows NT 4.0 and earlier versions. When you have only one dynamic disk, they are the only kind of volume that you can create. 
Creating and extending simple volumes
You can create simple volumes only on dynamic disks. Simple volumes cannot contain partitions or logical drives, nor can they be accessed by MS-DOS or by a Windows operating systems other than Windows 2000. You should create partitions instead of dynamic volumes if your computer also runs Windows NT 4.0 or earlier, Windows 98 or earlier, or MS-DOS.
If you want to increase the capacity of a simple volume after it has been created, you can extend it by the amount of unallocated space left on the disk. To extend a simple volume, the volume must be formatted with the version of NTFS used in Windows 2000. You cannot extend simple volumes that were formerly partitions on basic disks.
You can also extend a simple volume to regions on other disks on the same computer. When you extend a simple volume to one or more other disks, it becomes a spanned volume. After a spanned volume is extended, no portion of it can be deleted without deleting the entire spanned volume. Spanned volumes cannot be mirrored or striped.
For procedures on creating and extending simple volumes, see Manage simple volumes.
Assigning drive letters
You can create more than 26 volumes with Windows, but you cannot assign more than 26 drive letters for accessing these volumes. Drive letters A and B are reserved for floppy disk drives. However, if you do not have a floppy disk drive B, you can use the letter B for a network drive.
Windows enables the static assignment of drive letters. This means that a drive letter can be permanently assigned to a specific hard disk and volume. When a new hard disk is added to an existing computer system, it does not affect statically assigned drive letters.
Notes

You should be careful when making drive-letter assignments because many programs for MS-DOS and Windows make references to a specific drive letter. The path environment variable shows specific drive letters with program names. 

Volumes created after the 26th drive letter has been used must be accessed using volume mount points, as described in Using NTFS mounted drives. 
Formatting and labeling volumes
Before you can store files and directories on the volumes that you have created, you must first format each volume for use with the file system that you want to work with. You can also assign descriptive volume labels at this time.
If a volume uses NTFS formatting, you can enable data compression. Before you can format a volume, you must assign it either a drive letter or a mount point, if it does not already have one.
To format a volume, see To format a dynamic volume.
Marking volumes as active
The names commonly used for the volumes containing the startup and operating system files are system volumes and boot volumes, respectively.
The system volume for Windows is the volume that contains the hardware-specific files needed to load the Windows operating system. The system volume must be a primary volume that has been marked as active for boot purposes and must be located on the disk that the computer accesses when starting the system. You can have only one active system volume at a time. If you want to use another operating system, you must first mark its system volume as active before restarting the computer.
The boot volume for Windows is the volume that contains the Windows operating system and its support files. The boot volume can be (but does not have to be) the same as the system volume. The boot volume also cannot be part of a spanned or striped volume.
Deleting volumes
Before deleting volumes under Windows, you need to make sure the information on them has been backed up onto another storage medium and verified, or that it is no longer needed.
Windows places certain restrictions on your ability to delete volumes. You cannot delete the volume with the system files (the boot volume) nor can you delete individual volumes that are part of a set without deleting the entire set.
Changing the file system on a volume
To change the file system on a simple volume, see To format a dynamic volume.
Using spanned volumes
Spanned volumes combine areas of unallocated space from multiple disks into one logical volume, allowing you to more efficiently use all of the space and all drive letters on a multiple-disk system.
When you need to create a volume, but don't have enough unallocated space for the volume on a single disk, you might be able to create a volume of sufficient size by combining sections of unallocated space from multiple disks into one spanned volume. The areas of unallocated space used to create spanned volumes can be different sizes. Spanned volumes are organized so that the space allocated to the volume on one disk gets filled up and then, starting at the next disk, the space allocated to the volume on that disk gets filled up. The process continues in the same way on each subsequent disk up to a maximum of 32 disks. After you create the spanned volume, Disk Management performs this process without further involvement from you.
Spanned volumes allow you to make more efficient use of drive letters. By combining the space used by multiple, smaller volumes from multiple disks into one spanned volume, you can free drive letters for other uses and enable the creation of a large volume for file system use.
Increasing the capacity of an already existing volume is called extending. Existing spanned volumes formatted with the NTFS file system can be extended by the amount of unallocated space on all disks. However, after a spanned volume is extended, no portion of it can be deleted without deleting the entire spanned volume. Disk Management formats the new area without affecting any existing files on the original spanned volume. You cannot extend spanned volumes formatted with the FAT file system.
Before making any changes to spanned volumes, you should first back up all the information on the volume.
For procedures on working with spanned volumes, see Manage spanned volumes.
Caution   Spanned volumes cannot be mirrored or striped and do not offer fault tolerance. If one of the disks containing a spanned volume fails, the entire volume fails. 
Notes

You can create spanned volumes on dynamic disks only. 

You need at least two dynamic disks to create a spanned volume. 

MS-DOS, Windows 95, Windows 98, Windows NT 4.0, and other operating systems lacking dynamic storage capability cannot recognize any spanned volumes created by Windows 2000. Therefore, if you create a spanned volume on a dual-boot computer, that volume becomes unusable by those operating systems. 
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Using striped volumes
Striped volumes are created by combining areas of free space on 2 to 32 disks into one logical volume. Data is divided into blocks and spread in a fixed order among all the disks in the array.
With a striped volume, Windows writes data to multiple disks, similar to spanned volumes. However, as shown in the following illustration, striping writes files across all disks so that data is added to all disks at the same rate.
Striped volumes offer the best performance of all the Windows disk management strategies. However, as with spanned volumes, striped volumes do not provide fault tolerance. If a disk in a striped volume fails, the data in the entire volume is lost.
For procedures on working with striped volumes, see Manage striped volumes.
Note   MS-DOS, Windows 95, Windows 98, Windows NT 4.0, and other operating systems lacking dynamic storage capability cannot recognize any striped volumes created by Windows 2000. Therefore, if you create a striped volume on a dual-boot computer, that volume becomes unusable by those operating systems. 
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Using mirrored volumes
A mirrored volume is a fault-tolerant volume that duplicates your data on two physical disks. It provides data redundancy by using a copy (mirror) of the volume to duplicate the information contained in the volume. The mirror is located on a different disk. If one of the physical disks fails, the data on the failed disk becomes unavailable, but the system continues to operate using the unaffected disk. A mirrored volume is slower than a RAID-5 volume in read operations but faster in write operations.
In Windows NT 4.0 and earlier, a mirrored volume was known as a mirror set. 
Mirrored volumes protect a volume on a disk from media and, possibly, controller failure by maintaining a fully redundant copy on another disk. When a mirrored volume fails, you must break the mirrored volume to expose the remaining volume as a separate volume with its own drive letter. You can then create a new mirrored volume with unused free space of the same size or greater on another disk.
To create a mirrored volume, you create a volume using free space on another disk. If the second volume is larger, the remaining space becomes free space. The same drive letter is used for both volumes. Any existing volume, even the system and boot volumes, can be mirrored onto another volume of the same size or greater on another disk using either the same or a different controller. When creating mirrored volumes, it is best to use disks that are the same size, model, and manufacturer.
Mirrored volumes have better overall read and write performance than RAID-5 volumes. Another advantage of mirrored volumes over RAID-5 volumes is that there is no loss in performance when a member of a mirrored volume fails. Mirrored volumes are more expensive in terms of dollars per megabyte because disk space utilization is less. However, the entry cost of a mirrored volume is lower because it requires only two disks, whereas RAID-5 volumes require three or more disks.
Mirrored volumes reduce the chance of an unrecoverable error by providing a duplicate set of data, which doubles the number of disks required and the input/output (I/O) operations when writing to the disk. However, some performance gains are achieved for reading data because of I/O load balancing of requests between the two volumes.
When you want to use the space in a mirrored volume for other purposes, you must first break the mirrored volume relationship and then delete one of the volumes. Breaking the mirrored volume does not delete the information, but it is still safer to do a backup first.
In the case of an unrecoverable error on a volume within a mirrored volume, you need to break the mirrored volume relationship to expose the remaining volume as an individual volume. You can then reassign some free space on another disk to create a new mirrored volume.
For step-by-step procedures on how to create, break, or repair a mirrored volume, or to add a volume to or remove a volume from an existing mirrored volume, see Manage mirrored volumes.
For more information about mirrored volumes and fault tolerance, see Fault tolerance.
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Using RAID-5 volumes
A RAID-5 volume is a fault-tolerant volume with data and parity striped intermittently across three or more physical disks. If a portion of a physical disk fails, you can re-create the data that was on the failed portion from the remaining data and parity. RAID-5 volumes are a good solution for data redundancy in a computer environment in which most activity consists of reading data.
In Windows NT 4.0 and earlier, a RAID-5 volume was known as a striped set with parity.
Disk Management offers limited support of RAID-5 volumes on basic disks. You can repair, regenerate the parity of, and delete RAID-5 volumes, but you cannot create new RAID-5 volumes on basic disks. You can create RAID-5 volumes only on dynamic disks.
RAID-5 volumes have better read performance than mirrored volumes. However, when a member is missing, such as when a disk has failed, the read performance is degraded by the need to recover the data with the parity information.
Nevertheless, this strategy is recommended over mirrored volumes for programs that require redundancy and are primarily read-oriented. Write performance is reduced by the parity calculation. Also, a write operation requires three times more memory than a read operation during normal operation. Moreover, when a volume fails, reading requires at least three times more memory than before the failure. Both conditions are caused by the parity calculation.
RAID-5 volumes include one parity block per stripe. Therefore, you must use at least three, rather than two, disks to allow for the parity information. Parity stripes, as shown in the following illustration, are distributed across all the volumes to balance the I/O load.
RAID-5 provides data redundancy at a cost of only one additional disk for the volume. However, recovery from the failure of a disk in a RAID-5 volume is more time-consuming than for a mirrored volume.
When you want to recover the space in a RAID-5 volume for other purposes, be sure to back up the information in it first, if you want to reuse that information. Then delete the volume.
For procedures about how to create and repair RAID-5 volumes, see Manage RAID-5 volumes.
Notes

RAID-5 volumes are available only on computers running Windows 2000 Server. You can, however, use a computer running Windows 2000 Professional to create RAID-5 volumes on remote computers running Windows 2000 Server. 

RAID-5 volumes cannot be mirrored or extended. 
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Using basic disks
This section covers:

Working with partitions 

Using volume sets and stripe sets 

Using mirror sets and stripe sets with parity
Working with partitions
Use partitions on a basic disk just as you did with Windows NT Server 4.0, with the following exception: It is no longer necessary to commit changes to save them or to restart your computer to make the changes effective.
You can create up to four partitions in the free space on a physical hard disk. One of these four partitions, if disk space allows, can be an extended partition. You can use the free space in the extended partition to create multiple logical drives. You cannot use it to create volume sets or other kinds of fault-tolerant volumes.
To add a new partition or logical drive, see To create a partition or logical drive. Changes made by Disk Management are effective immediately. Unless you are making a change that affects existing files on the disk, the system implements your change without confirmation.
See Manage basic volumes for procedural information about the following:

To format a basic volume 

To assign, change, or remove a drive letter 

To mark a partition as active on an Intel-based computer 

To delete a partition or logical drive 
Using volume sets and stripe sets
You cannot create new volume sets or stripe sets on basic disks by using Windows 2000. You can only delete them. When you no longer want a volume set or a stripe set, or you have a problem with a faulty disk drive, you should first back up all the information on the set and only then delete it.
To establish a new spanned volume, which is the equivalent of a volume set on a basic disk, or a new striped volume, which is the equivalent of a stripe set on a basic disk, use a disk initialized for dynamic storage.
To convert an existing volume set or stripe set, upgrade the physical disks on which the set resides to dynamic. To convert a basic disk to dynamic, see To upgrade a basic disk to a dynamic disk.
Using mirror sets and stripe sets with parity
You cannot create new mirror sets or stripe sets with parity on basic disks by using Windows 2000. You can only repair or delete them. When you no longer want a mirror set or a stripe set with parity, or you have a problem with a faulty disk drive, you should first back up all the information on the set and only then delete it.
To establish a new mirrored volume, which is the equivalent of a volume set on a basic disk, or a new RAID-5 volume, which is the equivalent of a stripe set with parity on a basic disk, use a disk initialized for dynamic storage.
To convert an existing mirror set or stripe set with parity, upgrade the physical disks on which the set resides to dynamic. To upgrade disk storage to dynamic, see To upgrade a basic disk to a dynamic disk.
Resources

Windows 2000 Server family at Microsoft Windows (http://www.microsoft.com/windows) 

Microsoft TechNet at Microsoft TechNet (http://www.microsoft.com/technet) 

Microsoft TechNet compact disks 

Microsoft support at Updated technical information 

Getting Started for Windows 2000 Server 

Windows 2000 Server Resource Kit 

Windows 2000 Server Registry 
Troubleshooting
What problem are you having?
A disk’s status is Offline or Missing.
Cause: An offline disk might be corrupted or intermittently unavailable. A missing disk might be corrupted, powered down, or disconnected. 
Solution: Repair any disk, controller, or cable problems and make sure that the physical disk is turned on, plugged in, and attached to the computer. Next, use the Reactivate Disk command to bring the disk back online. For instructions describing how to reactivate missing or offline disks, see To reactivate a missing or offline disk. For more information about disk status descriptions, see Disk status descriptions.
A mirrored volume’s status is Failed Redundancy.
Cause: One or both of the members of the mirrored volume has failed, and the volume is no longer fault tolerant.
Solution: If the disk is dynamic and the disk's status is Offline, see To reconnect the disk and repair the mirrored volume. If the disk is basic and the disk's status is Offline, see To repair a basic mirrored volume (mirror set). If the disk's status is Online (Errors), see To reactivate the disk. The disk's status may be Missing if it cannot be accessed at all.
The RAID-5 volume’s status is Failed Redundancy.
Cause: One or all of the members of the RAID-5 volume has failed and the volume is no longer fault tolerant.
Solution: If the disk is dynamic and the disk's status is Offline, see To reconnect the disk and repair the RAID-5 volume. If the disk is basic and the disk's status is Offline, see To repair a basic RAID-5 volume (stripe set with parity). If the disk's status is Online (Errors), see To reactivate the disk. The disk's status may be Missing if it cannot be accessed at all.
Disk quotas
You use disk quotas to monitor and limit disk space use. 

Before setting up disk quotas, see Checklist: Setting up disk quotas. 

For a list of best practices for disk quotas, see Best practices. 

For help with specific tasks, see How to. 

For general background information, see Concepts. 

For problem-solving instructions, see Troubleshooting
Checklist: Setting up disk quotas

Step
Reference

Review key concepts.
Disk quotas overview

Confirm that you are a member of the Administrators group.
Groups overview

Set the disk quota for the volume.
To enable disk quotas;
To assign default quota values
Best practices

Applying appropriate disk quota limits
Apply disk quota limits according to realistic disk space requirements for your users. Start by classifying your users by the amount of disk space that you anticipate they will require (for example, users in the graphics department may require a large amount of disk space). Next, structure your volumes by those classes, and then use disk quotas to limit the amount of disk space allowed for the users on each volume. 

Setting default limits
Set moderately restrictive default limits for all user accounts, and then modify the limits to allow more disk space to users who work with large files. It may be better to increase disk quota limits for a few user accounts than to force some users to work with a quota limit that does not meet their needs. 

Allowing for growth
Set quota limits at a level that will allow for growth in disk space use. When quota increases are warranted, increase them by a percentage of the current value. 

Deleting users' quota entries
When a user no longer needs the use of a particular volume (for example, when he or she leaves the company), delete the user's quota entry for that volume and then delete, move, or take ownership of any files that the user owns. This helps you eliminate the use of volume space by unneeded files. 

Limiting installation to administrators
If you enable disk quota settings on the volume where Windows and programs are installed, limit installation of Windows components and programs to members of the local Administrators group. Because the Administrators group has no quota limits, this prevents the disk space used to install components and programs from pushing a user over his or her quota limit. 
How to...

Manage disk quotas on a remote computer 

Manage disk quotas 

Manage disk quota entries 
To manage disk quotas on a remote computer
 1.
In Windows Explorer or on the desktop, right-see My Computer or My Network Places, and then see Map Network Drive. 
 2.
In the Map Network Drive dialog box, in the Folder box, type the path to the volume on the remote computer for which you want to manage disk quotas, and then see Finish. 
 3.
After you connect to the remote computer's volume, open My Computer. 
 4.
Right-see the remote volume for which you want to manage disk quotas, and then see Properties. 
 5.
In the Properties dialog box, see the Quota tab. 
 6.
On the Quota property page, see Quota Entries. 

The Quota Entries window appears. Each row in the list contains information for a user of the volume.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

To manage disk quotas on a remote computer volume, it must be shared from the volume's root directory and you must be a member of the Administrators group on the remote computer. 
Manage disk quotas

View disk quota settings 

Enable disk quotas 

Disable disk quotas 

Deny disk space to users who exceed their limit 

Assign default quota values 
To view disk quota settings
 1.
Open My Computer. 
 2.
Right-see the disk volume for which you want to view disk quota settings, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 
To enable disk quotas
 1.
Open My Computer. 
 2.
Right-see the disk volume for which you want to enable disk quotas, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see the Enable quota management check box, and then see OK. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 
To disable disk quotas
 1.
Open My Computer. 
 2.
Right-see the disk volume for which you want to disable disk quotas, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota tab, clear the Enable quota management check box, and then see OK. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 
To deny disk space to users who exceed their limit
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to deny disk space use, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, select the Enable quota management check box, select the Deny disk space to users exceeding quota limit check box, and then see OK. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

When the disk quota system is configured to deny disk space to users of the volume who exceed their assigned quota limit, users cannot write additional data to the volume without first deleting or moving some existing files from the volume. The response of the system to a user exceeding the quota limit depends on each individual program. To the program, it will appear that the volume is full. 
To assign default quota values
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to assign default quota values, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Enable quota management. 
 5.
Select the Limit disk space to option. This activates fields for disk space limit and warning levels. 
 6.
Type numeric values in the text fields, select a disk space limit unit from the drop-down list, and then see OK. You can use decimal values (for example, 20.5 MB). 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

When you enable disk quotas on a volume, any users with write access to the volume who have not exceeded their quota limit can store data on the volume. The first time a user writes data to a quota-enabled volume, default values for disk space limit and warning level are automatically assigned by the quota system. 
Manage disk quota entries

View disk quota information for volume users 

Add new quota entries 

Delete quota entries 

Modify user disk space limits and warning levels 

Find a quota entry in the Quota Entries window 

Sort quota entries 

Change column order in the Quota Entries window 

Create quota reports 

Import quota settings from another volume 

Export quota settings to another volume 
To view disk quota information for volume users
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to view quota information, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 

The Quota Entries window appears. Each row contains information for a volume user.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group on the local computer, the Quota tab is not displayed on the volume's Properties page. 

When the Quota Entries window is first opened, volume quota information must be obtained from the network domain controller. This information is filled in dynamically as it is obtained. After the information has been obtained from the domain controller, it is saved so that it is immediately available the next time the Quota Entries window is opened. 
To add new quota entries
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to add new disk quota entries, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, on the Quota menu, see New Quota Entry. 
 6.
In the Select Users dialog box, in the Look in list box, select the name of the domain or workgroup from which you want to select user names. See Add, and then see OK. 
 7.
In the Add New Quota Entry dialog box, specify one of the following options and then see OK: 

Do not limit disk usage. Tracks disk space usage without limiting disk space.

Limit disk space to. Activates fields for limiting disk space and setting warning levels. Type a numeric value in the text field, and then select a disk space limit unit from the drop-down list. You can use decimal values (for example, 20.5 MB). The value you enter cannot exceed the maximum capacity of the volume.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

You use the New Quota Entry feature to set up quota limits and warning levels before the user actually writes data to the volume. This is useful when you do not want to use the default disk space limit and warning level values for a particular user. Typically, the default disk space limit and warning level values established by the volume administrator are sufficient for new users of the volume. 
To delete quota entries
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to delete quota entries, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, see the entries for the users you want to delete, and then from the Quota menu, see Delete quota entry. 
 6.
If the Disk Quota dialog box appears, see Yes, see the files that you want to take action on, see one of the following buttons, and then see Close. 

Delete. Deletes selected files from the volume. 

Take ownership. Gives you ownership of selected files on the volume. 

Move. Moves selected files to a specified volume. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

User quota entries cannot be deleted if a user still owns files on the volume. Before the record can be deleted, all files owned by that user on the volume must either be deleted or moved to another volume, or ownership of the files must be transferred to another user. 

You are prompted to delete, take ownership of, or move a file only if the user still has files on the volume at the time that you want to delete the quota entry. 
To modify user disk space limits and warning levels
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to modify quota values, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, see the entries for the users whose options you want to modify, and on the Quota menu, see Properties. 
 6.
In the Quota Settings dialog box, modify any of the following options you want to change, and then see OK: 

Do not limit disk usage. See to track disk space usage without limiting disk space.

Limit disk space to. Activates fields for limiting disk space and setting warning levels. Type a numeric value in the text field, and select a disk space limit unit from the drop-down list. You can use decimal values (for example, 20.5 MB). The value you enter cannot exceed the maximum capacity of the volume.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group on the local computer, the Quota tab is not displayed on the volume's Properties page. 
To find a quota entry in the Quota Entries window
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to find quota entries, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, on the Edit menu, see Find. 
 6.
In the Find Quota Entry dialog box, enter the user name that you want to find as either domain_name\user_name or user_name@domain_name, and then see OK. 

Found entries appear highlighted in the Quota Entries window.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

You can find more than one volume user by repeatedly using the Find Quota Entry dialog box. Each found entry remains highlighted in the Quota Entries window. 

After you have used the Find Quota Entry dialog box to find one or more user quota entries, you can modify the settings for all of the found entries by seeing Properties on the Quota menu. 
To sort quota entries
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to sort quota entries, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, on the View menu, see Arrange Items, and then see one of the following options: 

By Folder. Sorts according to folder.

By User Name. Sorts according to the full name.

By Logon Name. Sorts according to logon name.

By Status. Sorts according to quota status.

By Amount Used. Sorts according to the amount of space the users have used on the volume.

By Quota Limit. Sorts according to disk space limits.

By Warning Level. Sorts according to warning levels.

By Percent Used. Sorts according to the percentage of disk space limit used.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group on the local computer, the Quota tab is not displayed on the volume's Properties page. 

Alternatively, you can see a column's title in the Quota Entries window to sort based on the entries in that column. To reverse the order, see the column title again. 
To change column order in the Quota Entries window
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to view quota entries, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, see the column header you want to move, and then drag it horizontally to a new position in the list. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

When the Quota Entries window is closed, the ordering and size of the columns are saved and automatically restored the next time the window is opened. 
To create quota reports
 1.
Open My Computer. 
 2.
Right-see the volume for which you want to create a report, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
While the Quota Entries window is open, open a document in the program that you will use to create the report; for example, a Microsoft Excel spreadsheet. 
 6.
In the Quota Entries window, see the entries for the users you want to include in your quota report, and drag the rows to the program you are using to create the report; for example, you can drag the objects to a Microsoft Excel spreadsheet or a Microsoft Word document. The transferred data retains the same column and entry order as in the Quota Entries window. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

The supported Clipboard formats for reports are: Rich Text Format, Comma Separated Value, CF_UNICODETEXT, and CF_TEXT.
To import quota settings from another volume
 1.
Open My Computer. 
 2.
Right-see the volume to which you want to import quota settings, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see Quota Entries. 
 5.
In the Quota Entries window, on the Quota menu, see Import. 
 6.
In the Import Quota Settings dialog box, select the name of the file that contains the quota settings you want to import, and then see Open. 

When you are importing quota records, a dialog box appears if imported settings will overwrite existing settings for a volume user. Specify whether you want to overwrite the existing user settings.
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed on the volume's Properties dialog box. 

Alternatively, you can open two instances of the Quota Entries window: one for the volume from which you are importing the quota records, and one for the volume into which you want to import quota records. Then you can drag quota records from the source volume's Quota Entries window to the destination volume's Quota Entries window. 

For entries that already exist on the destination volume, the settings transferred are the user's disk space limit and quota warning level values. If the entries do not exist, new entries are created. 

Disk quota settings are saved in a file format that is exclusive to the Disk Quotas utility and that is used only for importing and exporting quota settings from one volume to another. The Import Quota Settings dialog box does not show the file name extension for the settings file, even if the folder that contains it shows file name extensions for all files. 
To export quota settings to another volume
 1.
Open My Computer. 
 2.
Right-see the volume from which you want to export quota settings, and then see Properties. 
 3.
In the Properties dialog box, see the Quota tab. 
 4.
On the Quota properties page, see the Quota tab, make sure quotas are enabled, and then see Quota Entries. 
 5.
See the user quota records you want to export. 
 6.
On the Quota menu, see Export. 
 7.
In the Export Quota Settings dialog box, specify a destination folder, type in a file name for the saved settings, and then see Save. 
Notes

To open My Computer, on the Windows desktop, double-click My Computer. 

If the volume is not formatted with the NTFS file system, or if you are not a member of the Administrators group, the Quota tab is not displayed in the volume's Properties dialog box. 

Alternatively, you can open two instances of the Quota Entries window: one for the source disk volume from which you want to export quota records, and one for the destination volume into which you are exporting the quota records. Then you can drag quota records from the source volume's Quota Entries window to the destination volume's Quota Entries window. 

For entries that already exist on the destination volume, the settings transferred are the user's disk space limit and quota warning level values. If the entries do not exist, new entries are created. 

Disk quota settings are saved in a file format that is exclusive to the Disk Quotas utility and that is used only for importing and exporting quota settings from one volume to another. The Export Quota Settings dialog box does not reveal the file name extension for the settings file, even if the folder that contains it shows file name extensions for all files. 

You can drag a selected quota setting to a folder where an export file is automatically created. 
Concepts
This section provides general background information about disk quotas:

Disk quotas overview 

Understanding disk quotas 

Using disk quotas 

Resources
Disk quotas overview
Disk quotas track and control disk space usage for volumes. System administrators can configure Windows to:

Prevent further disk space use and log an event when a user exceeds a specified disk space limit. 

Log an event when a user exceeds a specified disk space warning level. 
When you enable disk quotas, you can set two values: the disk quota limit and the disk quota warning level. The limit specifies the amount of disk space a user is allowed to use. The warning level specifies the point at which a user is nearing his or her quota limit. For example, you can set a user's disk quota limit to 50 megabytes (MB), and the disk quota warning level to 45 MB. In this case, the user can store no more than 50 MB of files on the volume. If the user stores more than 45 MB of files on the volume, you can have the disk quota system log a system event. For instructions on setting disk quota values, see To assign default quota values.
You can specify that users can exceed their quota limit. Enabling quotas and not limiting disk space use are useful when you do not want to deny users access to a volume, but want to track disk space use on a per-user basis. You can also specify whether or not to log an event when users exceed either their quota warning level or their quota limit.
When you enable disk quotas for a volume, volume usage is automatically tracked for new users from that point on. However, existing volume users have no disk quotas applied to them. You can apply disk quotas to existing volume users by adding new quota entries in the Quota Entries window. For instructions, see To add new disk quota entries.
You can enable quotas on both local volumes and network volumes, but only on those volumes that are shared from the volume's root directory and are formatted with the NTFS file system.
Notes

To support disk quotas, a disk volume must be formatted with the version of NTFS used in Windows 2000. Volumes formatted with the version of NTFS used in Windows NT 4.0 are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 

If the volume is not NTFS formatted, or if you are not a member of the Administrators group on the local computer, the Quota tab is not displayed on the volume's Properties page. 

File compression does not affect quota statistics. For example, if User A is limited to 3 MB of disk space, he or she can store only 3 MB worth of files, even if the files are compressed. 
Understanding disk quotas
This section covers:

Quotas and users 

Folders and disks 

How user actions affect disk quotas 

Quota detail updates 

Quotas and converted NTFS volumes 

Local and remote implementations 
Quotas and users
Because disk quotas monitor volume use by individual user, each user's utilization of disk space does not affect the disk quotas for other users of the same volume. For example, if a user saves 50 megabytes (MB) worth of files to Volume F, that user cannot write additional data to the volume without first deleting or moving some existing files from it. However, other users can continue to save up to 50 MB of space on that volume.
Disk quotas are based on file ownership, and are independent of the folder location of the user's files within the volume. For example, if users move their files from one folder to another on the same volume, their volume space usage does not change. However, if users copy their files to a different folder on the same volume, their volume space usage doubles.
For instructions on enabling disk quotas, see To enable disk quotas.
Notes

To support disk quotas, a disk volume must be formatted with the version of NTFS used in Windows 2000. Volumes formatted with the version of NTFS used in Windows NT 4.0 are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 
Folders and disks
Disk quotas apply only to volumes, and are independent of folder structures of volumes and their layout on physical disks.
If a volume has multiple folders, the quotas assigned to that volume apply collectively to all of the folders. For example, if \\Production\QA and \\Production\Public are shared folders on Volume F, users' utilization of both \\Production\QA and \\Production\Public cannot exceed the assigned quota on Volume F.
If a single physical disk contains multiple volumes, and you apply quotas to each of the volumes, each volume quota applies only to its specific volume. For example, if you share two different volumes as Volume F and Volume G, quotas are tracked independently for the two volumes, even if they exist on the same physical disk.
If a volume spans multiple physical disks, the same quota for that volume applies to the entire spanned volume. For example, if Volume F has a quota limit of 50 megabytes (MB), then users cannot save more than 50 MB to Volume F, regardless of whether Volume F resides on one physical disk or whether it spans three.
For instructions on enabling disk quotas, see To enable disk quotas.
Notes

To support disk quotas, a disk volume must be formatted with the version of the NTFS file system used in Windows 2000. Volumes formatted with the NTFS version used in Windows NT 4.0 volumes are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 
How user actions affect disk quotas
In each of the following cases, the user's action causes the disk space occupied by the file to be charged against the user's quota limit:

The user copies or saves a new file to a volume formatted with the NTFS file system. 

The user takes ownership of a file on an NTFS volume. 
For example, if User A takes ownership of a 2 kilobyte (KB) file that User B copied to a volume, User B's disk use decreases by 2 KB and User A's disk use increases by 2 KB.
For instructions, see To enable disk quotas.
Quota detail updates
Within the NTFS file system, volume usage information is stored by user security ID (SID), not user account name. When the Quota Entries window is opened for the first time, disk quotas must obtain user account names from either the network domain controller or local user manager, match them to the SIDs for current volume users, and populate the entries in the Name column with user names. These names appear in this field as they are obtained from the domain controller or local user manager. This process begins immediately the first time you view quota entries.
After the names have been obtained, they are saved to a file on the volume so that they are immediately available the next time the Quota Entries window is opened. However, because this file might go several days without being updated by Windows, the Quota Entries window might not reflect changes you have made to the domain's user accounts list since viewing quota entries.
To obtain current user names, press F5. Windows then refreshes the user names for each user from the network domain controller or local user manager. Depending on the number of volume users and the current network speed, this process could take a few minutes. During this process, if you want to see a particular user's name more quickly, you can select that entry to move it to the top of the list.
For instructions, see To view disk quota information for volume users.
Notes

To support disk quotas, a disk volume must be formatted with the version of NTFS used in Windows 2000. Volumes formatted with the version of NTFS used in Windows NT 4.0 are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 
Quotas and converted NTFS volumes
Because disk quotas are based on file ownership, any changes to a volume that affect ownership status of the files on it, including file system conversion, might affect disk quotas for the volume. Therefore, you should understand the changes to ownership that the conversion might cause before converting existing volumes from one file system to another.
Because they use data stored in NTFS file system fields to identify file owners, disk quotas work both with the version of NTFS used in Windows 2000 and with the version of NTFS used in Windows NT 4.0 and earlier. However, because files on FAT and FAT32 volumes are owned by the system, files on volumes that have been converted from FAT or FAT32 to NTFS are not counted against the users who owned the files. In this case, the files are charged against the Administrator account. This is seldom a problem because administrators have unlimited volume use.
For more information about file systems, see Windows file systems.
Notes

To support disk quotas, a disk volume must be formatted with the version of NTFS used in Windows 2000. Volumes formatted with the version of NTFS used in Windows NT 4.0 are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 

File compression does not affect quota statistics. For example, if User A is limited to 3 megabytes (MB) of disk space, he or she can store only 3 MB worth of files, even if the files are compressed. 
Local and remote implementations
You can enable disk quotas on volumes residing on both local computers and remote computers. On local computers, you can use quotas to limit the amount of volume space available to different users who log on to the local computer. On remote computers, you can use quotas to limit volume usage by remote users.
You can use quotas to make sure that:

Multiple users who log on to the same computer do not interfere with the other users' ability to work. 

Disk space on public servers is not monopolized by one or more users. 

Users do not use excessive disk space on a shared folder on your personal computer. 
To enable quotas on remote computer volumes, those volumes must be formatted with the version of NTFS used in Windows 2000 and be shared from the volume's root directory. Also, you must be a member of the Administrators group on the remote computer volume to enable and manage quotas.
Windows system files are included in the volume usage of the person who installed Windows on the local computer. When implementing disk quotas on a local volume, you should take into account the disk space used by the Windows files. Depending on the free space available on the volume, you may want to set either a high quota limit or no limit at all for the user who installed Windows. If Windows was installed by an administrator, you do not need to do this because administrators cannot be denied disk space use even if they surpass their disk quota limit.
For instructions, see To enable disk quotas.
Using disk quotas
This section covers:

Enabling disk quotas 

Deleting disk quota entries 

Documenting disk space use 

Auditing disk space use 

Exceeding disk quota limits 
Enabling disk quotas
When you enable quotas on a volume that already contains files, Windows calculates the disk space used by all users who have copied, saved, or taken ownership of files on the volume up to that point. The quota limit and warning level are then applied to all current users based on those calculations, and to users who begin using the volume from that point on. You can then set different quotas, or disable quotas, for individual or multiple users. You can also set quotas for specific users who have not yet copied, saved, or taken ownership of files on the volume.
For example, you might want to set a quota limit of 5 megabytes (MB) for all users of \\Production\Public, while making sure two users who work with larger files on the server have a 10 MB limit. If both of these users already have files stored on \\Production\Public, you can select both users and set their quota limit to 10 MB. However, if one or both users do not have files stored on the server when you enable quotas, you need to use the Select Users property sheet to set their quota limit to a value higher than the default for new users.
For instructions about enabling disk quotas, see To enable disk quotas.
Notes

To support disk quotas, a disk volume must be formatted with the version of NTFS used in Windows 2000. Volumes formatted with the version of NTFS used in Windows NT 4.0 are upgraded automatically by Windows 2000 Setup. 

To administer quotas on a volume, you must be a member of the Administrators group on the computer where the drive resides. 
Deleting disk quota entries
When a user no longer needs to use a volume on which quotas are enabled, you can eliminate that user's warning level and quota limit by deleting his or her entry from the Quota Entries window. However, you can do so only after all of the volume files owned by that user have either been deleted or removed from the volume, or after the files' ownership has been transferred to another user.
Because disk quotas track files by owner, locating these files and then moving, deleting, or taking ownership of them is made simple with a dialog box that appears when you delete a quota entry. For instructions, see To delete quota entries.
Documenting disk space use
You can specify a disk quota limit without denying users further disk space use. This is useful when you do not want to deny users access to a volume, but want to track disk space use on a per-user basis. You can also specify whether or not to log an event when users exceed either their quota warning level or their quota limit. Using this feature, you can document disk space use, which is useful to:

Keep historical records of disk space use. 

Show additional disk space needs. 

Show distribution of disk space on a per-user basis. 

Notify users of disk space over-utilization. 
For instructions on documenting disk space use, see To create quota reports. 
Auditing disk space use
Enabling quotas causes a slight increase in server overhead, and therefore causes a slight decrease in file server performance. However, by periodically enabling and then disabling quotas, you can take advantage of the auditing capabilities provided by Windows disk quotas without reducing the performance of your file server on a day-to-day basis.
When you enable quotas, Windows calculates how much disk space is used by those users who have stored files on a volume. You can then contact those users who are using more disk space than they should. If you do not want to continuously monitor disk usage, disable quotas after you are done viewing the data.
If you want a record of the audit, you can save a copy of the data to another application, such as Microsoft Excel.
For instructions, see To enable disk quotas.
Exceeding disk quota limits
When you select the Deny disk space to users exceeding quota limit option, users who exceed their quota limit receive an "insufficient disk space" error from Windows and cannot write additional data to the volume without first deleting or moving some existing files from it.
Individual programs determine their own error handling for this condition. To the program, it appears that the volume is full. If you leave this option cleared, users can exceed their quota limit. Enabling quotas and not limiting disk space use are useful when you do not want to deny users access to a volume, but want to track disk space use on a per-user basis. You can also specify whether or not to log an event when users exceed either their quota warning level or their quota limit.
When you select the Log event when a user exceeds their quota limit option, an event is written to the Windows system log on the computer running disk quotas whenever users exceed their quota limit. Administrators can view these events with Event Viewer, filtering for disk event types.
When you select the Log event when a user exceeds their warning level option, an event is written to the Windows system log on the computer running disk quotas whenever users exceed their quota warning level. Administrators can view these events with Event Viewer, filtering for disk event types. Unless you set a trigger to do so, users are not warned of this event.
For instructions, see To enable disk quotas.
Note   Event Viewer builds a historical, chronological record of which users exceeded their quota warning level and quota limits, and when they exceeded them. However, it does not provide information about which users are currently over their quota warning level. To find that information, on the Quota tab, see Quota Entries.
Resources

Windows 2000 Server family at the Microsoft Web site (http://www.microsoft.com/windows) 

Microsoft TechNet at Microsoft TechNet (http://www.microsoft.com/technet) 

Microsoft TechNet compact discs 

Microsoft support at the Microsoft Web site (http://www.microsoft.com/windows) 

Getting Started for Windows 2000 Server 

Windows 2000 Server Resource Kit 
Troubleshooting
What problem are you having?
The Quota tab does not appear on the Properties dialog box for a FAT-formatted volume.
Cause: Because disk quotas can be set only on volumes formatted with the NTFS file system, the Quota tab does not appear for FAT-formatted volumes.
Solution: Format volumes for which you want to track or limit disk space usage with NTFS.
See also Quotas and converted NTFS volumes.
Cannot delete a quota entry.
Cause: You cannot delete a quota entry for a user account until all files that the user owns have been removed from the volume or another user has taken ownership of the files.
Solution: Move, delete, or take ownership of all files that the user owns on that volume.
See also To delete quota entries.
A user gets an “insufficient disk space” message when trying to add files to a volume.
Cause: The user has exceeded the quota limit.
Solution: Increase the user's quota limit, move or delete files from the volume, or clear the Deny disk space to users exceeding quota limit option in Disk Quotas.
See also Exceeding disk quota limits.
Users exceeded their quota limits when Windows NT 4.0 was running.
Cause: Disk quotas work under Windows 2000 only. If you set disk quota limits on a computer that is configured to run both Windows NT 4.0 and Windows 2000, users can exceed their quota limit while Windows NT 4.0 is running. If this happens, the next time that Windows 2000 is started, users who have exceeded their quota limit while Windows NT 4.0 was running cannot add files to the volume to which the quota is applied.
Solution: To enable users to add more files to the volume while Windows 2000 is running, see the previous issue. To prevent users from exceeding their quota limit on a volume under Windows NT 4.0, change permissions on the volume so that users do not have Write permission.
See also Folder permissions, and Installing more than one operating system on your computer.
Removable Storage
Removable Storage makes it easy for you to track your removable storage media (tapes and optical discs) and to manage the libraries, such as changers and jukeboxes, that contain them. 

Before you begin using Removable Storage, see the Checklist: Configure Removable Storage. 

For tips about using Removable Storage, see Best Practices. 

For step-by-step help with specific tasks, see How to... 

For background information about Removable Storage and how it works, see Concepts. 

For problem-solving guidelines, see Troubleshooting. 
Checklist: configure Removable Storage

Step
Reference

Verify that you have a supported library.
See the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/) 

Install and test the library. 
Follow the manufacturer's recommendations.

Create new media pools to support applications, as needed.
To create a new media pool.

Move sufficient media to a free media pool.
To move a tape or disc to another media pool.

Set user or group permissions for Removable Storage as needed.
To change user permissions for Removable Storage.
Best practices
The following list represents some best practices for Removable Storage. You should implement this list whenever possible.

Verify your library hardware is supported first before using Removable Storage.

Before adding a new library to a Removable Storage system, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site for a comprehensive list of the libraries supported by Windows operating systems. (http://www.microsoft.com/)

Use only libraries that support drive-element address reporting.

If you use libraries that support drive-element address reporting, Removable Storage can automatically map each drive in a library to a particular media changer. In addition, you should connect all library drives on the same SCSI bus as the associated media changer. For information on whether your library supports drive-element address reporting, consult the library manufacturer.

Insert media into a robotic library before use.

Before you create a new media pool, insert media into each robotic library you want Removable Storage to control. If a library is empty, Removable Storage cannot detect the media type.

Keep your media count under 1,000 per system installation.

For performance reasons, do not manage more than 1,000 tapes or discs in a single Removable Storage system.
How to...
This section provides step-by-step instructions for performing administrative tasks using the Removable Storage snap-in in an MMC console.

View or set Removable Storage properties 

Manage libraries 

Manage media pools 

Manage tapes and discs 

Manage operator requests and queued work 

Manage security for Removable Storage 
To view or set Removable Storage properties
 1.
Open Removable Storage. 
 2.
In the console tree, double-click the applicable item. 
 3.
Right-see that item, and then see Properties. 
 4.
In the object Properties dialog box, review the settings and make any changes. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

To view or set properties for specific media pools, library drives, media, or other items, see the applicable folder in the console tree, right-see the specific item in the details pane, and then see Properties. 
Manage libraries

Enable or disable a library 

Enable or disable a drive 

Change the library media type 

Inventory a library 

Set the default library inventory 

Open a library door 

Set the library door and port time-out 

Clean a stand-alone drive 

Clean a robotic library 
To enable or disable a library 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the library you want to enable or disable, and then see Properties. 

The library Properties dialog box appears.
 4.
On the General tab, verify that the Enable library check box is selected. 

Or, to disable the library, clear the Enable library check box.
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Disabling a library makes it unavailable for use. 
To enable or disable a drive 
 1.
Open Removable Storage. 
 2.
In the console tree, see Drives. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Drives 
 3.
In the details pane, right-see the applicable drive, and then see Properties. 
 4.
On the General tab, verify that the Enable drive check box is selected. 

Or, to disable the drive, clear the Enable drive check box.
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Disabling a drive makes it unavailable for use. 

This procedure applies only to robotic libraries. Since stand-alone drive libraries consist of a single drive, you enable or disable the entire library for such cases. 
To change the library media type 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the library you want to change, and then see Properties. 
 4.
In the library Properties dialog box, see the Media tab, and then see Change. 
 5.
In the Change Media Types dialog box, do the following: 

To add a new media type, in Available types, see the entry you want to add, and then see Add. 

To remove an existing media type, in Selected types, see the entry you want to remove, and then see Remove. 

Repeat these steps as necessary. 
Note   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
To inventory a library 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the library you want to inventory, and then see Inventory. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

This procedure applies only to robotic libraries. 

An inventory is automatically performed each time a library door has been accessed. 

The inventory is performed according to the default inventory method: either Fast, Full, or None.
To set the default library inventory 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the library you want to set an inventory method for, and then see Properties. 
 4.
On the General tab, in Inventory Method, see the method you want to use: None, Fast, or Full. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

A fast inventory only checks for storage slots that have changed status between being occupied and unoccupied. A full inventory with bar-coded media will read bar-code information. Otherwise, the tape or disc is mounted and the on-media identifier is read. 

The selected inventory method is automatically performed each time a library door has been accessed. 

A full inventory is always performed when a mount operation fails, regardless of inventory method selected. To disable this feature, clear the Perform full inventory on mount failure check box. 

This procedure applies only to robotic libraries. 
To open a library door 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the applicable library, and then see Door Access. 
 4.
When prompted, open the door. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You can use the library door to insert or remove media. If the library has an inject/eject port, you can use that to prevent a re-inventory of the media. Make sure you use the correct slots in the library. 

If you exchange media in a library that are not bar-coded, you must perform a full inventory afterward. The media exchange is not detected during a fast inventory and a media ID mismatch will occur the next time the media in the applicable slot is mounted. 

This procedure applies only to robotic libraries. 
To set the library door and port time-out 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the applicable library, and then see Properties. 
 4.
In the library Properties dialog box, see the Components tab. 
 5.
Under Doors, in Time-out, enter a new value (if necessary) for the door time-out interval (in minutes). 
 6.
Under Ports, in Time-out, enter a new value (if necessary) for the inject/eject port time-out interval (in minutes). 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

This procedure applies only to robotic libraries. 
To clean a stand-alone drive 
 1.
Open Removable Storage. 
 2.
In the console tree, see Drives. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Drives 
 3.
In the results pane, right-see the drive, and then see Mark as Clean. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

To clean a stand-alone drive, you manually insert a cleaning cartridge into the stand-alone drive. This procedure is performed only to notify Removable Storage that a stand-alone drive has been manually cleaned so that a record can be kept in the Removable Storage database. 

This procedure applies only to cleaning the drive in a stand-alone drive library.
To clean a robotic library
 1.
Open Removable Storage. 
 2.
In the console tree, right-see the library you want to clean. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
 3.
See Cleaner Management. 
 4.
Follow the instructions in the Cleaner Management wizard. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

To complete this procedure, you must insert a cleaner cartridge into the library when prompted. Do not insert a cleaning cartridge using the same method used for inserting regular tapes (such as through the insert/eject port). Follow the instructions in the Cleaner Management wizard. 
Manage media pools

Create a new media pool 

Delete an application media pool 

Automatically draw media from a free media pool 

Automatically return media to a free media pool 

Set the allocation limit for a media pool 
To create a new media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, right-see Media Pools, and then see Create Media Pool. 

Or, to create a new media pool within another media pool, right-see the applicable media pool and then see Create Media Pool.
 3.
On the General tab, in Name, type a name for the new media pool; then, in Description, type a relevant description. 
 4.
Under Media Information, see Contains media of type, and select the appropriate media type from the list. 
 5.
Under Allocation/Deallocation policy, do one or more of the following: 

To automatically draw unused media from a free media pool when needed, select the Draw media from Free media pool check box. 

To automatically return media to a free media pool when no longer needed, select the Return media to Free media pool check box. 

To set an allocation limit for media in this media pool, select the Limit reallocations check box, and then change the default value as necessary. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You must have administrative permissions to perform this procedure. 

You can create media pools within application media pools only. You cannot create new media pools within free, unrecognized, or import media pools. 
To delete an application media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Media Pools. 
 3.
Right-see the application media pool you want to delete, and then see Delete. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You cannot delete free, import, or unrecognized media pools. 
To automatically draw media from a free media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Media Pools. 
 3.
Right-see the applicable media pool, and then see Properties. 
 4.
On the General tab, select the Draw media from Free media pool check box. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

If you do not select the Draw media from Free media pool check box, you must manually move tapes or discs from a free media pool whenever this media pool needs additional media. 
To automatically return media to a free media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Media Pools. 
 3.
Right-see the applicable media pool, and then see Properties. 
 4.
On the General tab, select the Return media to Free media pool check box. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

If you do not select the Return media to Free media pool check box, you must manually move tapes or discs in this application media pool to a free media pool when no longer needed. After you do this, another application can use those tapes or discs. 
To set the allocation limit for a media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Media Pools. 
 3.
Right-see the applicable media pool, and then see Properties. 
 4.
Under Media information, see Contains media of type. 
 5.
Under Allocation/Deallocation policy, select the Limit reallocations check box, and then change the default value as necessary. 
Note   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
Manage tapes and discs

Move a tape or disc to another media pool 

Enable or disable a tape or disc 

Insert a tape or disc into a robotic library 

Eject a tape or disc from a stand-alone drive 

Eject a tape or disc from a robotic library 

Mount a tape or disc 

Dismount a tape or disc from a stand-alone drive 

Dismount a tape or disc from a robotic library 
To move media to another media pool 
 1.
Open Removable Storage. 
 2.
In the console tree, see Media. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Media 
 3.
In the details pane, drag the applicable tape or disc from the details pane over to the applicable media pool in the console tree. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

When moving media to a free media pool, make sure the data on the tape or disc you are moving is no longer needed. Data will be automatically deleted when the tape or disc is moved to a free media pool. To manually delete data before moving media to a free media pool, right-see the tape or disc and then see Prepare. 

You cannot move read-only media, such as compact discs, to a free media pool. 
To enable or disable a tape or disc 
 1.
Open Removable Storage. 
 2.
In the console tree, see Media. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Media 
 3.
In the details pane, right-see the tape or disc, and then see Properties. 
 4.
On the Media tab, verify that the Enable media check box is selected. 

Or, to disable the tape or disc, clear the Enable media check box.
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Disabling the tape or disc makes it unavailable for use. 
To insert a tape or disc into a robotic library 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the applicable library, and then see Inject. 
 4.
Follow the instructions in the Media Inject wizard. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Insert the tape or disc using the inject/eject port if the library has one. Otherwise, use the library door. 

Use this procedure only with a robotic library. For a stand-alone drive library, you must manually insert the tape or disc. 
To eject a tape or disc from a stand-alone drive 
 1.
Open Removable Storage. 
 2.
In the console tree, double-click Physical Locations. 
 3.
Right-see the applicable library, and then see Eject. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Use this procedure only with a stand-alone drive library. 
To eject a tape or disc from a robotic library 
 1.
Open Removable Storage. 
 2.
In the console tree, see Media. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Media 
 3.
In the details pane, right-see the applicable tape or disc, and then see Eject. 
 4.
Follow the instructions in the Media Eject wizard. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Eject the tape or disc using the inject/eject port if the library has one. Otherwise, use the library door. 
To mount a tape or disc 
 1.
Open Removable Storage. 
 2.
In the console tree, see Media. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Media 
 3.
In the details pane, right-see the applicable tape or disc, and then see Mount. 
Note   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
To dismount a tape or disc from a stand-alone drive 
 1.
Open Removable Storage. 
 2.
In the console tree, see Media. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Media 
 3.
In the results pane, right-see the tape or disc you want to dismount, and then see Dismount. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Use this procedure only to dismount a tape or disc from a stand-alone drive library.
To dismount a tape or disc from a robotic library 
 1.
Open Removable Storage. 
 2.
In the console tree, see Drives. Where?

L Removable Storage (computer name) 
   L Physical locations 
      L applicable library 
         L Drives 
 3.
In the results pane, right-see the drive from which you want to dismount the tape or disc, and then see Dismount. 
Notes   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
Manage operator requests and queued work

Respond to an operator request 

Change how operator requests are displayed 

Delete operator requests 

Cancel pending operations in the work queue 

Change the mount order in the work queue 
To respond to an operator request 
 1.
Open Removable Storage. 
 2.
In the console tree, see Operator Requests. 
 3.
In the details pane, right-see the applicable request, and then do one of the following: 

To complete the request, see Complete, and then perform the action when prompted. 

To cancel the request, see Refuse. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Removable Storage stores operator requests for approximately one hour after they have been completed or cancelled. 
To change how operator requests are displayed 
 1.
Open Removable Storage. 
 2.
In the console tree, right-see Removable Storage and then see Properties. 
 3.
On the General tab, under Options, do the following: 

To display operator requests in a pop-up window, verify that the Send Operator Requests to Messenger Service check box is selected; otherwise, clear the check box. 

To display an icon on the Windows taskbar when there are operator requests waiting to be serviced, verify that the Tray Icon for pending Operator Requests check box is selected; otherwise, clear the check box. 
Note   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
To delete operator requests 
 1.
Open Removable Storage. 
 2.
In the console tree, right-see Operator Requests, and then see Properties. 
 3.
To have all requests automatically deleted, in the Operator Requests Properties dialog box, verify that the Automatically delete completed requests check box is selected. 
 4.
To automatically delete failed requests also, verify that the Delete failed requests check box is selected. 

Or, to save failed requests, see Keep failed requests.
 5.
In Delete after, change the time interval as necessary for automatically deleting requests. 
 6.
To restore default settings, see Default. 
 7.
To delete all requests now, see Delete All Now. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

Restoring the default settings will automatically delete all requests, including failed requests, every hour. 

To delete an individual operator request, right-see the applicable request in the details pane, and then see Delete. 

This procedure also applies for deleting items from the work queue. Right-see Work Queue in the console tree instead. 
To cancel pending operations in the work queue 
 1.
Open Removable Storage. 
 2.
In the console tree, see Work Queue. 
 3.
In the details pane, right-see the applicable item in the work queue, and then see Cancel Request. 
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You can also delete an item from the work queue by right-seeing the applicable item, and then seeing Delete. 

You cannot delete work items that are in progress, except for door opening requests. 
To change the mount order in the work queue 
 1.
Open Removable Storage. 
 2.
In the console tree, see Work Queue. 
 3.
In the details pane, right-see the applicable mount operation, and then see Re-order Mounts. 
 4.
In the Change Mount Order dialog box, do one of the following: 

To make the selected mount operation the next to be completed, see Move to the front of the queue. 

To make the selected mount operation the last to be completed, see Move to the end of the queue. 

To move the selected mount operation to a specific position in the work queue, see Make it number, and then see the up or down arrow to move the item ahead or behind in the queue. 
Note   To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage.
Manage security for Removable Storage

Change user permissions for Removable Storage 

Add a user for access to Removable Storage 
To change user permissions for Removable Storage
 1.
Open Removable Storage. 
 2.
In the console tree, right-see the specific item you want to change user permissions for, and then see Properties. 
 3.
In the Properties dialog box, see the Security tab. 
 4.
See the name of the user or group whose permissions you want to change, and then do one of the following: 

To change specific permissions, select or clear the Allow and Deny check boxes for each of the three levels of permissions: Use, Modify, and Control, as applicable. 

To deny all permissions, see Remove.
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You must have administrative permissions to perform this procedure. 

You can also apply user permissions to Removable Storage as a whole. 
To add users for access to Removable Storage
 1.
Open Removable Storage. 
 2.
In the console tree, right-see the specific item you want to add user access to, and then see Properties. 
 3.
On the Security tab, see Add. 
 4.
In the Select Users, Computers, or Groups dialog box, in Name, see the applicable users or groups, see Add, and then see OK. 
 5.
See the name of the user or group that you just added, and then do one of the following: 

To change specific permissions, select or clear the Allow and Deny check boxes for each of the three levels of permissions: Use, Modify, and Control, as applicable. 

To deny all permissions, see Remove.
Notes

To open Removable Storage, see Start, point to Settings, see Control Panel, double-click Administrative Tools, and then double-click Computer Management. In the console tree under Storage, double-click Removable Storage. 

You must have administrative permissions to perform this procedure. 

You can also add user access to Removable Storage as a whole. 

To add a user or group from a different domain, in Look in, scroll through the list, and then see a domain to search before seeing Add in Step 4. 
Concepts
These topics provide background information about Removable Storage. 

Removable Storage overview 

Understanding Removable Storage 

Using Removable Storage 

Resources 
Removable Storage overview
Removable Storage makes it easy for you to track your removable storage media (tapes and optical discs) and to manage the hardware libraries, such as changers and jukeboxes, that contain them. Removable Storage labels, catalogs, and tracks media; controls library drives, slots, and doors; and provides drive-cleaning operations.
Removable Storage works in concert with your data-management programs, such as Backup. You use data-management programs to manage the actual data stored on the media. Removable Storage makes it possible for multiple programs to share the same storage media resources, which can reduce your costs.
Removable Storage organizes all the media in your libraries into different media pools. Removable Storage also moves media between media pools in order to provide the amount of data storage your applications require.
Removable Storage does not provide volume management, such as for media siding or striping. Also, Removable Storage does not provide file management, such as for data backup or disk-extender operations. These services are done by data-management applications such as Backup or Remote Storage. (Remote Storage is not available on computers running Windows 2000 Professional.)
You must run all your data-management programs on the same computer that connects to your library. Removable Storage does not support multiple data-management programs running on different computers that are connected to the same library. 
Understanding Removable Storage
This section describes how Removable Storage works. 
For information about specific topics, see:

Removable Storage components 

Libraries 

Media pools 

Media identification 

Media states 
Removable Storage components
Removable Storage is comprised of an administrative interface implemented as a Microsoft Management Console (MMC) snap-in, a Windows 2000 service with an API, and a database. The Removable Storage service provides media services to data-management programs through the API. The following figure illustrates the relationship between Removable Storage, data management programs, libraries, and Windows 2000.
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You can use the Removable Storage snap-in to perform the following tasks:

Create media pools and set media pool properties. 

Insert and eject media in a robotic library. 

Mount and dismount media. 

View the operational state of media and libraries. 

Perform library inventories. 

Set security permissions for users. 
Note   You do not use the Removable Storage API or database to perform administrative tasks. For more information on the Removable Storage API and database, including how to program to them, see the Windows 2000 Resource Kit. 
Libraries
In its simplest form, a library is comprised of data storage media and the device used to read from and write to the media. The group of libraries and associated media that are managed by a Removable Storage installation is called a Removable Storage system. There are two major types of libraries:

Robotic libraries are automated units that hold multiple tapes or discs, and some have multiple drives. These libraries are sometimes called changers or jukeboxes, and commonly use robotic subsystems, or drive bays, to move media stored in the library's storage slots. The drive bay locates the desired tape or disc, mounts it into an available drive, and then returns it to its assigned storage slot after a task is completed. Robotic libraries can also consist of other hardware components that are managed by Removable Storage, such as doors, inject/eject ports, cleaner cartridges, and bar-code readers. 

Stand-alone drive libraries, or stand-alone drives, are single-drive, nonautomated units, such as tape or CD-ROM drives, that hold a single tape or disc. With these, you manually insert a tape or disc into the unit.
Not only can Removable Storage manage multiple libraries, but it can also track offline media that are not currently contained in a library. These media might be anywhere: on a shelf or in a drawer. Every tape or disc that is offline belongs to a library. 
Media pools
A media pool is a collection of tapes or discs to which the same management properties apply. All media in a Removable Storage system belong to a media pool, and each media pool holds only one type of media. Data management programs use media pools to gain access to specific tapes or discs within a library.
Using media pools, you can define properties that apply to a set of media. This is useful because Removable Storage allows multiple programs to share the same media within a single library. A library can include media from different media pools, each with different properties. A single media pool can span multiple libraries. You can also create hierarchies of media pools, or media pools that contain other media pools. For example, you can create a media pool for each specific media type required by a program, and then create another media pool that contains this collection of media pools. Media pools can contain either media or other media pools, but not both.
A Removable Storage system provides two classes of media pools: system and application.
System media pools include free media pools, unrecognized media pools, and import media pools. Removable Storage creates one free, one unrecognized, and one import media pool for each media type in your Removable Storage system. The system media pools are used to hold media that are not currently being used by an application.
Application media pools are created by data management programs such as Backup and Remote Storage (the latter for computers running Windows 2000 Server).
The different media pools are defined as follows:

Unrecognized media pools contain blank (new) media and media that Removable Storage does not recognize. You should immediately move a new tape or disc from an unrecognized media pool to a free media pool so that the tape or disc can be used by applications, or remove it from the library. 

Unrecognized media are automatically deleted from the Removable Storage database when they are ejected from a library.

Import media pools contain media that Removable Storage recognizes in the database but that have not been used before in a particular Removable Storage system. For example, media in an import media pool could be media from one office location that are introduced into a Removable Storage system at another office location. 

You can move media from import media pools to free media pools or application media pools for reuse at the new location.

Free media pools contain media that are not currently in use by applications and do not contain useful data. Media in free media pools are available for use by applications. 

Application media pools can be configured to automatically draw media from free media pools when there are not sufficient media available in a particular application media pool. If this configuration is not implemented, you must manually move media from a free media pool when needed.

Application media pools, created by data management applications (and by you), determine what media can be accessed by which applications. 

Media in an application media pool are controlled by that application or by an administrator. An application can use more than one media pool, and more than one application can share a single media pool. For example, Backup might use one media pool for full-backup and another media pool for incremental backup, each containing a different media type.

There can be any number of application media pools in a Removable Storage system. Media that are currently reserved for use by an application, called allocated media, cannot be moved between media pools. Allocation controls how the media are used by applications.
The following illustration shows how media can move from one media pool to another.
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Media identification
Removable Storage uses two identification methods to track media and perform inventories: on-media identifiers and bar codes.
On-media identifiers
On-media identifiers are electronically recorded on media the first time a tape or disc is inserted into a library. The next time the medium is inserted into the library, Removable Storage uses the on-media identifier to recognize and track the tape or disc.
An on-media identifier has two parts: a label type and a label ID. The label type identifies the specific format used to record information on the tape or disc, such as Microsoft Tape Format (MTF). The label ID is a unique identifier for the tape or disc in the Removable Storage system. If Removable Storage does not recognize the label type, it puts the medium in an unrecognized media pool. If Removable Storage recognizes the label type but does not recognize the label ID, it puts the media in an import media pool. If Removable Storage recognizes the label type and the label ID, it updates the Removable Storage database to reflect that the medium is online and available for use.
Note   Removable Storage does not record on-media identifiers for read-only or write-once optical media, such as CD-ROM, DVD-ROM, CD-R, DVD-R, or WORM discs. Instead, Removable Storage uses the volume and serial number information that is already associated with the disc. 
Bar codes
If your library supports bar codes, Removable Storage can use them to identify media. Media with bar codes also have on-media identifiers, and Removable Storage can use either one. Using bar codes to track media is generally much faster because each tape or disc does not have to be mounted to read the on-media identifier.
Media states
The media state identifies the operational status of each tape or disc in a Removable Storage system and therefore determines what operations are permitted. When media are inserted into a library, Removable Storage uses the on-media identifier or bar code to determine its state.
There are two sets of media states that govern media movement and usage by Removable Storage: physical states and side states.
Physical states
The physical states identify operations performed that involve media location or movement. There are five possible physical states:
Physical state
Description
Idle
Tape or disc is currently in a storage slot in a robotic library or is shelved offline.
In-use
Tape or disc is in the process of being moved.
Loaded
Tape or disc is mounted in a drive and data is available to be read or written.
Mounted
Tape or disc is mounted in a drive but data is not yet available to be read or written.
Unloaded
Tape or disc has been dismounted and is ready to be removed from a drive.
Side states
A tape or disc side is where actual information is stored. Side states identify operations performed that involve media usage rather than location or movement. There are nine possible side states:
Side state
Description
Allocated
Side is reserved for use by an application. The side is not available to any other application.
Available
Side is currently available for use by an application.
Completed
Side is in use but cannot be used for write operations. The side is full.
Decommissioned
Side is no longer available for use, as it has reached its allocation maximum.
Imported
Side's label type is recognized but its label ID is not recognized by Removable Storage.
Incompatible
The media type of the side is not compatible with the library. The tape or disc should be removed from the library.
Reserved
Side is unavailable for allocation except by a single application. This applies only to two-sided media where one side has already been allocated.
Unprepared
Side has been placed in a free media pool but does not yet have a free media label. This is a temporary state.
Unrecognized
Side's label type and label ID are not recognized by Removable Storage.
There is a relationship between side states and media pools: Import media pools can only hold media sides in the imported state. Unrecognized media pools can only hold media sides that are in the unrecognized state. Free media pools can only hold media sides that are in the available (and transitional unprepared) state.
Using Removable Storage
This section covers information on using Removable Storage.
For information about specific topics, see:

Managing libraries 

Managing media pools 

Managing tapes and discs 

Managing operator requests and queued work 

Managing security for Removable Storage 

Using the command line for Removable Storage 
Managing libraries
Removable Storage attempts to automatically configure all libraries when you first start Removable Storage and when you add or remove a library from a computer that is running Removable Storage. Removable Storage can always automatically configure stand-alone drives.
You can use the automatic configuration feature of Removable Storage for robotic libraries only if you connect all drives on the same SCSI bus as the associated media changer. Also, you must use robotic libraries that support drive-element address reporting. For information on whether your library supports this feature, consult the library manufacturer.
Note   Because not all library configurations support the automatic configuration feature, Removable Storage provides a method for manually configuring libraries. However, do not use this method unless it is absolutely necessary because manually configured libraries do not recognize system configuration changes. They also involve registry changes. For information on how to configure your libraries manually, see the Windows 2000 Resource Kit. 
Removable Storage provides comprehensive control and management of libraries. You can enable or disable entire libraries or only specific drives within a library. You can change the media type for a library. You can also open the door on a robotic library and set various time-out values.
For information on how to perform a specific task, see:

To enable or disable a library 

To enable or disable a drive 

To change the library media type 

To open a library door 

To set the library door and port time-out 
Inventorying libraries
You can create an inventory of all media in a library. Removable Storage supports two inventory methods:

Fast inventory. Removable Storage can do this two ways. If your library has a bar-code reader, Removable Storage creates an inventory of the bar codes. If your library does not have a bar-code reader, Removable Storage checks the storage slots that have changed status between being occupied and unoccupied. 

Full inventory. Removable Storage mounts each tape or disc in your library and reads the on-media identifier. 
For information on how to perform an inventory task, see:

To inventory a library 

To set the default library inventory 
Cleaning libraries
Removable Storage can manage the cleaning of an entire robotic library or the drive for a stand-alone drive. Each tape-based robotic library can contain one cleaner cartridge. You can use Removable Storage to clean a drive, assign or release a cleaner slot, and insert or eject a cleaner cartridge. Removable Storage maintains a usage count for each cleaner cartridge. When a cleaner reaches its maximum usage count, Removable Storage generates an operator request. If you eject a cleaner cartridge before it has reached its maximum usage count, Removable Storage deletes the usage count information.
For information on how to perform a specific task, see:

To clean a stand-alone drive 

To clean a robotic library 
Managing media pools
After configuring your libraries, you can configure your media pools. Before creating a new media pool, you should answer the following questions:

What media types are available in your Removable Storage system? 

Should media be automatically drawn from a free media pool when there are not sufficient media in an application media pool? (It is recommended that you implement this configuration.) 

Should media be automatically returned to a free media pool when they are no longer needed by an application? 
For information on how to perform a specific task, see:

To create a new media pool 

To delete an application media pool 

To automatically draw media from a free media pool 

To automatically return media to a free media pool 

To set the allocation limit for a media pool 
Note   You cannot delete system media pools. 
Managing tapes and discs
After you create and configure your media pools, you can move media to a specific media pool. It is important that you have a sufficient amount of media in a free media pool so that applications can use media in this pool when needed. For information on how to move media to a free media pool, see To move media to another media pool. 
Next, you can use a data management application such as Backup to allocate media to the application media pool created for (or by) that application. Allocating media to an application media pool reserves all media in that media pool for exclusive use by that application. See the documentation for your particular data management application for information on how to reserve media for that application.
Removable Storage provides comprehensive control of tapes or discs in your library. You can enable or disable specific media in your library, insert and eject media, and mount and dismount media.
A tape or disc can be inserted in or ejected from a robotic library using either a library door or an inject/eject port. A library door allows unrestricted access to the media inside. You can add or remove media directly from a storage slot using a door access. An inject/eject port allows controlled access to the media inside. You insert a tape or disc in the port and then the library uses the drive bay to move the media to a storage slot.
A tape or disc can be mounted in or dismounted from a particular drive in a library. You can use the same media many times before dismounting them. You can also mount and dismount the same media many times before deallocating them.
For information on how to perform a specific task, see:

To enable or disable a tape or disc 

To insert a tape or disc into a robotic library 

To eject a tape or disc from a stand-alone drive 

To eject a tape or disc from a robotic library 

To mount a tape or disc 

To dismount a tape or disc from a stand-alone drive 

To dismount a tape or disc from a robotic library 
Notes

Removable Storage requires compact discs to be formatted with the CDFS file system, and rewritable optical media (such as MO discs) to be formatted with either the FAT, FAT32, or NTFS file system. 

Windows 2000 does not directly support the use of media that can be written to only once, such as WORM, CD-R, and DVD-R discs. If you plan to use these, you must acquire other software that supports these technologies. 
Managing operator requests and queued work
The work queue lists all library requests, or work items, whether initiated by an application or by Removable Storage. A request to mount a tape in a library, for example, results in a mount work item listed in the work queue.
The following table describes the states that a work item can have:
Work state
Description
Completed
The work item has been completed successfully.
Failed
Removable Storage was unable to complete the work item.
In Process
Removable Storage is actively operating on the work item.
Queued
The time between when the request is issued and when Removable Storage starts examining the request.
Waiting
One or more resources needed to satisfy the request are currently in use.
An operator request is a message that asks you to perform a specific task. Operator requests can be issued by Removable Storage or by a program that is aware of Removable Storage, such as Backup. Removable Storage can generate an operator request when any of the following occur:

An application initiates a mount request for a tape or disc that is offline. 

There are no available media online. That is, a program requires media, and none exist in the appropriate application media pool or in a free media pool. 

A library has failed and requires servicing. 

A drive needs cleaning and no usable cleaner cartridges are available in the library. 
You can respond to operator requests by either completing or refusing the operator request. When you refuse an operator request, Removable Storage notifies the application that generated the request. By default, Removable Storage stores an operator request in the work queue for one hour after you respond to the request. For information on how to respond to an operator request, see To respond to an operator request. 
The following table describes the states that an operator request can have:
Operator request state
Description
Completed
You have indicated, or Removable Storage has detected, that the operator request was completed.
Refused
You have indicated that the operator request will not be performed.
Submitted
Removable Storage or an application has submitted an operator request for action.
You can change how operator requests are displayed on your computer, delete operator requests, cancel any pending operation listed in the work queue, and change the order of mount requests in the work queue. For information on how to perform a specific task, see:

To change how operator requests are displayed 

To delete operator requests 

To cancel pending operations in the work queue 

To change the mount order in the work queue 
Managing security for Removable Storage
Removable Storage provides user-level security for media pools and libraries. Media pool security controls user access to media. Library security controls user access to library drives, slots, and inject/eject ports.
User permissions determine which users or groups of users can access media pools and libraries. Before assigning permissions for a particular media pool or library, it is a good idea to use Active Directory Users and Computers to create a user group containing the accounts of users who need access to a media pool or library. 
For information on how to perform a specific task, see:

To change user permissions for Removable Storage 

To add users for access to Removable Storage 
Using the command line for Removable Storage
You can use the command-line utility for Removable Storage to manage media resources and to write batch scripts for applications that do not currently support the Removable Storage API (are not aware of Removable Storage). You can run the command-line utility from a command prompt by typing rsm.
The syntax of the command-line utility is:
rsm allocate | createpool | deallocate | deletepool | dismount | eject | ejectatapi | mount | refresh | view
Each command has its own optional parameters, called argument switches, that you can specify, keeping the following points in mind:

The Removable Storage service (ntmssvc) must be running for the command to succeed (except for the ejectatapi command). 

All commands are case insensitive, except when you specify media objects by their friendly names (as opposed to their GUIDs) for an argument switch. 

You can use only one command at one time. For example, rsm dismount is a valid command, but rsm allocate dismount is not. 

You can only specify media using one method. For example, you can specify a piece of logical media by the friendly name or by the GUID, but not both. 

Argument switches may be specified in any order. 

Spaces are allowed in friendly names following an argument switch, in which case the name must be enclosed by quotes. For example, you could specify the name of a media pool that has spaces in it as /m"My Media Pool" in the allocate command. However, no spaces are allowed between a tag and the actual argument switch. For example, for the timeout argument in the allocate command, the timeout is specified as /t50 and not /t 50. 

Optional argument switches are enclosed in square braces ([ ]). 
Notes

Certain argument switches require you to type in a media ID, which is the globally unique identifier (GUID) for the object. For information on the various GUIDs used by Removable Storage, see the Windows 2000 Resource Kit. 

Argument switches followed by [g | f] denote GUID and friendly name respectively. For example, the proper syntax for specifying a logical media ID would be /lglogical_media_id, while the proper syntax for specifying a logical media name would be /lflogical_media_name. 

For all commands, the GUIDs may be obtained by using the View command with either the /guid_display switch or the /b switch. 
Allocate command
Media are allocated from the media pool that is specified by the /m switch. When using the allocate command, logical media can be specified by a name and a description using the /ln and /ld switches respectively. Similarly, media sides (or partitions) can be specified by a name and description using the /pn and /pd switches respectively.
Logical media names and side names can be used in other commands to specify media as the parameter to the /lf or /pf switch respectively. If logical media names (which are friendly names) are not used with the allocate command, you can only use GUIDs (and not friendly names) in subsequent commands to specify logical media.
The syntax of the allocate command is as follows:
rsm allocate /mmedia_pool_name
/o[errunavail|new|next]
[/l[g|f]logical_media_id | /p[g|f]partition_id]
[/lnlogical_media_name]
[/ldlogical_media_description]
[/pnpartition_name]
[/pdpartition_description]
[/ttimeout]
[/b]
where:
media_pool_name specifies the media pool from which to allocate media. This means that you will have allocated media in that pool.
logical_media_id specifies the next side of multi-sided media to allocate. This parameter is optional and must be used with the /o switch and the next parameter. After deallocating this media, the logical-media ID is invalid. 
partition_id specifies the media side to allocate. This parameter is optional and remains persistent even after the media is deallocated.
timeout specifies the command time-out, in milliseconds. This parameter is optional, with the default timeout value being infinite.
One of the following optional parameters may also be used with the /o switch:
Errunavail prevents the submission of an operator request for new media if none can be allocated with the specificed constraints.
New allocates a media side that cannot be shared with another application. This can be used to reserve the second side of two-sided media. The second side can then be allocated using the next parameter.
Next allocates the next side of media that was previously allocated using the new parameter.
If the optional /b switch is used, only the GUID for the allocate operation is displayed. This aids in scripting where you want to pass the output of one command to the next with minimal parsing.
Createpool command
Creates a media pool. The name of the media pool is specified using the /m switch.
The syntax of the createpool command is as follows:
rsm createpool /mmedia_pool_name
/a[existing|always|new]
[/t[g|f]media_pool_type_id]
[/d]
[/r]
where:
media_pool_name specifies the name of the media pool to be created.
media_pool_type_id specifies the type of media that the media pool will contain. Either the friendly name or the GUID can be specified. This parameter is optional, with the default type being a media pool that contains other media pools.
One of the following optional parameters may also be used with the /a switch:
Existing opens the existing media pool or returns an error if the media pool specified does not exist.
Always opens the existing media pool or creates a new media pool if not found.
New creates a new media pool or returns an error if the media pool specified already exists.
If the optional /d switch is used, the media pool can automatically draw media from the free media pool. The default is not to draw media from the free media pool.
If the optional /r switch is used, the media pool can automatically return media to the free media pool. The default is not to return media to the free media pool.
Deallocate command
The logical media name or the media side (partition) name can be used to specify the logical media to deallocate only if one of these names were specified with the allocate command using the /ln or /pn switch respectively. Otherwise, either the logical media ID (LMID) or the partition ID (PARTID) must be specified instead.
The syntax of the deallocate command is as follows:
rsm deallocate /l[g|f]logical_media_id | /p[g|f]partition_id
where:
logical_media_id specifies the logical media to deallocate. Either the friendly name or the GUID can be specified.
partition_id specifies the media side to deallocate. Either the friendly name or the GUID can be specified.
Deletepool command
The deletepool command deletes a media pool. The name of the media pool is specified using the /m switch.
The syntax of the deletepool command is as follows:
rsm deletepool /mmedia_pool_name
where:
media_pool_name specifies the name of the media pool to be deleted.
Dismount command
The logical media name or the media side (partition) name can be used to specify the logical media to dismount only if one of these names were specified with the allocate command using the /ln or /pn switch respectively. Otherwise, either the logical media ID (LMID) or the partition ID (PARTID) must be specified instead.
The syntax of the dismount command is as follows:
rsm dismount /l[g|f]logical_media_id | /p[g|f]partition_id
[/o[deferred]]
where:
logical_media_id specifies the logical media to dismount. Either the friendly name or the GUID can be specified.
partition_id specifies the media side to dismount. Either the friendly name or the GUID can be specified.
If the optional /o switch with the optional deferred parameter is used, the media is marked as dismountable, but the media is kept in the drive. Subsequent mount commands can be completed normally. If not used, the media is dismounted from the drive immediately.
Eject command
The media to be ejected can be specified by either the physical-media ID (PMID) or the physical media name.
The syntax of the eject command is as follows:
rsm eject /p[g|f]physical_media_id
[/oeject_operation_id]
[/a[start|stop|queue]]
[/b]
where:
physical_media_id specifies the physical media to eject. Either the friendly name or the GUID can be specified.
eject_operation_id specifies the GUID for the particular eject operation. The optional /o switch can be used in conjunction with the /a switch and the stop parameter to terminate a particular eject operation. This can also be used in conjunction with the /a switch and the start parameter to display the GUID of the particular eject operation.
The /a switch is optional, with the default parameter being start. One of the following optional parameters may also be used with the /a switch:
Start starts the eject operation immediately. The media is ejected until a timeout occurs, or unless another eject command is issued with the /a switch and the stop parameter. Such eject commands must also specify the eject operation GUID using the /o switch. The timeout parameter is specified in the library object (for all eject operations) for the library. To set this timeout parameter, you must use the Removable Storage API. Can also be used in conjunction with the /o switch to display the GUID of a particular eject operation.
Stop terminates the eject operation prior to a timeout expiring. The particular eject operation can be determined using the GUID displayed when the start parameter is used with the /a switch and the /o switch.
Queue queues the media for later ejection. This can be used for libraries with multi-slot inject/eject (IE) ports.
The optional /b switch displays only the eject operation GUID for scripting purposes.
Ejectatapi command
Ejects media from an ATAPI changer by specifying the changer number. You should manually stop the Ntmssvc service before issuing this command.
The syntax of the ejectatapi command is as follows:
rsm ejectatapi /natapi_changer_number
where:
atapi_changer_number is the numeral found at the end of the string for the device name of the changer. For example, \\.\CdChanger0 has 0 as the ATAPI changer number. 
Mount command
The logical media to be mounted can be specified using either the logical-media ID (LMID) or the logical media name.
If you do not specify a drive ID for a multidrive library, Removable Storage selects an available drive in the library.
The syntax of the mount command is as follows:
rsm mount /l[g|f]logical_media_id | /p[g|f]partition_id |
[/s[g|f]slot_id  /c[g|f]changer_id]
[/d[g|f]drive_id]
/o[errunavail|drive|read|write|offline]
[/r[normal|high|low|highest|lowest]]
[/ttimeout]
logical_media_id specifies the logical media to mount. Either the friendly name or the GUID can be specified.
partition_id specifies the media side to mount. Either the friendly name or the GUID can be specified.
changer_id specifies the changer that contains the media to be mounted. Either the friendly name or the GUID can be specified. This can only be used in conjunction with the /sg switch and the slot GUID.
slot_id specifies the media slot that contains the media to be mounted. Either the friendly name or the GUID can be specified. This can only be used in conjunction with the /cg switch and the changer GUID.
drive_id specifies the particular drive on which to mount the applicable media. Either the friendly name or the GUID can be specified. This parameter is optional, and must be used in conjunction with the /o switch and the drive parameter.
One of the following optional parameters may also be used with the /o switch:
Errunavail generates an error if either the media or the drive is unavailable.
Drive specifies that a particular drive is to be mounted. This parameter is used in conjunction with the /d switch.
Read mounts the media for read access.
Write mounts the media for write access. If this parameter is used, completed media will not be mounted.
Offline generates an error if the media is offline.
The optional /r switch specifies the mount order, or priority. Mount priority may also be specified using one of the listed parameters. These parameters are optional with the default priority being normal.
timeout specifies the command time-out, in milliseconds. This parameter is optional with the default timeout being infinite.
Note   When using the mount command, you can specify the media to be mounted using either the /l switch, the /p switch, or a combination of the /s switch and the /c switch. 
Refresh command
The refresh command is used to refresh a library, physical media, or all devices of a particular media type. This command causes a single poll of the target devices so that the Removable Storage database contains the current state of the device. This command can be useful after media inject or eject operations.
rsm refresh /l[g|f]library_id | /p[g|f]physical_media_id | /tgmedia_type_id
library_id specifies the library to be refreshed. Either the friendly name or the GUID can be specified. 
physical_media_id specifies the physical media to be refreshed. Either the friendly name or the GUID can be specified.
media_type_id specifies the media type to be refreshed. Only the GUID can be specified. This parameter can be used to refresh all removable media devices by specifying the GUID for the "removable media" media type. This GUID can be determined using the view command as follows: rsm view /tmedia_type /guid_display.
View Command
The view command displays a list of media objects. When used without any parameter for the /t switch, this command displays a list of all media pools in the Removable Storage system (collection of libraries).
The syntax of the view command is as follows:
rsm view /t[drive|library|changer|storageslot|iedoor|ieport|physical_media|
media_pool|partition|logical_media|media_type|drive_type|librequest]
[/cgcontainer_id]
[/guid_display]
[/b]
where:
container_id specifies the GUID for the object container. The type of container depends on the object type (parameter) specified with the /t switch. If the container ID is not specified, all instances of the applicable object type are displayed.
The optional /guid_display switch displays both the GUID and the friendly name for objects.
The optional /b switch displays only the object GUID for scripting purposes.
Note   If the /guid_display switch and the /b switch are not used, only the friendly names for objects are displayed. 
Error codes
If a command succeeds, then the code ERROR_SUCCESS is returned. All commands that fail return an error code, which can be used for scripting purposes. The error code is either a system-defined error code or one of the following:
536870913: Invalid arguments were specified. Frequently, this is caused by a space after an argument switch, for example, /t 50 instead of /t50.
536870914: Duplicate argument switches were specified. For example, the allocate command used with two /m switches.
536870915: No GUID matches the friendly name that was specified. Check capitalization, as friendly names are case-sensitive.
536870916: An insufficient number of argument switches were specified. Check to see if a required switch is missing.
536870917: An invalid GUID was specified. Use the view command to determine the correct GUID for an object.
536870918: This is returned only by the ejectatapi command. Verify that the ATAPI changer is functioning correctly.
Resources
This section provides sources of additional information for Removable Storage.
Windows 2000 Resource Kit
The Microsoft Windows 2000 Resource Kit contains advanced information on how to configure, administer, optimize, and troubleshoot Removable Storage. The full version of the Windows 2000 Resource Kit is a complementary product to Windows 2000. However, the Windows 2000 compact disc set contains a subset of the full Windows 2000 Resource Kit. For more information, see the Windows 2000 Resource Kit.
Web site
Removable Storage is provided by HighGround Systems, Inc., a Microsoft partner. For more information about Removable Storage and other storage resource solutions from HighGround Systems for Windows, refer to the HighGround Systems Web site. (http://www.highground.com)
Troubleshooting
This section provides problem-solving guidelines for Removable Storage and for libraries. Problems may occur when Removable Storage attempts to automatically configure robotic libraries.
What problem are you having?
Windows 2000 cannot detect the library after you install it.
Cause: The library may not be supported by Windows 2000.
Solution: Verify that the library is listed in the Microsoft Windows Hardware Compatibility List. For a comprehensive list of the libraries supported by Windows operating systems, see the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/) Make sure you have configured the library according to any guidelines listed for the applicable library.
Cause: The library may not be properly connected to your computer.
Solution: Verify that the library is properly connected to your computer. If a robotic library is connected to a SCSI host adapter (by means of a a SCSI cable), make sure there are no SCSI ID conflicts with other devices in your computer, such as your hard drive or CD-ROM drive. In addition, verify that all cables are installed and terminated properly in accordance with the guidelines for SCSI operation, especially that the maximum length for such cables is not exceeded.
Removable Storage has stopped the automatic configuration process for a robotic library.
Cause: Occasionally, Windows 2000 will configure a drive inside a robotic library before the library itself has been configured. In this situation, Removable Storage will complete the configuration process once Windows 2000 is done configuring the library.
Solution: Verify that Windows 2000 has recognized the library and associated drives and has configured the device drivers correctly.
Removable Storage was unable to automatically configure a robotic library.
Cause: The library may not support drive-element address reporting. Consequently, Removable Storage cannot map each drive in the library to a particular drive bay.
Solution: Use only libraries that support drive-element address reporting, and connect all library drives on the same SCSI bus as the associated drive bay. For information on whether your library supports drive-element address reporting, consult the library manufacturer.
Solution: If Removable Storage still cannot automatically configure your library correctly, you will need to manually configure it. However, do not use this method unless it is absolutely necessary because manually configured libraries do not recognize system configuration changes and also involve registry changes. For information on how to configure your libraries manually, see the Windows 2000 Resource Kit.
The library is configured correctly but is malfunctioning.
Cause: Many such problems can be caused by hardware device errors.
Solution: See the Windows 2000 system event log for details. You can use Event Viewer to view the error messages stored in the event log. Look for specific Removable Storage error messages as well as for device, drive, and controller error messages to pinpoint the source of the problem. Contact the library manufacturer once you have ruled out Removable Storage as the source of the problem.
When configuring a media pool, Removable Storage cannot detect the media type.
Cause: The library may not contain any tapes or discs.
Solution: Before you create a new media pool, insert media into each robotic library you want Removable Storage to control.
You cannot set or change security for Removable Storage.
Cause: Removable Storage requires that you have administrative permissions for these operations.
Solution: Verify that you are logged on with administrative permissions.
Remote Storage
Remote Storage allows you to extend disk space on your server using a tape library. Remote Storage manages the disk volumes on your server and automatically copies infrequently-used files to a tape library. When the amount of free disk space falls below a needed level, Remote Storage then frees up the space on your disks.

Before you begin using Remote Storage, see Checklist: Set up Remote Storage. 

For tips about using Removable Storage, see Best practices. 

For help with specific tasks, see How to. 

For general background information see Concepts. 

For problem-solving instructions, see Troubleshooting. 
Checklist: Set up Remote Storage
Remote Storage is not installed by default when you run Windows 2000 Server Setup. You can select Remote Storage for installation during Windows 2000 Server Setup, or afterwards, in Control Panel, using Add/Remove Programs.

Step
Reference

Log on to the local computer with administrative permissions.
To set permissions for managing applications.

Verify that you have a supported tape library and that Removable Storage can detect this library. Remote Storage can use any 4mm, 8mm, or DLT tape library.
See the Microsoft Windows Hardware Compatibility List at the Microsoft Web site. (http://www.microsoft.com/) 

Using Removable Storage, verify that a sufficient number of tapes for Remote Storage to use are assigned to the Remote Storage media pool.
To view or set Removable Storage properties.

Verify that the volumes that will be managed have been formatted with the NTFS file system for Windows 2000.
To convert a volume to NTFS from the command prompt.

If you intend to use data compression, compress the volume data beforehand.
See the product documentation for your applicable software.

If you intend to use content indexing, index the volume data beforehand.
See the product documentation for your applicable software.

Install Remote Storage and start the Remote Storage Setup wizard.
To set up Remote Storage.

Select volumes for management.
Follow the Remote Storage Setup wizard.

Set the desired free-space level for volumes chosen to be managed.
Follow the Remote Storage Setup wizard.

Set the criteria for copying files to remote storage.
Follow the Remote Storage Setup wizard.

Select the type of tape to use for remote storage.
Follow the Remote Storage Setup wizard.

Set the file-copy schedule.
Follow the Remote Storage Setup wizard.

Set the number of media copies desired.
To set the number of media copies.
Best practices
The following list represents some best practices for Remote Storage. You should implement this list whenever possible.

Backup files on managed volumes as well as the Remote Storage database files. Remote Storage relies on to protect applicable files cached on your local volumes, in addition to the Remote Storage database and other program data files in the System32\RemoteStorage folder. You should keep track of when data backups occur and which tapes are used. For information on Backup, see Backup overview. 

In addition, you should take one media copy set in your tape library from the Remote Storage media pool and move it to the Backup media pool every time a full backup is done, since the default is not to backup data on tapes used by Remote Storage. The media copy set represents the full state of the data on the remote storage tapes.

For more information on protecting data managed by Remote Storage, see Protecting and recovering data from disaster.

Make copies of your remote storage data. You should make multiple copies of the tapes that Remote Storage uses and regularly update them. In this way, if you later encounter a problem with your original tape set (the media master set), you can recreate it using a copy you have made. Doing this ensures no loss of data. 

Keep media copies off site. If possible, keep media copies off site or rotate media copies between your business sites for safekeeping. 

Validate your managed volumes regularly. You should schedule validation of your managed volumes on a regular basis. Validation ensures that all files on managed volumes point to the correct data in remote storage. 

Discontinue managing all volumes before uninstalling Remote Storage. Before you uninstall Remote Storage, you should discontinue managing all volumes by selecting Recall copied data from storage in the Remove Volume Management wizard. Otherwise, you may lose your file data. 

Think before you delete a file from a managed volume. If you delete a file from a managed volume, the associated data can no longer be recalled from remote storage. Be careful not to delete such files if you might want to recall the data at a later time. 

Do not format a managed volume. When a managed volume is formatted, Remote Storage cannot locate the volume anymore, and does not know if the volume is temporarily unavailable or was permanently removed (which is the case when a volume is being formatted). 

Load balance your scheduled tasks. When managing several large-capacity volumes, you should schedule tasks to run on different days and at different times to spread out the workload on your server. For example, all tasks for volume A could be scheduled to run on Tuesdays and Thursdays at 2:00 am; all tasks for volume B could be scheduled to run on Mondays, Wednesdays, and Fridays at 2:00 am. 

Avoid scheduling tasks at system restart. To prevent excess workload on your server, you should not schedule any tasks to start at system restart. 
How to...

Set up Remote Storage 

View or set properties for Remote Storage 

Monitor tasks for Remote Storage 

View events for Remote Storage 

Manage local disk volumes 

Manage remote storage media 
To set up Remote Storage
 1.
If Remote Storage is not yet installed on your computer, do the following: 

Open Add/Remove Programs in Control Panel. 

See Add/Remove Windows Components. 

Select the Remote Storage check box, and then see Next. 

When asked if you want to restart your computer now, see Yes. 
 2.
Open Remote Storage. 
 3.
Follow the instructions that appear in the Remote Storage Setup wizard. 
Notes

To open Add/Remove Programs, see Start, point to Settings, see Control Panel, and then double-click Add/Remove Programs. 

To open Remote Storage after it is installed, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

The first time you open Remote Storage after it is installed, the Remote Storage Setup wizard guides you through the steps required to fully configure it for operation. 

Give forethought to the type of media you wish to use for remote storage as this cannot be changed later. 

You should not install Remote Storage on a Windows server cluster. Remote Storage will not failover to the other computer node. 

Certain Windows components require configuration before thay can be used. If you installed one or more of these components, but did not configure them, when you see Add/Remove Windows Components, a list of components that need to be configured is displayed. To start the Windows Components wizard, see Components. 
To view or set properties for Remote Storage 
 1.
Open Remote Storage. 
 2.
In the console tree, see the applicable item. The child objects are displayed in the details pane. 
 3.
Right-see the desired object in the details pane and then see Properties. 
 4.
Review settings and make changes, as needed. 
Note   To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage.
To monitor tasks for Remote Storage
 1.
Open Tasks. 
 2.
See the applicable task. The status of the task is displayed in the left column. 
Note   To open Tasks, see Start, point to Settings, see Control Panel, and then double-click Scheduled Tasks. 
To view events for Remote Storage
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then double-click Event Viewer. 
 3.
See a log, and in the details pane, double-click an entry. 
Notes   To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 
Manage local disk volumes

Add a volume for management 

Discontinue managing a volume 

Set the desired free space for a volume 

Specify basic file-selection criteria 

Add a file rule 

Change or delete a file rule 

Change priority of file rules 

Set the runaway recall limit 

Change the file-copy schedule 

Set advanced schedule options 

Copy files to remote storage 

Validate files 

Create free space immediately 
To add a volume for management
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage. 
 3.
Right-see Managed Volumes, point to New, and then see Managed Volume(s). 
 4.
Follow the instructions that appear in the Add Volume Management wizard. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

You can use the Add Volume Management wizard any time after you run the Remote Storage Setup wizard. 
To discontinue managing a volume 
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Remove. 
 4.
Follow the instructions that appear in the Remove Volume Management wizard. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

If you have adequate disk space to recall all data from remote storage, but the recall copied data from storage option is not available, you may need to validate the files on the volume first. Validating the volume updates the statistics used by Remote Storage to determine if enough disk space is available to recall data from remote storage. 
To set the desired free space for a volume
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Settings. 
 4.
On the Settings tab, in Desired Free Space, see the UP or DOWN ARROW to increase or decrease the value. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

This procedure sets the desired free space for the volume. When the available space on the volume falls below this setting, Remote Storage frees up space on the volume by removing cached data from files that have been copied to remote storage. 

You use this procedure to configure Remote Storage to automatically free up space on your volume when the actual free space falls below the Desired Free Space setting. 
To specify basic file-selection criteria
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Settings. 
 4.
On the Settings tab, under File criteria, in Larger than, see the UP or DOWN ARROW to set the file size value. 
 5.
Under File criteria, in Not accessed in, see the UP or DOWN ARROW to change the time value. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

If insufficient free space is created on your managed volume because not enough files are being copied to remote storage, you may need to decrease these values. 
To add a file rule
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Include/Exclude Rules. 
 4.
On the Include/Exclude Rules tab, see Add. 
 5.
In Path, type the folder path to the file (do not include the drive letter). 
 6.
In File Type, type the wildcard character and file extension (for example: *.jpg). 
 7.
To exclude matching files when the rule is applied, see Exclude matching files. 

Or, to include matching files when the rule is applied, see Include matching files.
 8.
To apply the rule to any matching files stored in subordinate folders, select the Apply rule to subfolders check box. 
Notes   To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 
To change or delete a file rule
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Include/Exclude Rules. 
 4.
To edit a rule, do the following: 

On the Include/Exclude Rules tab, select the applicable rule, and then see Edit. 

In the Edit Include/Exclude Rule dialog box, change the settings as required, and then see OK. 

Or, to delete a rule, select the applicable rule, see Remove, and then see OK. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

There are a number of predefined rules provided when Remote Storage is first set up. You cannot modify some of these predefined rules. 
To change priority of file rules
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, and then see Include/Exclude Rules. 
 4.
On the Include/Exclude Rules tab, select the applicable rule. 
 5.
See the UP ARROW to give the rule a higher priority. 

Or see the DOWN ARROW to give the rule a lower priority.
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

The position of a file rule on the list determines which rule is applied first. Remote Storage applies the first rule on the list that matches a file in a given folder. 

There are a number of predefined rules provided when Remote Storage is first set up. You cannot move some of these predefined rules up or down the list. You can however, move all rules that you define up or down the list. 
To set the runaway recall limit
 1.
Open Remote Storage. 
 2.
In the console tree, right-see Remote Storage, and then see Properties. 
 3.
On the Recall Limit tab, change the value in Maximum number of successive recalls by seeing the UP or DOWN ARROWS. 
 4.
To exclude all users with administrative permissions from this limit, select the Exempt administrators from this limit check box. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

The runaway recall limit prohibits a user, or an application, from recalling files from remote storage more than the specified number of times in succession with less than 10 seconds between each recall. Virus checking, data backup, indexing, and search applications typically read all files on your computer and can cause excessive file recalls to occur otherwise. 
To change the file-copy schedule
 1.
Open Remote Storage. 
 2.
In the console tree, right-see Remote Storage. This displays the current schedule. 
 3.
See Change Schedule. This displays the File Copy Schedule dialog box. 
 4.
In Schedule Task, see the arrow, and then select an interval. 
 5.
In Start time, set the time by seeing the UP or DOWN ARROW. 
 6.
Under Schedule Task Daily, in Every, change the value by seeing the UP or DOWN ARROW, if necessary. 
 7.
To set multiple schedules, select the Show multiple schedules check box. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

You use this procedure to automatically copy files to remote storage based on a schedule.
To set advanced schedule options
 1.
Open Remote Storage. 
 2.
In the console tree, right-see Remote Storage, and then see Properties. 
 3.
On the Schedule tab, see Change Schedule. 
 4.
In the Remote Storage Properties dialog box, see Advanced. 
 5.
In the Advanced Schedule Options dialog box, in Start Date, select a calendar date. 
 6.
To set an end date, select the End Date check box, see the DOWN ARROW, and select a calendar date. 
 7.
To repeat tasks, select the Repeat task check box and then do the following, as needed: 

To change the time interval, in Every, see the UP or DOWN ARROW to set the value, and then see the DOWN ARROW and select the units. 

To change the time, in Until, see Time, and see the UP or DOWN ARROW. 

In Until, see Duration, and then change the settings in hour(s) and minute(s) by seeing the UP and DOWN ARROWS. 
 8.
To stop a task if it is still running at the time previously specified, select the If the task is still running, stop it at this time check box. 
Notes   To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 
To copy files to remote storage
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, see All Tasks, and then see Copy Files To Remote Storage. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

You use this procedure to immediately copy files from specific volumes to remote storage.
To validate files
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, see All Tasks, and then see Validate Files. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

Validation checks to make sure that files on managed volumes still point to valid data in remote storage and updates the volume statistics. 
To create free space immediately
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Managed Volumes. 
 3.
In the details pane, right-see the applicable volume, see All Tasks, and then see Create Free Space. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

This procedure frees up space on your volume by removing cached data from files that have been copied to remote storage. If all cached data has already been removed, no additional free space can be created. In addition, recall activity will increase as data is no longer cached locally. 

You use this procedure to immediately free up space on your volume. 
Manage remote storage media

Set the number of media copies 

Synchronize media copies 

Delete media copies 

Recreate the media master 
To set the number of media copies
 1.
Open Remote Storage. 
 2.
In the console tree, right-see Remote Storage, and then see Properties. 
 3.
On the Media Copies tab, change the value in Number of media copy sets by seeing the UP or DOWN ARROW. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

Copies of remote storage media can be created only if two or more drives are available. 

You can make up to three copies of remote storage media. You should synchronize media copies with the original media (called the media master) on a regular basis to ensure no loss of data. 

Reducing the number of media copies does not cause any media to be deallocated, it only limits the copy sets that Remote Storage will display and access. To deallocate the media, select all the media and then delete the media copies. 
To synchronize media copies
 1.
Open Remote Storage. 
 2.
In the console tree, right-see Media and then see Synchronize Media Copies. 
 3.
Follow the instructions that appear in the Media Copy Synchronization wizard. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

Media copies can be created only if two or more drives are available. 

Remote Storage will use available media in the Remote Storage media pool before using media in a free media pool. If using two single-drive libraries, it may be necessary to move media from the second library into the Remote Storage media pool in order for Remote Storage to use it for media copies. 
To delete media copies
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Media. 
 3.
In the details pane, right-see one or more of the media shown, and then see Media Copies. 
 4.
On the Media Copies tab, do one or more of the following: 

To delete the first copy of the media master, see Delete Copy 1. 

To delete the second copy of the media master, see Delete Copy 2. 

To delete the third copy of the media master, see Delete Copy 3. 
Note   To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage.
To recreate the media master
 1.
Open Remote Storage. 
 2.
In the console tree, double-click Remote Storage, and then see Media. 
 3.
In the details pane, right-see one of the media shown, and then see Properties. 
 4.
See the Recovery tab, and then see Re-create Master. 
 5.
Follow the instructions that appear on-screen. 
Notes

To open Remote Storage, see Start, point to Programs, point to Administrative Tools, and then see Remote Storage. 

You should recreate the media master only if you experience errors when you recall files from remote storage. 

Make sure the media copy you selected to use to recreate the media master is the most current version. 

Using Removable Storage (not to be confused with Remote Storage), you should verify that there are tapes in a free media pool of equal or greater capacity to the media copy you are using to recreate the media master. 
Concepts
This section provides background information about Remote Storage.

Remote Storage overview 

Understanding Remote Storage 

Using Remote Storage 

Resources 
Remote Storage overview
Remote Storage makes it easy for you to extend disk space on your server computer without adding more hard disks. Remote Storage automatically copies eligible files on your local volumes to a tape library. Remote Storage then monitors the amount of space available on your local volumes.
File data is cached locally so that it can be accessed quickly as needed. When the amount of available space on a managed volume dips below the level you need, Remote Storage automatically removes the content from the cached files, providing the disk space you need. When data is removed from a file, the disk space used by the file is reduced to zero. Data from cached files is not removed until more disk space is needed. When you need to open a file whose data has been removed, the data is automatically recalled from remote storage.
Since removable tapes in a library are less expensive per megabyte (MB) than hard disks, this can be an economical way to provide both maximum data storage and optimal local disk performance.
Levels of data storage
Remote Storage data storage is hierarchical, with two defined levels. The upper level, called local storage, includes the NTFS disk volumes of the computer running Remote Storage on Windows 2000 Server. The lower level, called remote storage, is on the robotic tape library or stand-alone tape drive that is connected to the server computer.
Remote Storage supports all SCSI class 4mm, 8mm, and DLT tape libraries. Using Remote Storage with Exabyte 8200 tape libraries is not recommended. Remote Storage does not support QIC tape libraries or optical disc libraries.
Retrieval of stored files
When you need to access a file on a volume managed by Remote Storage, you simply open the file as usual. If the data for the file is no longer cached on your local volume, Remote Storage recalls the data from a tape library. Because this can take more time than usual, Remote Storage removes the data only from those files on your local volumes that you are least likely to need, based on criteria that you set.
Coordination with other tools
Remote Storage uses Removable Storage to access the applicable tapes contained in libraries. Remote Storage also works with Windows for data recovery. For information on Removable Storage, see Removable Storage overview. For information on Backup, see Backup overview.
Remote Storage also provides certain data-recovery features, including the ability to generate multiple copies of data in remote storage.
Note   Using Remote Storage to copy files to remote storage is not the same as backing up your files. You should follow a regular schedule of data backups, including backing up the contents of the local volumes that Remote Storage manages. You should also backup the Remote Storage database and other program files located in the System32\RemoteStorage folder. 
Understanding Remote Storage
This section covers:

Basic operation of Remote Storage 

How Remote Storage affects Windows 2000 

Managed volumes 

Remote Storage and Removable Storage 
Basic operation of Remote Storage
The following steps describe how to use Remote Storage to manage space on your local disk volumes.
Before Remote Storage can manage your volumes, you must verify that a sufficient number of tapes have been moved to a free media pool using Removable Storage. For more information on managing tapes using Removable Storage, see Managing tapes and discs.
 1.
You determine which local disk volumes you want Remote Storage to manage. You then define the amount of free space you want maintained on the volumes, the file-selection criteria for copying files to remote storage, and the type of tape to use for remote storage. 
 2.
Remote Storage then copies files to remote storage that meet the criteria, leaving the original data stored, or cached, on the local volumes. 
 3.
Remote Storage compares the amount of available space on a managed volume with the amount you defined in step 1. If the actual free disk space is less than the desired amount, Remote Storage removes the data on your local volumes, reducing the disk space used by the files to zero. This step continues until the desired free space setting is met, or all data has been removed from cached files on your managed volumes. 
 4.
When you want to access a file, you simply open the file on your local volume in the usual way. Remote Storage automatically recalls the data from remote storage and copies the data back to your local volume. The type of library and tapes used determines how much time delay you experience. 
How Remote Storage affects Windows 2000
Remote Storage runs as a service on Windows 2000 Server and uses Removable Storage to access the applicable tapes in a library that are used for remote storage. You administer Remote Storage from Microsoft Management Console (MMC), using the Remote Storage snap-in to perform all tasks. The following figure illustrates the relationship between Remote Storage and your server computer.
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Remote Storage uses Windows 2000 security to grant or deny access for storage management. Only user accounts that have administrator permissions can administer Remote Storage; however, users with appropriate permissions can open the files on volumes that Remote Storage manages.
Remote Storage adds a Remote Storage tab to the volume Properties dialog box of Windows Explorer and to the Disk Management snap-in on the local computer. This tab shows local and remote storage statistics and settings. While you can remotely manage volumes from other computers, the Remote Storage tab only appears on the computer that the Remote Storage services are running on.
Programs that use file size, such as Disk Quota, are not affected by Remote Storage operations. When Remote Storage frees up disk space by removing data from cached files that have been copied, the disk space used by file becomes zero. However, the logical size and the date/time (created, last modified, last accessed) attributes of the file remain unchanged.
When using Windows File Manager (Winfile.exe), files that Remote Storage manages are not displayed. This affects client computers running all previous versions of Windows.
Only one Remote Storage installation can exist on a server computer.
Managed volumes
The local disk volumes on your server computer that are under Remote Storage control are called managed volumes. For example, you can configure drive D as a managed volume. If you have supplementary hard disks on other drives, such as E, F, and so forth, you can also configure these as additional managed volumes.
Disk volumes managed by Remote Storage must be nonremovable and must be formatted with the version of NTFS used in Windows 2000.
Remote Storage automatically copies data from managed volumes to remote storage according to a schedule and to rules that you specify. You configure the amount of free disk space you want to maintain on the managed volumes and the criteria used to copy specific files to remote storage.
The following figure illustrates how Remote Storage copies files from local storage to remote storage.
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Remote Storage and Removable Storage
Remote Storage uses Removable Storage to access the applicable tapes in a library that are used for remote storage.
Remote Storage can support a multiple-drive robotic library, but only if all the drives within it are identical. Within such a robotic library, Remote Storage can access two drives at the same time. If the robotic library contains two drives, Remote Storage can simultaneously copy data to, and recall data from, two different tapes.
All remote storage tapes used by Remote Storage exist in a single application media pool that is automatically created during Remote Storage Setup. You use Removable Storage to verify that sufficient media have been moved to a free media pool, so that Remote Storage can use tapes from that pool if needed. You cannot move tapes from the Remote Storage application media pool to another application media pool.
Remote Storage can support only a single tape type for use as remote storage. You specify which type is supported when you run the Remote Storage Setup wizard. You cannot change this type later. 
Recalling data from remote storage may take more time than usual. The amount of this time delay depends on several factors:

Whether or not a tape is already mounted in a drive. 

The speed of a library in mounting a tape. 

Availability of the tapes and drives in a library. 

Whether or not other file recalls are pending. 
The following figure illustrates how Remote Storage recalls data from remote storage to local storage. Note that when data is recalled, it is copied back to the original volume and the file again takes up disk space.
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Remote Storage does not support the use of QIC tapes or optical discs as remote storage media. 
Tapes used by Remote Storage contain only data that has been copied from managed volumes. However, the library can contain additional media used by other applications, such as Backup.
Remote Storage does not support recalling data for a volume that has been managed at different times by two different Remote Storage installations.
Using Remote Storage
This section covers:

Setting up Remote Storage 

Managing local volumes 

Managing remote storage media 

Protecting and recovering data from disaster 
Setting up Remote Storage
Remote Storage is not installed by default the first time you run Windows 2000 Server Setup. You can set Remote Storage for installation during Windows 2000 Server Setup, or afterwards using Add/Remove Programs in Control Panel. For information on how to set up Remote Storage after Windows 2000 Server has been installed, see To set up Remote Storage.
You should not install Remote Storage on a Windows 2000 Advanced Server computer in a server cluster configuration. Remote Storage will not fail-over to the other computer node.
Before you can use Remote Storage, you must satisfy three requirements:
 1.
You must be logged on with administrative permissions. 
 2.
You must verify that a sufficient number of tapes are in a free media pool. (Use Removable Storage to perform this task.) 
 3.
You must verify that volumes managed by Remote Storage are formatted with the version of NTFS used in Windows 2000. For more information, see To convert a volume to NTFS from the command prompt. 
If you intend to use data compression on managed volumes, compress the volumes beforehand. Also, if you intend to use content indexing, run your indexing software beforehand. See the product documentation for your particular software
Remote Storage is administered in Microsoft Management Console (MMC) using the Remote Storage snap-in. The first time you open the Remote Storage snap-in, the Remote Storage Setup wizard guides you through the steps required to fully configure Remote Storage for operation.
Managing local volumes
Remote Storage manages physical disk volumes on the local computer by copying selected files on those volumes to a tape library according to the schedule and rules that you specify. The original files are left cached on your local volumes. You can use Remote Storage to automatically copy files, following a schedule that you specify, or you can immediately copy files to tape.
Volumes managed by Remote Storage must be nonremovable (fixed) media. You initially select which volumes Remote Storage manages when you complete the Remote Storage Setup wizard. For information on how to add an additional volume for Remote Storage management, see To add a volume for management.
Setting the desired free space
You can specify the amount of free space that you want to maintain on each local volume. This setting establishes a threshold value.
Remote Storage continuously monitors the actual amount of free space on your local volumes. If the amount of actual free space dips below the Desired Free Space setting, Remote Storage removes the cached data from files on your local volumes that have been copied to tape. The disk space used by files on your local volumes becomes zero.
You set the desired free space initially when you complete the Remote Storage Setup wizard. This value is used for each volume that Remote Storage manages. For information on how to change the Desired Free Space setting, or to set a different value for each volume, see To set the desired free space for a volume.
You can also free up disk space manually. Doing this immediately removes the cached data from files on your local volumes. For information on how to immediately free up disk space, see To create free space immediately.
Specifying file-selection criteria and rules
You can specify the criteria governing which files you want Remote Storage to copy to remote storage. All files that meet the criteria are eligible to be copied to tape. You specify criteria based on minimum file size and time elapsed since the files were last accessed.
You initially specify file criteria when you complete the Remote Storage Setup wizard. These criteria are used for each volume that Remote Storage manages. For information on how to change the criteria, or to specify separate criteria for each volume, see To specify basic file-selection criteria.
You can also specify file inclusion and exclusion rules that affect file selection for copying to remote storage. These rules can include or exclude matching files based on:

A specified folder, including all subfolders within it. 

A specified folder, excluding subfolders. 

File extension. 

File name, including wildcard characters. 
Remote Storage provides a predefined list of file inclusion and exclusion rules that you can use. You cannot edit or change the order of some of these predefined rules. You can, however, move and edit all rules that you create.
Remote Storage uses the first rule in the rule list that matches a file in a given folder. Changing the order of a rule in the list changes the priority of that rule.
For information on how to perform specific tasks, see:

To add a file rule. 

To change or delete a file rule. 

To change priority of file rules. 
Note   By default, all hidden, system, extended attribute, encrypted, and sparse files are excluded from the file rule list. These files cannot be copied to remote storage. 
Changing the file-copy schedule
Remote Storage provides a default schedule used for file copying when you complete the Remote Storage Setup wizard. For information about how to change the file-copy schedule and about advanced schedule options, see To change the file-copy schedule.
You can also copy files to remote storage at any time, regardless of the schedule. For information on how to immediately copy eligible files, see To copy files to remote storage.
Note   Scheduled recalling of data in remote storage is not supported.
Setting the runaway recall limit
Remote Storage provides a default value to the maximum number (called the runaway recall limit) of successive file-recalls that a user, or an application, can make on any managed volume in the same session. Once a file recall is completed, if the user or application requests another recall within 10 seconds, the count is increased. File-recalls copy the data back to local volumes, thereby decreasing the available free disk space on your computer. Virus checking, data backup, indexing, and search applications typically read all files on your computer and can also cause a large number of file-recalls. For information on how to change the runaway recall limit, see To set the runaway recall limit.
Validating files
Validation ensures that all the files on your managed volumes point to valid and correct data in remote storage. It also recalculates volume statistics. Validation is automatically performed two hours after a backup program is used to restore a remote storage file. Validation also detects files that have been moved from one local volume to another or that have been modified.
Validation should be performed on a regular basis to validate all files on a given volume and to correct any inconsistencies. Validation should also be performed after restoring files on a local volume or after disk errors have occurred on a volume. For information on how to validate the files on a managed volume, see To validate files.
The validation operation is integrated with and can be monitored using Scheduled Tasks. For more information on how to monitor Remote Storage tasks, see To monitor tasks for Remote Storage.
Discontinuing volume management
You can select one of the two following ways in which Remote Storage discontinues managing a volume:

Remote Storage discontinues managing the local volume but leaves data in remote storage. Data that is already in remote storage can be recalled as before. No automatic freeing of disk space takes place. 

Remote Storage recalls data from remote storage and then discontinues managing the local volume. You should only select this option if your local volume has adequate disk space for the recalled data. 
If you have adequate disk space to recall data from remote storage, but the discontinue volume management operation has failed, you may need to validate the files on the volume first. For information on how to validate the files on a managed volume, see To validate files.
For information on how to discontinue managing a volume using the Remove Volume Management wizard, see To discontinue managing a volume.
These operations are integrated with, and can be monitored using, Windows 2000 Scheduled Tasks. For more information on how to monitor Remote Storage tasks, see To monitor tasks for Remote Storage.
Important   Before you uninstall Remote Storage, you should discontinue managing all volumes by seeing Recall copied files from remote storage in the Remove Volume Management wizard. Otherwise, you may lose your file data. 
Note   When a managed volume is formatted, the volume will still be displayed in the Remote Storage snap-in it, but the only operation you can perform on it is to discontinue managing it. This occurs because Remote Storage cannot locate the volume anymore, and does not know if the volume is temporarily unavailable or was permanently removed (which is the case when a volume is formatted). 
Modifying files on managed volumes
There are a number of considerations that must be taken into account before you modify or move a file on a managed volume. This section addresses those issues.
If a file on a managed volume is deleted, lost, or destroyed, you must retrieve a copy of the file from a backup tape to gain access to the file. If you delete a file from a managed volume, the associated data can no longer be recalled from remote storage. Be careful not to delete such files if you might want to recall the data at a later time. You can protect such files using Backup. For information on Backup, see Backup overview.
Copying or moving a file between managed volumes causes the associated data in remote storage to be recalled. You must use a backup program to back up and then restore a file before you move the file between managed volumes to avoid causing a recall. All applicable volumes must be formatted using the version of NTFS used in Windows 2000. The local volume on which the moved file now resides must be managed by Remote Storage for disk space to be automatically freed, and you should also validate the volume afterward. 
Note   Renaming a file on a managed volume does not recall the associated data from remote storage. 
Managing remote storage media
Remote Storage supports all SCSI class 4mm, 8mm, and DLT tape libraries. Using Remote Storage with Exabyte 8200 tape libraries is not recommended. Remote Storage does not support any QIC tape libraries or optical disc libraries.
All tapes used by Remote Storage exist in a single application media pool. This pool is automatically created at the completion of the Remote Storage Setup wizard. You must select the appropriate media type to be used for remote storage in the Remote Storage Setup wizard. The media type you specify cannot be changed later.
Verify that sufficient tapes have been moved to a free media pool so that Remote Storage can use the tapes if needed. You cannot move media from the Remote Storage media pool to another application media pool.
Offline media are tapes that are not currently inside a library and are therefore inaccessible by Remote Storage. Since these tapes remain in the same media pool, Removable Storage is responsible for tracking their location. For information on Removable Storage, see Removable Storage.
If a file that has been copied to remote storage is currently on offline media, you will receive a message from Removable Storage to manually insert the applicable tape. If you do not do so within a couple of minutes or so, the recall will fail.
Note   Remote Storage is optimized for copying large files. If a managed volume has many small files that are eligible for copying to remote storage, the data transfer rate may not match the rating given for the tape library. 
Creating media copies
Remote Storage can back up the data on tapes that it uses. The original tape collection used to hold all files copied from local storage is called the media master set. Remote Storage can automatically create copies from the media master. The collection of copies for a media master is called a media copy set. You can specify up to three media copy sets. For information on how to set the number of media copy sets, see To set the number of media copies.
Notes

Files that are copied to remote storage are not protected by mirroring or striping. The only way to obtain redundancy for data in remote storage is to create copies of your media masters. 

Media copies can be created only if two drives are available for use in a tape library. 
Remote Storage will first use available tapes in the Remote Storage media pool, then use tapes from a free media pool, for media copies. The free media pool is a collection of unused media that can be used when there is not enough storage space available in the Remote Storage media pool.
Synchronizing media copies
You should update, or synchronize, media copies on a regular basis. This ensures that data on a media copy matches that on the media master. Synchronization updates media copies for all the media masters; however, you can only synchronize one media copy set at a time. Files cannot be managed or recalled while a media copy set is being synchronized, even if additional drives are available. For information on how to synchronize media copies, see To synchronize media copies.
Media copies can be synchronized later as needed if they are removed from a library.
Recreating the media master
When data on a media master becomes corrupted or is lost, Remote Storage can recreate the media master using data from a media copy. For information on how to recreate the media master, see To recreate the media master.
Protecting and recovering data from disaster
Keep the following points in mind if you are restoring files on a managed volume using Backup or other data backup application:

You cannot restore Remote Storage files to a different computer. 

You cannot restore Remote Storage files to a volume that is not formatted with the version of NTFS used in Windows 2000. 

You should not restore Remote Storage files to other NTFS volumes on the same computer unless you are sure that those volumes are also managed by Remote Storage. 
For advanced information on how to protect and recover data that is managed or needed by Remote Storage, see the Windows 2000 Resource Kit.
Resources
This topic provides sources of additional information for Remote Storage.
Windows 2000 Resource Kit
The Microsoft Windows 2000 Resource Kit contains advanced information on how to configure, administer, optimize, and troubleshoot Remote Storage. The full version of the Windows 2000 Resource Kit is a complementary product to Windows 2000. However, the Windows 2000 compact disc set contains a subset of the full Windows 2000 Resource Kit. For more information, see the Windows 2000 Resource Kit.
Troubleshooting
This section provides problem-solving guidelines for Remote Storage. 
Keep in mind that Remote Storage is used to move data between your local computer and tape libraries, and depends on Removable Storage to access specific tapes within these libraries. Consequently, Removable Storage must be properly configured beforehand and must be running for Remote Storage to function correctly. 
What problem are you having?
You cannot install or run Remote Storage.
Cause: Remote Storage requires that you have administrative permissions.
Solution: Verify that you are logged on with administrative permissions.
You cannot find the Remote Storage snap-in.
Cause: Remote Storage is not installed by default the first time you run Windows 2000 Server Setup.
Solution: Install Remote Storage on your computer using Add/Remove Programs.
Remote Storage could not find any valid media type to use.
Cause: Removable Storage has not detected the media type yet, or you do not have a supported tape library.
Solution: Wait until the Removable Storage snap-in displays the available media that can be used.
Solution: Verify that you have a supported tape library. Remote Storage supports all SCSI class 4mm, 8mm, and DLT tape libraries. Remote Storage does not support QIC tape or optical disc libraries. For tape libraries supported by Removable Storage, see the Microsoft Hardware Compatibility List at the Microsoft Web site.(http://www.microsoft.com/)
Remote Storage cannot manage a particular volume or find a volume you wish to manage.
Cause: Remote Storage can only manage nonremovable (fixed), local NTFS volumes; other file systems or volumes will not be displayed in the Remote Storage Setup wizard.
Solution: Format all volumes that will be managed using the Windows 2000 NTFS file system.
You have set a file-copying schedule but no files have been copied to remote storage.
Cause: There may be no files that meet the specified criteria.
Solution: Change the file rules and other file-copy criteria as necessary.
You can no longer recall files from remote storage.
Cause: Remote Storage uses the runaway recall limit to prohibit a user, or an application, from recalling files from remote storage more than a specified number of times in succession. Virus checking, data backup, indexing, and search applications typically read all files on your computer, and can cause the runaway recall limit to be quickly reached.
Solution: Increase this setting as necessary or close the application causing the excessive recalls.
File recalls are slow.
Cause: Remote Storage uses tape-based libraries to store data and it may take five minutes or longer to recall a file.
Solution: Set the desired free space value lower so that data in cached files are not removed as often. In this way, data will not have to be recalled from remote storage as often.
There are excessive file recalls occurring.
Cause: Virus checking, data backup, indexing, and search applications typically read all files on your computer.
In particular, if you use Find (on the Edit menu) in Microsoft Office 95 or later to search for content on a managed volume, all files in remote storage are automatically recalled.
Solution: Take into account use of applications that cause excessive files recalls on your managed volumes when planning your activities.
Cause: If Microsoft Word (.doc), Microsoft PowerPoint (.ppt), or HTML files have been copied to remote storage, all files in remote storage are recalled if you install Microsoft Office 97 on the computer running Remote Storage. This occurs at the end of the Office 97 installation. 
Solution: To stop the recalls, you must use Windows Task Manager (press CTRL-ALT-DEL) to end the Findfast.exe task.
You cannot perform a media copy using two libraries.
Cause: Remote Storage may attempt to use a tape for a media copy from the same library as the media master. This can occur if there is no media of sufficient capacity in the Remote Storage media pool and tapes are used from a free media pool instead.
Solution: Use Removable Storage to move tapes in the second library from the free media pool to the Remote Storage media pool.
