Chapter 12 - Telephony and Conferencing
Microsoft® Windows® 2000 Professional provides support for telecommunications in a variety of environments, including analog modem, Integrated Services Digital Network (ISDN), Private Branch Exchange (PBX), and Internet Protocol (IP) telephony networks. Configuration details for telephony and conferencing support in Windows 2000 Professional are described in this chapter, including installation and configuration details for traditional and IP-based telephony. This chapter also provides technical details relating to modems and communications tools.
In This Chapter
Quick Guide to Telephony and Conferencing    
Overview of Telephony and Conferencing    
Configuring Telephony and Conferencing    
Troubleshooting    
Related Information in the Windows 2000 Professional Resource Kit

For more information about installation and configuration of security certificates, see “Security” in this book.

For more information about installing and troubleshooting hardware devices, see “Device Management” in this book.
Related Information in the Windows 2000 Server Resource Kit

For more information about configuration of telephony and conferencing services on a computer running Microsoft® Windows® 2000 Server, see “Telephony Integration and Conferencing” in the Microsoft® Windows® 2000 Server Resource Kit Internetworking Guide.

For more information about planning and deploying Group Policy on a Microsoft® Windows® 2000 domain, see “Group Policy” in the Microsoft® Windows® 2000 Server Resource Kit Distributed Systems Guide.
Quick Guide to Telephony and Conferencing
Use the quick guide to learn about new telephony and conferencing features and capabilities implemented in Windows 2000; to find technical information about the telephony architecture and standards; and to assist in performing installation, configuration, and troubleshooting tasks for modems, telephony interfaces, and conferencing applications.
Understand the purpose and function of telephony features and how they are implemented in your environment.
Windows 2000 Professional provides telephony and conferencing support to standard switched telephone lines through an analog modem; high-speed connectivity through ISDN modem and adapter support; telephony and conferencing support through a Private Branch Exchange (PBX); and point-to-point or multi-user conferencing support through a data network using IP telephony features. Understanding the details of the architecture of your telephony environment is needed to successfully configure your telephony client.

See “Overview of Telephony and Conferencing” in this chapter.
Install and configure hardware drivers, TAPI support, and conferencing software.
In order to use telephony and conferencing features, a modem or network interface card must be physically installed on the computer, and drivers for the devices must be installed and configured. If a modem is to be used for telephony access, dialing locations must also be configured. For applications that use TAPI, service providers might require additional configuration, such as specification of H.323 gateways and proxies. In a client/server telephony environment, the telephony server must be specified by the tcmsetup command. If Microsoft® NetMeeting® 3.0 or Phone Dialer is used as the conferencing application for the Windows 2000 Professional–based computer, additional configuration of audio, video, and network features might be required.

See “Configuring Telephony Conferencing” in this chapter.
Troubleshoot typical telephony and conferencing issues.
In order to troubleshoot telephony and conferencing issues, you must be able to determine the initial source of the problem. Use this section to determine and resolve the source of problems in modem configuration, TAPI and telephony client/server application support, and conferencing software, such as NetMeeting 3.0 and Phone Dialer.

See “Troubleshooting” in this chapter.
Overview of Telephony and Conferencing
Windows 2000 Professional provides support for telephony and conferencing applications in a variety of telecommunications environments, including device support for modems, network adapters, and other telecommunications devices used by applications.
Function calls made by the Telephony Application Programming Interface, also known as Telephony API (TAPI), provide the foundation for the deployment of telephony and conferencing applications. TAPI abstracts the details of the underlying telecommunications network, allowing applications and devices to use a single command set. TAPI-enabled applications and devices can operate in a variety of telecommunications environments, including traditional analog switched networks, Private Branch Exchange (PBX) phone networks, and Integrated Services Digital Network (ISDN). TAPI further expands telecommunications support through the IP-based telephony, enabling telecommunications functions through a private intranet or over the Internet.
What's New
Telephony support has steadily evolved from its introduction in Microsoft® Windows® 95, which was the first operating system to bundle TAPI support. In Windows 2000 Professional, Microsoft builds upon this initial platform by making improvements in the following areas:

TAPI 3.0

NetMeeting 3.0

Phone Dialer
TAPI 3.0
The Telephony Application Programming Interface, also known as Telephony API (TAPI), provides a common method for applications and devices to control the underlying communications network. TAPI was first released with Windows 95 as version 1.4, which provided a basic set of call control functions for analog modems and PBX systems, provided a common dialog for dialing rules, and introduced the Unimodem modem driver.
TAPI 2.0, released with Microsoft® Windows NT® 4.0, enhanced the basic features of TAPI 1.4. TAPI 2.0 was the first full 32-bit implementation of TAPI, providing improved processing capabilities. TAPI 2.0 introduced an expanded set of call control functions, designed specifically for call centers. TAPI 2.1 expanded the capabilities of TAPI 2.0 by adding support for client/server TAPI environments, and including support for both the Windows 95 and Microsoft® Windows® 98 platforms.
TAPI 3.0 provides the following enhancements to TAPI 2.1:

Support for IP telephony

Support for multiple-user conferencing

Support for NDIS 5.0–compliant devices

Unimodem 5 support

Media stream control

Compatibility with the Common Object Model (COM)
For more information about TAPI 3.0, see “Microsoft Support for CTI” later in this chapter.
NetMeeting 3.0
NetMeeting 3.0 is an application included with Windows 2000 Professional that provides conferencing capabilities within an intranet or to users on the Internet. NetMeeting provides point-to-point audio and video conferencing, data conferencing, text chat, whiteboard, and file transfer features. In addition, NetMeeting 3.0 provides the following improvements:

Improved user interface facilitates use, and provides additional features, such as picture-in-picture and compact views.

Remote Desktop Sharing allows viewing and control of a remote computer in a separate window.

Enhanced security protects data transferred during text-chat, whiteboard, and shared program or data conferences.
For information about configuring NetMeeting, see “Configuring NetMeeting 3.0 later in this chapter.
Phone Dialer
Phone Dialer in Windows 2000 Professional is a TAPI-enabled application that can be used to place audio and video calls. The version of Phone Dialer supplied with Windows NT 4.0 was limited to voice calling onto private and public switched telephone networks. Windows 2000 Professional Phone Dialer additionally supports point-to-point and multipoint audio and video conferencing over a private intranet or over the Internet.
Comparison of Telephony Features
Table 12.1 lists the new features provided in Windows 2000, in comparison with Windows 98 and Windows NT 4.0.
Table 12.1   Comparison of Windows 2000 Telephony Features
Windows 2000 Telephony Feature
Windows 98
Windows NT 4.0
TAPI 3.0 Support



TAPI version
2.1
2.01
COM-compliant
no
no
Compatible with TAPI 1.4 or earlier
yes
yes
Support for H.323 conferencing 
no
no
Support for multicast conferencing 
no
no
Support for NDIS 4.0 WAN devices
yes
yes
Support for NDIS 5.0 WAN devices
no
no
Unimodem 5 support 
no
no
Support for Media Service Providers
no
no
Phone Dialer



Support for PSTN, PBX, ISDN dialing
yes
yes
Support for IP conferencing
no
no
Support for H.323 gateways, proxies
no
no
NetMeeting 3.0



NetMeeting version
2.11
2.12
Support for H.323 conferencing
yes
yes
Program sharing
yes
yes
Remote desktop sharing
no
no
Security
no
no
1 TAPI 2.1 provided in Windows NT Service Pack 3.0.2 NetMeeting 3.0 available as download from http://www.microsoft.com/windows/netmeeting/download/.
Telephony Environments
Windows 2000 Professional can provide telephony and conferencing services within a variety of communications environments. The following section describes the telephony environments that Windows 2000 Professional can operate in, including:

Public Switched Telephone Network

Integrated Services Digital Network

Private Branch Exchange (PBX)

Client/Server Telephony

IP Telephony 
Public Switched Telephone Network
Historically, most telephone connections in the world have been made through the public switched telephone network (PSTN). Most PSTN calls are transmitted digitally except while in the local loop, the part of the telephone network between the telephone and the telephone company’s central switching office. Within this loop, speech from a telephone is usually transmitted in analog format.
Digital data from a computer must first be converted to analog by a modem. The modem is installed in the computer, connected to the computer by the serial port, or by a Universal Serial Bus connection. The data is converted at the receiving end by another modem, which changes the data from audio to its original data form.
Windows 2000 Professional provides basic telephony call support for modems using PSTN lines, such as dialing and call termination. Additionally, computer-based support is provided through the Hayes AT command set, as well as vendor-specific commands. Windows 2000 Professional provides device drivers for a number of internal and external analog modems, which can be automatically installed through Plug and Play, or manually installed using the Install New Device Wizard in Control Panel.
Integrated Services Digital Network
The need for high-speed telecommunications support within the existing telecommunications infrastructure has led to the development of new technologies, such as Integrated Services Digital Network (ISDN). ISDN is a digital phone service that is provided by regional and national phone companies, using existing copper telephone cabling.
To use ISDN, you need either an ISDN modem or an ISDN adapter. You might also need an NT-1 (the equivalent of the phone jack into which you plug your device) and an ISDN line from your telephone company.
ISDN modems are available in internal and external configurations. Internal ISDN modems, the more common of the two, are installed in the same manner as a network adapter card. External ISDN modems hook up to your computer through a serial port, just as regular modems do. Thus, because a serial port cannot exceed 115 kilobits per second (Kbps) (which is lower than the total effective bandwidth of the ISDN line), some throughput is lost if you are using the maximum ISDN bandwidth. An ISDN adapter, which operates at bus speed, provides the higher rate that ISDN needs. With most ISDN modems and adapters, you also need an NT-1. Some ISDN equipment comes with the NT-1 built in.
ISDN is typically supplied by the same company that supports the public switched telephone network. However, ISDN differs from analog telephone service in several ways, including:

Data transfer rate

Available channels per call

Availability of service

Cost of service

Quality of connection
Data Transfer Rate
ISDN can provide data transfer rates of up to 128 Kbps. These speeds are slower than those of local area networks (LANs) supported by high-speed data communications technology, but faster than those of analog telephone lines. In addition to the difference in data transfer rates, ISDN calls can be established much faster than analog phone calls. While an analog modem can take up to a minute to set up a connection, you usually can start transmitting data in about two seconds with ISDN. Because ISDN is fully digital, the lengthy process of analog modems is not required.
Channels
PSTN provides a single channel, which can carry either voice or digital communications, but not both simultaneously. ISDN service is available in several configurations of multiple channels, each of which can support voice or digital communications. In addition to increasing data throughput, multiple channels eliminate the need for separate voice and data telephone lines.
Availability
PSTN is available throughout the United States.
Cost
The cost of ISDN hardware and service is higher than for PSTN modems and service.
Connection Quality
ISDN transmits data digitally and, as a result, is less susceptible to static and noise than analog transmissions. Analog modem connections must dedicate some bandwidth to error correction and retransmission. This overhead reduces the actual throughput. In contrast, an ISDN line can dedicate all its bandwidth to data transmission.
Private Branch Exchange
A Private Branch Exchange (PBX) is a private telephone switching system owned by a company or organization. The PBX is connected to a common group of PSTN lines from one or more of the telephone company’s central switching offices to provide service to a number of individual phones, such as in a hotel, business, or government office. PBX solutions are available in a number of third-party hardware and software configurations, ranging from large dedicated switches, to server-based solutions, to internal cards that can be inserted into individual workstations. TAPI in Windows 2000 supports computer call control, voice mail, Caller ID, and other advanced features in conjunction with a PBX.
Client/Server Telephony
Within an organization, a computer running Windows NT Server can be configured as a telephony server, providing an interface between the PBX and TAPI-enabled workstations. For example, a LAN-based server might have multiple telephone-line connections to a local telephone switch or PBX. TAPI operations invoked at any associated client are forwarded over the LAN to the server. The server uses third-party call control between the server and the PBX to implement the client’s call-control requests. Figure 12.1 shows an example of a PBX system configured with a telephony server.
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Figure 12.1   Client/Server Telephony
The server can be connected to the switch using a switch-to-host link. It is also possible for a PBX to be directly connected to the LAN on which the server and associated clients reside. Within these distributed configurations, different subconfigurations are possible, such as:

To provide personal telephony to each desktop, the service provider can model the PBX line associated with the computer (on a desktop) as a single line device with one channel. Each client computer would have one line device available.

Each third-party station can be modeled as a separate line device to allow applications to control calls on other stations. (In a PBX, a station is anything to which a wire leads from the PBX.) This enables the application to control calls on other stations. This solution requires that the application open each line it wants to manipulate or monitor.
Windows 2000 Professional workstations with TAPI support specify the telephony server in their configuration using the tcmsetup command. After it is configured, users at the Windows 2000 Professional computer can perform basic and advanced call control functions, such as placing, answering and terminating calls to the PBX or PSTN through the computer. Advanced functions, such as computer-telephony integration (CTI) functions, can be enabled through the installation of third-party telephony services that conform to TAPI 3.0 standards.
IP Telephony
IP telephony and conferencing technologies are built around simple, core concepts: A personal computer (or other device) is used to capture audio and optionally, video signals from the user (for example, by using a microphone attached to a sound card, and a video camera connected to a video capture device). This information is compressed and sent to the intended receivers over the local area network (LAN) or the Internet. At the receiving end, the signals are restored to their original form and played back for the recipient. Audio can be rendered by using speakers attached to a sound card and video by creating a window on the display of the computer.
IP telephony integrates audio and video stream control with legacy telephony functions. IP telephony in Windows 2000 is supported through the H.323 protocol and IP multicast conferencing. H.323 provides point-to-point audio and video conferencing. Support for multiple-user conferencing is provided through IP multicast conferencing. IP telephony systems can be integrated with the public telephone system through an IP-PSTN gateway, allowing users to place telephone calls from an enabled computer. Users can place audio and video calls with external users through the Internet with an H.323 proxy, allowing administrators to control host access. This IP telephony infrastructure is described in the following sections.
H.323 Protocol
H.323 is an International Telecommunication Union–Telecommunications (ITU – T) protocol that is used to provide voice and video services over data networks. At the most basic level, H.323 allows users to make point-to-point audio and video phone calls over an intranet. H.323 also supports voice-only calls to be made to conventional phones through a IP-PSTN gateway, and Internet audio-video calls to be made through a proxy server. 
IP-PSTN Gateway
IP telephony permits the integration of data networks and information with the traditional public switched telephone network (PSTN) through the configuration of IP-PSTN gateways. IP-PSTN gateways are configured as part of an enterprise’s IP telephony network. Client support of IP-PSTN gateways is provided through the H.323 protocol.
Figure 12.2 shows an example of a PSTN gateway. 
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Figure 12.2   A PSTN Gateway
For example, a call from an IP telephony client to a conventional telephone would be routed on the IP network to the IP-PSTN gateway, which would translate H.323 signaling to conventional telephone signaling and route the call over the conventional telephone network to its destination.
H.323 Proxy
In enterprises where firewalls have been implemented for IP security, but IP telephony through the H.323 protocol is desired, an H.323 proxy can be used. Any IP telephony client needing to connect to users outside the firewall must specify the name or IP address of the H.323 proxy server.
IP Multicast Conferencing
The Multicast Conferencing Service Providers shipped with TAPI 3.0 provide support for IP multicast-based audio and video conferencing between multiple participants. IP multicasts support multi-user conferences using a single connection instead of multiple connections, which conserves network bandwidth.
TAPI 3.0 provides additional interfaces that TAPI-aware applications can use to access directory services, such as the Windows 2000 Site Server ILS Service.
All routers between the Windows 2000 Professional client and other conferencing participants must support IP multicasting. Windows 2000 Server provides a multicast-enabled DHCP server that can be used to allocate a unique IP address for the duration of the conference.
For more information about the installation and configuration of the Windows 2000 Site Server ILS Service, see “Telephony Integration and Conferencing” in the Internetworking Guide.
Microsoft Support for CTI
Support for computer-telephony integration (CTI) is built into Windows 2000 Professional. CTI support is provided in Windows 2000 Professional in the following areas:

TAPI 3.0

Service Providers

NetMeeting 3.0

Phone Dialer application
TAPI 3.0
The Telephony Application Programming Interface, also known as Telephony API (TAPI), is a set of Microsoft® Win32® function calls and Microsoft Common Object Model (COM) interfaces used by telephony applications. These function calls are processed internally by TAPI, and result in calls to service providers, which control the telephony and media hardware needed to provide the function required by the telephony application. Windows 2000 includes TAPI 3.0 and provides backward compatibility with TAPI 2.1, which was included with earlier versions of Windows. Figure 12.3 shows the architecture of TAPI.
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Figure 12.3   TAPI Architecture
TAPI 3.0 provides a standard method for communications applications to control telephony functions for data, fax, and voice calls. TAPI manages all signaling between a computer and a telephone network, including basic functions such as dialing, answering, and hanging up a call. It also supports supplemental services such as hold, transfer, conference, and call park, found in PBX, ISDN, and other telephone systems. The support of supplemental services varies by service provider.
In addition to support for conventional telephony, TAPI 3.0 provides support for IP telephony; that is, telecommunications through IP-based networks. TAPI 3.0 supports user-to-user and multiparty audio and video conferencing through the H.323 and IP multicast. TAPI 3.0 interfaces with user directories, such as the Site Server ILS Service, to associate user and conference objects with call information, such as IP address and computer name.
Service Providers
TAPI 3.0 supports two classes of service providers: telephony and media. Telephony Service Providers (TSPs) provide implementation of telephony signaling and connection control features, and Media Service Providers (MSPs) provide access to and control the media content associated with those connections, such as the audio and video streams of a videoconference. MSPs use the DirectShow API for efficient control and manipulation of streaming media.
For more information about Media Service Providers in TAPI, see “Telephony Integration and Conferencing” in the Internetworking Guide.
A Telephony Service Provider (TSP) is a dynamic-link library (DLL) that supports communications over a telephone network to one or more specific hardware devices through a set of exported service functions. The service provider responds to telephony requests sent by TAPI, and completes the basic tasks necessary to communicate over the telephone network. In this way, the service provider, in conjunction with TAPI, shields applications from the service-dependent and technology-dependent details of the telephone network communication.
The installation tool for a service provider registers the software with TAPI and associates that service provider with the hardware devices it supports. Multiple service providers can share the same device: for example, the H.323 TSP and Multicast Conferencing TSP can both use the name network interface card. Existing applications can be associated with new telephony devices, or the function of existing devices can be extended through the development and implementation of new service providers.
Table 12.2 lists the telephony and media service providers included with Windows 2000 Professional.
Table 12.2   Service Providers in Windows 2000
Service Provider
Function
H.323 TAPI Service ProviderH.323 Media Service Provider
Provide voice and video services over data networks using the H.323 protocol. Support calling conventional phones through IP-PSTN gateways and Internet audio/video calls.
Multicast Conference TAPI Service ProviderMulticast Conference Media Service Provider 
Provides multiple-user conference support over internal intranets and the Internet.
NDIS Proxy Service Provider
Permits TAPI applications to access WAN devices, such as ISDN modems and ATM devices, using a standard NDIS 5.0 interface.
TAPI Kernel-Mode Service Provider
Provides TAPI support for NDIS 4 WAN drivers.
Unimodem 5 Service Provider
Provides device abstraction and TAPI support for a wide variety of modem devices.
Additional service providers can be obtained through third-party vendors to enable the use of their hardware with existing telephony applications, such as a PBX hardware solution.
Note   To install TSPs and MSPs from third-party vendors, follow the instructions provided by the vendor.
NetMeeting 3.0
Windows 2000 Professional includes the NetMeeting 3.0 application. NetMeeting uses the NetMeeting Application Programming Interface (API) to provide telephony functions to the application. NetMeeting supports the H.323 protocol, providing point-to-point audio and video conferencing features. NetMeeting can be used separately from, or in conjunction with, TAPI 3.0 applications such as Phone Dialer. However, the two environments must be separately configured.
In addition to point-to-point audio and video call support, NetMeeting provides conferencing support. NetMeeting provides the following features for audio, video, and data conferencing:

Multi-user whiteboard

Text-based chat

Program sharing

Remote desktop sharing

File transfer
Phone Dialer
Windows 2000 also ships with the Phone Dialer, which is a TAPI application. This can be used for basic telephony functions as well as audio and video conferencing services.
The Phone Dialer makes TAPI function calls to utilize Microsoft’s Telephony Service Providers, including the H.323 and the Multicast Conference Service Providers. The Phone Dialer can also be used with Telephony Service Providers supplied by other vendors.
Configuring Telephony and Conferencing
IP telephony support is also installed during Windows 2000 Professional Setup, including the TAPI 3.0 programming interface and all telephony and media service providers. During installation, Windows 2000 Professional automatically detects, installs, and configures most Plug and Play–compliant modems, adapter cards, and other telephony devices. For devices that are not automatically configured, use the Add/Remove Hardware Wizard to install and configure legacy and Plug and Play devices that require installation information, such as the driver location. Support for telephony devices added after initial Windows 2000 Professional installation can also be provided in this manner.
For a list of supported telecommunications devices, see the Hardware Compatibility List link on the Web Resources page at http://windows.microsoft.com/windows2000/reskit/webresources.
If Windows 2000 Professional is installed over a previous version of Windows that included telephony services (such as Windows 95, Windows 98, or Windows NT 4.0), any previous versions of the TAPI programming interface are automatically upgraded to TAPI 3.0. TAPI 3.0 provides backward compatibility for TAPI 1.4 and TAPI 2.1. If provided in Windows 2000 Professional, device drivers for telecommunications hardware are also upgraded during this migration.
Configuring Modems
A modem is a communications tool that enables a computer to transmit information over a standard telephone line. With Windows 2000 Professional, you can install a modem in one of three ways:

Plugging in your Plug and Play modem.

Using Phone and Modem Options in Control Panel.

Adding a modem through Add/Remove Hardware in Control Panel.
In each of these cases, the Install New Modem Wizard appears and asks if you want Windows 2000 Professional to automatically detect the modem or if you want to manually select a modem from the list of known manufacturers and modem models. If you choose the detection option, the wizard detects and then queries the modem to configure it. If it cannot detect the modem, it prompts you to select one.
After the modem has been selected, you can, if necessary, adjust its properties, such as the volume for the modem speaker, the time to wait for the remote computer to answer the call, and the maximum speed. These adjustments are made from Phone and Modem Options in Control Panel.
Depending on the type of modem you have, installing and configuring it might vary slightly as follows:

If the modem supports Plug and Play, make sure it is configured to respond as a Plug and Play device, rather than manually configure resource settings. This is normally performed through a configuration application provided with the modem. Plug and Play is the preferred method of device enumeration in Windows 2000, and ensures correct configuration of the modem and its resources.

If you install an internal legacy (non–Plug and Play) modem adapter, its built-in COM port must be configured by using the Add New Hardware wizard before it is installed by using Phone and Modem Options in Control Panel. In most cases, the Install New Modem Wizard does this automatically for you.

If you are using Windows 2000 Professional PC Card (Personal Computer Memory Card International Association [PCMCIA]) drivers, Windows 2000 Professional detects and configures PC Card modem cards automatically when they are first inserted.
Note   Before you install a modem, see “Modems” in the Windows 2000 Professional Readme.txt.
To install a modem by using Phone and Modem Options in Control Panel
 1.
In Control Panel, double-click Phone and Modem Options.
 2.
If no modem is currently installed on your computer, the Install New Modem Wizard starts automatically and leads you through the steps for installing a modem. 

– Or –

If you are installing an additional modem, select the Modem tab, then click Add to start the Install New Modem Wizard.
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In most cases, it is best to let the Install New Modem Wizard detect the modem for you. If it cannot detect the exact manufacturer and model, the wizard picks a standard configuration that is usually compatible; your modem still functions at its maximum speed and according to factory default settings. A few advanced features, such as enabling and disabling compression, error control, and flow control, might be disabled.
Note   This procedure is for both internal and external modems. PC Card modems automatically install when inserted.
For information about installing a modem if your modem is not detected or listed, or about finding a better match than a standard modem type, see “Troubleshooting Modems” later in this chapter.
Windows 2000 Professional automatically makes COM port assignments to communications ports, internal modem adapters, and PC Card modem cards according to their base I/O port addresses. For more information, see “Device Management” in this book.
Defining a Location
A location is information that the Dialing Properties tool uses to analyze telephone numbers in international format and to determine the correct sequence of numbers to be dialed. It need not correspond to a particular geographic location, but it usually does. For example, a user on a portable computer might require a dialing prefix of “9 to dial an external number from an office location, and require a dialing prefix of “*69 to disable a call waiting feature when placing calls from home. A location would be created for each dialing prefix and selected when dialing from each environment. Table 12.3 shows the information associated with a location.
Table 12.3   Location Information
Location Property
Description
Location name
A recognizable name that identifies the location.
Country/Region
The country or region for the dialing location.
Area or city code
The calling prefix for the area code
Dialing rules
Specifies what, if any, prefixes need to be dialed prior to dialing the area code and number, whether call waiting needs to be enabled or disabled, and if tone or pulse dialing method needs to be used to place the call.
Area code rules
Determines how phone numbers are dialed from the area code used in the current location to other area codes, or within the area code. For example, if your current location is area code 425, and all calls to area code 206 require the 206 area code to be omitted, then you can create a rule to enforce this whenever phone numbers are passed to TAPI.
Calling card information
Specifies the calling card type, account number, and personal identification number (PIN) to be used for the location. 
The first time you set up a modem, the Install New Modem Wizard prompts you for the default dialing information about the location you usually call from (My Location), including your area code and country/region code. This information is stored in Dialing Properties, a communications tool that is accessible from all communications applications created for Windows 2000 Professional, and in Phone and Modems Options in Control Panel.
To set default dialing location information

Run the Install New Modem Wizard, and then type the area code and country/region code information in the My Location dialog box.

– Or –

Open Phone and Modem Options in the Control Panel. If the modem was configured previously, the My Location dialog box is displayed. Type the dialing information when prompted.
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After you install the modem, more specific location information, such as calling card numbers or rules for dialing outside your local area code, can be entered by editing the fields in the Edit Location dialog box. Additional dialing rules can also be created from this location. For more information about configuring dialing properties, see Windows 2000 Help.
Setting Modem Properties
In the Phone and Modem Options in Control Panel, you can globally change default modem settings for all communications applications and tools created for Windows 2000 Professional. For example, if you do not want to listen to the modem speaker, you can turn it off for all tools and applications that use that modem. Alternatively, you can adjust these settings within each application.
Note   For Microsoft® Windows® 3.1–based or MS-DOS®-based applications, you need to configure the modem settings within each application.
To view general properties for a modem
 1.
In Control Panel, double-click Phone and Modem Options.
 2.
Select the Modem tab.
 3.
Select the desired modem or device, and then click Properties.
Modem settings are listed on the General, Diagnostics, and Advanced tabs. Table 12.4 describes the General settings.
Table 12.4   General Settings
Setting
Description
Port
A port is either a COM port or an LPT port to which an external modem is attached, or a COM port name that identifies an internal or PCMCIA modem. Windows 2000 Professional automatically assigns a port name (COM1, COM2, COM3, or COM4) to any device it detects. Usually, the name is adjusted only if you move an external modem from one COM port to another. For PCMCIA modem cards, the port cannot be changed. 
Speaker volume
This option sets the volume for the telephone speaker, which broadcasts the dial tone, modem connection, and voices, if applicable, on the other end. To change the volume, move the slider bar to the right or left. 
Maximum speed
This is the speed at which Windows 2000 Professional communicates with the modem. It is limited by the CPU speed of the computer and the speed supported by the communications port. Windows 2000 Professional selects a conservative default speed so that slower computers do not lose data during transfers.Set the speed lower if the faster rate causes data errors. Set it higher for faster performance. For example, 57,600 might work better than the Windows 2000 Professional default setting of 38,400 for v.32bis (14,400 bps) modems on fast computers. If applications report data errors, set a lower speed (for example, change it from 38,400 to 19,200 for v.32bis modems). 
Dial control
Clear the Wait for dial tone before dialing option if you are making calls from a country or region other than where your modem was purchased and your modem fails to properly detect the dial tone. 
Tip   If you have a slower computer and an external modem, you can install a 16550A Universal Asynchronous Receiver/Transmitter (UART)–based COM port adapter to increase speeds. Some internal modems have an integrated 16550A UART adapter.
The Diagnostics tab provides hardware information that can be used in hardware configuration and problem determination. Table 12.5 describes the Diagnostics settings.
Table 12.5   Diagnostics Settings
Setting
Description
Modem Information
Displays manufacturer-specific identifying information for the modem.
Query Modem
Click the Query Modem button to display your modem’s responses to standard AT commands sent to it. This information can be used to assist in diagnosis.
Append to Log
Windows 2000 Professional records commands and responses to and from the modem in the Modemlog.txt file in the Windows folder. If the box is not checked, Windows 2000 Professional erases the old log and records a new log at the beginning of each call. If the box is checked, Windows 2000 Professional appends new call logs to this file.
View Log
The modem log is a powerful tool for diagnosing problems, particularly with connection problems. However, the interpretation of the contents of the file requires modem documentation, technical support, and/or experience with modems. The problems diagnosed might be in the local modem, its configuration, the telephone system, the remote modem (for example, the Internet Service Provider [ISP]), or in some combination.
The Advanced tab of the modem dialog box allows you to override the hardware and connection settings that were configured for the modem and serial port. The Extra initialization commands entry box allows you to append to the standard initialization commands used to set up the modem at the start of a communications session. These can be standard AT-type commands, or commands specific to your modem or communications device. Refer to the manufacturer’s documentation for a description of available commands.
The Advanced Port Settings button allows you to change the default configuration for the communications port used by the current modem. Table 12.6 describes the Advanced Port settings.
Table 12.6   Advanced Port Settings
Setting
Description
Use FIFO buffer
A serial port containing a universal asynchronous receiver/transmitter (UART) chipset allows inbound and outbound information to be stored in associated first-in, first-out (FIFO) buffers until it can be received by the computer or dispatched by the modem.The sizes of the inbound and outbound buffers can be enabled by checking the Use FIFO buffers (requires 16550 compatible UART) option. The sizes of the inbound (Receive buffer) and outbound (Transmit buffer) can be modified by using the slider bars.Increasing the buffer sizes in 16550 UART-compatible serial ports can improve performance in high-speed modems. However, if you experience data loss or overrun errors, try lowering the buffer sizes or disabling the FIFO buffers altogether.
COM Port Number
If Windows 2000 Professional autodetected your modem, it automatically assigned it to an available serial communications (COM) port. If you want to force the COM port assignment, select the available port here. For example, if you have three serial devices that are never used simultaneously, you can change the port settings and have all three devices share the same serial port.
Click the Change Default Preferences button to modify the default settings for call handling and data connection preferences. Table 12.7 describes the available settings.
Table 12.7   General Default Preferences
Setting
Description
Disconnect a call
Change the number of minutes listed in the Disconnect a call if idle for more than x minutes field if there is no activity on the line; for example, increase the number if you want to stay connected to a computer bulletin board even though there is no activity.
Cancel a call
Change the number of seconds listed in the Cancel a call if not connected within x secs field if it takes a long time to make a connection; for example, this might occur when you are making an international call and there are long delays before the call is connected.
Port speed
Determines the speed of the flow of data from the modem to the serial port. The speed is normally set correctly during modem installation; however, some modems can transfer data at a rate faster than the 115.2 Kbps supported by the standard serial ports for most computers. See your manufacturer’s documentation for more details.
Data Protocol
Enables error correction, allowing your modem to negotiate the error correction that is to be used for a communications session with another modem. Available error correction protocols are V.42, MNP4, MNP3, MNP2 or None.
Compression
Select Enable to allow hardware-based compression. Compression boosts transmission speeds by compressing data between the modems. This feature is available on most modems. When it is enabled, modems sometimes have trouble connecting. If this occurs, select Disable and try again. Using modem compression can sometimes reduce performance if the data being sent is already compressed by the application. 
Flow control
Select Hardware for all external modems to avoid loss of data. If your modem cable has RTS and CTS wires connected, you can use hardware flow control; otherwise, select None to use software flow control.
Default hardware settings can be changed by selecting the Advanced tab of the Default Preferences dialog box. 
With hardware settings, connection settings usually correspond to what the computer on the other end is using. Therefore, do not change connection settings by using Phone and Modem Options in Control Panel. Rather, use a specific tool or application, such as HyperTerminal, to change these settings connection by connection.
Preferences include Data bits, Parity, and Stop bits. For information about these values, see Windows 2000 Help.
If you have installed an external ISDN modem, an additional ISDN tab is displayed. The ISDN settings must be configured before the modem can be used.
Configuring ISDN Support
Windows 2000 Professional provides built-in support for ISDN. Before configuring ISDN on a computer running Windows 2000 Professional, you need the following:

Installed internal or external ISDN adapter.

ISDN telephone line service at the location where you use dial-up networking to connect to the Internet.

ISDN telephone line service at the remote location to which you want to connect, usually either your Internet Service Provider (ISP) or a remote access server.
If your ISDN adapter is Plug and Play – compatible, Windows 2000 Professional automatically installs the required support. If the ISDN adapter is not automatically installed, use the following procedure to install the device support.
To install your ISDN device
 1.
In Control Panel, open Add/Remove Hardware.
 2.
In the Add/Remove Hardware Wizard, click Next.
 3.
Select Add/Troubleshoot a device, and then click Next.
 4.
If Windows 2000 Professional did not automatically detect the ISDN adapter, select Add a new device, and then click Next.
 5.
If you want Windows 2000 Professional to attempt to find the ISDN adapter, select Yes, search for new hardware.

- Or -

If you wish to manually select the ISDN adapter, select No, I will select it from a list, and follow the instructions.
After the device support for the ISDN adapter has been installed, you are prompted to provide the information necessary to configure ISDN support. Table 12.8 shows the information required in order to configure ISDN in Windows 2000 Professional.
Table 12.8   ISDN Configuration Information
Option
Description
Switch type
Most ISDN hardware adapters need to know what type of switch 
they are connected to. The switch type simply refers to the brand of equipment and software revision level that the telephone company uses to provide you with ISDN service. The switch types listed are ESS5 (AT&T), National ISDN1, and Northern Telecom DMS 1000.
Service Profile Identifier (SPID)
The SPID usually consists of the telephone number with some additional digits added at the beginning and end. The SPID helps the switch understand what kind of equipment is attached to the line. If multiple devices are attached, it helps route calls to the appropriate device on the line. The SPID is generally used only within the United States and Canada.
Telephone number
In some cases, each B channel on an ISDN line has its own number, while in other cases both B channels share a single telephone number. Your telephone company tells you how many numbers are in your ISDN line. Separate numbers might be useful if you plan to take incoming calls on your ISDN line.
You can change the ISDN configuration information by performing the following steps.
To configure an ISDN adapter
 1.
In Control Panel, open System, and then select the Hardware tab.
 2.
Click Device Manager.
 3.
Right-click the ISDN device whose settings you want to change, and select Properties.
 4.
Select the ISDN tab.

Click the drop-down list box to change the switch type. To change the telephone number and SPID information, click Configure.
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Configuring Client/Server Telephony Support
Windows 2000 Professional supports access and control of telephony features on a PBX through a telephony server. The following section describes the configuration of a Windows 2000 Professional client to access the telephony server.
The Tcmsetup tool allows you to specify the servers responsible for providing the telephony services used by the network.
To identify telephony servers to a TAPI client
 1.
Log on to the client computer with an account that is a member of the Administrators group.
 2.
Type tcmsetup /c telephonyserver1 [telephonyserver2] . . .  [telephonyserverx]
 3.
Click OK.
The switches for the tcmsetup command are described in Table 12.9.
Table 12.9   Tcmsetup Command Switches
Switch
Meaning
/q
Suppress message boxes during setup.
/x
Specify connection-oriented callbacks (default is connectionless).
/c telephonyserver
Set the telephony server to be used by this client to telephonyserver. Multiple servers can be listed, each name separated by a space.
/d
Delete the current telephony server list and disable TAPI services on this client.
The telephony client must be in the same domain as the telephony server, or must be a member of a domain that is fully trusted by the telephony server’s domain.
The servers specified in the tcmsetup command override any previous telephony servers specified through previous instances of Tcmsetup. All servers required by the client must be specified in a single instance of the command.
The name of each telephony server is stored in the registry of the Windows 2000 Professional computer, in the key:
HKEY_LOCAL_MACHINE/Software/Microsoft/Windows/CurrentVersion/ Telephony/Providers/<servername>
The tcmsetup command can only be performed when logged on to the client with an account that is a member of the Administrators group. Alternatively, if you are logged on with an account in the Users or Power Users group, you can use the runas command to perform the tcmsetup command as an administrator. For example:
runas /user:mydomain\adminacct “tcmsetup /c servername”
Enter the password for the administrative account when prompted.
Configuring TAPI IP Telephony
This section discusses the procedures necessary for configuring a Windows 2000 Professional client to access IP telephony services using the H.323 protocol in an environment where an H.323 proxy or gateway is present. If your Windows 2000 Professional computer connects directly to the Internet, or an H.323 gateway is not used, this configuration is not required.
Specifying the H.323 Gateway
The H.323 protocol incorporates support for placing calls from data networks to the switched circuit PSTN network, and vice versa through an IP-PSTN gateway. The H.323 Telephony Service Provider provides support for gateway calling through the use of a static configuration option, accessible through Phone and Modem Options in Control Panel.
To specify the IP address of the IP-PSTN gateway
 1.
From the Start menu, point to Settings, and then select Control Panel.
 2.
Double-click Phone and Modem Options.
 3.
Click the Advanced tab, and then select Microsoft H.323 TAPI Service Provider.
 4.
Click Configure. Select the Use H.323 Gateway check box, and then type the computer name or IP address of the IP-PSTN Gateway in the text box.
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The telephony application running at the gateway must conform to ITU-T H.323 v1.0 standards.
For information about the installation and configuration of an IP-PSTN gateway, see “Telephony Integration and Conferencing” in the Internetworking Guide.
Specifying the H.323 Proxy
The Microsoft H.323 TSP incorporates support for firewall traversal. Phone and Modem Options (in Control Panel) is used to specify the inner IP address of the firewall computer. This allows calls to be made and received across the Internet.
To specify the IP address of the H.323 proxy
 1.
From the Start menu, point to Settings, and then select Control Panel.
 2.
Double-click Phone and Modem Options.
 3.
Click the Advanced tab, and then select Microsoft H.323 TAPI Service Provider.
 4.
Click the Configure button. Select the Use H.323 Proxy check box, and then type the computer name or IP address of the inner edge of the H.323 proxy/firewall computer in the text box.
Configuring Phone Dialer
Phone Dialer is installed with the default IP telephony support. This TAPI 3.0-compliant application can be used to place and answer:

Point-to-point audio and video calls within an intranet or the Internet.

Multi-user audio and video conferences within a multicast-supported network.

Telephone calls through a IP-PSTN gateway.

Telephone calls through a modem.
For information about using Phone Dialer to place audio and video calls, see Windows 2000 Help.
By default, the Phone Dialer application is configured to work with the majority of network and hardware configurations. The following section describes the procedures to change the default configurations of Phone Dialer, if necessary.
Configuring Lines
Multiple providers, or lines, might be available with a single Windows 2000 Professional client. Default lines for each telephony application can be configured through Options in Phone Dialer.
To configure telephone and Internet lines to be used by Phone Dialer
 1.
In Phone Dialer, select Edit, and then select Options.
 2.
Select the calling method by clicking the Phone or Internet button.
 3.
In the Line Used For box, select the preferred line to be used for telephone, Internet, or Internet conferencing. By default, Windows 2000 Professional automatically selects the first available line, or you can chose a default line. The lines available are:

Phone. Used to make telephone calls through a TAPI-enabled telephony server or H.323 gateway. Calls are directed to the gateway if the H.323 line is the method used for computer-to-phone calls, and an H.323 gateway is defined in Phone and Modem Options in Control Panel.

Internet. Used for point-to-point IP-based telephone calls. Specify the network connection to be used to establish the connection.

Internet Conference. Used to make multi-user telephony connections. Selected connection must support IP multicasting.
 4.
Click OK.
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Configuring Audio and Video
When installed, Phone Dialer uses the preferred drivers for audio and video support as determined in Multimedia in Control Panel. If a different media device is preferred, you can override the default by using the Phone Dialer Options tab. 
To configure audio and video settings for Phone Dialer
 1.
From Phone Dialer, select Edit, and then select Options.
 2.
Select the Audio/Video tab.
 3.
To select the default sound device to be used, click Sound Settings.
 4.
The Devices Used for Calling area allows you to change the default device used for audio recording, playback, and video capture of a telephony session. Select the telephony session type in the Line drop-down menu.
 5.
Select the device to be used in the Audio record, Audio playback and Video record drop-down menus:

To allow Windows 2000 to use the default multimedia device, select <Use Preferred Device>.

To use another device, select it from the drop-down list.
 6.
To disable video playback, de-select the Video Playback check box. During a session where video playback is not required, disabling this option conserves bandwidth for low-speed connections.
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Configuring Internet Directories
Phone Dialer can access an ILS server to obtain a listing of Internet directories for contacting other users. If configured at the server, these directories appear in the Directories pane of Phone Dialer at program start.
You can specify additional local or Internet directories by using the Add Directory feature of Phone Dialer.
To add a new Internet directory
 1.
From Phone Dialer, select Edit, and then select Add Directory.
 2.
Type or select the directory name from the Directory Name drop-down list box.
 3.
Click Add.
The directory name appears in the directory panel. An icon to the left of the name indicates the status of the directory. Table 12.10 describes the status and action of each directory entry.
Table 12.10   Directory Entry Information
Status
Action
Directory available (“Normal” icon)
Proceed to access directory.
Searching for directory (“Question Mark” icon)Directory not found (“Unavailable” icon)
Wait for directory query to complete.Click Refresh to re-query directory. Check for mistyped directory name. Directory might be busy or down. To re-query, wait, and then click Refresh.
Configuring Conferences
A multi-user conference can be configured from Phone Dialer, provided that the user has the permissions to create conferences. The network that is to host the conference must support both IP multicast and the Microsoft ILS Site Server Service.
To set up a multi-user conference
 1.
From Phone Dialer, select the conference folder in the directory you where want to start the conference.
 2.
Click the New Conference icon.

If the selected directory is not available, a message box is displayed indicating that the conference cannot be created. Select an available directory.
 3.
Complete the Name and Description fields. By default, the conference name is <Owner>’s Conference.
 4.
Under Conference Time, set the start and stop dates and times for the conference.
 5.
If your network supports them, select the desired conference scope from the Conference Scope list box.

A conference scope enables the conference creator to restrict participants in a conference based on membership to a scope. A multicast scope defines the parts of the network over which multicast packets are allowed to go. A scope is used to limit packet propagation to a certain geographic area, for example, a specific building or segment within a network.
 6.
Click the Permissions tab.
 7.
Click Add to include additional attendees, or Remove to remove attendees.

By default, the conference owner and Everyone are given permission to join the conference.
 8.
For each participant, determine conference permissions by selecting them in the Permissions box. The available permissions are listed below:

Join Conference. Allows a person or group to access a conference (default permission for all users).

Modify Conference Properties. Allows a person or group to change conference attributes (name, description, and start/stop date and time).

Delete Conference. Allows a person or group to cancel a scheduled conference (default permission for conference owner).
 9.
Click OK.
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Configuring NetMeeting 3.0
The steps required to configure NetMeeting on a Windows 2000 Professional client are described in the following sections. For information about using NetMeeting to place audio, video, and data conferencing calls, see Windows 2000 Help.
Note   These features can be automatically configured in a Windows 2000 domain environment using Group Policy on a Windows 2000 domain controller. For more information, see “Group Policy” in the Distributed Systems Guide.
NetMeeting 3.0 is installed as a default installation option of Windows 2000 Professional, located in Start/Programs/Accessories/Communications. In order to place audio calls with NetMeeting, you need an audio device with speakers or earphones, and a microphone. To send video with NetMeeting, you need a video capture device and camera, or a video camera that connects through the computer’s parallel or USB port. A video device is not required to receive video.
Note   Video devices that use a video capture card and camera use fewer of the computer’s processing resources than devices that connect directly through the computer’s parallel port, or USB port.
The NetMeeting Wizard collects user identification information, specifies a default directory server, configures connection settings, and optimizes audio settings. This information must be complete before NetMeeting can start. Table 12.11 lists the specific information required by the configuration wizard.
Table 12.11   NetMeeting Configuration Settings
Setting
Description
User information
Provide first and last name (required), e-mail address (required), location, and comment in the appropriate fields.
Directory 
A directory server is a computer that maintains a directory of NetMeeting users in an intranet or on the Internet. Select Log on to a directory server when NetMeeting starts if you wish to log on to a default server when the application starts. Microsoft maintains a directory server, the Microsoft Internet Directory, which is the default selection in the Server name field. Other directories can be entered and selected in this field.If you do not want your host or name to be listed in any directories, select Do not list my name in the directory. Users wishing to call you must know your computer name or IP address if this option is selected.
Bandwidth 
NetMeeting configures connection settings based on network bandwidth. Select the data connection speed or type that matches or closely matches your current connection: 14400 bps, 28800 bps, Cable, xDSL or ISDN, or Local Area Network.
Desktop configuration
Select Put shortcut to NetMeeting on my desktop and Put shortcut to NetMeeting on my QuickLaunch bar to configure your desktop options.
The user configuration settings obtained by the NetMeeting Wizard can be changed at any time in the General tab by selecting Tools/Options from the NetMeeting menu bar. NetMeeting stores all user-specific information in separate profiles for each user. The information is stored in the registry location HKEY_CURRENT_USER\Software\Microsoft\User Location Service\Client.
Configuring Audio and Video Devices
After configuration information has been collected, the NetMeeting Wizard performs a test of the computer’s audio features. This test allows you to tune the playback and record volumes used in your NetMeeting sessions. You can perform the audio tests at any time by selecting Tools/Audio Tuning Wizard from the NetMeeting menu bar. You should to rerun this test if your audio hardware configuration changes, or if the sound environment changes, such as moving a portable computer to a noisier location. Audio settings can be further optimized by specifying options on the Audio tab in the Options dialog box. Table 12.12 describes the NetMeeting Audio Settings.
Table 12.12   NetMeeting Audio Settings
Option
Description
Enable full-duplex audio so I can speak while receiving
Full-duplex is a hardware feature that is available in many audio cards. If this feature is not supported by your audio card, the option is dimmed.Full-duplex sound cards are capable of capturing and playing audio simultaneously, while half-duplex sound cards can only do one at a time. Most modern sound cards are full-duplex.
Enable auto-gain control
Auto-gain is a sound card and driver feature that automatically adjusts the microphone volume. It is not available for all audio cards.
Automatically adjust microphone volume while in a call
If auto-gain is not supported by your audio card, this option automatically adjusts the microphone volume for improved audio
Enable DirectSound for improved audio performance
DirectSound improves audio performance by shortening the time between when audio is sent and received.
Advanced compression settings
Clicking the Advanced button displays the Advanced Compression Settings dialog box, which allows you to select an audio codec (compression/decompression algorithm). Select Manually configure compression settings and select the codec from the Preferred codec for audio compression. 
Video settings are configured by selecting the Video tab in the Options Properties dialog box. This page allows you to change the size of the video window, select video quality, and to choose the device used during video sessions. Table 12.13 summarizes the available options for optimizing NetMeeting videoconferencing sessions.
Table 12.13   NetMeeting Video Settings
Option
Description
Sending and receiving video
Video transmission and reception can be turned off at NetMeeting start by clearing the Automatically send video at the start of each call and Automatically receive video at the start of each call. Disabling video reduces the amount of bandwidth required during a NetMeeting session, improving the performance of other high-bandwidth NetMeeting features such as Whiteboard or Program Sharing.
Send image size
Select Small, Medium, or Large to determine the size of your receive window. 
Video quality
Select the desired video quality by moving the slider bar toward Faster video or Better quality. The default video quality is determined by the connection type selected.Faster video has improved frame rate, but a less sharp picture. Better quality video has a slower frame rate, but displays sharper images.
Video camera properties
Lists the video capture devices detected during NetMeeting configuration. You can select one camera from the list of devices shown.The properties of the selected video device can be modified by clicking the Source button. The properties available vary by manufacturer, but typical settings include brightness, contrast, and hue. Use these options to optimize the video settings.A video window must be displayed in order to activate this button. Select View/My Video from the menu bar to open a self-view.
Show mirror image in preview video window
Select this option if you want to view a mirror image of your local video.
Configuring Directory Servers
A directory server is an ILS server that provides a database of NetMeeting hosts that are currently connected to the server and have chosen to display their names. Accessing a directory server relieves users from having to manually enter the names or IP addresses of people they wish to call. Microsoft provides and maintains the Microsoft Internet Directory, which is the default directory configured in NetMeeting. In order to configure additional directory servers, perform the following steps:
To specify a directory server to place calls
 1.
On the Tools menu, click Options.
 2.
On the General tab, under Directory Settings, in Directory, type or click the new directory server name.
Specifying Gatekeepers and Gateways
A gatekeeper is a server in a network that manages client access to telephony services. A gatekeeper provides address resolution, call routing, call logging, and other services to other computers within the local communications network, or to external users. NetMeeting can access gatekeepers and gateways that support the H.323 protocol.
To configure a gatekeeper to place calls
 1.
On the Tools menu, click Options.
 2.
On the General tab, click Advanced Calling.
 3.
In the Advanced Calling Options dialog box, click Use a gatekeeper to place calls.
 4.
In Gatekeeper, type the computer name or IP address of the gatekeeper computer.

If you log on to your organization’s gatekeeper using your e-mail address, click Log on using my account name. Otherwise, click Log on using my phone number, and then type your phone number in the box.
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NetMeeting supports access to switched circuit PSTN networks through an H.323 gateway. In a gateway-configured environment, NetMeeting users can place telephone calls to users on public or private telephone networks.
To configure NetMeeting to access an H.323 gateway
 1.
On the Tools menu, click Options.
 2.
On the General tab, click Advanced Calling.
 3.
In the Advanced Calling Options dialog box, under Gateway settings, select the Use a gateway to call telephones and videoconferencing systems check box.
 4.
In Gateway, type the gateway’s name or IP address.
Configuring Call Security
Call Security is a new feature in NetMeeting 3.0 that provides security for data exchanged during NetMeeting chat, whiteboard, shared program, and data exchange features. Data transferred in a secured session is encrypted. Audio and video features are not secured, and are not available during a secured call. A call cannot contain both secured and nonsecured data.
NetMeeting optionally provides user authentication through certificates to verify user identity. Security certificates can support encryption, authentication, or both. NetMeeting includes a security certificate that provides encryption only. Additional security certificates can be obtained within an organization, or through a certificate authority, such as VeriSign, and are installed using the Certificates MMC snap-in. For more information about obtaining and installing additional certificates, see “Security” in this book.
Note   NetMeeting only works with certificates in the Windows 2000 certificate store. Certificates obtained from browsers that use private certificate stores cannot be used with NetMeeting.
To set security options
 1.
On the Tools menu, click Options.
 2.
On the Security tab, under General, select or clear the I prefer to receive secure incoming calls check box. When this option is selected, only callers making secured calls are able to contact the computer.

- Or -

Select or clear the I prefer to make secure outgoing calls check box. When this option is selected, all outgoing calls will be secure. However, call security can be changed on a call-by-call basis by selecting the Require security for this call (data only) check box when placing a call through the Place a call dialog box.
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Troubleshooting
The following section describes the techniques and procedures that can be used to determine and resolve problems within telephony applications and in telephony device configuration, and H.323 and multicast conferencing.
Troubleshooting Modems
The following sections detail troubleshooting procedures for analog and ISDN modems.
An analog or ISDN modem is not listed
If your modem is not on the Windows 2000 Hardware Compatibility List (HCL) or is not detected by the Install New Hardware or Install New Modem Wizards, use one of the following procedures to install it:

Check the modem. If it is an external modem, make sure it is turned on, and all cables are tightly connected. If the modem is internal, verify that it is properly installed.

If the modem is a Plug and Play device, open Device Manager in Control Panel and select Scan for hardware changes from the Action menu to reinstall the modem. If the modem is a non-Plug and Play device, reinstall the modem using Add/Remove Hardware.

Obtain an .inf (installation) file from the modem manufacturer specifically designed for Windows 2000. Follow the manufacturer’s instructions for installing the modem in Windows 2000, or contact the modem manufacturer for assistance with this procedure.

Install your modem as a standard modem using the Install New Modem or Install New Hardware Wizards. This option provides basic dialing and connectivity support for the modem, although manufacturer-specific features might be unavailable.
Phone Dialer cannot dial selected modem
If you cannot use Phone Dialer (or any other application) to dial your modem, verify that Windows 2000 is able to connect to it by testing the modem. In Control Panel, open Phone and Modem Options, and then select the Modems tab, then click Properties for the modem, then select the Diagnostics tab. Click the Query Modem button to send a set of AT commands to the modem. If the modem response is not displayed in the Response area, then perform the following steps to diagnose the problem:

If an external modem is experiencing problems, make sure that the serial cable connection between the computer and the modem is secure, and that the cable is not broken or frayed.

Verify that Windows 2000 Professional recognizes your COM ports by displaying Device Manager. Verify that the COM port is not experiencing a hardware or resource problem (identified by an exclamation point icon next to the device listing) or has been disabled (the international “No” symbol). If the connected port is listed without any additional icons, the COM port is recognized and available.
If the COM port is disabled in Device Manager, there is most likely a hardware or a configuration problem. Use the following steps to troubleshoot the problem for an external modem.

Verify that the port is not disabled in the BIOS (also called the CMOS) setup of the computer. Refer to the documentation for your computer to obtain information about configuring options in the BIOS setup.

Make sure there are no other adapters or devices that are configured for the same base I/O Address or IRQ as the COM port to which the modem is attached.

Verify that the serial port is not defective. If the modem and any other serial devices fail on the COM port but work on other COM ports, and you have verified the two steps above, the serial port might be defective.
If the modem experiencing problems is internal, perform the following steps to diagnose and resolve the problem:

If the internal modem is not Plug and Play–compatible, it might use jumpers to specify the COM port. Make sure the jumpers on the modem are configured properly. There might or might not be jumpers that allow you to set the base I/O address and IRQ to be used by the modem as well. Verify that they are properly set. Some modems use a configuration application to change these settings.

If the modem is configured for a COM port number that is assigned to a COM port on the motherboard or a serial card (physical port), you must either set the modem to use a different COM port, or use the BIOS setup to disable the COM port with the same number as the internal modem.

Make sure there are no other adapters or devices that are configured for the same base I/O address or IRQ as the internal modem.

Verify that the internal modem is not defective. Also, it is often a good idea to check with the vendor of your modem to see if there is a flash upgrade available for your modem.
Troubleshooting PSTN Telephony
The following sections outline common problems and solutions for conventional (non-IP) Public Switched Telephone Network (PSTN) telephony deployment.
Computer cannot find the telephony server
If the telephony server cannot be reached through the network, for example, a user cannot “ping” the telephony server, it is possible that:
 1.
The telephony server is not available or has not been correctly set up. Contact the administrator of the telephony server.
 2.
The Tcmsetup tool has not been run. Run the Tcmsetup tool with the /c parameter to specify the correct servers.
 3.
The Tcmsetup tool has been run, but an incorrect telephony server was specified. Run the Tcmsetup tool with the /c parameter to specify the correct servers.
 4.
The Tcmsetup tool has been run multiple times, overwriting the original telephony configuration. Run the Tcmsetup tool with the /c parameter, listing all telephony severs in the single command.
 5.
The Tcmsetup tool has been run with the /d (delete) parameter. Run the Tcmsetup tool with the /c parameter to enable telephony services and to specify the correct server(s).
One or more client computers cannot find a line on the telephony server
If one or more client computers cannot “see” the lines of a telephony server, it might be because they are unable to be authorized for access to lines on the telephony server. When a TAPI application accesses lines on the telephony server, the user context associated with the application process is first authenticated. This means that those lines must have been configured on the server to allow access by that client. If the client cannot see lines on the telephony server, it is possible that the lines have not been configured on the server to allow access by the client. Contact the system administrator for the server.
After the lines have been configured, the new settings are not available until TAPI on the client computer restarts. The solution is to stop all client TAPI applications and restart Windows 2000 Professional. When the client applications restart, they are able to see the newly allocated lines.
An application fails to start after you have canceled the Location Information dialog box
If an application fails to start after you have canceled out of the Location Information dialog box, the problem might be that address translation required by TAPI applications has not been specified. This can be solved by using the Local Information dialog box to enter your country/region code, local area code, and pulse or tone and external line access settings.
A client cannot find a new line appearance on the server, even though the server administrator has assigned the client to the line
When you assign a currently running client to a line on the telephony server, the new settings are not available until TAPI on the client computer restarts. The solution is to stop all client TAPI applications so that TAPI shuts down. When the client applications restart, they are able to see the newly allocated lines.
Troubleshooting Conferencing Applications
Users of H.323 or multicast conferences might encounter problems connecting with other users or receiving audio or video.
Audio problems in conferencing applications
If audio problems occur in H.323 or multicast video conferences, the microphones or sound cards on the client computers might be incorrectly configured or malfunctioning.
To diagnose sound hardware on Windows 2000 Professional computers, start the Sound Recorder application by clicking Start, pointing to Programs, Accessories, Entertainment, and then clicking Sound Recorder, or by typing sndrec32 at the command prompt. Make a recording of your own voice using Sound Recorder, and then play it back. If there is no sound, check if the microphone is properly plugged in.
If the Sound Recorder test works properly but you continue to have audio problems, verify the sound settings using Volume Control.
To verify sound settings through Volume Control
 1.
Click Start, point to Programs, point to Accessories, point to Entertainment, and then select Volume Control.
 2.
In the Volume Control dialog box, select Options, Properties, and then click Playback. Make sure that the Wave and Microphone check boxes are selected. You might have to scroll the window in order to see these settings.
 3.
Click OK.
 4.
Select the Mute check box in the Microphone column if it is not checked. This prevents speech from being echoed locally (played back on the speaker’s computer).
 5.
If the voices of all other conference participants are too loud or too quiet, adjust the Volume Control and/or Wave sliders downward or upward as needed.
 6.
Select Options, Properties, and then click Recording. Select all of the check boxes in the window at the bottom of the dialog box. (You might have to scroll the window in order to see these settings.)
 7.
Click OK.
 8.
Select the Mute check boxes in all of the columns except for the Microphone column if they are not already checked. Make sure that the Mute check box in the Microphone is left unchecked. This allows your speech to be sent to the conference, but prevents other sounds, including those of other conference participants, from being transmitted from your computer.
 9.
If other conference participants are dissatisfied with the level of sound, adjust the Microphone slider downward or upward as needed.
Note   A single incorrectly configured computer can cause audio problems or echoes for all other conference participants.
If you continue to encounter audio problems after adjusting the sound settings, check if the affected computers have full-duplex sound cards. Full-duplex sound cards are capable of capturing and playing audio simultaneously, while half-duplex sound cards can only do one at a time. Most modern sound cards are full-duplex, but many older sound cards are only half-duplex.
To check if the sound card on your computer supports full-duplex audio, start Sound Recorder and record a speech sample for approximately 30 seconds. After this is complete, open a second instance of Sound Recorder. Play the sample you recorded using the first instance of Sound Recorder, and while this is playing, attempt to record a sample using the second instance of Sound Recorder. If the second instance of Sound Recorder is unable to properly record a sample while the first instance is recording, the sound card does not support full-duplex audio, and thus does not work with TAPI.
If sound is distorted or otherwise continues to malfunction after you attempt the above procedures, there is most likely a problem with the microphone, sound card hardware, or sound card driver. Check with the manufacturer of your sound cards to ensure that you are using the most recent Windows 2000 drivers. Also, replace the microphones and sound cards on affected computers and attempt these tests again.
Eliminating audio echo
Audio echo is a common problem with audio conferencing systems. Echo can originate in the local audio loop-back that happens when a user’s microphone picks up sounds from their speakers and transmits it back to the other participants. Normal conversation can become impossible for other participants in the conference when sensitive microphones are used, speaker level is high, or the microphone and speakers are placed in close proximity to each other.
One of the easiest ways to completely eliminate audio echo is to use audio headsets. These work by eliminating the possibility of a user’s microphone picking up sound that is being received from other conference participants.
A more expensive solution is to use special microphones with built-in echo-canceling capabilities. These microphones detect and cancel out echo. The main advantage to these is that users do not have to wear headsets. Echo-canceling microphones are also a necessity for conference rooms because using headphones is not a practical solution.
Video problems in conferencing applications
If the video image of an H.323 conference participant cannot be seen by the other party, or if the image of a multicast conference participant cannot be see by all of the other endpoints, the computer’s video capture device might not be working properly. When using Phone Dialer, participants should be able to see their own video image whenever they participate in videoconferences. If this is not the case, run the camera troubleshooter included in Windows 2000 Help.
Audio and video problems in multicast conferences can also be caused by multicast issues. The following section describes how to diagnose these problems using the MCAST tool included in the Microsoft® Windows® 2000 Professional Resource Kit.
Verifying network is configured for multicast packets
If you are uncertain whether your network is configured to send and receive multicast packets, use the MCAST diagnostic tool. MCAST can send and receive multicast packets, helping you to determine which parts of your network are enabled for transmission of IP multicast packets. MCAST is supplied with the Microsoft® Windows® 2000 Professional Resource Kit. Install MCAST on the computer in question.
You can use MCAST in send mode to set up multicast sources at different locations on your network, and in receive mode to determine the locations at which multicast traffic from these sources is being received.
The following example shows MCAST being run as a multicast sender, on a Windows 2000 Professional–based computer:
MCAST /SEND /INTF:172.31.253.55 /GRPS:230.1.1.1 /INTVL:1000 
/NUMPKTS:3600
MCAST will start sending multicast packets from the IP address 172.31.255.255 to the multicast group IP address 230.1.1.1 at the rate of 1 packet per every 1000 milliseconds. A total of 3600 packets will be sent over a one-hour period.
To run MCAST as a multicast receiver, use a command-line as follows:
MCAST /RECV /INTF: 172.31.255.255/GRPS:230.1.1.1
MCAST will start listening for multicast packets on the IP address 172.31.255.255 for the multicast group IP address 230.1.1.1. Received packets are displayed on the screen:
Started.... Waiting to receive packets...
Received [1]: [GOOD] SRC- 172.31.253.55 GRP- 230.1.1.1    TTL- 5 Len- 
256
Received [2]: [GOOD] SRC- 172.31.253.55 GRP- 230.1.1.1    TTL- 5 Len- 
256
Received [3]: [GOOD] SRC- 172.31.253.55 GRP- 230.1.1.1    TTL- 5 Len- 
256
Received [4]: [GOOD] SRC- 172.31.253.55 GRP- 230.1.1.1    TTL- 5 Len- 
256
Received [5]: [GOOD] SRC- 172.31.253.55 GRP- 230.1.1.1    TTL- 5 Len- 
256
Unable to publish multicast conference invitations
If you are unable to publish multicast conference invitations, confirm with your network administrator that the Site Server ILS Service is available at your site. The Site Server ILS Service is an essential component of TAPI IP Multicast Conferencing. This server represents the meeting place where conference creators and participants go through their client software application to find the information they need to participate in a conference.
Windows 2000 Phone Dialer cannot see ILS
The Windows 2000 Phone Dialer application must know the location of the Site Server ILS Service to provide conference creation and joining facilities.
The Phone Dialer application can locate this information in Active Directory™ directory service if the following conditions are fulfilled:

The computer running the Phone Dialer application is part of a Windows 2000 domain.

The user is logged on using a Windows 2000 domain account.

The ILS server location is published in Active Directory.
Using Active Directory in this way means that users do not need to know the location of the ILS server on their network or manually enter that information into their Phone Dialer application. This makes using IP Multicast Conferencing with Windows 2000 easier for the user.
Computer or user cannot access Active Directory
All of the components required to support TAPI Multicast Conferencing on a client computer are installed by default in Windows 2000 Professional. However, in order for a computer or a user to use TAPI Multicast Conferencing, they need to be added to a Windows 2000 domain. If computer or user accounts for Windows 2000 domain are not created, users cannot access Active Directory directory service and will need to add their ILS servers to the Phone Dialer application manually.
Troubleshooting NetMeeting
Although NetMeeting supports multi-user data conferencing, you can connect with only one other person at a time with audio or video functions. Other audio and video troubleshooting issues are also described in the following sections.
Cannot place a call in NetMeeting

If you are in a network environment that uses a proxy server and are attempting to access a Web-based directory server or to contact someone on the Internet, verify that your proxy server supports NetMeeting. If the proxy supports NetMeeting, attempt to ping the directory using its DNS name or IP address to check availability.



If a gatekeeper is used to establish calls, you might have to log on to the gatekeeper using an established alias. Contact your system administrator for details.

Some directory names are case-sensitive; verify the correct capitalization used in a directory name before attempting to place a call.

If you cannot place a call using a computer name, try using their IP address. If the IP address is unknown, ping the computer you are attempting to call, using the full DNS name of the host.
Audio problems in NetMeeting
If the audio functions of NetMeeting application have worked previously, and any changes have occurred in the sound card device driver (such as upgrading to a full-duplex driver) run the Audio Tuning Wizard again in order to reconfigure the NetMeeting audio settings. If running the Audio Tuning Wizard does not solve the problem, check the hardware and driver configuration, as described in “Troubleshooting H.323 Calls and Multicast Conferencing” earlier in this chapter.
Video problems in NetMeeting

If your video capture device fails to preview video, verify that the correct display codec is selected for your video device. Select Tools/Options from the NetMeeting menu bar, select the Video tab, then click Source to view the codec selected for the current session. Select the correct codec, then close and restart NetMeeting.

If another application is using the same video device selected for your NetMeeting video conference, the video functions in NetMeeting might be disabled. Select another video device or close the other application.

If you are using the video capture functions in a dark area, some cameras cause the session to become extremely slow and unresponsive. Some video drivers provide a low-light filter option. Enable the option if available.
Additional Resources

For more information about H.323, see the International Telecommunication Union Web site at http://www.itu.int.
