Chapter 8 - Customizing the Desktop
Microsoft® Windows® 2000 Professional provides users with more options to tailor the desktop user interface and gives administrators better tools to enforce standards within their organizations. Using features such as Active Desktop, custom toolbars and taskbars, and new Start and Programs menus options, you can customize the user interface to help increase your productivity. Using Group Policy settings, administrators can enforce standards and prevent inappropriate use of features such as wallpaper and screen saver settings.
Before you read this chapter, read “Introduction to Configuration and Management” in this book, particularly the sections on Group Policy and profiles.
If you plan to deploy Windows 2000 Professional in a Microsoft® Windows® 2000 Server network, read the related server documentation listed below.
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Quick Guide to Customizing the Desktop
Use this quick guide to locate information about customizing the desktop. You will find information about the new customization features available in Windows 2000, information about customizing desktops in different ways and in differing environments, and ideas to help you resolve any problems you may have with customization.
Learn about new features related to desktop customization.
Building on the Microsoft® Windows® 98 and Microsoft® Windows NT® Workstation version 4.0 user interface, Windows 2000 Professional introduces new features to help users stay organized and efficiently access the programs they need. Group Policy settings give administrators more control over the user interface.

See “Overview of Desktop Customization and Configuration” later in this chapter. 
Define desktop configuration standards.
Desktop configuration standards can lower the total cost of ownership of Windows 2000 Professional computers. Learn how to define standards in your organization.

See “Defining Desktop Administration Standards” later in this chapter.
Customize Windows 2000 Professional on a Windows 2000 Server network.
Implementing centralized custom desktop configurations is easy when you use the Group Policy functionality of Windows 2000 Server and Active Directory™.

See “Implementing Custom Desktops in a Windows 2000 Server Network” later in this chapter.
Customize Windows 2000 Professional desktops independent of a Windows 2000 server network.
Even when your Windows 2000 Professional users are connected to UNIX, NetWare, or Windows NT 4.0 Server networks, you can implement custom desktops by applying Group Policy settings to the user’s computer.

See “Implementing Custom Desktop Configurations in Non–Windows 2000 Server Networks” later in this chapter.
Control the features users can access and set.
Use Group Policy and System Policy Editor to control the Windows user interface within your organization.

See “Using Group Policy Settings for Desktop Control” later in this chapter.
Provide quick access to programs and folders.
Create custom shortcuts and program icons on desktops for immediate access to frequently used programs, folders, and files.

See “Desktop Shortcuts and Icons” later in this chapter.
View Web content on the desktop.
With Active Desktop, you can give users up-to-the-minute access to Web content directly from the desktop.

See “Active Desktop and Wallpaper Settings” later in this chapter.
Access commands and programs from the Start menu.
Customize the Start and Programs menus to help users find what they need quickly, prevent users from changing or accessing operating system functions, or provide access to custom programs, folders, and files.

See “Start and Programs Menus” later in this chapter.
Provide quick access to frequently used functions.
Design and distribute custom toolbars and taskbars to your users.

See “Customizing the Taskbar and Toolbars” later in this chapter.
Limit access to display options.
Use Group Policy settings to prevent users from changing display options, such as wallpaper settings.

See “Limiting Access to Display Options” later in this chapter.
Control use of screen savers.
Use Group Policy settings to prevent or control the use of screen savers.

See “Screen Saver Group Policy Settings” later in this chapter.
Restore the original configuration.
Reset modified settings back to the default Windows 2000 Professional settings.

See “Restoring the Original Configuration” later in this chapter.
Specify an alternate user interface.
Choose your own custom user interface rather than the default Windows 2000 Explorer user interface program.

See “Choosing a New User Interface” later in this chapter.
Solve desktop problems.
If you experience problems with the Windows 2000 Professional desktop, you can troubleshoot to determine possible solutions.

See “Troubleshooting” later in this chapter.
Overview of Desktop Customization and Configuration
You can customize various aspects of the desktop — such as toolbars, shortcuts, wallpaper, Active Desktop, and screen savers — to meet a workgroup’s specific needs. By effectively managing elements such as Favorites, shortcuts, network connections, and Active Desktop items, you can ensure that the most current information gets to the people who need it most. 
You can use desktop customization to: 

Enforce standards within your organization.

Limit the ability of users to access and modify operating system settings.

Increase productivity by providing quick access to frequently used programs, files, and intranet sites.

Allow the preferences and settings of workgroup members to be in effect on any computer they use.

Create a similar user interface across your workgroup to reduce training and support expenses.
What's New
Several new Windows 2000 Professional features can increase productivity for both users and administrators.
As discussed in “Introduction to Configuration and Management” in this book, Microsoft® Windows® 2000 implements Group Policy as a replacement for System Policy. Even if you don’t have a Windows 2000 Server network, you can use Group Policy settings on local computers to manage desktops in your organization.
Windows 98 and Windows NT Workstation version 4.0 users will notice some features have moved to new locations in Windows 2000. For a comprehensive, alphabetical list of components and their new locations, see Windows 2000 Professional Help.
The following list describes desktop features new to both Windows 98 and Windows NT Workstation users. 
Accessibility options   Enhancements include new wizard, magnifier, narrator, and on-screen keyboard.
Expanded menus   The contents of Control Panel, My Documents, Network and Dial-Up Connections, and Printers are automatically displayed as submenus from the Start menu.
Help improvements   Help is a separate window that now includes common tasks, troubleshooter topics, and Favorites.
Indexing service   Allows context-sensitive searches on local drive and network resources.
Keyboard underscores hidden   Keyboard shortcuts on menus are hidden by default.
Personalized menus   Infrequently used items on the Programs menu are hidden. Allow the mouse pointer to pause on the double arrows at the bottom of the menu to reveal hidden items.
The following list describes desktop features new to Windows NT Workstation users only. 
Active Desktop   HTML elements can now be displayed on the desktop. (This feature is not new for Windows NT Workstation users who also run Microsoft® Internet Explorer 4.0 or later.)
Administrative Tools hidden by default    You can access Administrative Tools in Control Panel, or, to display Administrative Tools on the Programs menu, right-click the taskbar, click Properties, click the Advanced tab, and then select the Display Administrative Tools check box.
Favorites folder available on Start menu   You can choose to display the Favorites folder on the Start menu, providing fast, easy access to printers, Web sites, documents, folders, and other computers on the network.
My Documents folder now on Desktop   Shortcut to My Documents now appears on the desktop above My Computer.
Quick Launch bar   Easily access files, folders, and programs from the Quick Launch bar. You can add frequently accessed items and remove infrequently accessed items.
Show Desktop icon   Click this icon on the Quick Launch bar to quickly minimize all open windows.
Taskbar and toolbars   Create and modify toolbars for quick access to frequently used Web sites and programs. Modify the taskbar by adding and removing elements to suit your needs.
Customizing the Windows 2000 Professional Desktop
Whether you use Windows 2000 Professional at home, in a small to medium-size business, or in a worldwide enterprise organization, you can benefit from the features that provide the ability to customize the desktop user interface.
Use the Quick Guide to find the topics you need, from learning how to define standards to configuring or controlling use of the Active Desktop. Within this chapter you’ll find all the information you need to perform advanced customization techniques, including a list of Group Policy settings that affect each type of desktop feature. For comprehensive listings of related documentation, see “Related Information in the Windows 2000 Professional Resource Kit” and “Related Information in the Windows 2000 Server Resource Kit” earlier in the chapter and “Additional Resources” at the end of the chapter.
Note   Many organizations want to create custom configurations of their Internet and intranet browser software. For more information about customizing and managing Microsoft® Internet Explorer 5, see the Microsoft® Internet Explorer Administration Kit link on the Web Resources page at http://windows.microsoft.com/windows2000/reskit/webresources. 
Windows 2000 includes a Group Policy snap-in to configure and manage Internet Explorer 5, called Internet Explorer Maintenance.
Defining Desktop Administration Standards
Setting standards within your organization can reduce support and training costs. Read this section to learn about guidelines for setting standards for desktop configurations. 
Every organization has unique user computing requirements. Windows 2000 allows you to create standard operating environments, including user interface standards, based on the needs of your organization.
Whether you choose to accept the Windows 2000 defaults or implement your own user interface preferences, Microsoft recommends that you evaluate Windows 2000 configuration options according to the following criteria:

Are they easy to learn?

Are they efficient to use?

Are they easy to remember?

Can they help address your top help desk issues or concerns?

Do they reduce the number of user errors?
Although few organizations need to research these questions in as much depth as a software manufacturer such as Microsoft, the following techniques might help you configure Windows 2000 to best meet the needs of your users:

Focus groups. Bring groups of users together for focused discussions about what they like and dislike about their computer configurations, and what changes could make them more productive.

Observational research. Watch users while they work on their computers.

Field research. Talk to administrators at other organizations about what they have learned.

Expert reviews. Study the research that exists about user interface design and user productivity.
Consider how much or how little you want to control the user interface. Basic users who have less experience with computers might need highly customized systems to maximize their productivity and to minimize their ability to make potentially harmful changes to their systems.
Advanced users who frequently run demanding programs that require special configuration options, or are disconnected from the network, might need to be given greater control over their own systems.
For more information about defining and setting configuration standards, see “Defining Client Administration and Configuration Standards” and “Applying Change and Configuration Management” in the Deployment Planning Guide, and “Introduction to Desktop Management” in the Distributed Systems Guide.
Implementing Custom Desktops in a Windows 2000 Server Network
When Windows 2000 Professional is part of a Windows 2000 Server network running Active Directory, powerful administrative functions — such as Group Policy and change and configuration management — are available to customize and control the desktop.
Use Group Policy to set and enforce Group Policy settings on multiple workstations from a central location. There are more than 550 Group Policy settings, including those that help prevent users from making potentially counter-productive changes to their computers. You can optimize the desktop for the specific needs of each workgroup or department in your organization.
For more information about Group Policy, see “Using Group Policy Settings for Desktop Control” later in this chapter.
Change and Configuration Management features include User Data Management, Software Installation and Maintenance, and User Settings Management, which are collectively known as the IntelliMirror™ management technologies. IntelliMirror and Remote OS Installation are the Windows 2000 Change and Configuration Management technology set.
IntelliMirror features increase the availability of the user’s computer and computing environment by intelligently storing information, settings, and programs. Remote OS Installation installs Windows 2000 Professional operating system and desktop images on new or replacement computers without on-site technical support. When you combine IntelliMirror and Remote OS Installation throughout your organization, you create a system that makes computer replacement easier.
You can use Change and Configuration Management features to perform the following functions:

Define computing environment settings centrally for both groups of users and computers. Then you can rely on Windows 2000 to enforce those settings.

Make it possible for users to log on to any computer on their network and have the same computing environment, including access to their data, programs, and preference settings.

Enable users to find all their data files and network files quickly, even when they are working offline. Offline files are cached locally and are synchronized with the server.

Manage software installation, updates, and removal, all from a central location. Programs can also repair themselves if a user inadvertently removes key files.

Replace a computer quickly and then regenerate its settings, restoring data, programs, preferences, and administrative policies.

Allow workstations enabled with Preboot Execution Environment (PXE)–based remote boot technology to install an operating system on the local hard disk drive automatically.
Microsoft® Systems Management Server also provides change and configuration management services. You can use Systems Management Server in combination with IntelliMirror and Remote OS Installation. 
For information about the benefits of combining these technologies, see “Introduction to Desktop Management” in the Distributed Systems Guide. For more information about deploying Windows 2000 Professional with Windows 2000 Server, see the Deployment Planning Guide.
Implementing Custom Desktop Configurations in Non-Windows 2000 Server Networks
You can deploy custom desktop configuration in UNIX, Novell NetWare, and Windows NT 4.0 Server networks using System Policy Editor or by applying Group Policy settings locally on each computer. 
For more information about using Group Policy and System Policy Editor with Windows 2000 Professional, see “Introduction to Configuration and Management” in this book.
Using Group Policy Settings for Desktop Control
Group Policy settings should be enforced using Windows 2000 Server and Active Directory. However, when necessary, you can use Group Policy locally to control desktop settings and configuration options such as:

Wallpaper and screen saver settings.

Start and Programs menu options.

Display properties.
The following sections discuss many of the user interface options you can configure, as well as the Group Policy settings that might affect those options. Options that are not set by Group Policy can be configured by the user and are saved in the user's profile. However, when Group Policy settings are in effect, they take precedence over user-implemented configurations.
Overall, there are more than 550 different Group Policy settings, and the best way to see all the different options is to study an installed version of Windows 2000 Professional. For more information about Group Policy settings and using Group Policy in non–Windows 2000 Server networks, see “Introduction to Configuration and Management” in this book and “Group Policy” in the Distributed Systems Guide.
Applying Group Policy Settings to Multiple Users of the Same Computer
If you want to enforce Group Policy settings in a non–Windows 2000 Server network and want different settings for each user of the same computer, you need to use System Policy Editor. For more information about using System Policy Editor, see “Introduction to Configuration and Management” in this book.
Applying Group Policy Settings to the Desktop
Most of the local computer Group Policy settings that control desktop functions are configured under the User Configuration\Administrative Templates node in Group Policy. As illustrated in Figure 8.1, Group Policy settings are located in the following folders: Start Menu & Taskbar, Desktop, Desktop\Active Desktop, and Control Panel\Display. 
To open Group Policy, click Start, click Run, type gpedit.msc, and then click OK. 
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Figure 8.1   Location of Group Policy Settings for Customizing the Desktop
For detailed descriptions of each Group Policy setting, right-click the setting in Group Policy, click Properties, and then click the Explain tab. Some of the desktop local computer Group Policy settings are discussed later in this chapter. For a more comprehensive description of Group Policy settings, refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
Desktop Shortcuts and Icons
You can create shortcuts to programs, files, folders, and Web sites on the desktop to provide fast access to frequently used information and programs. Windows 2000 provides shortcuts for My Documents, My Network Places, and Internet Explorer. Using local Group Policy settings, you can prevent access to the standard Windows 2000 shortcuts or hide all the icons on a desktop.
For more information about creating and using shortcuts, see Windows 2000 Professional Help.
Group Policy Settings That Affect Desktop Icons
You can set Group Policy settings to hide desktop icons. The policies listed in Table 8.1 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Desktop.
Table 8.1   Group Policy Settings That Can Affect Desktop Icons
Group Policy Setting
Description
Hide all icons on Desktop
Removes all menus, folders, and icons from the desktop. 
Hide My Documents icon on desktop
Removes the My Documents icon from the desktop. Note: The My Documents folder cannot be deleted.See also the “Start and Programs Menus” section later in this chapter for the Remove Documents menu from Start Menu Group Policy setting.
Hide My Network Places icon on desktop
Removes the My Network Places icon from the desktop.
Hide Internet Explorer icon on desktop
Removes the Internet Explorer icon from the desktop.
You can use Group Policy settings to determine the method Windows 2000 Professional uses to search for the target of a shortcut. The Group Policy settings listed in Table 8.2 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Start Menu & Taskbar.
Table 8.2   Group Policy Settings That Can Affect Shortcut Search Methods
Group Policy Setting
Description
Do not use the search-based method when resolving shell shortcuts
Prevents comprehensive search of NTFS partition to locate target file.
Do not use the tracking-based method when resolving shell shortcuts
Prevents system from using NTFS target file ID to search for files.
Active Desktop and Wallpaper Settings
Active Desktop for Windows 2000 Professional uses Web, HTTP, and HTML components — such as Web sites, Microsoft® ActiveX® Controls, and floating frames, along with traditional Microsoft® Win32® presentation services — to enhance the Windows user interface. 
Active Desktop incorporates Microsoft Internet Explorer with HTML Web browser technology to enable browsing and viewing information, along with new features such as subscriptions that allow the desktop to automatically receive information from network servers on TCP/IP networks.
Using Active Desktop, you can:

Add Web content to desktops from the Internet or your intranet.

Use subscriptions to regularly update content.

Browse the Active Desktop Gallery to choose sites.

Lock down Active Directory elements to prevent changes.
Considerations for Using Active Desktop
The advantage of using Active Desktop is to provide users with immediate access to the most current information. You need to review the type of information your workgroups need and consider the best method of delivery. Active desktop works best when time-critical information, such as a stock ticker or inventory counter, is needed. 
You can choose to disable Active Desktop on general installations, but give users the ability to enable it as they choose. 
To disable Active Desktop without using Group Policy
 1.
Right-click an empty area on the desktop, point to Active Desktop, and then click Customize My Desktop.
 2.
Clear the Show Web content on my Active Desktop check box.
Using an HTML File as Wallpaper
You can display an HTML file as wallpaper when Active Desktop is enabled. The HTML page can be on your local computer or on a network drive, but it cannot point to a URL on your intranet or on the World Wide Web. You can save a file from the Internet or intranet to your hard disk drive by displaying the page in your browser, selecting Save As from the File menu, and saving it to your local hard disk drive.
To use an HTML file as the Active Desktop wallpaper
 1.
Right-click the desktop, and then click Properties.
 2.
On the Background tab, click Browse, and then navigate to the location of the HTML file you want to use.
Note   If you select a .bmp file for Windows 2000 Professional background wallpaper and then choose to use Active Desktop wallpaper, the Active Desktop runs in the foreground, covering up the system wallpaper. When you press CTRL+ALT+DELETE, Active Desktop is disabled and the system wallpaper (the specified .bmp file) is displayed. This behavior is normal.
Using Graphics and HTML Pages as Active Desktop Items
You can add an HTML page, or a JPEG or GIF graphics file, as an item on the Active Desktop. In a corporate intranet, for example, you might want to add a frequently-used HTML form, such as a sales order, for faster access by sales personnel. You might add an animated GIF of your corporate logo to make it easier for users to copy and paste the logo into letters, spreadsheets, or Web pages.
The Microsoft Active Desktop Gallery on the World Wide Web contains Active Desktop items, such as MSN Investor Tickers and Java clocks, that you can download. To use these items, visit the Active Desktop Gallery Web site at http://www.microsoft.com/.
To add an item to the Active Desktop
 1.
Right-click the Active Desktop, point to Active Desktop, and then click New Desktop Item.
 2.
Click Visit Gallery to select an item from the Microsoft Active Desktop Gallery. Otherwise, type or browse the path to the HTML page or graphic file that you want to display as an Active Desktop item.
Locking Down an Active Desktop Configuration
You can prevent changes to an Active Desktop configuration without using Group Policy. 
To lock Active Desktop settings

Right-click the desktop, point to Active Desktop, and then click Lock Desktop Items.
Group Policy Settings That Affect Active Desktop
As with most Group Policy settings, Active Desktop policy settings can have multiple effects. For example, if you set the Enable Active Desktop Group Policy to Enable, users cannot disable Active Desktop. When you right-click the desktop and point to Active Desktop, the Show Web Content command is unavailable; when you right-click the desktop, click Properties, and then click the Web tab, the Show Web content on my Active Desktop check box is unavailable; and on the General tab of Folder Options in Control Panel, the Use Windows classic desktop option is unavailable. 
Other Group Policy settings you enforce can affect how Active Desktop Group Policy settings work. For additional information, right-click the Group Policy setting, click Properties, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy settings listed in Table 8.3 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Desktop\Active Desktop. 
Table 8.3   Group Policy Settings That Can Affect Active Desktop
Group Policy Setting
Description
Enable Active Desktop
Prevents users from disabling Active Desktop.
Disable Active Desktop
Prevents users from enabling Active Desktop.
Disable all items
Removes all Active Desktop items from the desktop, but does not disable Active Desktop.
Prohibit changes
A comprehensive Group Policy setting that locks down an established Active Desktop configuration.
Prohibit adding items
Prevents adding Web pages or pictures from the Internet or intranet.
Prohibit deleting items
Prevents removing Web content from Active Desktop items. 
Prohibit editing items
Prevents changing the properties on Web content desktop items.
Prohibit closing items
Prevents Active Desktop items from closing.
Add/Delete items
Add or delete specific Web-based items or shortcuts to the desktop each time the Group Policy setting is refreshed.
Active Desktop Wallpaper
Prevents changes to the wallpaper image.
Allow only bitmapped wallpaper
Prevents the use of JPEG, GIF, PNG, or HTML wallpaper files.
Start and Programs Menus
For many users, the Start and Programs menus are the central repository for frequently used programs and files. You can customize the contents of the Start menu and the Programs menu — simply drag items to easily add, remove, and reorder links to programs, files, and folders. A shortcut menu appears when you right-click an item. 
In Windows 2000 Professional, you can display certain components, such as Control Panel, as subfolders directly from the Start menu rather than in a new window. For more information about changing the display of components from the Start menu, see “Procedures for Customizing the Start Menu” later in this chapter.
Personalized menus are another new feature of Windows 2000 Professional. Enabled by default, the system keeps track of the most frequently used items on the Programs menu (and its submenus) and displays only those items when you activate the menu. To expand the menu to see all of the items that are available, allow the mouse pointer to pause on the double arrows at the bottom of the menu (as seen in Figure 8.2) to display infrequently used items (as seen in Figure 8.3).
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Figure 8.2   Personalized Menu Displaying Only the Most Recently Used Items
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Figure 8.3   Personalized Menu Expanded to Display Infrequently Used Items
For more information about Personalized Menus, see “Procedures for Using Personalized Menus” later in this chapter.
Personalized menus are also available in Internet Explorer 5 and Microsoft® Office 2000 programs. Enabling and disabling personalized menus in Windows 2000 does not affect personalized menus in other programs.
Administrators can use Group Policy settings to restrict access to the Start and Programs menus. Some of these Group Policy settings are described later in this chapter. 
Considerations for Customizing the Start and Programs Menus
When customizing the Start and Programs menus, you need to consider the following:

Add the folders, documents, and programs that your workgroup uses most frequently to the Start menu. You also might want to add some of these items to the Windows taskbar, to the Quick Launch toolbar, or to new toolbars that you create. See “Customizing the Taskbar and Toolbars” later in this chapter.

Add all of your workgroup’s custom program groups and programs to the Programs menu. You can reorganize the Programs menu and add custom program groups to suit the specific needs of your workgroup. For example, you might want to create a program group called “Inventory” that contains only the inventory programs specific to your workgroup.

If your workgroup accesses distributed applications that use the Distributed Component Object Model (DCOM), you might want to customize program shortcuts to point to the appropriate local component or to a component on a network server.

Consider how much control you want your users to have. Use local computer Group Policy settings if a greater degree of control is necessary and you don’t have a Windows 2000 Server Active Directory network.
Customizing the Start and Programs Menus for All Users
You can add shortcuts to frequently used programs, files, folders, or Web sites to the Start or Programs menus for every user who logs on to the computer, or for individual users.
To add and remove Start and Programs menu items for all users
 1.
Right-click Start, and then click Open All Users.
 2.
Add items to and remove items from the Start menu, or double-click Programs to add items to and remove items from the Programs menu. 
Procedures for Customizing the Programs Menu
The items that appear on the Programs menu are arranged alphabetically by default. You can add, remove, and reorder items.
To add items to or remove items from the Programs menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then do one of the following:

To add an item, click Add, and then follow the instructions in the Create Shortcut wizard.

To remove an item, click Remove, click the item you want to remove, and then click Remove.
To reorder items on the Programs menu
 1.
Click Start, and then point to Programs.
 2.
Click the item you want to move, and then drag it to the new location.
To alphabetize items on the Programs menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then click Re-sort.
Procedures for Customizing the Start Menu
You can add and remove items from the Start menu, or change their order.
To add an item to the Start menu

Drag the item’s icon to the Start button.
To remove an item from the Start menu

Click Start, right-click the item you want to remove, and then click Delete.
To reorder the items on the Start menu

Click Start, click the item you want to move, and then drag it to the new location.
To add Administrative Tools to the Start menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then select the Display Administrative Tools check box.
To add the Favorites folder to the Start menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then select the Display Favorites check box.
To add the Logoff command to the Start menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then select the Display Logoff check box.
To display the contents of subfolders on the Start menu
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then select the Expand Control Panel, Expand My Documents, Expand Network and Dial-up Connections, and Expand Printers check boxes.
To display the contents of the Programs menu in a scrolling list
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
Click the Advanced tab, and then select the Scroll the Programs menu check box.
Procedures for Using Personalized Menus
Personalized Menus hides infrequently used items from the Programs menu. The Personalized Menus option in Windows 2000 is different from the Personalized Favorites Menu setting in Internet Explorer 5 and the Personalized Menus and Toolbars options in Microsoft Office 2000 programs. 
In Windows 2000, you cannot customize how Personalized Menus works; the option is either enabled or disabled. By default, Personalized Menus is enabled.
To disable Personalized Menus in Windows 2000 without using Group Policy
 1.
Click Start, point to Settings, and then click Taskbar & Start Menu.
 2.
On the General tab, clear the Use Personalized Menus check box.
Note   If you disable personalized menus in the Accessibility Wizard, the Use Personalized Menus check box is cleared, but the option remains available.
To enable Personalized menus for Internet Explorer 5
 1.
On the Tools menu, click Internet Options.
 2.
On the Advanced tab, select the Enable Personalized Favorites Menu check box.
Group Policy Settings That Affect the Start Menu
You can use Group Policy settings or a combination of Group Policy settings to control access to the Start menu. Table 8.4 lists and describes each Group Policy setting that can affect the Start menu.
Other Group Policy settings you enforce can affect how the Start menu Group Policy settings work. For additional information, right-click the Group Policy setting, click Properties, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy settings listed in Table 8.4 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Start Menu & Taskbar.
Table 8.4   Group Policy Settings That Can Affect the Start Menu
Group Policy Setting
Description
Remove user’s folders from the Start Menu
Hides all user-specific folders from the Start menu. Use in conjunction with folder redirection Group Policy settings.
Remove common program groups from Start Menu
Removes items in the All Users profile from the Programs menu on the Start menu.
Remove Documents menu from Start Menu
Hides the Documents folder from the Start menu.
Remove Favorites menu from Start Menu
Prevents users from adding the Favorites menu to the Start menu.
Remove Help menu from Start Menu
Removes the Help option from the Start menu, but does not disable Help files from running.
Remove Run menu from Start Menu
Removes the ability to execute programs from the Run option on the Start menu, Task Manager, or by pressing Application key + R.
Add Logoff to the Start Menu
Adds the Logoff option to the Start menu and prevents users from removing the Logoff option from the Start menu.
Disable Logoff on the Start Menu
Removes ability to log off from Windows from the Start Menu.
Disable and remove the Shut Down command
Prevents shutting down Windows using the standard shutdown user interface.
Disable drag-and-drop context menus on the Start Menu
Prevents users from modifying the Start menu by dragging and dropping items. Other methods of customizing the Start menu are still enabled.
Disable changes to Taskbar and Start Menu Settings
Removes the Taskbar & Start Menu item from the Settings submenu. 
Disable personalized menus
All menus items appear in default Windows 2000 order.
Disable user tracking
Prevents the system from remembering the programs run, paths followed, and documents used. Usually used in conjunction with the Disable personalized menus Group Policy setting.
Maximum number of recent documents
Specifies the number of shortcuts displayed on the Documents submenu.
Add “Run in Separate Memory Space” check box to Run dialog box
Allows 16-bit programs to run in a dedicated Virtual DOS Machine (VDM) process.
Gray unavailable Windows Installer programs Start Menu shortcuts
Displays partially installed programs in gray text on the Start Menu.
Customizing the Taskbar and Toolbars
Toolbars provide quick access to frequently used functions in programs and utilities such as Internet Explorer, My Computer, My Network Places, the Recycle Bin, and Windows Explorer. Toolbars can be added to the Taskbar (docked) or can float on the desktop (undocked). They can be positioned and resized. The Quick Launch bar, located to the right of the Start button by default, provides easy access to frequently used programs.
Figure 8.4 illustrates the Windows 2000 taskbar and toolbars that can be displayed at the bottom of the desktop.
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Figure 8.4   Taskbar and Toolbars on the Windows 2000 Professional Desktop
Considerations for Customizing the Taskbar and Toolbars
When you customize the Windows taskbar or Quick Launch toolbar, or create new toolbars, consider the following:

Decide which files, folders, programs, and Internet shortcuts your workgroup uses most frequently.

Determine the best method of presentation for your workgroup. For example, if your workgroup consists of writers working on a specific Microsoft® Word document, you might want to create a shortcut to Microsoft Word or to that document on the Quick Launch toolbar. If your workgroup regularly accesses a folder of related files, programs, or Internet shortcuts, you might want to create a toolbar containing the contents of that folder and place it on the Windows taskbar or as a floating toolbar on the desktop.

Before you create new toolbars, you need to group the files, programs, and Internet shortcuts that your workgroup uses most frequently into one or more appropriately named folders. A new toolbar consists of the contents of a folder on a local or network drive; Windows 2000 uses the folder name for the toolbar name.
Configuring the Taskbar and Toolbars
You can simplify a user’s or workgroup’s access to files, programs, and Internet shortcuts by:

Enabling one or more of the Address, Links, Desktop, and Quick Launch toolbars on the taskbar.

Customizing the Windows taskbar.

Customizing the Quick Launch toolbar.

Creating a new toolbar.

Adding a floating toolbar to the Active Desktop.

Removing a folder or toolbar from the Windows taskbar.

Adding or removing titles and text from taskbar items.
Procedures for Customizing the Taskbar and Toolbars
Use the following procedures to customize the Windows taskbar and Quick Launch toolbar and to create new toolbars.
To add an Address box to the taskbar

Right-click anywhere on the taskbar, point to Toolbars, and then click Address.
To add the contents of the Links folder to the taskbar

Right-click anywhere on the taskbar, point to Toolbars, and then click Links.
To add all desktop icons to the taskbar

Right-click anywhere on the taskbar, point to Toolbars, and then click Desktop.
To add the Quick Launch toolbar to the taskbar

Right-click anywhere on the taskbar, point to Toolbars, and then click Quick Launch.
To customize the Windows 2000 Quick Launch toolbar

Drag a file, folder, program, or Internet shortcut from My Computer or Windows Explorer to the Quick Launch toolbar.
To create a new toolbar
You create a new toolbar by pointing to a folder. The new toolbar will contain icons representing shortcuts to the contents of that folder — files, subfolders, programs, and Internet shortcuts. The name of the toolbar will be the same as the name of the folder.
 1.
Right-click the Windows taskbar, point to Toolbars, and then click New Toolbar.
 2.
In the New Toolbar dialog box, select the folder for which you want to create a toolbar, and then click OK. Windows 2000 adds the folder as a new toolbar, named for that folder, to the Windows taskbar.
Tip   The easiest way to create a new toolbar on the Windows taskbar is to drag a folder from My Computer or Windows Explorer onto the taskbar. If you want to add the new toolbar as a floating toolbar on the desktop, drag the toolbar from the taskbar to the desktop.
To add a floating toolbar to the desktop

Drag the toolbar from the Windows taskbar to the desktop.
To remove a folder or toolbar from the Windows taskbar

On the Windows taskbar, right-click the toolbar name, and then click Close.
To add or remove titles and text from taskbar items

Right-click a clear area on the Windows taskbar, and then click Show Text or Show Title.
Group Policy Settings That Affect the Taskbar and Toolbars
You can use Group Policy settings or a combination of Group Policy settings to control access to the taskbar and toolbar options. Table 8.5 and Table 8.6 list and describe each Group Policy setting.
Other Group Policy settings you enforce can affect taskbar Group Policy settings. For additional information, right-click the Group Policy setting, click Properties, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy settings listed in Table 8.5 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Start Menu & Taskbar. 
Table 8.5   Group Policy Settings That Can Affect the Taskbar
Group Policy Setting
Description
Disable changes to Taskbar and Start Menu Settings
Removes the Taskbar & Start Menu item from the Settings submenu. 
Disable context menus for the taskbar
Hides menus that appear when users right-click the taskbar.
The Group Policy settings listed in Table 8.6 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Desktop.
Table 8.6   Group Policy Settings That Can Affect Toolbars and the Taskbar
Group Policy Setting
Description
Disable adding, dragging, dropping and closing the Taskbar’s toolbars
Prevents ability to customize toolbars.
Disable adjusting desktop toolbars
Prevents resizing or repositioning toolbars.
Don’t save settings at exit
Prevents window and taskbar positions from being saved when user logs off.
Limiting Access to Display Options
As in previous versions of Windows, most display options are configured through Display in Control Panel. Using Group Policy settings, you can restrict some or all of the access to the display options. 
Group Policy Settings That Affect the Desktop Display
You can use Group Policy settings or a combination of Group Policy settings to control access to display properties. Table 8.7 lists and describes each Group Policy setting.
Other Group Policy settings you enforce can affect display settings. For additional information, right-click the Group Policy setting, click Properties, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy settings listed in Table 8.7 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Control Panel\Display. 
Table 8.7   Group Policy Settings That Can Affect the Desktop Display
Group Policy Setting
Description
Disable Display in Control Panel
Error message appears when Display is run from Control Panel. 
Hide Background tab
Removes the Background tab from Display in Control Panel.
Disable Change wallpaper setting
All options on the Background tab of Display in Control Panel are disabled.
Hide Appearance tab
Removes the Appearance tab from Display in Control Panel.
Hide Settings tab
Removes the Settings tab from Display in Control Panel.
Screen Saver Group Policy Settings
You can enable Group Policy settings that control whether users use screen savers and whether they can change screen saver properties. Table 8.8 lists and describes each Group Policy setting.
Other Group Policy settings you enforce can affect screen saver Group Policy settings. For additional information, right-click the Group Policy setting, click Properties, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy settings listed in Table 8.8 are located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Control Panel\Display. 
Table 8.8   Group Policy Settings That Can Affect Screen Saver Functionality
Group Policy Setting
Description
Hide screen saver tab
Removes Screen Saver tab from Display in Control Panel.
No screen saver
Enable to prevent any screen savers from running.
Screen saver executable name
Specifies the screen saver for the user’s desktop and prevents changes. 
Password protect the screen saver
Enable to set passwords on all screen savers. Disable to prevent passwords from being used on all screen savers. 
Restoring the Original Configuration
When several users work on the same computer and you allow changes to the taskbar and window positions, consider using the following Group Policy setting to restore the desktop to the configuration in effect at logon. Table 8.9 lists and describes the Don't save settings on exit Group Policy setting.
Other Group Policy settings you enforce can affect how this Group policy setting works.. For additional information, right-click the Group Policy setting, and then click the Explain tab, or refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD.
The Group Policy setting listed in Table 8.9 is located in the Group Policy snap-in under Local Computer Policy\User Configuration\Administrative Templates\Desktop.
Table 8.9   Group Policy Setting to Restore the Original Configuration
Group Policy Setting
Description
Don’t save settings at exit
Prevents window and taskbar positions from being saved when user logs off.
Choosing a New User Interface
The Explorer program (Explorer.exe file) is the source of the Windows user interface. You can use the Custom user interface Group Policy setting to specify an alternate interface. If you enable this setting, the system starts the interface you specify instead of the Explorer.exe file.
To use this setting, copy your interface program to a network share or to your system drive. Then, enable this setting in Local Computer Policy\User Configuration\System, and type the name of the interface program, including the file name extension, in the Shell name text box. If the interface program file is not located in a folder specified in the Path environment variable for your system, enter the fully qualified path to the file.
If you disable this policy or do not configure it, the policy is ignored and the system displays the Explorer interface.
Troubleshooting
When the desktop doesn’t behave as you expect, you can run the Gpresult.exe file on the workstation to view local and domain Group Policy settings currently in effect. Certain Group Policy settings override other Group Policy settings, some disable user interface elements, others leave user interface elements intact but disabled. Become familiar with the Group Policy settings used in your organization and refer to the Group Policy Reference on the Windows 2000 Resource Kit companion CD or the Explain tab to understand the effects of each Group Policy setting.
Two of the most common desktop-related issues are listed below.
Personalized menus doesn’t seem to be working
To enable Windows 2000 personalized menus, click Start, point to Settings, and then click Taskbar & Start Menu. On the General tab, make sure personalized folders has not been disabled by Group Policy on the Local Computer.
You cannot change or modify the personalized menus algorithm; the option is either enabled or disabled.
Use the following steps to verify that personalized menus is working.
 1.
Create a new shortcut item on the Programs menu.
 2.
In the Date/Time Properties dialog box, add one day to the current date.
 3.
Shut down and restart Windows 2000 Professional.
 4.
Open the Programs menu to see if the item is hidden. If the item is hidden, continue to step 5. If the item appears, return to step 2. 
 5.
Reset the current date and remove the test shortcut.
My desktop turns white and I receive an error message when I start Windows 2000 Professional 
When you upgrade to Windows 2000 Professional from Windows 98 using a Web page as wallpaper, the Show Web content on my Active Desktop and My Current Home Page check boxes are selected on the Web tab of the Display Properties dialog box. The error message appears when the connection to the home page cannot be established.
To disable the Show Web content on my Active Desktop option, right-click the desktop, click Properties, click the Web tab, and clear the Show Web content on my Active Desktop check box.
Additional Resources

For more information about the new location and name of a feature from a previous version of Windows, see the Windows 2000 Professional Help. 

For more information about using Group Policy, go to http://windows.microsoft.com, click the Windows 2000 Professional or Windows 2000 Server Family link, and then search by using the term Group Policy.

For more information about using Internet Explorer 5, see the Microsoft® Windows® 2000 Server Resource Kit Internet Explorer Guide.

For more information about using Group Policy, see “Introduction to Configuration and Management” in this book.

For more information about Group Policy settings, see the Group Policy reference on the Microsoft® Windows® 2000 Resource Kit companion CD.

For more information about using Group Policy, see “Group Policy” and “Introduction to Desktop Management” in the Microsoft® Windows® 2000 Server Resource Kit Distributed Systems Guide.

For more information about managing the Windows 2000 Professional desktop in a Windows 2000 Server environment, see “Introduction to Desktop Management” in the Distributed Systems Guide.

For more information about defining and setting configuration standards, see “Defining Client Administration and Configuration Standards” and “Applying Change and Configuration Management” in the Microsoft® Windows® 2000 Server Resource Kit Deployment Planning Guide.
